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HagxomkeHHaMu 10 ¢ouaiB HBYB (Monorpadii, aBTropedepatu aucepraiiii, mapyIHUKH,
30ipHUKM HAYKOBHX TMpallb, MaTepiald MDKHAPOJHHX KOH(EpEHIIH, CTaTTi 3 MepioJudHuX
BU/JIaHb ), 1[0 BUCBITIIIOIOTH Cy4yacH1 mpobiieMu KibepoOe3neku B YKpaii Ta 32 KOPAOHOM.

Osnaifomutucst 3 nirepatyporo 13 ¢onaie HBYB ta onnaitnoBumu iHdbopManiiHuMu
pecypcaMu MOKHA 3a apecoro: nmpocnekT ['onociiBebkuit, 3, M. Kuis, 03039.

© JlepxaBHa HayKoBa ycTaHOBa «[HCTUTYT
iHpopmalii, 6e3nexu i npaBa HanionansHoi
akajeMii IpaBOBUX HayK Ykpainm», 2025

© HarmionanpHa 6i6mioTeka Ykpaidnu iMeHi
B.1. Bepnaacekoro, 2025



CTaH KIOEPOEITEKHU B YKPATHI «vveeuvverirrreeisreeesireesireessseeessseessseessseeassnessneeesnseessnneesnneessnnessnnns 4
KiGepgiiiHa npoTu YKpaiHU Ta OMEPALT Y BIITIOBIMID ..uvvvveevrveeesirreessireesssssneeesnens 4
CBITOBI TEHJICHIIIT B TATY31 KIOCPOECBIIEKH ...veeiuvvveeeisrieeessiiieeesireeessstneesssssensssssseessssssesssnsseesnns 5
Cnonydeni [Itatin AMEPUKH Ta KAHAMA ...ooevvvviiiiiiiiii i 33
Kpaian €C Ta BEITHKOOPHTAHIS . ...c.vvveeiiiiieeiiiiiesiiiiesssiieeesssiieesssineessnssessssnsneeesns 48
PaN:Tony o0 o B g v T 5 (0T 1o 212 i 4 B SRR 61
Kurait, Inmis, Snonis, IliBnenna Kopes ta kpaiam [HI0-THXOOKEaHCHKOTO
015 1) TP PR 63
IO F: 10207 QAN 1] o) 1 7 AU UU ST ROPPRPTPRR 76
THIITT KPATHEL ..veieiiviies ittt sttt na e e s st e e et e e e enbba e e e nnnneeeaas 78
R (0TS 010 oL b o T 1 5 U PSPPI 82
KiGepBiliHu Ta MPOTHIIS 30BHIIIHIA KIOCPHETHUHIM aTPECIT..ciivvvrreiiriieeiiiieesiiieeesniieee s 82
CtBOpeHHS Ta QYHKIIOHYBAHHS KIOCPBIMCHK. ... veeevvieiieiesiiieasieeessieeesieeesineesnineens 86
Ki6ep3axucT KPUTHIHOT THPPACTPYKTYPH -.veenvveernrreaereesnreeassreeasneesseessssessssseesseesssneesnsneens 87
Ki0ep3axucT 3aKIaa1B OXOPOHU 3TOPOB S ..vveurrrenreeanreessreeassreeasneesnessssnesssneeesnesasnneesnneeens 91
3aXHUCT NEPCOHATHHUX JAHUX TA COMIATBHT MEPEIKI «.vvvvreerurreeesssrneesssreessssseessssssesssssseesssnnns 93
MacitaOHi BATOKH MEPCOHATBHIX JTAHTX +veevvvvressssrreesssreressnsseeessssnessssssesesssseeenns 93
KiGepOe3neka Ta XMAPHIT TEXHOIIOT .. .uvutiiirreresisireessssseeesssseeessssnsesssssessssssessssssseesssseesssnns 96
Kibepoesmneka [HTepHeTy pedeil. IIITYUHUMA THTETIEKT ..oevuvveeriveeiiiieiiieesiieessiieesreeesiiee e 97
[ TygHuit IHTENEKT, SIK IHCTPYMEHT OOPOTHOM 13 KIOEP3TOUHHHICTIO ........c.en.e.. 111
I Ty4Huit THTENEKT, K 30POS KIOCPZTOUMHIIIB .....veevveenriesieeeiee e eree e nee s 115
Ki0ep3OUHHHICTD Ta KIOEPTEPOPHBM. ....eeureeirreeinreesnreeassreeasreesssessssnessnesesnessssnessnsesesnes 117
J{ITTbHICTD XaKePIB Ta XaKEPCHKI YTPYIOBYBAHH .. .vvveeisvreressirreeessireessssrensssnsnes 131
BipycHe Ta 1HIIIE MKIIIUBE MPOTPAMHE 320€3TEUCHHS ..vvvveivrreeeirrreessssrreessssneeens 132
DIIITIHTOBI ATAKH -..cvvveesteeessteeeseteesaseessseeassseesssseessseesasseessseesssseeabseessseesssneesnneens 147
Omnepariii TpaBOOXOPOHHUX OPTaHiB Ta CyJO0BI CIpaBy MPOTH KiGep3i1ouuHIliB . 150
TeXHIUHI ACTICKTH KIOCPOECBTICKH ....ceeuvveeiurreessteeesireeastreesteeesssessseeessseessssesssneessseessssessnseess 152
BusiBieH1 Bpa3aMBOCTI TEXHIYHUX 3aC001B Ta MPOrPaMHOI0 3a0€3MEYEHHS ... 152
TexHiuHI Ta IpOrpaMHi pillIeHHS sl IPOTUALT KIOEPHETUYHHUM 3arpo3aM ........ 159
(O7633 (0):) 7 8 R T75] 00 D U 1 SO PRSPPSO 160




CraH kibepbesnexm B YkpaiHi

Kib6epminna nporu Ykpaium Ta oneparnii y BignoBinse

«Pano Bpanui 28 sunua 2025 poky npoykpaincbki KojekTuBH «Silent Crow»
i «Belarusian Cyber-Partisans» po3no4yajgu JAaBHO MiArOTOBJEHY aTaKy Ha
«AepoduioT», TNPOHMKHYBHIM B CHCTeMY AaBIaKOMNAaHII 4epe3 HEBEJHKOI0
niapsaaHuka Bacca Soft, sxuii po3poouB ii Bed- Ta MoOiIbHI qoaaTku. [TpoOyBum pik
y BC€ IIe HE OYMIIEHIN 1H(QPACTPyKTypl NOCTavyaIbHUKA, XaKepu OTPUMAIM IpaBa
aJgMiHICTpaTopa JOMeHYy, BuUBedH 3 jaay Onuszbko 7000 cepBepiB, moyald B PEKUMI
peanbHOro Yacy CTUpAaTH JaHl 3 KOMIT'IOTEPIB CHiBpOOITHUKIB 1 BUKpanu 2 I'b ganux npo
Naca)XupiB, CHIBPOOITHUKIB 1 «HEKOMEPIINHI» pelcH, BKIIOYAIOYM MEMOpPaHIyM
MisicTepcTBa 000pOHU 3 TUIAHAMU BIMCHKOBUX MEPEBE3CHB y Mepexki «AepoduoTyy...

O 05:00 yatu cmiBpOOITHUKIB 3alOBHWIKCA TOBIIOMJIEHHSIMUA MPO MAacoBi
nepesaBanTakeHHs; 10 07:00 kepiBHukm IT-Biaainy aBiakoMITaHii HaKa3aJId BiIKITFOYUTH
CJIEKTPOCHEPTII0 HA BCIX TMOBEepXaxX INTA0-KBAPTUPH, pO3IpBAIM  3B'SI3KU 3
«PocrenekoMom», OCHOBHOIO 0a3010 JaHUX KBUTKIB 1 aepomnoproM lllepemerseBo, 1
nepenum Ha BUKopucTanHs Tabnuie Excel s nepemianyBanHs MapuipyTiB MOJIbOTIB.
ABapiifHe BIJKJIFOUYEHHs 3amo0iryio MOBHIM pyWHAIl KOPIMOPAaTUBHOI 1HOPACTPYKTYPH,
ane Oyno ckacoBano moHaa 100 peiiciB, 3aTtpumano moHaa 80, a THUCSYI MACAKUPIB
3aMUIIMINCS  0e3 TpaHCHOpTy, M0 YHEMOXJIMBHJIO NPUXOBYBAHHA  IHIMJIEHTY
POCIHCHKHMH BJAcTAMH, X04a «Aepodior» myOaidyHO 3BUHYBAaTHB y LbOMY 3arajbHY
«HECTIPABHICTh 1HPOPMALIIITHUX CUCTEM.

3a BHYTpPILIHIMU OLIIHKaMH, IpsiMi 30MTKM BIJ CKacyBaHHs peiciB ckiamu 260
MUIbHOHIB pyOI1iB (= 3,3 MinblOHA J101apiB), MPOTE penyTaliiHui 30UTOK OYB OIBIITUM:
BUTIK JIOKYMEHTIB CYNEpPEYUB TBEP/KEHHSM aBlalepeBI3HUKA NpPO Te€, IO BIH € CYTO
nuBiLIEHUM. [xepena noBimomunau The Bell, mo Hexpbane craBiaeHHs 10 O€3MEKU MapoJiB
cepel KEpIBHUKIB BHUIIOI JIAHKK Ta OMip MIAPSAHUKA LI0J0 IPOBEIECHHS PETEIbHOrO
KPUMIHAJIICTUYHOTO  PO3CIIAYBAaHHS  3QJMIIWIM  JIa31BKU, SKAUMH CKOPUCTAIHCS
310BMUCHUKHU. Ciiui Tenep po3riisiIaloTh 1eH emi3o/ K sICKpaBUi ypOK II0JI0 PU3HKIB
JIQHITIOTa MMOCTABOK 1 BAXJIMBOCTI MIBUJKOIO Ta PIIIyYOTo pearyBaHHs; 0€3 OyKBaJIbHOTO
«BUTATYBaHHS BUIKW» Besl [T-iHQpacTpykTypa «Aepodiaory» moria OyTd 3HUIICHA...»
(Gintaras Radauskas. Aeroflot hack explained: report says infrastructure was nearly
destroyed // Cybernews (https://cybernews.com/security/russia-aeroflot-airline-ukraine-
hack/). 10.12.2025).

**k*k

«..3a maHUMH [OOCJHiKeHHA KommaHii Intezer, mo cnmemiagizyerbcssi Ha
ki0epOesnmeni, KaMmaHiga KiOepIINUIYHCTBA, IOB'A3aHA 3 IPOYKPAIHCHKOIO
xaKkepcbko1o rpynor «Paper Werewolf», Takox Binomor sk GOFFEE, HemogaBHo
OyJia cIpsiMOBaHAa NMPOTH POCIiiCbKUX O00OPOHHMX i TEXHOJIOTIYHHUX KOMMIaHii. Y
paMKax Kamrasii, sika TpuBae 3 2022 poky, BUKOPUCTOBYBAJIUCS CTBOPEHI1 3a I0MTOMOTOI0
MITYYHOTO 1HTEJIEKTY JAOKYMEHTH-TIPUMAHKH Ta IHII CKJIAgHl TPUMAHKH, Takl SK
POCIMICHKOMOBHI 3alPOIIEHHSI Ha KOHIEPTH JJII BUCOKOMOCTABICHUX O(DIIepiB 1 JUCTH,
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HIONTO Big MiHicTepcTBa TPOMHUCIOBOCTI 1 TopriBmi Pocii, wmo0 obaypuru
CHiBpOOITHUKIB ~OpraHizaiii, 10 3aiMarOThCAd MPOTHUIOBITPSIHOIO OOOPOHOIO Ta
Yy TIMBOIO eJIeKTpOHIKot0. Jlocmimauku Intezer 3a3HauniIu, 110 1IEW BUIIAJIOK JIa€ PIAKICHY
MOJKJIUBICTh 3a3UPHYTH B IHTPY31l MPOTH POCIMCHKUX OpraHizailiil, OCKUIbKA BHIAUMICTb
TaKMX araKk 3a3Buyaii  oOMmexeHa. Ilg JiSUTBHICTH  y3TOIKYEThCS 3 1HIIUMHU
NOBIJOMJICHHSIMU TIPO TMPOYKPATHCBKI 3ycwilis 31 300py 1H(opmanii mpo pociichbKi
OoOOpOHHI KOMIIaHIi MiJ 4Yac BIMHHW, BKJIIOYAIOYM MOINEpEeAHI0 KidepaTaky OOOpOHHOI
po3BiiKM YKpaiHM Ha pociiickkoro mnocravanbHuka bBIIJIA Gaskar Integration...»
(Roman Kohanets. Russian Defense Firms Hit by Al-Enabled Cyber Espionage Linked
to Pro-Ukrainian Hackers /[ UNITED24 (https://united24media.com/latest-
news/russian-defense-firms-hit-by-ai-enabled-cyber-espionage-linked-to-pro-
ukrainian-hackers-14426). 19.11.2025).

***k

CeiToBi TeHpeHnil B ranysi kibepbesnexm

«3 orasiny Ha 3pocTaHHs Ki0ep3arpo3 — Jmme 2% CBITOBHX HiANPHEMCTB
BBAKAKTH ce0e TMOBHICTIO 3aXMIIEHMMH — KepPiBHHKM NOBHHHI HaJaBaTH
npiopurer ynpap/JiHHI HUGPOBMMH PHU3HMKAMH, 0CO0JHMBO 3 OISy Ha Te, IO
JIOACbKI MOMMJIKM CTAHOBJATH NPUOIN3HO 60% BuUnNagkiB nmopyuieHHsi 0e3mexkH
AAaHUX. 31 MBUJIKUM TOIIMPEHHSM T€HEPATUBHUX IHCTPYMEHTIB IUTYYHOI'O IHTEJEKTY,
o Ie OlIbllle HapakaloTh Ha PU3BUK 1HQPACTPYKTYpPY IMIJANPUEMCTB, KiOepOesneka
nepecrae OyTH JIMIIE TEXHOJOTIYHOI MpPOOJIEeMOI0, a CTa€ KPUTUYHO BaKIUBUM
3aBJIAHHSM IS JTIOJICTBA. . .

o6 miABUIIMTH CTIHKICTh, OpraHi3allii MOBUHHI BIPOBAJAUTU KYJIbTYpPY, B SKIA
KOXEH CIIBPOOITHUK BHUCTYIIA€ B POJII «YMPABUTENS JaHUX». L[ 3MiHA MOYMHAETHCS i
yac HalMy, KOJIM OIIHIOETHCS NH(PPOBA TPAMOTHICTh KaHIUIATIB, 1 MPOJOBKYETHCS
MPOTATOM yChOTO ITUKITYy pOOOTH CIIBPOOITHUKA 32 JOTIOMOTOI0 KOMITJIEKCHOTO HaBYaHHS
3 NUTaHb YCBIJIOMJIEHHS pU3MKIB. KepiBHMKM NMOBUHHI 337aBaTH TOH, JI€MOHCTPYIOUH
HajexHy [UQPOBY TIr€HYy Ta CHOPUSIOYM CTBOPEHHIO CEPEIOBUINA KOJEKTHUBHOI
BI/IMOBIJAILHOCTI, BUXOJSIYM 3a MEX1 MAaCUBHOTO HABUAHHS Ha KIITAlAT «IPOYUTANTE
MOJIITUKY» 1 TEpPeXoAsuyd JI0 aKTUBHMX 3aXO/iB, TaKUX SK PEryspHi MiKpocecii,
IMITaIliiiH1 BOpaBy 3 (QIIIUHTY Ta BUAUME BUHATOPOHKEHHS 32 MUJIBHICTb. ..

Cranma kynabTypa KibepOe3neku BUMarae Bij CIIBPOOITHHMKIB BiAMOBIIAILHOTO
CTaBJICHHSI /IO 3aXMCTy JAaHUX 1 PO3YMIHHS HacIiaKiB Heabamocti. KirodoBe 3HadYeHHs
Ma€ CIIBMOpald: KOJMU TEpPCOHAT 3JIaroKeHO Tpalioe 1 po3yMmi€e HEOOXIIHICTh
MPOTUCTOSITH CIPOOaM COIIATLHOTO 1HXKHUHIPUHTY, OpraHizailisi OTPUMY€ BaKJIUBHM
3aXHCHUH Oap'ep. 3pemIToro, MaANPHEMCTBA IIOBHHHI 3MIHUTH CBOE MHCIICHHS, CTaBJISTIN
Oe3neky BUIINE 3a BHIAJKOBY IIIKaBICTh, MO0 <IFOACHKUN (haKTOp» CTaB (HaKTOPOM
NWIBHOCTI, a He BpasnmBocTti...» (David Morel. Why Your People Are Your Best
Defense Against Cyber-Risks Il Forbes Media LLC.
(https://www.forbes.com/sites/davidmorel/2025/12/02/why-your-people-are-your-best-
defense-against-cyber-risks/). 02.12.2025).

***



«...3riggo 3 pomoBigaw IO «Cran indopmaniitnoi 0esnmexku 2025», B sAkii
B3su1M yuyactb 3000 meHekepiB 3 ki0epOe3nexku, Kidep3arposu, 1o NiATPUMYIOTHCSH
JAepP:KaBOI0, 3apa3 € TO0JOBHMM ONEPATHBHUM i CcTpareriyHuM PpPH3HKOM [JIA
opranizauiii BesmkoOpuranii Ta CIIA. IlepeBakna OUIbIIICTh MOOOIOETHCS aTak 3
OOKy HallOHaIbHUX JepkaB, a 23% Ha3uMBalOTh CBOEK HAMOUIBLIOW MPOOIEMOIO
HEJOCTATHIO MIJITOTOBJIEHICTh J0 T'€ONOJITHYHOI ecKajalli ado BIMICHKOBUX OIepalii Ha
TJ1 TYYHUX KamImaHii, nos'szanux 3 Pociero, Ipanom, IliBHiunoto Kopeero Ta Kurtaem.
Tperuna (33%) BBaxae, 10 iXHI ypsau HE poOOJATH JOCTaTHHO HJis MIATPUMKHU
3axiCHUKIB. OCHOBHUMHM OUYIKyBaHMMH HACIIJIKAMU € BTpaTa JaHuX ab0 HEMOXKJIUBICTb
noctymy 10 Hux (41%), mxona pemyrauii (40%), mopylIeHHs JIAHLIOTIB MMOCTa4yaHHS
(38%) Ta mnopymieHHs poboTu KpuTu4HOi 1HMpacTpykTypu (36%); 35% omnuTaHux
TypOyIOThCS PO JIaHi, 0 30epiraloThCs B pErioHax-CynpOTUBHUKAX. ..

L{i BUCHOBKH y3TO/IKYIOTBCS 3 IPOTHO3aMU pU3HKIB Ha 2025 pik, omy0OiKOBaHUMHU
CBITOBUM €KOHOMIYHUM (opymMoM, sIKi mependavyaroTh IMOCHWICHHS MDKIEPKaBHUX
KOH(DJTIKTIB, TEOMOMITUYHOI HAMPY>KEHOCTI Ta HECTAOUTLHOCTI JIAHITIOTIB MOCTAYaHHS.
HesBakatoun Ha 3arpo3y, 74% KepiBHUKIB CiIy’k0 O€3MEKH 1HBECTYIOTh Yy 3a0€3MeUCHHS
CTIMKOCTI, a Cepel TUX, XTO CTYpOOBaHHWM MISUIbHICTIO AEp’KaBHUX CYyO'ekTiB, 97%
PO3pOOIISIIOTH TUIAHW pearyBaHHS HA 1HIUIACHTH Ta BiHOBJICHHS, MOCUJIIOIOTH PO3BIIKY
3arpo3 1 3MIIHIOITh Oe3MneKy JaHIoriB nocradands. [0 momepemkae, mo Oyab-ska
oprasizaiisi, MoB'si3aHa 3 KPUTHUUYHHMHU CHUCTeMaMu abo ska oOpoOiisie kKoH(IICHIIIHHI
JaHl, MOXKE€ CTaTH MIIIEHHIO, PO IO CBIAYaTh HENIOJAaBHI BHUMIAJIKH, TakKi SK
norpadyBanas Bybit B [liBuiunii Kopei na cymy 1,5 mupna monapiB, mOTOUYHI omepartii
kutaiicbkoi opranizamii Salt Typhoon Ta pociiicekoi Sandworm. V 3BiTi poOUTBHCS
BHUCHOBOK, 1110 OpTaHi3allli, siki pO3yMilOTh CBOIO BPa3JIMBICTh, TECTYIOTh 3aCO0H 3aXUCTy
Ta MOCWIIOIOTHh JOTPUMAaHHS BHMOT 1 CIIBIpaIto, OyayTh HaWKpaie MiJAroTOBIEHI 0
NPOTUCTOSIHHS Bce Outhn BuTOH4YeHMM atakam». (Phil Muncaster. Most Companies
Fear State-Sponsored Cyber-Attacks and Want More Government Help // Reed
Exhibitions Ltd. (https://www.infosecurity-magazine.com/news/companies-fear-state-
attacks-more/). 02.12.2025).

*k*

«...Jdennic Ilikerr, nupekrop 3 indopmauiiinoi 06esnexku B RTI International,
CTBEPAKYE, 10 I JOCATHEHHH CTIMKOCTI KidepOe3nekH B HAYKOBO-AOCIIIHUX
yCTaHOBAX 3 OOMEXKeHHMM pecypcaMHM HeOOXiIHO HaAaBaTH MNpiopuUTeT
epeKTUBHOMY BHKOPHCTAHHI0O HasiIBHUX PpecypciB, a He OYiKyBaTM Bij
CHiBpPOOITHUKIB, 10 BOHU <3pPodJasATH Oijble 3 MeHIIHMMH pecypcamu». Bin
IPONOHYE PO3MOAUTUTH PoOOUYEe HABAaHTAXKEHHS TAKUM YMHOM, 1100 LIEHTpajJbHa KOMaH/a
3 O€3MeKu BCTAHOBIIOBAJA CTAaHAAPTH Ta 3[IMCHIOBAja HArisAl, a OKpeMi IpPOEKTHI
KOMaH/I1 BUKOHYBAJIM PYTHUHHI 3aBIaHHS, TaKl K NEPErJisi )KypHAIIB. ..

[likeTrT miakpecitoe, O Oe3neKka MOBMHHA CHPUSATH 1HHOBALIsM, a He
nepemkopkaty M. Lle mocAraeTbcss HUIAXOM CTBOPEHHS «3aXUCHUX Oap'epiB» —
Oe3neYHUX CepeOBUI 1 BIAMNOBIJHUX IHCTPYMEHTIB, SIKI MIATPUMYIOTH CIIBIPALILO,
OJIHOYACHO 3axwuInarouu KoHdiaeHmiHl gaHi. Komanga 3 Oe3neku MOBUHHA NMPUNHSATH
X1, OPIEHTOBaHUIN Ha 0OCIYTrOBYBaHHS KJIIE€HTIB, PO3YMIIOYH TOTPEOH JTOCTITHUKIB 1
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MIPOIIOHYIOYM MPaKTU4HI, OC3MeUHi PIlIeHHs, a He IPOCTO Biaxuisitoun ixei. [ei miaxin,
skuii [likeTT Ha3WBae «BIAMOBIIHOK OE3MEKOI0», BKJIIOYAE CTBOPEHHS 130JIbOBAHUX
CEPEIOBHII 3 HIKYUM PIBHEM OC3MEKHU ISl €KCTICPUMEHTIB. . .

[Tig gac 0OroBOpeHHs TaKoX OyJI0 BUCBITIEHO HOBI PU3MKHU: 1HTEPEC NEpKaBH JI0
MePEOBUX TEXHOJOTIN, TAKUX SK IMTYYHUN 1HTEJIEKT Ta KBAHTOBI OOYMCIICHHS, TIIBUIKO
3pOCTa€ 3aBISKH IXHbOMY €KOHOMIYHOMY MOTEHIIAIy Ta MOKJIMBOCTSAM Yy cpepl HalaHHS
nyOJIYHUX MOCHYr. YIpaBiIiHHSA JaHUMHU B PI3HUX HAYKOBUX JMCIMIUIIHAX € BUKIMKOM
s kinacudikamii Ta goTpuMaHHs BUMoOr. [likeTT pekomeHaye ycTraHoBam abo
CTaHJAAPTU3YBATH €IMHY CHCTeMY Kiacudikamii Juisi CHOUIBHUX JaHuX, abo
nepekigacu@ikyBaTH BCl ICHYIOYl JaHi 3a JIOMOMOIOI0 HOBUX I1HCTPYMEHTIB, a0o
KJacuQiKyBaTH 171 CEPEAOBUINA KOJEKTUBHO, 3a0€3MeUyI0Und 3aCTOCYBAaHHS HaWOUIbII
oOMexXyBabHO1 Kitacu(ikallii 10 CyKyIHOro 300py AaHuX. B KiHIIEBOMY paxyHKY, YCITiX
3aJIeKUTh BiJ| CIIBIpAIll Ta 1HTErpaii O0e3neku B poOOUYnid Mponec, 3MIHU CHPUUHSTTS
KOMaHJM O€3MeKH 3 MEepPenIkoAy Ha MUISXY J0 BAXKIWBOTO MapTHEpa B 1HHOBAIISIX).
(Creative cybersecurity strategies for resource-constrained institutions // Help Net
Security (https://www.helpnetsecurity.com/2025/12/02/dennis-pickett-rti-international-
research-institutions-cybersecurity/). 02.12.2025).

*k*

«..Bix 95 10 99 % cBiTtoBOro Tpagiky JaHMX NPOXOAMTH 4depe3 moHax 1,3
MiJIbHOHA KIiJIOMeTPIB MiABOAHMX KalesdiB, fIKi eKCIUIyaTYIOTbCSl IEePeBaKHO
NpUBATHUMH KoMmnaHigamMu. OnHak 7iXHS KpUTUYHA poyib Oylia MiJKpecieHa
YUCJICHHUMHM 1HIIUJIGHTaMH, 30kpemMa B bantilickkoMy Mopi, 1e 3 2022 no nunenb 2025
POKY CTajocs JIeCATh MOIIKO/KEeHb KaOelniB — CIM 3 HUX JIMIIE 3a JBa MICSIl — IO
BUKJIMKAJIO TIiJI03pM Y HaBMHUCHOMY ca0OTaxi 3 OOKYy KHTalChbKUX ab0 pOCIMCHKHUX
1HTEpeciB. ATIaHTUYHA pajila BU3HAYA€ OCHOBHI 3arpo3W, cepell SKMX — aBTOPUTAapHI
ypsiau, 1o  mepedopMaryoTh iH(pacTpykTypy IHTEepHETY, BigJasieHi LEHTPHU
YOpaBIiHHSA, 10 301IBIIYIOTh PU3UK, @ TAKOXK 3POCTAIOYNI OOCSAT 1 Uy TJIMBICTh TaHUX BiJ
xMapHuX oOuucinenb, 5G Ta IHTepHery peueil. Y Bianosiap Ha ne €C onyOmiKyBaB y
motomy 2025 poky Ilman miif 3 6e3nexu kabeniB, M0 CTOCYEThCA K (PI3MUHOTO, TaK 1
Ki0ep3axucry...

Benuki TexHosoriyHi komradii, Taki sk Google, Meta, Amazon 1 Microsoft, 3apa3
KOHTPOJIIOIOTE  71% MIKHApOAHOI MPOIMYCKHOI 3JaTHOCTI 1 pOOJIATH aKIEHT Ha
BIJIMOBOCTIMKOCTI 3a JOMOMOTrOK ayOsrordux MepexkeBux nuisixiB. Google Hamae
npioputeT (i3UYHIN Oe3mer NUITXOM BUOOpPY MapHIpyTiB 1 MPOKJIAaJaHHS KaOeliB mij
3eMlIel0, TOJI SK IicmaHchka Kommadis Telxius, modipus kommadis Telefonica,
BUKOPHCTOBYE KOMIUIEKCHY MOJENb O€3MeKd, M0 TOEIHYE HAJIUIIKOBI MapIIpyTH
(HampuKIIaa, TpaHCAaTIaHTHYHI kabem Marea i Dunant), BUSBICHHS 3arpo3 Ha OCHOBI
HMITYYHOTO 1HTENIEKTy, OaratopiBHeBy KiOepOe3meky, MepiogudHi ayJuTHd Ta IUIaHU
BIJIHOBJICHHSI Micjsl aBapiii, 1mo0 3a0e3neuutu Oe3nepebiliHy poOOTY M€l KUTTEBO
BOXJIMBOI 1HQpacTpykTypu...» (Maria Ramos Dominguez. Submarine cable
cybersecurity: protecting  critical infrastructure  //  FoundryCo, Inc.
(https://www.csoonline.com/article/4099959/submarine-cable-cybersecurity-protecting-
critical-infrastructure.html). 04.12.2025).

***



«..3rigzno 3 pocaimxeHnsam ISC2 Cybersecurity Workforce Study 2025,
aedinut daxiBuiB y raaysi kidepOe3neky 3aJIHIIACTHCA HACTIBKH CEPlO3HUM, LI0
JAesiki opraHizamii HAHMawTb HEAOCTATHBO KBAJdiQiKOBAHUX a00 HeIOCBiTUYEHHX
CHiBpOOITHUKIB JiNIIIe /51 TOr0, 1100 3aM0OBHUTH BakaHcil. Xo4ya MacoBi 3BUTHLHCHHSI
Ta 3aMOpPOXKEHHS HaiiMy, 1o Oynu XapakrepHuMu ainsa 2024 poky, 3MEHUIWIHCS, a
KUIBKICTh p0o00YOi CHIIM CTaOUII3y€eThCs, )KOPCTKA €KOHOMisl OIOJKETY BXKE 3aJIMILIniIa
TPUBAJIMI ciijl: OaraTo KOMIIaHIM 3aMOpO3WJIM HaiM Ta CKOPOTWJIM HaBYaHHS, LIO
CTBOPWJIO PO3PUB Y KOMIIETEHTHOCTi, KM YCKJIaTHIOE MOXJIHMBICTH WTH B HOTY 3
€BOJIIOLIIEIO 3arp03 Ta 30UIbIIIY€E PU3UK MOPYUIEHB 1 BUTOKY AaHuX. B onutyBanHi 16 029
MPaKTHUKIB Ta OCI0, 1110 MPUHUMAIOTh PIIICHHS, O1IbIIIEe YBEPTI PECTIOHICHTIB MOBIIOMUIN
po HEAOJIKH B Mpoliecax Ta Mpoleaypax KidepOe3neku 4yepe3 HecTauy MepcoHaly Ta
KBaT1(piKOBAHMX KaJPIB, a 11I€ YBEPTh 3aBUIIU, IO OYyJIM 3MYIIEHI HAWMaTH HETOCTATHHO
kBamiikoBaHMX (axiBIiB. Y JOCHIIKEHHI 3pOOJICHO BHCHOBOK, IO 3 OIJISAYy Ha
MOCTIMHUI €KOHOMIYHUN TUCK, OpraHi3ailii MOBUHHI PO3IIMPIOBATH CBOIO 0a3y HaBUYOK,
1HBECTYIOUHM B ICHYIOUHI ITEPCOHAN Ta PO3BUBAIOYH HOTo OaraTonpodisibHI HABUYKH, a HE
IPOCTO HAMATAIYHCh 30UTHIIIATH YUCETHHICTh IEPCOHATTY. ..

Ha 3anuTanHs, AKMX HABUYOK HaiOuIplIe Opakye, pECNOHACHTH HaldacTille
Ha3MBAJIM ILITYYHUU 1HTENEKT 1 XMapHy Oesneky. [Ipodecionanu He BBakaroTh IIII
3arpo3or0 I CBOiX poOOuYMX Micllb, a OayaTh Yy HBOMY Karaji3aTop Kap'€pHOro
3pOCTaHHS 1 aKTUBHO HABYAIOTHCS 1OT0 3aCTOCOBYBATH, OCOOJIMBO Y BUSIBICHHI 3arpo3 Ta
pearyBaHH1 Ha HUX. be3neka XMapHUX TEXHOJIOTIH 3aMIIAETHCA IaBHHOIO MTPOOJIEMOIO0, a
XMapHa apXiTeKTypa Ta O€3leYHe MPOSKTYBAaHHS OLIHIOITHCA SK HaWBaXKJIMBIIII
HAaBUYKH, TIOB's3aHI 3 XMapHUMH TEXHOJOTisIMU. BogHodYac HETEXHIYHI KOMITETCHIT
CTAIM TaKUMHU >K BAXIWBUMH, K 1 TEXHIYHI: BHUpIIMIEHHS TpoOieM, CHiBIpars,
KOMYHIKaIlisi, TOTOBHICTh /0 HAaBYaHHS Ta CTpPATEriyHEe MHCIICHHsS 3apa3 BXOISATH J0
yrcia HalOUTbII 3aTpeOyBaHUX SKOCTEH, IO MIAKPECTIOE: AJIs YCYHEHHS HPOTaluH Y
HaBUYKaxX KibepOe3neku MOTPiOHI SK TNMOIII TEXHIYHI 3HAHHS, TaK 1 CHJIBHINI «M'SKi
HAaBUYKW» Yy BCIX NpauiBHUKIBY. (Jurgita Lapienyté. New ranking reveals 2 hottest
cybersecurity skills // Cybernews (https://cybernews.com/security/new-ranking-reveals-
2-hottest-cybersecurity-skills/). 06.12.2025).

***x

«...3BiT Verizon nmpo po3c/iiyBaHHsl BUIIAJAKIB NOPyLICHHs Oe3leKH JaHMX 32
2025 pik moka3sye, 10 3JIOBMHCHUKHM BCe€ YacCTille BUKOPUCTOBYIOTH mnepudepiiHi
IPUCTPOI Ta HenpaBWwiIbHO HajdamToBaHi VPN, npuuomy 22% mnopylueHsb,
MOB'sI3aHMX I3 BPA3JIMBICTIO, 3apa3 MOXOASATH caMe 3 UX NLJII3IB — 1€ y BiciM pa3iB
Oinbme, Hixk y 2024 poui. IIporpamm-Bumaradi 3aquIIalOTHCS —IONTUPEHUMH,
3'IBISIOUUCH Yy 44% BCIX MOPYLIEHB, € HENPOIOPLIITHO BIUIMBAIOTh HA MaJll Ta CEPEIHI
nignpueMmctBa (88%) MopiBHSAHO 3 BeMMKUMU mianpueMctBamu (39%). Xoua cepenHs
cyma BuKymy 3Hu3miaacs 1o 115 000 momapie, a 64% >xepTB Tenep BIAMOBISIOTHCS
IUTATUTH, CEPE/IHIM Yac yCYHEHHs HACHIJKIB 3aJIMIIAEThCA Ha PiBHI 32 NHIB, IO Aa€
3JI0BMUCHHMKAM HIUPOKI MOKIUBOCTI. ..

KoxeH cexkrop CTUKaeTbcs 3 OCOOJMBUMHU  PETYJISTOPHUMM — HACHIJKaMU.
diHaHCOBUN Ta CTPAaXOBUH CEKTOPM TMOBUHHI JOTPUMYBATHCS MpaBWJI PO3KPUTTS
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iHpopmarii SEC, 3axoniB 6e3nekn GLBA Tta Bumorm OCC miomo momaHHs 3BITHOCTI
npotsrom 36 roguH. Cexktop 0xopoHu 340poB's peryiaoerbcst HIPAA ta ITpaBunom FTC
I0JI0 TOB1IOMJICHHSI TIPO MOPYIIEHHS B Tally31 OXOPOHH 3J0pOB'si. BupoOHMunii cekTop
Ta CEKTOp KPUTHYHOI 1HPPACTPYKTYpH HE3a0apOM CTUKHYTHCA 3 BUMOTOIO 3aKOHY IPO
MOBIIOMJICHHS PO KiGepiHuuaeHTH ans KputudHoi iHppactpykTypu (CIRCIA) momo
MoAaHHs 3BITHOCTI mpoTsiroM 72 romuH. Cektop mnpodeciiHuX Mocayr Mae
JOTPUMYBATHUCS JEPKaBHUX 3aKOHIB Ta JOTOBIPHHUX 3000B's3aHb II0JI0 BIIIKOIYBaHHS
30uTkiB. KommaHii NOBMHHI 3aCTOCOBYBAaTH CTpaTerii, 0 BpaxOBYIOTb PHU3HKH,
BKJIIOUAIOYM IIBUKE BUIIPaBJICHHs (TIpoTsroM 15 naHiB), ayTeHTU(]ikaiio 0e3 mapoJis,
rajiy3eBl HaBUaJbHI TPEHIHTW Ta 3a3/1aJieri/ib BU3HAYEH1 paMKH YNPaBIIHHA TPOrPAMHUM
3a0€3MeUYeHHSIM Il BUMAaraHHs BUKYIy. 3ICTaBIsilOYM TEHACHIT TMOpYIIeHb 3
PEryJATOPHUMH OYIKYBaHHSIMM, OpraHizailli MOXXYTh NMEpPETBOPUTH JaHI Ha MPaKTUYHI
cTparerii ynpasiinHs pusnkamu...» (Sarah F. Hutchins, Robert M. Botkin. Cyberattack
Targets in 2025: Which Industries Get Hit, How Attackers Get In, and What the Law
Now Expects Il Parker Poe Adams & Bernstein LLP
(https://www.parkerpoe.com/news/2025/12/cyberattack-targets-in-2025-which-
industries-get-hit). 05.12.2025).

*k*

«/Ixkeitmc BikerT, remepaiabuuii aupexkrop DryRun Security, mpeacrasiasie
LICTHh KJIKY0BUX NMPOrHO3iB 1010 TeHACHLIH y c(epi TexHoJ0riil Ta KidepOe3nexn
Ha 2026 pik, sAki 3ymMOBJIeHI Hacammepea IIBHAKHM PO3BMTKOM CHCTEM LITY4YHOI'O
IHTeJIeKTYy.

1. 3710B)XKUBaHHS areHTaMy CTaHE€ HOBMM BHJIOM 1H'EKIIHHUX aTakK: 3JIOBMUCHUKH
neperyTh BiJl MBHAKUAX I1H'€KIIA 70 «3JOBXKHBAHHS arceHTaMu», BHKOPHCTOBYIOUH
MIIKITIOYEHI areHTH IITYYHOTO 1HTENeKTY [UIsS 3aBIaHHS peajbHOl IKoau abo
BUKPAJICHHS KOH(DIACHIIIMHUX JaHWX I BUIJISAOM PYTHHHHX 3allUTIB (HANPUKIIA],
nepejaya pe3epBHUX KoM BUPOOHUIITBA [l «ayauTy»). lle «HaaMipHe 37I0BKUBaHHS
areHTaMmu» CTaHe J)KEePEIOM HOBOI'O MTOKOIIHHS MOPYIIEHb IITYYHOTO IHTEIEKTY. . .

2. TamouuHauii He 3HUKHYTb, BOHM HPOCTO OyIyTh OOMEKEHI: pPO3pOOHHUKHU
NepecTaHyTh Hamaratucs MOBHICTIO ycyHyTu ramornuHanii LI, a 3ocepeasitbess Ha
yOpaBiIiHHI Ta oOMexeHHI noMwiok. lle mpusBene A0 CTBOpeHHS OararopiBHEBHUX
apxitektyp I, B IKHX BTOPUHHI «CyIJ1» MEPEBIPATUMYTb PE3YJIbTaTH, BIAKUAATUMYTh
pe3yibTaTH HU3BKOI SAKOCTI Ta yTPUMYBATUMYTh TMOMWJIKH B MepeadadyBaHUX,
BUMIPIOBAHUX MEXaX, HAJAl04YM MepeBary TOUHOCTI Ha/l TOCKOHATICTIO. ..

3. ATeHTHI CHCTEeMHU CTaHyThb MEWHCTpIMOM, a Oe3meka Oyne HamaraTHCs He
BiJIcCTaBaTU: OaraToareHTHI apXiTeKTypu (areHTd, SAKI IUIaHyIOTh, BUKOHYIOTH 1
OLIIHIOIOTh) CTaHyTh IOBCIOJHUMH, 30UIBLIYIOUM IUIONLYy aTakKh, OCKUIbKM KOXKEH
cy0areHT BHMAara€ yHIKaJbHUX JO3BOJIIB 1 MOHITOPUHTY. binbImicTe opraHizamii
3ITKHYThCS 3 MpoOsieMaMH O€3NEKH Yepe3 HEMOXIIMBICTh BIPOBAHKEHHS O0a30BUX
IHKEHEPHUX 3aCc00IB 3aXUCTy, TAKUX AK OOMEXKEHHA JOCTYIly [0 I1HCTPYMEHTIB 1
MOHITOPUHI KOMYHIKallii areHTiB. ..

4. Texuiunuit CISO noBepHeThes 3 HOBowO cwiior: Epa CISO sk cyto 613Hec-pouti
3aKiHUMJacs. 31 30UIbIIEHHSIM OOCATY KOAY Ta BIPOBAKEHHSIM CHCTEM IITYYHOI'O
1HTENEeKTY B AisIbHICTh mianpueMcTB, CISO moBuHEH BOJIOAITH TTIMOOKUMHU TEXHIYHUMU

9



3HaHHSAMH, MO0 3a0e3neynTH Oe€3MeKy MIANPUEMCTBA Ta HAIaTH padl JUPEKTOPIB
BIIEBHEHICTh y TOMY, II[0 aBTOMAaTH30BaHI CHUCTEMHU MOXYTh OyTH O€3MeYHO
BIIPOBAKEHI. ..

5. Ilry4ynwit iHTENEKT 3pOoOUTH IHAMBIAyaJllbHE IIKIJJIMBE MPOrpaMHe
3a0e3MeYeHHs] HOBOIO HOPMOIO: BapTiCTh CTBOPEHHS 1HAMBIAYaJbHOTO IIKIJTHBOTO
IIPOrpPaMHOTO 3a0€3MEeYEHHs, OPIEHTOBAHOI'O HA KOHKPETHY L1J1b, HAOJMXKAETHCS A0 HYJIS,
0 pPOOUTh «IHAMBIAyaJlbHE WIKIJJIMBE NPOrpaMHe 3a0€3MEUYEeHHS» CTaHJAPTHOIO
TaKTHKOIO. 3JIOBMHUCHUKMA BUKOPHCTOBYBATHUMYTbH IITYYHHM THTENEKT JUIsl iAeHTU(IKAIl]
IJTbOBUX CEPEOBUII 1 CTBOPEHHS €KCIUIOWTIB 3a JIIYEH1 XBUJIMHHM, MEPEHOCIYN aTaku 3
MacOBHUX KaMIIaHii Ha MIKPOLIIbOBI BTOPTHEHHSI B OKpEM1 CUCTEMH a0 PO3POOHHUKIB. ..

6. TemHa mepexa nepeine Binx igeHtuyHocTi 10 [P (Internet Protocol): ockinbku
crieniajgbHl EKCIUIOWTH CTalOTh JEHIeBUMHU, TEMHI PHUHKU TEpPEeHIyTh BIJl KpaJIEHUX
1IEHTUYHOCTEH 10 MPOJAXKY KPaJeHOTro KOy Ta KOMEPIIWHUX TAaEMHHIIb, SKi CUCTEMHU
MITYYHOTO 1HTEJIEKTY MOXYTh Oe3mocepeHh0 BUKOPUCTOBYBATH SIK 30poro. HacTymawmii
HiAMUIBHUN pUHOK Oyne cxoxuit Ha «GitHub mis 3moBMUCHUKIBY, 1€ IPOTaBATUMYTHCS
TOTOBI, CHEIiaJIbHO PO3POOJICH] IS KOHKPETHUX ITiIeH 3aco0uM 11 3A1MCHEHHS aTak...»
(Tim Sandle. Al hallucinations and sophisticated cyberattacks: Business tech concerns
for next year /l DIGITAL JOURNAL INC.
(https://lwww.digitaljournal.com/business/ai-hallucinations-and-sophisticated-

cyberattacks-business-tech-concerns-for-next-year/article). 06.12.2025).
***

«He3Baxkarwuu Ha Te, MO0 KoHuenuia Oe3neku Zero Trust, sika BUMAarae
aBTeHTH(}IKALII KOKHOT0 CIIPOOM JOCTYIy He3aJIesKHO BiJ 1l OXO/XKEHHS, iCHY€ BiKe
noHaa 15 pokiB, BOHA NPOAOB:KY€ CTAHOBHTH BHUKJIMK JUISl OpraHizamii uepe3
(pparmenToBaHi IHCTPyMEHTH, 3acTapisly iHGpacTpykTypy Ta KYJbTYPHHUIl omip.
Excrieptu cxonsthes Ha aywmiri, mo Zero Trust — 1ie cTpareridyda Tpancdopmariis, a He
IPOCTO BIPOBA/KEHHA MMPOAYKTY, 1110 BUMArae KapAMHAIbHOI 3MIHU MUCJIEHHS. . .

OCHOBHUMH MEPENIKOJAMH € 3acTapiil CUCTEMH, SIKI HE IMpU3HAYEHl IS Zero
Trust, ¢pparMeHTOBaHI 1HCTPYMEHTH 1A€HTU(]IKALII Ta AOCTYyNy, a TaK0X BHYTPIIIHA
NOJIITUKA, B SIKIM 130J1b0OBaH1 MiAPO3AUIM YMHATH omnip 3miHaMm. Kaitn Bikept 3 AlgoSec
3a3Hayae, 110 TFOJIOBHA MEpeliKkoja Oulbllie HE MoJisirae B camid 1HGpacTpyKTypi, a B
CKJIAJIHOCTI BHU3HAUYEHHSI Ta YMPABIIHHA TOJITUKAMU B TIOPUIHUX MYJbTHUXMapHHUX
mepexxkax. 11006 momonatu 1o mnpoOieMy, HEOOXITHO MEPEHECTH AaKIEHT 3 3aXUCTy
MPUCTPOIB 1 MAMEPEK HA 3aXUCT JOJATKIB Ta iX MiAKIIOYSHHS, BUKOPUCTOBYIOUH JIOCTYT
Ha OCHOBI 1IeHTU(]iKaIli{ 3aMICTh HECTAOUTPHIUX MEPEKEBUX TIPABUIL. ..

VYcmimaa peanmizallii BUMara€ CWJIBHOTO —OpTaHi3alliifHOTO JiJepCcTBa, SKe
po3risigae Oe3MmeKy SK OCHOBHY Oi3HEC-METy, Y TO€JHAHHI 3 IMMPOKOI0 OCBITOIO IS
3MIHM  KOpPHOpPAaTWBHOI  KynbTypu. KpiM TOro, kepiBHHKaM ClIyxk0 Oe3neku
PEKOMEHAY€EThCS BUKOPUCTOBYBATH CIPOINECHUIN TMiJAXiJl, 3aCHOBAaHWI Ha pHU3UKaX,
HAJal0YM TPIOPUTET IIBUAKAM TIEpeMoraM y KPUTHYHO BaXIWBHX cdepax Ta
pO3pOo0JISIFOYN CTpaTeriuyHuil TUIaH Jif, a He MparHyTH JI0 HaJAMIPHO CKJIaJHOTO Ta
CYBOPOT'O y3TOJIKEHHS. . .

VY nepcnektuBi nomupennst areHtHoro I Bumararume po3mmpeHHs NPUHIIMITIB
Zero Trust 3a Mexi drojiel 1 mpucTpoiB, Mo0 BrirouuTu moaeni LI, ski cami mo coOi
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MOBUHHI PO3TISAATHCA SIK «IOBEPXHI 3aXMCTy» A 3aXHCTy BiJ MaHIMyJSIii abo
kpanixkok. Excrieptu ctBepmkytors, mo Il we 3minioe mapaaurmy Zero Trust, a
niacwiroe i, ockinbku xopomui I mMoke NMPUCKOPUTH BIPOBAIKEHHS, BUSABISIOYH
MOJIeJIi BUCOKOTO PH3HMKY Ta aBTOMAaTHU3YIOYM BHKOHAHHS MOJITHK...» (John Leyden. 15
years in, zero trust remains elusive — with Al rising to complicate the challenge //
FoundryCo, Inc (https://www.csoonline.com/article/4101457/15-years-in-zero-trust-
remains-elusive-with-ai-rising-to-complicate-the-challenge.html). 05.12.2025).

*k*

«..Konnep JlaitHc, TexHiuyHui aupekrop SixMap, BuAiJIfA€ [Bi OCHOBHI
TEXHOJIOTIYHI 3MiHHM, fIKi BH3HAYATHUMYTh PU3HKH Ki0OepOe3smeku y 2026 poui:
NPUCKOPEHHSI PO3BUTKY HACTYNAJIbHHUX TEXHOJIOTiH, OMOBHEHUX IITYYHHUM
IHTEJIEKTOM, Ta 3POCTAHHA «CJIMOI 30HM», CHPUYUHEHOI mnepexoaom Ha IPvé6
(Internet Protocol version 6)...

[To-niepure, Il cTae HOBUM IPUCKOPIOBAYEM AaTaK, JO3BOJSIOYM 3JI0BMHUCHUKAM
CKOPOTUTH dYac TepeOyBaHHS 3 TWIXKHIB JO JHIB 3a JOMOMOTOI aBTOMAaTH30BaHOI
PO3BIAKM Ta JIAHLIOKKIB EKCIUIOMTIB, L0 MPALOIOTh 31 MIBUAKICTIO, SIKY HE MOXYTb
JOCAITH 3aXUCHUKU-TI0AUM. OCHOBHOI MpoOjemMoro € acumetpis: HactynaiabHui 1111
MOX€ J03BOJUTU COO1 MIBUAKI, IT€paTUBHI HeBAaui, ToAl sk 3axucHuil Il moBuHeH
CIOBUILHIOBATHCS Yepe3 HeOOX1AHICTh MepeBipKHU 0 AuHO0. JIaitHC monepemkae, mo 6e3
MOCTIHHOTO B1JIOOpa)XKEHHS 30BHIMIHIX 1€HTU(]IKAIHHUX MOBEPXOHb Y pEeaIbHOMY Haci
PI3HUIA Y IIBHAKOCTI CTaHE BU3HAYAIBHUM PH3UKOM, IO 3pOOUTH TPAIUIINAHI ITUKIIN
pearyBaHHs 3aCTapUIUMH. ..

[To-npyre, oOoB's3k0oBui TOOAIbHUM mepexig Ha I[Pv6, sxuit y nep:kaBHOMY
cekropi CIIA ctumymoerscs Tepminom OMB M-21-07, nmpocyBaeThcsi MIBUIIIE, HIX
po3po0Ka IHCTPYMEHTIB, HEOOX1THUX IS Horo 3a0e3neueHHss. OCKUTBKU MPOCTIP ajipec
[Pv6 3nauno Oinbmuii (Ha 29 mopsaki Oiunbine, HiX [Pv4), BusBienns metogom rpy0oi
CIWJIM € HEMPaKTUYHUM, IO 3aJUIIAE CEPEIOBUINA 3 MOABIHHAM CTEKOM 3 BEIUKHMH,
HekapTorpadOBaHUMH TTOBEPXHSIMH, IO BUXOMATH B [HTepHEeT. Lines mporHosye, mio
Halicepilo3Himl nopymeHHs B 2026 poui OyayTh NOB'Si3aHI 3 BUKOPHUCTAHHSIM IUX
HEeBUJIMMUX akTuBIB IPv6, siki Hikonu He OyiM IHTErpOBaHl B TpaauliiHE YNpPaBIIIHHS
30BHIIIHIMY TOBEPXHSAMHU aTaku, opieHToBaHe Ha [Pv4. 106 moM'skiuTH 110 npodiieMy,
3aXMCHUKHM MOBHMHHI 3aCTOCOBYBAaTH Oe3lepepBHE KapTyBaHHS 3 MAIIMHOKO IIBUJIKICTIO,
ske posrisigae IPv6 sk mepirokaacHUE JOMEH 30BHINIHLOT ekcro3wmiii...» (Tim Sandle.
Al: Now the biggest cybersecurity threat // DIGITAL JOURNAL INC.
(https://www.digitaljournal.com/tech-science/ai-now-the-biggest-cybersecurity-
threat/article). 07.12.2025).

*kx

«PenyTanis Linux sik «3axuiieHol Bia BIpycCiB» CHCTeMH NOXOAMTH Bim Ti
Mojgeai Oesmeku B cTwiai Unix — KopuctyBadi 3a 3aMOBYYBAHHSIM MAKTh
MiHIMAJIbHI NpuUBLIel, IBHI J03B0JIM HA BUKOHAHHA (Hampukiaaa, chmod +x) Tta
nporpaMHe 3a0e3Ne4YeHHs, L0 IMOCTAYAETLCHA Yepe3 KPUNTOrpaivyHo miamucai,
LEHTPAJTI30BAHO IMepeBipeHl Pemo3uTopii — a TaK0XK IIBUJAKE BUIIPABJICHHS 3
BIAKPUTHM KOJOM, sIKe J0MOMAra€ IIBHAKO YCYHYTH HeJOJIKH (K Lle BHAHO Ha
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npukjagi xz-utils). Yactka puHKY HACTUTBHUX KOMITIOTEPIB TaKOX 3poOHMia HOro
MEHIIIOK NULTI0, HK Windows... Ane imyHIiTeT — 11€ Mid: cepBepH (repeBakHo Linux)
3aBkau Oyiaum TpUOYTKOBHMH, 1 CUTyallis 3 3arpo3amu 3miHuiacs. CydacHi araku
BUKOPUCTOBYIOTh ClaOKi OOJIKOBI JlaHi, HE3aXWIEHI BPa3IUBOCTI Ta HEMPaBUIbHI
HaJAITYBaHHA Olbllle, HDK KJIaCHYHE NIKIUIMBE TpOrpaMHe 3abe3MeueHHs, 10
NOMIMUPIOEThCsT  yepe3 (¢aitnu. HaBiTh SKIIO KOA BHUKOHYETHCA TiJ 3BUYANHUM
KOPHUCTYBaueM, IIKOJa OOMEKY€EThCS 0€3 MIJBULIEHHS [IPUBLIEIB, MPOTE 3arpO3U HA PIBHI
KopucTyBava (KpaJikKa TaHUuX, KpUIITOMaliHEepH ) BCE OJHO 3aBJAIOTh IIKOIU, @ TIOMUJIKU
i IBUIIIEHHS TTPUBIJICIB MOXKYTh ITOCUJIMTH BIUIUB. ..

VY wmipy Toro sik Linux crae OUTbII 3pyYHUM JUIsl «3BHYAMHUX)» KOPHUCTYBayiB, a
BUPOOHUKM 3aco0iB Oe3meku, Taki sk Kaspersky, BuIyckarOThb aHTHUBIPYCHI Iporpamu
st Linux, pu3uKd IS TUX, XTO HE JOTPUMYETbCS HAMKpallMX MPaKTUK, 3POCTAIOTh.
Hani Honeypot cBiguath npo 6e3nepepBHi aBTOMAaTU30BaH1 aTakKu METOJIOM Ipy0oi cuiu
Ha SSH i cKkpunTOBI aTaku 3 BUKOPUCTAHHSM IIKIJIMBOTO MPOTPAMHOTO 3a0€3TMECUCHHS
HpOT}IFOM JEKUTBKOX TOJIUH TICis BUABICHHS. /{151 00epekHIX KOPUCTYBaviB HACTUTHHUX
KOMI'IOTEPIB, SKI JOTPUMYIOTHCS OQILUIHHUX PENo3UTOpIiB 1 MOCTIHHO OHOBIIOIOTH
cuctemu, Linux 3amuimaeTscs AyKe O€3MEYHMM; OJHAK YSBJICHHS MpPO Te, IO BiH HE
noTpedye 3axojiB Oe3neku, € 3actapiauM. MilHi, YHiKalbHI mapoii (abo kiroul) Ta
MFA, cBo€yacHI OHOBJIEHHS Ta BHIIPABIICHHS, OpaHaMayepH, MiHIMajJbHA E€KCIO3ULIA
CIIy>k0 Ta, 32 HEOOX1THOCTI, JerKi ckaHepu (Hanpukiaa, ClamAV) abo iHCTpyMEHTH IS
KIHIIEBMX TOYOK J0JIal0Th KOPHCHI piBHI 3axucty. KopoTko kaxyuu, apxiTekrypa Linux
3MeHIIye OaraTo 3arpo3, aje CydacHi pealibHI HEOe3leKn — 3JIOBKHBaHHS
1meHTUiKaIiiHUMHY TaHUMH, BPa3JIMBOCTI Ta HEMPaBWIbHI KOH}ITypallii — BHUMAararoTh
aKTHBHOI Tiri€HW Ta BUIUMOCTI, a He camo3acrnokoeHHs». (Adam Conway. Linux anti-
virus suites aren't as pointless as they once were // Valnet Inc. (https://www.xda-
developers.com/linux-anti-virus-suites-not-as-pointless/). 07.12.2025).

**k*k

«LG Display crajna nmepmimM BHPOOHHKOM aBTOMOOIIBLHUX JUCILIEIB, SIKHM
orpuMaB oQiuiiinuii ceprudikar kidepOe3nmexku, MO NMiAKpPecar0€ ii TOTOBHICTH 10
epu NMPOrpaMHO-BM3HAYEHMX TpaHcmopTHUx 3acodiB (SDV). Komnanis orpumana
ceptudikar mnporpamu 3abesneueHHs kiOepOesneku UL Solutions 3a cranmaprom
ISO/SAE 21434:2021 ([dopo>Hi TpaHCTIOPTHI 3ac00M — 1HXKEHepisl KibepOe3neKn ), sSIKuit
€ rI00albHUM CTaHAApPTOM, IO MIJTBEP/KYE HASBHICTh Y MOCTAYaJIbHUKIB HaIHHHUX
MPOLIECIB YNPABIIHHSA PHU3UKAMU KiOepOe3neKku MPOTIrOM YChOTO >KUTTEBOTO IHUKITY
POJYKTY — BiJl pO3p0OKH Ta BUPOOHHUIITBA JI0 ITOCTAYaHHS Ta YTHJII3AIlli. ..

Ceprudikaris oxorutoe HaiftHOBim aBToMoO0UThHI OLED-npogyktu LG Display,
MacoB€ BUPOOHUIITBO SKUX 3aIUITAHOBAHO HA HACTYIHHU PIK, 1 € PEe3yJbTaTOM PidyHOT
poOOTM Haja  CTBOPEHHSM  CIELIANI30BaHOI  opradi3amii 3  KibepOe3nmeku Ta
BIIPOBA/XKEHHSIM 3aXO0J11B O€3MEKH B MPOLIEC MPOEKTYBAHHS Ta BUPOOHULITBA MPOAYKIIIL.
Jucnuiei Oynu crenianbHO po3po0ieHi A 3aXUCTY BiJl XaKePChKHUX aTak Ha HalpaHIIINUX
eTarnax po3poOKH, a M 4ac BUPOOHUIITBA A0 HUX OYJI0 JOJAHO 3aXUCT Ha PiBHI CXeMH. Y
Mipy nowmupeHHss SDV ta posmupeHHst BUMOr A0 KibepOe3neku, 0co0auBo B €Bporii, Bij
aBTOBUPOOHUKIB /0 TOCTAYaJIbHUKIB KOMIUIEKTYIOUUX, Taki cepTU(]ikatd CTarTh
KPUTHYHO BaKJIMBUMHU, OCOOJIMBO IS KJIFOUOBUX IHTEp(]eEiCiB, Takux sSK KOMOIHAIli
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npuiaaiB, HaBiramiiHi Ta Meia-ekpanu...» (Paulo Montenegro. LG Display Becomes
First Automotive OLED Maker To Receive Cybersecurity Certification // Ubergizmo
(https://www.ubergizmo.com/2025/12/lg-display-automotive-cybersecurity-
certification/). 08.12.2025).

*k*

«Ha nmouatky 2026 poky ki0epOe3neka nepersopuJiacs 3 npooiaemu IT-chepu
HA TPAHCKOPJAOHHY MP006JieMy TOTPUMAHHS HOPMATHBHUX BUMOT, 1[0 BUPIIIYETHCS
Ha piBHI npaBjaiHHsA. [locueHHa TeonoNITUYHOT HAMPYKEHOCTI Ta CIIECK CEPHO3HUX
NOpYIIEHb 3MYCWIH YPSAW PpO3MIIAJATH KPUTHUHY i1H(QPACTPYKTYpy Ta TMepeaoBi
TEXHOJIOT1i K MUTAaHHS HalIOHAIBHOI OE3MeKH, M0 CHPUYMHWIO XBHIIIO JTyOIIOHYHMX
HOopMaTuBHUX akTiB y Cnomyuenux Ilrarax, €Bpomeiicbkomy Coro3i Ta Bemnukiii
bpurasnii...

Y CIHIA wmaitoyTHii 3akoH TIpO TOBIJIOMJICHHS TMIPO KIOCPIHIIUASHTH IS
kputnyHoi iHPpacTpykTypu (CIRCIA) 3000B'sKe MpU3HAYEHHUX OMEPATOPIB PO3KPUBATH
iH(pOpMaIliI0O TIPO «ICTOTHI» TOMAIl MPOTATOM 72 TOAWH, a MPO BUIUIATH BUKYIy —
npoTsroM 24 ronauH, ToAl Ak Yka3z Ne 14117 Bxke 3Myirye KoMmadii, mo oOpoOIsoTh
KOH(D1ICHIIIIHI AaHl, BOPOBAIKYBAaTU CYBOPHM KOHTPOJb JOCTYIY MPOTH 1HO3EMHHUX
cynpoTtuBHUKIB. DenepanbHa [eperyldilis MEpeHecia YacTHHY THUCKYy Ha IITaTu:
Kamidopnis Ttenep BuMarae He3aJleKHUX KiOep-ayIUTIB Ta YITKIIIMX BHU3HAYEHb
«pO3yMHO1 O€3neKku», CTaHAapTy, SKUK OyJde BIOCKOHAJIEHO B XOJI KOJEKTHUBHUX
CYJIOBUX TIPOLIECIB.

€ppona mie Ourbine mocwioe KoHTpoldib. JupexktuBa €C NIS2, sxa nHabepe
YUHHOCTI B »KOBTHI 2024 poky 1 Oyjae 3acTocoByBatucs 3 KOBTHS 2025 poKy, MOIIUPIOE
00OB'SI3KOBE YMPABIIHHSA PHU3UKAMH, I1JI0A000BE ITOBIJIOMJICHHS MPO I1HIUISHTH Ta
HarjIsa 3a JaHIOraMyd TocTavdaHHs Ha 18 cekTopiB, miakpimieHi mrpadamu o 10
MITBHOHIB  €BpO abo0 2 BIACOTKIB Bim ri00ambHOTO  000pPOTY, OCOOHMCTOXO
BIJIOBIJJAJIBHICTIO KEPIBHUKIB 1 HaBITh TUMYAaCOBUM NPU3YNUHEHHSM JISJIBHOCTI.
MaiiOyTHiii 3akoH HOpo KiOEpCTIMKICTh KOPCTKO BBeAe NpHHIMN «Oe3meka 3a
3aMOBUYYBaHHSAM» Yy BHPOOHHMITBO HU(PPOBUX MpoAyKTiB. Tum yacom BenmkoOpuraHis
po3po0Jisi€e BJIACHUN 3aKOHOMPOEKT Mpo KibepOe3meky Ta CTIMKICTh, MPOBOJUTH
KOHCYJIBTAIIl 1010 3a00pOHM BHILIAT BUKYITy 3a MporpaMHe 3a0e3leueHHs-BUMarad y
Jep>KaBHOMY CEKTOpi Ta rOTye OOOB'A3KOBY CXE€MY MOBIAOMJIEHHS MPO 1HUUIEHTH, SKa
TICHO BiAmnoBijae mpaBuiam €C, 30epirarouu mpu IbOMY BHYTPIITHIO aBTOHOMIIO.

HesBaxatoun Ha perioHaibHI BIJMIHHOCTI, PETYJIATOPHI OpraHU CXOASITHCS Ha
cnibHUX KpuTepisx. barato mepxas €C mpuiimarots Pamky kibepOesnexku NIST abo
ISO 27001 sax moka3 BimmoBimHocTi NIS2; nHoBuit Kogekc mpaktuku kiOepymnpaBiiHHS
BenukoOpuTa#nii 6e3mocepenbo BiamnoBigae KoHTpoapbHUM 3axoaaMm NIST. [llomo cucrem
mTy4Horo inrenekty, 3akoH €C mpo I BcTtanoBmioe GaratopiBHEBI 3000B'A3aHHS, SIK1
BapIIOIOTBCA BlJ TOBHOI 3a00pOHU [0 CYBOPUX PEXKHMIB «BHUCOKOIO PHU3HKY», IO
BHMAararoTh PETEIbHUX MEPEBIPOK SIKOCTI TaHUX, JIIOJCHKOTO Harsiay Ta MapkyBanHs CE
nepen BopoBamkeHHAM. CIIA mnoknanaioTbCs Ha JOOPOBLIBHY CUCTEMY YHPABIIHHS
pusukamu mTy4yHoro intenekty NIST, ane komnaHii Bce 0JIHO HECYTh BIANOBIIATBHICTD,
AKIIO Hempo3opi abo ymepepkeHl MoOAeNdl 3aBHal0Th IIKOAM. 3aKOHOMPOEKT
BenukoOpuTtaHii npo MTYyYHUN 1HTEIEKT HaBpsAJM 4 Oyjae mpuiHATHM 10 KiHI 2026
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poky, mpote ypsanm 3amyctuB micounumio «Al Growth Lab» nmns  dopmyBanas
MaiOyTHBOT'O 3aKOHO/IaBCTRBA. . .

BrpoBajkeHHST XMapHUX TEXHOJIOTIH Ta T€HEPaTUBHOI IITYYHOI IHTEIEKTY
MIPOJIOBKYE PO3IIMPIOBATH TUIONLY aTaKd Ha KOpIopallii, a HemoAaBHI Ty4HI BUITAJIKH
nopyuieHHs1 Oe3neku, Oarato 3 sKUX OyiM 1HIIiHOBaHI Yepe3 JAHIIOXKOK MOCTaBOK,
JEMOHCTPYIOTh, SIK IIBHJKO MOXYTh OYTH MapaiizoBaHl OINEepaliiiHl TEeXHOJOrI],
JOTICTUKAa Ta BUPOOHUUTBO. ToMy peryiasiTopHi OpraHd BHUMAaralThb YITKOI
BIJIMOBIJATBHOCTI MPABIIHHA, JOBEACHUX MPOrpaM YMNpaBlliHHS pU3UKAMHU, HABYAHHSA 3
ypaxyBaHHSIM KOHKPETHUX pOJIed Ta HaBYaHb, IO TMEPEBIPAIOTH SIK TEXHIYHY, TaK i
BUKOHABYY PEaKIIilo.

3 MpakTUYHOT TOUKH 30py, 2026 pik 3MyCUTh OpraHizarlii:

* xkaprorpadyBatd IU(GPOBI aKTUBM Ta TOTOKH [aHUX, 00 3aI0BOJILHUTH
BHUMOTH 111010 JIOKaTi3allii Ta KpUTUYHOT 1HQPACTPYKTYPH;

» iuTerpyBatu NIST CSF, ISO 27001 ab6o ekBiBaJIieHTHI 3aCO0M KOHTPOJIIO, 100
MIPOJIEMOHCTPYBATH TOCTIIOBHE, MIJAETHCS AyJAUTY YIPABIIHHSI PU3UKAMH B PI3HUX
IOPHUCIHKITISIX;

* y3roguTu po3poOKky Ta BrpoBamkeHHs Il 3 Bumoramu 3axony €C mpo IIII
010 Kjiacudikaiii pu3uKiB, JOKYMEHTAlli Ta KOHTPOJO 3 OOKY JIFOAUHU, OJHOYACHO
CTeXauu 3a MallOyTHIMH pekoMeHauisMu Benrkoopuranii ta CILIA;

* CTBOPUTHU TMOCIOHMKH 3 pearyBaHHs Ha IHUUACHTH NPOTAroM 24—72 TOIuH,
BKJIIOYAIOYM COPTYBAHHS 1HUUJEHTIB 32 CTYIIEHEM BIUIMBY, KYypHAaJU BUILIAT BUKYITYy Ta
MPOTOKOJIM MPUMHSATTS PillIEHb HA PIBHI MTPaBJIIHHS;

* BIPOBAAUTH MOCTIHHY OIIIHKY JIAHIIOTa MOCTAaBOK Ta JOTOBIPHI TOJIOKEHHS
110710 OE3IEKH IS TIOCTAaYaJIbHUKIB;

*  pPO3TISAaTH MOKA3HUKH KiOEPCTIMKOCTI SK KIIFOUOBI MOKA3HUKU €(EKTHBHOCTI
013HeCy, sIKI aHAJI3YIOThCS pa3oM 13 ()IHAHCOBUMH pe3yJIbTaTaMH. ..

HeBukoHaHHS X BUMOT OUIbIIIe HE MPU3BOJIUTH JIMIIE 10 mMTpadiB: KEPIBHUKA
MOXYTh 3ITKHYTHCSI 3 0COOMCTUMHU 3a00pOHAMH, CTPaxoBl KOMMaHIT MOXYTh OOMEXHUTH
CTpaxoB€ MOKPUTTS, & IHBECTOPU MOKYTh 3HU3UTH OLIIHKY BapTOCTi. TOMy NepCHeKTUBHI
KOMIIaHli CTBOPIOIOTh IHTErPOBaHI  OPUAUYHO-IHPOPMALITHO-PU3UKOBI KOMaH/IH,
3aBJIAHHSIM SIKUX € BIPOBA/KEHHS HAJIMHUX 3aCO0IB KOHTPOJIIO, MOHITOPUHTY B PEKUMI
pealbHOro 4Yacy Ta Mpo30poi 3BITHOCTI Imeped mnpaBiiHHAM. KopoTko Kaxyuw,
JOTPUMaHHS BUMOTI CTaJI0 MIHIMAJIbHOIO 0a30BOI0 BHMOIOIO; KOHKYpPEHTHa IiepeBara
TETep MOJSArae y JeMOHCTpAIlii KiOepCTIMKOCTI K OCHOBHOI'O aCMEKTy KOPIOPATHUBHOTO
ynpaBmiHHA Ta JgoBipu kiientiBy. (Justine Phillips, Dr. Lukas Feiler, Vinod
Bange, Benjamin Slinn and Adrian Brandauer. Beyond Borders: What Businesses
Need to Know About Global Cyber Laws & Risks // Baker McKenzie
(https://connectontech.bakermckenzie.com/beyond-borders-what-businesses-need-to-
know-about-global-cyber-laws-risks/#page=1). 04.12.2025).

***k

«Kiboeparaku — 15 misbitoHiB jume y 2024 poui — 3po0dmjmM Harjsa 3a
Ki0epOe3nexkol0 OCHOBHHUM O0OB'SI3KOM paju AUPEKTOPiB. JlUpeKkTopu MOBHUHHI
CTaBUTHCS JI0 IIOTO SIK JI0 CTPATETIYHOIr0 O13HEC-pU3MKY, ITHTErpyBaTH MOro B iCHYIOUI
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CHUCTEMHU YIPABIIHHSA PU3UKAMU Ta YITKO PO3MOALIUTH BIAMOBINAIBHICTH (IIOBHA pana
JTUPEKTOPIB 200 KOMITET 3 ayAUTY/pU3HKIB/TeXHOOT1#). Kitto4oBi eneMeHTH:

1 ba3oBi gaHi Ta TEXHOIOTIT

* [lonmepenHb0 HEOOXIMHO MPOBECTH MOBHHUM ayJAWT TEXHOJOTIH Ta BIPOBAJAUTH
nporpamy yIrpaBiiHHS JaHUMH.

* [IpaBniHHA MOBHMHHO BHMAaraTu PEryJsipHUX 3BITIB KEPIBHULTBA MPO KPUTHYHI
aKTHBH, 3arpo3u Ta €(hEeKTUBHICTh KOHTPOJIIO, BKIIOUAIOUM PU3UKH, MOB'SI3aH1 3 TPETIMU
CTOPOHAMHU Ta JIAHIIOTaMH IMOCTavYaHHS. . .

2 ExcnepTHi 3HaHHS

* OIiHITh, Y4 Ma€ pajia JUPEKTOPIB JOCTaTHI 3HAHHA B Tally3l KibepOe3mneku;
HaWMITh CIICIIATICTIB, SIKI HE € YICHAMU PaJIU JUPEKTOPIB, MPU3HAUTE «KiOep-uyeMITiOHa
a00 opranizylTe 30BHINTHE HABYAHHS.

o CrhigkyiTe 3a MBHAKO 3pPOCTAIOYUMHU PETYISTOPHUMU 3000B'SI3aHHSIMHU
(HampuKIIa, HOBUM 3aKOHOM NP0 KpUTUYHY 1HGpacTpykTypy ['OHKOHTY, MalOyTHIMH
npaBuiamMu Kuraro 1moa0 moBiJOMICHHS PO 1HITUIACHTH).

3 ['0TOBHICTH J10 THITUACHTIB

* 3aTBepAUTH Ta MEPEBIPUTU IUIAH pearyBaHHS Ha IHIUACHTH 32 JOMOMOTOIO
HaBYaHb Ta TCOPETUYHUX BIIPAB.

* 3a0€3MeUnTH 31aTHICTh JOTPUMYBATHUCS PI3HUX BCTAHOBJIEHUX 3aKOHOM TE€PMIHIB
noBiIoMJIeHHsI (Hanpukian, 12 ronun y ['onkonsi, ogua roquna s CIIO Kuraro).

4 KynbTypa Ta JOTPUMAHHS BUMOT

* [TocTifiHO TiABUIIYITE 0013HAHICTh CIIBPOOITHUKIB Ta BPaXOBYHUTE K10epOE3MEeKy
IIPU IPUAHATTI BCIX O13HEC-PIIICHb.

o Jlns OmeparopiB kputuunoi iHPpactpyktypu (CIO) B T'OHKOH3i: CTBOPITH
CHeIiadbHui MIAPO3AUT 3 Oe3neku, po3poOJsiTe TUIaHW YMpaBliHHA —(aiiamu,
MPOBOJBTE ayJUTH pa3 Ha JBa POKH, 3AIMCHIOWTE IIOPIYHY OI[IHKY PU3UKIB Ta
JOTPUMYUTECh CYBOPUX BHMOI MIOJ0 3BITHOCTI — HEJOTPUMAHHS BHMOI MOXE
NPU3BECTH 110 ITPadiB y po3mipi 10 5 MUTbHOHIB TOHKOHTCHKHX JI0JIapiB.

5 Pusuk, noB'sa3aHuil 13 TpETIMU CTOPOHAMU

* Bumaraiite perenbHOi MepeBIpKM MOCTAYAIbHUKIB, BKIIOYEHHS B JOTOBOPH
MOJIOKEHB PO Oe3MeKy, MpaBa Ha ayJIUT Ta Y3TOJHKEeH1 MPOTOKOJIU 1M y pa3i IHIUACHTIB.

» 3amydJaiiTe IOCTa4aJIbHUKIB 10 HABUYaHb 3 KPU30BOTO YIIPABIIHHS. . .

6 I'apaHTis Ta CTIMKICTh

e 3aMOBISIHTE HE3aJIEKHE TECTyBaHHA CHCTEM KPHU30BOTO pearyBaHHsS Ta
PE3epPBHOIO KOMIIOBaHHS; OTPUMYMHTE pe3yIbTaTy Ta IJIAHU BUIPABICHHS.

* [lepernsiHpbTe MOKPUTTS KiOEpCTpaxyBaHHS Ta JOTOBIPHI BIAIIKOAYBaHHS, 1100
MPUBECTH 1X Y BIAMOBITHICT IO PIBHS MPUUHATHOTO PU3HKY.

* [loB'soxiTh KibepMeTpuku 3 (HIHAHCOBOIO Ta OMEPAIifHOI 3BITHICTIO, 100 pajaa
JUPEKTOPIB MOIJIA OLIHUTU PEAIbHUI BIUIMB HA M1ANPUEMCTBO.

BucHOBOK: paau AMPEKTOPIB MOBUHHI MEPEUTH BiJl CIPUMHATTA K1O0epOe3neKku sk
npobnemu IT go ii iHTerpauii B ynpaBiiHHS, CTpaTerit0 Ta KOHTPOJb PU3UMKIB — Ha
OCHOB1 €KCIIEPTHUX 3HAHb, TECTyBaHHA Ta YITKOi BIAMOBIAAJBHOCTI — 1100
3aJJOBOJIBHUTH SK JIOBIpYi, Tak 1 3poCTalodi 3akoHOAaBul ouikyBaHHs». (Gabriela
Kennedy, Joanna K.C. Wong. We Have Been Hacked: Now What? Lessons for the
Boardroom /l Mayer Brown
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(https://www.mayerbrown.com/en/insights/publications/2025/12/we-have-been-hacked-
now-what-lessons-for-the-boardroom). 15.12.2025).

**k*k

«IIporno3u moao kidepoesnexkn Ha 2026 pik cxoasAThCS B OJHOMY: INTYYHHI
iHTeJIeKT NMPUCKOPUTH BCe — aTaKHW, 3aXHUCT, BUMATAHHS, HIAXPAHCTBO i HaBiTh
NOMWIKH B KOAYBAHHI — 3MYILIYIOYM Opradi3amii mo€JHyBaTH aBTOMATH30BaHi
3aC00M KOHTPOJIIO 3 OLIbII FOCTPUM JIIOACHKUM CyTKeHHsIM. KiTF0o4uoB1 BUCHOBKH:

3arpo3u B CEpPEeOBUII «MaIIUHA TPOTH MAITUHW»

* [loBHICTIO aBTOHOMHI Ha0OpU IHCTPYMEHTIB «TE€MHOI IITYYHOI 1HTEJIEKTY»
BUSBJISITUMYTh ~ Ypa3JIUBOCTI ~ HYJIBOBOTO  JHS, BHKOPUCTOBYBATUMYThb  iX 1
MOIIUPIOBATUMYThCS 31 MIBUIKICTIO, 3 SIKOIO >KOJHA KOMaHJa, IO MpAaIlo€ BPY4YHY, HE
3MOK€ 3pIBHITHUCS.

* 3aXMCHUKH MPOTUIIATUMYTH 32 IOTIOMOT'OI0 ar€HTHOTO MITYYHOTO 1HTEJEKTY IS
BUTIPABJIEHHS, TOIIYKYy 3arpo3 1 copryBanHs SOC; IUKIM IHIMICHTIB, SKI paHiIie
TPUBAJIM TOJAWHY, IOBUHHI 3aBEPIITYBATHCS 32 JIIYCHI XBUJIUHHU. ..

Hogi kpuminaibHi 6i3HEC-MOIET1

e ITy4Huii 1HTENEeKT Oynae aHali3yBaTH BHUKpPAJEHI JaHl, 00 Kiacu(piKyBaTH
KEPTB, CTBOPIOBATH 1HIAUBIyaJIbHI 3alMCKMA 3 BUMOTOIO BUKYILy Ta 30UIbIIYBaTH CyMHU
BUKYTIY.

¢ OOuucnoBaJibHA TMOTYXHICTh CTAa€ HOBOK KPUITOBAIIOTOI: 3JOBMHUCHUKH
3aXOIUTIOI0Th T'padiyHi MPOIECOPH Ta XMapHI OOJIIKOBI 3alKCH, 1100 HaBYaTH BJIACHI
Benuki MoBHI mojeni (LLMjacking).

 HabGopu mns romocoBoro Ta r1iMOOKOro (EHKIHTY J03BOJSATH OyAb-KOMY
MIPOBOJMTH MacIITaOHI KaMmaHii 3 BHKOPHCTaHHSM aBTOMAaTH30BaHHMX JI3BIHKIB a0o0
cotianbHOI iHKeHepii 6e3 call-tieHTpy...

[IBuamie, 61bIT HEOE3MEUHE MPOTpaMHe 3a0€3MeYSHHS )11 BUMAaraHHs BUKYITY

* Yac mmdpyBaHHI CKOPOUYETHCS 3 15 XBWJIMH A0 NEKUIBKOX XBWJIMH, IO HE
3aJIMIIae MOXKJIHBOCTI AJIsi PYYHOTO YCYHEHHS 3arpO3Hu.

* ABTOHOMHI KOPHUCHI HAaBAHTAKEHHS BPaXaTUMYTh JIIKapH1, IIKOJIU Ta BUPOOHUY1
JIHIi, JIe TPOCTOI € HEMPUITYCTUMHUMH. ..

ITomiTiyH1 Ta coLlaJbHI HACTIAKU

* Ilig yac npomikaux BuOOpiB y CIHIA B 2026 pori MOXYyTh OyTH 3aCTOCOBaHi
MIPOMUCIIOB] TEXHOJIOT1T CTBOpEeHHs (EMKOBUX BIJIEO Ta ayJaioMarepialiB, a TaKOXK
omepaiiii 3 BAKOPUCTAHHSM IITYYHOTO 1HTEJIEKTY, CIIPSMOBaHI Ha CTBOPEHHS XaocCy.

* ATaku Ha KPUTHYHY 1HGPACTPYKTYpy OyAyTh MOENHYBATU IITYYHUI IHTEIEKT Ta
IHCTPYMEHTH KBaHTOBOT €pH JJIsl MPOBEICHHS OUTBIIT PYHHIBHUX KaMITaHiH. ..

Pusuku, moB's3aH1 3 po3poOKOIO Ta JAHITIOTOM MOCTABOK

* [TonoBuHa KOAY, CTBOPEHOIO 33 JOMOMOI'OI0 IITYYHOI'O IHTEJEKTY, BXKE MICTUTh
BPA3JIMBOCTI; OYIKYETHCS, IO HEIOJIKM B 1H'€KIT KOMaHJ MPU3BEIYTh JI0 MEPIIOTO
nyOJIYHOro NOpyIIeHHs B komnaHii 3 peidtunry Fortune 500.

e TpaauiiitHi MOCIOHMKH 3 YOPABIIHHS BPA3NIMBOCTSIMU OyAyTh CKacOBaHI;
MOCTITHE CKaHyBaHHA KOJy 32 JOIMOMOTOIO IITYYHOT'O 1IHTEIEKTY CTaHEe 0OOB'SI3KOBUM. ..

[neHTHYHICTh — JTIOJICHKA Ta MAIIMHHA — 3AJIMIIAETHCA CTA0KUM MICIIEM
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* HenoctaTHbO KOHTPOJIBOBaHI OONIKOBI 3amucu ciyx0 Ta kmodi APl MoxXyTh
CIPUYMHUTY TIEPILY CIpaBi r100anbHy 3arpo3y, MOB'I3aHy 3 IITYYHUM IHTEJIEKTOM.

* Mogeni «Hyab0BOI m0Bipu» Ta OaratodakropHoi aBteHTh(ikamii (MFA)
HEOOXITHO PO3IIUPUTH, MO0 OXOMUTH HE TUIBKM KOPHCTYBauiB, a W 1IEHTUYHOCTI
MaIlI}H. ..

3MIHU B KaJIpOBOMY CKJIaJll

* Posib dpaxiBuiB piBHs L1 SOC Oyne 3MeHIyBaTUCSA, OCKUIBKU IITYYHUN 1HTEJIEKT
Oyne BUKOHYBaTd (yHKIli 30arayeHHs Ta TEPBUHHOI COPTYBaHHS, IO 30UIBIIUTH
nedIUT BUCOKOKBaTI(h1IKOBAaHUX KaIpIB.

» Ycmix Oyne 3anexatu BiJ «lII-opieHTOBaHO» CIOCTEPEXKHOCTI, TICHUX IUKIIIB
3BOPOTHOTO 3B'A3KYy Ta MEpCOHATy, HABUYEHOTO CTaBUTU IiJi CYMHIB BIIEBHEHi, ale,
MO>KJIUBO, TOMUJIKOBI BUCHOBKH IITYYHOTO 1HTEIIEKTY.

BiapomkeHHs] KpUTHYHOTO MUCTIEHHS

e 3 mnomupeHHSIM (QEHKOBOrO KOHTEHTY KOPHUCTyBayaM 3HAJO0OUTHCS HOBHIMA
CKETITUIIM3M 1 Me1arpaMOTHICTh, 00 BIOKpEeMUTH (aKTH Bl BUTAIaHUX ICTOPIH. ..

BucHoBok: 2026 pik cTaHe MepHIMM POKOM, KOJIM aTaKh HAa OCHOBI HITYYHOTO
THTEJIEKTY PETYJIIPHO BUIIEPEIHKATUMYTh CYyTO JIFOJICHKi 3aco0m 3axucty. Opranizariii, ski
MOETHYIOTh aBTOMATHU30BaHE BUSBJICHHS/pearyBaHHs, CyBOPUI KOHTPOIb 1J€HTHUYHOCTI
Ta 0013HaHMI JIIOACHKUNA HArjsJ, MaTUMyTh HalOLIbIIl HIAHCU BTPUMATHUCA Ha IUIaBY».
(Wayne Williams. Cyber experts warn Al will accelerate attacks and overwhelm
defenders in 2026 // BetaNews, Inc. (https://betanews.com/2025/12/10/cyber-experts-

warn-ai-will-accelerate-attacks-and-overwhelm-defenders-in-2026/). 10.12.2025).
*k*

«'mobanbHuii Kidepanabsne (GCA) crBepakye, mo 2025 pik miaTBepauB TpU
CYBOPi iCTHHM: MAriCTpPaJibHI TeJeKOMYHIKAWIHI Mepe:Ki MOKYTh OyTH 3aXOILIeHi,
IITYYHHUH IHTEJEeKT HAA3BUYANHO MOCIIIOE SIK 3aXUCT, TAK i 3JI0YMHHICTh, a PO3PHUB
Yy HaBMYKax 1 ¢iHaHCYyBaHHI, 10 3aXMINAKTh CYCHUIbCTBO, MPOJOBKYE
30inbmryBaTucsa. ToMy Moro crpateris Ha 2026 pik 30cepekeHa Ha «IOBCAKICHHIM
CTIMKOCTI» — MPOCTUX IHCTPYMEHTax JUIsi KOPUCTYBadyiB, BHUIPABJICHHSIX Ha pIBHI
1H(PaACTPYKTYpH [Jisl ONEpaTOPIB Ta TICHIMIIA CHIBOpPAL MK ypsAaMH, ONepaTtopamu Ta
HEKOMEPIIHHUMHU 3aXUCHUKAMM. ..

Salt Typhoon noBiB 11e B 2025 poiii: moB'sizaHa 3 AEp’KaBOIO Ipylia MPOHUKIIA B
m1aThopMHU TIPOCIYXOBYBAHHS Ta MEPEXKI OMEpaTopiB MO BChOMY CBITY, HMIATPUMYIOUN
TaEMHHUH JIOCTYII, SKHH MIT MOPYIIMTH 3B'SI30K JJII MUIbSpIB JiroAei. Jlani memnoBoi
nactku AIDE Bim GCA Ta cBDKMHA 3BIT BiIoOpakaloTh Il TAaKTUKH Ta HAJAlOTh
MPOTHU3aXOAN TEICKOMYHIKAIIIHUM KOMIAHIsIM Ta PETYJISTOPHUM OpraHaMm; allbsHC
MPOJIOBKYBATUME PO3IUPIOBaTH 11el mopTtan y 2026 porli, OCKIIbKH HaMaau-KOIii €
HEMUHYYUMHU. . .

ITy4Huil 1HTENEKT 3apa3 € MOTYKHUM MYJbTUIUIIKaTopoM cuid. IlixmpuemcTBa
BUKOPUCTOBYIOTh MOTO JJisi BUSIBJICHHS aHOMAJIHA 1 COPTYBaHHS CHOBIIIEHb; 3JIOYMHII
BUKOPUCTOBYIOTh HOr0 Il MAacOBOrO BUPOOHMIITBA spear-phish, 30HIyBaHHS CUCTEM 1
3aMycKy OUIbII CKJIAAHUX MIaxpaiicbkux cxeM. Maii mianpueMcTBa Ta OJjarofmiiiHi
oprasizariii, SkuM OpaKkye epcoOHaIy Ta IHCTPYMEHTIB, ONTUHSAIOTHCS B EIIIIEHTP1 BUOYXY.
GCA 3amyctuna pecypcHuit nentp 3 Oesnexu Il Ta maBuanbHy nporpamy «I +
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kiOepOe3nekay, sika BUUNTh CTYACHTIB PO3Mi3HABATH Ta 3MEHIIYBAaTH PU3UKH, MOB'sI3aH1 3
BUKOPUCTAaHHSAM MaiuH. HacTymHoro poky HaBualibHa mporpama Oyje po3liupeHa,
TOTYIOYHM HOBY T'PYITy TEXHOJIOTIB, OPIEHTOBAHUX Ha O€3MEKY, OCKUIBKU «B10-KOTyBaHHS
Ta 1HII TEHJEHINI IBHAKOI pPO3pOOKH BBOASATH HOBI IOMHJIKH B IIpOrpamMHe
3a0€3MeYeHHS.

Koxxna kpu3a CymnpoBODKyBasIacs IIaxXpaiCTBOM: IITOPMHU, BIHU Ta CBSITKOBA
HIEIPICTh MPU3BENIH 10 30MTKIB CIIOKKBAYIB y po3Mipi 12,5 mupa gonapiB y 2024 poui Ta
CIOPUYMHMIIM yeproBuil cruieck y 2025 poui. Odikyerbes, mo 2026 pik OyJe e ripimm,
OCKIJIBKM IITYYHHUH IHTENEKT 3HM)KY€ BapTICTh 1 MIJBUILYE BUTOHYEHICThH IIaXpalcTBa y
chepi OGmaroxairinocti Ta nmokynok. GCA oHoBuia CBOI MyOiiyHI MOCIOHUKU — HabopH
THCTPYMEHTIB JIJII IIBUJKOTO CTApTy, MOPAJX LI0JI0 CBATKOBHUX MOKYIOK Ta KOHTPOJbHI
CIUCKH II0JI0 IaXpaiCTBa 3 MOKEPTBAMHU — 100 JOIMOMOTTH 3BUYAfHUM KOPUCTyBayam
3aXUCTUTHU cebe. ..

3a namTyHKaMHu HEKOMEPIIHUN ceKTop KibepOesneku caM 1mo codi nepedyBae B
ckpyTHOoMYy cTaHoBuilll. COTHI HEBEIWKHUX OpraHi3alliii MATPUMYIOTH IHCTPYMEHTH 3
BIIKDUTUM KOJIOM, CTaHJApTH Ta TEPBUHHY MIATPUMKY Ha «KPHUXITHHUX» OIOKETax.
CrinsHo 3 Internet Society, GCA crBopmia Common Good Cyber Fund Ta xomirter 3
€KOCUCTEMU Il KOOpAMHALII MPOEKTIB, 00'€IHaHHA 3yCWJb 13 3aJIy4Y€HHS KOIITIB Ta
HNIATPUMKU UUX KPUTHUYHO BaXJIMBUX MOCIYT; PO3BUTOK LI€I Mepexl OyJie MpiopUTETOM
npotsiroM 2026 poky.

Kopotko «kaxyuu, mnporpama GCA Ha 2026 pik mnependadae: 3MIITHEHHS
1J100aIbHOT TEJIEKOMYHIKAIINHOT 1HPPACTPYKTYpH MPOTH MOBTOPEHHS MOPYIIEHb THUITY
Salt Typhoon; ocHallleHHsI MaJIMX 1 CEPeAHIX MAMPUEMCTB, OJIaroAiiHUX opraHizaIii Ta
MpUBATHUX 0C10 3ac00aMM 3aXMCTYy HAa OCHOBI IITYYHOTO 1HTEJIEKTY; YCYHEHHS AeDIUTy
KBaT(piKOBAHMX KaJIPiB 3a JOMOMOTOI0 MPAKTUYHOI OCBITH; 3aMOOITaHHS CE30HHUM Ta
KPU30BHM IIIaxpaiicTBaM; 3a0e3leueHHs CTaliIpbHOTO (DiHAHCYBAHHS HEKOMEPIIIHHUX
oprasisaiiii, mo MIATPUMYIOTh Oe3neKky B [HTepHeTi. AJBSHC CTBEPIKYE, IO SKIIO
IpOCTi, TEepeBipeHl I1HCTPYMEHTH TMOE€NHATH 3 MOJIEpHI3aIi€l0 1HPpPACTPyKTypu Ta
MIKHApPOJIHUM CHiBPOOITHULITBOM, KpHUBa KIOEPPHU3UKIB HApEIITI IOUYHE 3HUKYBATHUCS. . .»
(Global Cyber Alliance Identifies Five Cybersecurity Forces That Defined 2025 - And
Will Shape 2026 // Cision US Inc. (https://www.prnewswire.com/news-releases/global-
cyber-alliance-identifies-five-cybersecurity-forces-that-defined-2025--and-will-shape-
2026-302637995.html). 10.12.2025).

**k*k

«Ocrtanni pocaimxenns QBE moka3yworb, mo Ki0epOe3nmeka 3ajie;KUTh He
TIJIBKM BijJl TeXHOJIOTIH, age i Big gwoaei: 60 % cniBpoOIiTHUKIB BBAXKAOTh, 110
HIKOJIM He MPUIYCKAJUCHA Ki0epnoMuiIoK, a 86 % BIeBHEHi, 10 MOKYTb BUSIBUTH
3arpo3u, xo4a OiIbIIICTh MOPYIIeHb 3aJHIIAITHCS HenmoMiyeHuMHu. Taka HagMipHA
BIIEBHEHICTh € HEOE3MEeUHO0, BBakae laH Yoo, kepiBHUK BiAAUTy KibeprnpoayktiB QBE
North America, OCKUIbKM OJIHa-€IMHA MOMMUJIKAa B OyJb-fKiil JIAHIl Cy4YacHOI TICHO
B3a€MOIIOB'SA3aHO1 JISJIBHOCTI MOXKE CIIPUYMHUTH JIAHIFOTOBY PEAKIIi0, 1110 MPU3BEIE 10
KpHu3H B Oi3HECI. ..

Yonm cTBepKye, MmO KiIOEPpU3WKU HEOOXIAHO PO3TIIANATH SK MpoOaeMy, M0
CTOCYEThCSI BCHOT'O MIAMPUEMCTBA Ta piBHA TpaBiiiHHA. CydacHl MOJITHKHA OXOILTIOKOTH
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HabaraTo Oulbllle, HDK Ty4YHI XaKepChbKi aTakd, TMOLUIMPIOIOYHCH HA TOMMIIKU
CHiBpOOITHHKIB, 37OBKHBaHHA 1HCaijepamu, 3001 CTOPOHHIX oOpraHizaiiii, BiJIMOBH
CUCTEM, BTPATH BiJ COILIAIBbHOI 1H)XEHepii Ta pemyTaiiitHi 30uTku. Jisi KOHTPOIIO IUX
PU3UKIB OpraHi3aiisM HeoOXiJHI YiTKO BH3HAYEHI POJIi, MEePEBIPEHUN IJIaH pearyBaHHS
Ha IHIUJEHTH Ta PETYJSIPHI HaBYAIbHI TpeHyBaHHA, 10 00'emnyoTh [T, ropumnanuii,
(1HaHCOBHIA, KOMYHIKAI[IHHUHI BIJAUIA T4 KEPIBHUITBO.

[lepia niHiS 3aXUCTYy MOYMHAETHCS 3 HABYaHHA mepcoHany. OnauH HeoOepexHU
KJIIK MOK€ KOLUTYBaTH MUIbiloHH, ToMy QBE onuTye noTeHuiitHuX cTpaxyBaJIbHUKIB MPO
iXHI MporpamMu 3 MiJIBUILEHHS KiOepOe3NeKku: Yu MOXKYTh CIIBPOOITHUKH pPO3Mi3HATU
GIMHT, maxpaicTBO 3 BUKOPUCTAHHSAM TEPMIHOBUX CHUTYallld Ta TAKTUKHU MIIPOOKH
ocobu? HaBuaHHS TakoX Ma€ UTH B HOTY 3 HOBHUMH 3arpo3aMu, TaKUMH SIK TIIMOOKO
migpoOJieH ay/io- Ta BigeoMaTepiaad, a TaKOX MUTAHHSIMHU JOTPUMAHHS BHUMOT, IO
CYNPOBOKYIOTh IIBUJIKMI PO3BUTOK IITYYHOTO 1HTEIEKTY. ..

['onmoBHMIA ypok, 3a cinoBamu Yoia, mojsrae B iHterpaiii. KomMmanii moBuHHI
CKJIACTH TUIaH MMOBIPHHUX KiOepclieHapiiB, OIIHUTH iXHIN omnepariiHuii Ta (HiHAHCOBHI
BIUIMB, 4 MOTIM TMEPEBIPUTH — Pa3oM 31 CBOIMH CTPaXOBHMH MMApTHEPAMU — YH iXHS
CTpaxOBKa BIAMOBITa€ KOKHOMY 3 HUX. BIipoBaKeHHS yIpaBIiHHS KiOeppu3uKaMu y BCi
(GyHKLIT TepeTBOproe Oe3MeKy 3 TEXHIYHOI pyTHUHH Ha 3aci0 3aXMCTy OXOJIB, permyTauli
Ta joBrocrpokoBoro 3pocranus». (Emily Douglas. '‘Cyber security is no longer just an
IT issue': QBE urges cross-functional cyber prep // KM Business Information US, Inc
(https://www.insurancebusinessmag.com/us/news/cyber/cyber-security-is-no-longer-
just-an-it-issue-gbe-urges-crossfunctional-cyber-prep-558475.aspx). 10.12.2025).

*

**

«HoBuii riodanbHuid 3BiT 3 KidepOe3nexkn Bigx Marsh, migpo3miny Marsh &
McLennan Companies, Inc. (MMC), noka3ye, mo npudausno 75% opranizamiii y
BCbOMY CBITI «Iy’ke BIEBHEHD> y CBOIX CTpaTerifix ynmpasJjiHHS Ki0eppu3ukKamm,
X042 piBeHb BIIEBHEHOCTi 3HAYHO BiIPi3HAETHCA 3aJIe:KHO Bia periony: 83% B Inpaii,
Ha buamsbkomy Cxomi ta B A¢puuni nmporm 50% B A3ii. L1 BHEBHEHICTbH
CYIpPOBO/KYETHCA 3HAYHUM 3000B'I3aHHSAM IMIOJ0 3axUCTy: 66% pecrnoHIeHTIB
IUIaHYIOTh 30UIBLIMTH 1HBECTHULIT B Ki0epOe3neKy MpoTAroM HAaCTYIHOIO POKY, Ha/Ial0uu
MPIOPUTET TEXHOJOTISAM, IHCTPYMEHTaM MIHIMI3alli PU3UKIB, MJIaHYBAaHHIO pearyBaHHS
Ha IHIUMACHTH Ta TajlaHtam y cdepi Oe3neku... TpuUBOXKHO, MO IIe 30UIBIICHHS
1HBEeCTULI OOYMOBJIEHO TOCTIHHMMHU 3arpo3amu, ockiuibku 70%  opranizaiiit
MOBIJIOMHJIA TIPO Te, IO 3a OCTaHHI 12 MICAIIB BOHHM 3a3HAIM IMPUHAMMHI OJIHOTO
CEepHO3HOIO IHIUIASHTY 3 KiOepOe3leKkow, IOB'SA3aHOTO 3 TpeTiMH cTopoHamH. Lli
pe3ynbTaTH CBiTYaTh MPO CTPATETiUHY 3MiHY, BU3HAHHS TOTO, IO TPAJAMINIHI 3ac00u
3aXUCTy MEPUMETPA € HEJOCTATHIMH, 1 MepeTBOpeHHs KibepOesmeku 3 IT-nmpobnemu Ha
OCHOBHHUU TpiopUTeT Oi3HECYy, CIIPSIMOBAHHI Ha 3aXHMCT AK BHYTPIIIHIX CHUCTEM, TaK 1
CKJIQJIHAX 30BHINIHIX MEpeX IMocTadalbHUKIB 1 maprtHepiB...» (Cyber Budgets to Get
Hot: Can Marsh & McLennan Take the Advisory Lead? // Zacks Investment Research
(https://www.zacks.com/stock/news/2802403/cyber-budgets-to-get-hot-can-marsh-
mclennan-take-the-advisory-lead?cid=CS-NEWSNOW-HL-
analyst_blog%7Ccompany_news_finance sector-2802403). 10.12.2025).

***
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«He3Bakaoum Ha CepilO3Hi PU3UKH, NMOB'sI3aHI 3 MOCUJICHHAM IeONOJiTHYHOL
HANpPY:KeHOCTI Ta KagiOHicTIO, Ki0OepOe3nmeka B cUCTeMax MPOMUCIOBOI
apromarusanii (OT) yacro 3aMIIA€ETHCA M03a YBArow, HABITH HE3BA’KA0YH HA Te,
10 HA BUPOOHMYMH CEKTOP, AKUH € HANOUIbII ypa3auBuM, npunagae nonag 70%
BCiX MPOMUCJIOBHUX ATaK MPOrpaM-BHUMAaravib, 0 NPU3BOJUTH J0 CepeaHiX 30UTKIB,
SIKi MepeBUIYIOTh 5 MJIbHOHIB J0J1apiB 32 IHUEHT JJIsl Maiiske YBEPTi KOMIAaHi.
OCHOBHI 3arpo3u BKJIIOYAIOTh TMOIIMPEHE MpOrpaMHe 3a0e3leUeHHsI-BUMarad, aTraku
JIEp’KaB Ha KPUTHUHY 1HOPACTPYKTYPY, XaKTUBICTCHKI 3pUBH Ta BHYTPILIHI 3arpo3H, SIK1 B
OCHOBHOMY CIIpHYMHEH1 HeaOamicTio 1 3auinaioth 83% opranizauii. g nebe3neuna
3arpo3a nocwioeTbess KouBeprenuiero IT-OT B pamkax [nmyctpii 4.0, sika po3mmproe
IUIOLLYy aTakud 1 poOUTHh TpaauliiHy nepuMerpanbHy [T-0e3neky HemoCTaTHHOIO ISt
yHiKanpHuX BUMoOT cuctem OT...

1106 MPOTUCTOSITH MM 3POCTAIOYMM 3arpo3am, MPOMHUCIIOBI opraHizailii TOBHHHI
3aCTOCOBYBaTH OaratopiBHEBHM MiAXin THMOOKOI OOOpPOHH, 30CEepeKeHUN Ha
nigsumieHHi BuauMocTti OT (mmocTiliHa OIiHKA BPa3JIMBOCTI), CETMEHTAIlli Mepexi (oI
MEpPEeK Ha 130Jb0BaHl 30HU JOBIpU JUIsI CTPUMYBAHHS MOPYIIECHb) Ta apXiTEKTypi Zero-
Trust (1o BUMarae cyBOpoi NEPEBIPKU KOKHOTO 3aMUTy Ha JO0CTyn). MallOyTH1 cTpaTerii
3aXUCTy OYyJIyTh 3HAYHOIO MIPOI0 MOKJIAJATHCS Ha IUTYYHUM I1HTEIEKT Ta MAIIUHHE
HABYAHHS JIJI1 BUSBJICHHSI aHOMAJIIM y PeXXUM1 peajibHOTO Yacy, a TaKoXK Ha KibepoOMmaH
13 BUKOPUCTaHHSM CHUCTEM-TIPUMAHOK JUIsl BIJBOJIIKAHHS yBard 3JIOBMHCHHKIB.
Bupob6Huku sk 1 paHilie CTUKAIOThCS 3 BAXKJIMBUMH BUKJIMKAMU: BOHU TTOBUHHI MO10JIaTH
icTropuuny 13051b0BaHICTh [ T- Ta OT-0e3neku 3a T0MOMOror0 €IMHOI CTPATerii; 3aXUCTUTH
3actapine o0yialHaHHs 33 JOMOMOTOI0 Cy4YacHUX MPOMUCIOBUX Opanamayepis 3 IDS/IPS
Ta TJIMOOKOIO 1HCIICKITIEI0 MAaKETiB; a TaKOXK BIPOBAJUTH HAJiMHI, IPOAKTHUBHI 3aX0JIH,
Taki sk OararodakTopHa aBTeHTU(IKAIlIA Ta JOOpE BiAMpallbOBaHi TUTAHU pearyBaHHs Ha
IHIIUJEHTH, 100 MiHIMI3yBaTH TPOCTOT Ta (hiHAHCOBI BTPATH BiJl MOCTIMHUX 3JIOYMHHUX
atak...» (Eric Headington. Defense strategies for evolving cyber-threats to industrial
network security /l Endeavor Business Media
(https://www.controlglobal.com/protect/cybersecurity/article/55338741/future-proofing-

industrial-systems-cybersecurity-approaches-for-manufacturing). 22.12.2025).
*k*

«OCKiNIbKY 30BHIIIHI YMHHUKH, TaKi K JUCTAHUIHA podoTa Ta ri100aJIbHI
KOH(QIIKTH, CHpUAKTHL  30UIBIICHHI0O  KUIBKOCTI  Ki0deparak, 3JaTHICTh
aMEepPUKAaHCBLKHMX areHTCTB, 30kpema CISA, nonomaratu B 3a0e3ne4yeHHi MepesKeBOi
0e3meKkH, 3HAXOAUTHCS il 3arpo3010 Yepe3 (piHaAHCOBI MpodJeMHu HA (eaepabHOMY
PiBHI, 110 MOKe NPHU3BECTH 10 3HMKEHHSl PIBHA PO3BiakuM 3arpo3. OgHOYACHO
€Bpornericbkuii Co03 3HAUHO MOCHIIIOE PETYJISTOPHI BUMOTH: 3aKOH MPO KiOepCTIKICTh
(CRA), skuil HaOyzae yuHHOCTI y aBa eranu 10 2027 poky, Ta BK€ YMHHA JUPEKTUBA
NIS2 3my11ytoTh BUpOOHUKIB 3a0€31euyBaT BiAMOBIIHICTh BUMOTaM, 1 IXHiil BIUIUB, SIK
OUIKYETHCS, MOIUPUTHCA 3a Mexl €C depe3 BUMOru OaraTOHAIIOHAJBHUX KOMIAHIN
1010 Y3TOXKEHOCTI. ..

HesBaxkaroum Ha 111 30BHIIIHI TUCKH, OaraTo KOMIIaHIM BCe Ie He MOXYTh BUMTH 3a
MeXi 0a30BUX 3aC001B 3aXUCTY, TAKUX K OpaHJAMayepu Ta aHTUBIPYCH, 1 MPOJOBKYIOTh
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po3risagaTy KibepOesneky onepamiitaux Texnomorii (OT) sk BUTpaTH, Mo HE MPUHOCITH
noxonay. Ilocriiina mudposizamis Tta koHBeprenuis IT- ta OT-cepemoBumi, a Takox
KIHEIb eMoXHu «0e3MeKH uyepe3 HEBIOMICTh» IS MPOMMCIOBUX 00'€KTIB BUMArarTh BiJl
oprasizaiiii TOCTIHHOTO BJIOCKOHAJEHHS KiOepOe3meKu, 30CepeaUBIIMCh Ha Tpiaidi
oy, Texuoorii ta mporecu». Jlizepu OT moBuuHI mogonatu po3pus Mix IT ta OT i
NIJBULIUTH KBaTI(iKallilo MNepCcoHaNy, BIPOBAIKYIOUM PILICHHS, IHTYiTUBHO 3pO3yMini
JUIsl KOPUCTYBAYiB. ..

[IpakTyHa CTIAKICTh BUMAara€ IOCTIMHOTO TECTyBaHHS, K MPOJEMOHCTPYBaB
kimieHt Emerson, komnanis Delek US, mo 3aliMaeTbcsi €HEPreTUKOW  Ta
1H(pacTpyKTypoIO, fKa yCHIIIHO 3MOJIeNII0Baja aTaky MporpamM-BUMaradiB y peaJibHOMY
yaci B paMKaxX HEIHTPY3MBHHMX HACTUIbHUX HAaBYaHb, B SIKUX B3SUIA y4acTb 75 KIIFOUOBHUX
CHIBpOOITHUKIB, BiJ KepiBHHMIITBA J0 poOiTHUKIB. Ili HaB4aHHSA WIATBEPIUIN
e(eKTUBHICTh I1XHIX IIJJaHIB pearyBaHHs, MOJINIIMIMA KOMYHIKAIIHI KaHajau Ta
MIPOJICMOHCTPYBAJIM BChOMY IIEPCOHANTY BaXKIUBICTH KiOepOesmeku. (s 3abe3neueHHs
JIOBTOCTPOKOBOI O€3MEeKH OpraHizaiii Tako>K MOBHUHHI 3aXWINATH KOMIIOHEHTH Ha PiBHI
MPUCTPOIB 1 pean13OByBaTH CTpaterii MoJepHi3aIii s Tepexody BiJl CTapwx,
HE3axXMILIEHUX MPOTOKOJIB 3B's3Ky. MaiiOyTHe MepexeBoi Oe3neku Oyne BHU3HAYATHCS
MacoOBUM 300pOM JaHUX, IO XUBJATH MOTYKHI MEXaHI3MHM IITYYHOTO IHTEIEKTY, SKl
MOEIHYIOTh PO3IIMPEHE BUSBJICHHS Ta pearyBaHHS 3 aHaJi30M 3arpos, mob nepeadavyaTu
Ta arpecHMBHO MPOTHAIATH JisM XakepiBy. (Jim Montague. Step-by step cybersecurity //
Endeavor Business Media
(https://Iwww.controlglobal.com/protect/cybersecurity/article/55339242/step-by-step-
cybersecurity-with-emerson-and-delek-us). 18.12.2025).

*kx

«ITocTiiHo MinguBHil JanamadrT kKidep3arpo3 BMMAra€ BiJl NPOMMCJIOBHX
opravizanii BHIPOBaJKeHHsI OaraTopiBHeBOi crTpaTerii TrJIM00KOI 000pPOHM
ki0epOe3nexkn AJs1 CBOiX Mepex onepauiiiHux texHoJsoriii (OT), mounHawuu He 3
nepeAoBUX IHCTPYMEHTIB, a 3 (yHAAMEHTaJbHOI OHIHKW PHU3HKIB s
iHBeHTapu3alil aKTHUBIB, CKAHYBAHHSI BPa3/IMBOCTell Ta ONIHKM IX CepPilO3HOCTI.
Phoenix Contact pexomeHye, 1100 Mmicis i€l OlIHKA KOPUCTYBavl Ha/laBajIu MPiOPUTET
3MII[HEHHIO ICHYIOUMX MPUCTPOIB HUISIXOM 3MIHHM CTaHAAPTHUX MAapOJIiB, BCTAHOBIICHHS
posiboBoro KoHTpoito noctyny (RBAC) Tta BigkirodeHHs HENOTpiOHMX (DYHKIIIHN
BIJIJJAJICHOTO JJOCTYITY ...

[licms BUKOHAHHSA IIi€l  OCHOBOIIOJOXKHOI POOOTH  HEOOXITHO IPOBECTHU
CEerMEHTAIIII0 MEpeXi, Mo0 130J0BaTH KPUTUYHO BAXIJIHMBE OOJAgHAHHS Ta IIIAXU
yOpaBIiHHS KOMyHiKamiero. [le € BaxIuMBUM KpOKOM TMepe]] 3aCTOCYBaHHSM HOBHX
3ac00iB 3aXHCTy, TaKUX K apXiTekTypa Zero Trust, sika BUMara€e mocTiiHOI TOBTOPHOT
aBropu3aulii. [IpuilHATTS HOBUX €BPONENCHKUX HOPMATUBHUX aKTIB, 30KpeMa 3aKOHY PO
ki0epcTiiikicth (CRA) Ta aupektuBu NIS2, 3myinye Takux nmocradalibHHKIB, K Softing,
pO3pOOJIATH TPOAYKTH 3 BOYIOBaHUMHU (PYHKIISIMU KiOepOe3neku Ta JeTajbHOIo
JOKYMEHTAIIEI0, 0 MICTUTh BKa31BKH JJI1 KOPUCTYBayiB 11040 O0€3MEYHOI YCTAHOBKH Ta
BUKOPUCTAHHS. ..

Opnnak npo6sieMu 3anumiaroTees: 6aratboM komanaam OT He BHcTaudae nepcoHary
Ta pecypciB uisi €(EeKTUBHOIO BIPOBAHKEHHS TOJITUK O€3MEeKH, 10 MPHU3BOIAUTH 10
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TOTO, UI0 MEPCOHAT KOHTPOJI HABAaHTAXKYEThCS OOOB'S3KaMHU MOHITOPHHTY. Xoua
mryynuit iHtenekt (L) moxke momomMortu B HaBYaHHI, TJIaHYBaHHI pearyBaHHs Ha
IHIIMACHTA Ta BUABJIECHHI aHOMaJlM, JIOACHKHI HarIs[ 3alIMIIA€TbCd HEOOXITHUM.
BupoOHMKNM TOBWHHI NPUUWHATH KOHLEMII «3axucTy pyxomoi nui» (MTD), saxy
BijicToroe kommanisi Mitsubishi/Iconics 1 sika mependadae BUKOPUCTAHHS TUHAMIYHUX,
IPOrPaMHO-BU3HAYCHUX MEPEX Ta THUMYACOBUX BIpPTyaJbHUX BY3IIB, IO PETYJSIPHO
nepeOyJ0BYIOThCS JJIs MiHIMI3allll pU3UKIB. ..

OxkpiM Mepexi, Oprasizalli MOBHHHI 30CEpEIUTHCS Ha 3a0e3leyeHHl Oe3neKu
KOMIIOHEHTIB TPHUCTPOIB HIXKYOrO PIBHA Ta XMapHUX MiAKIIOYEHb, a TaKOX
BIIPOBAXKYBATH CTpaTerii MOJAEpHi3allii A 3aMIHU 3acCTapliux 3aco01B KOHTPOJIIO, L0
0a3yI0ThCsl Ha HE3axXHUIIEHUX MPOTOKOJIAX. 3pemTor, e)eKTHBHA KibepOe3rneka BuMarae
il po3rIIAlLy SIK 3arajlbHOKOPIOPATUBHOI JUPEKTUBH, IO IHTETPYE JIOJCH, TEXHOJIOTIT Ta
MPOLIECH, 30CEPEHKYIOUNCh HAa MOCTIMHOMY HaBYaHHI, BU3HAYCHHI IUIAHIB 3MEHIICHHS
BpPa3MMBOCTI Ta BUOOpI TMOCTAaYaIbHUKIB aBTOMATH3aIlll, $KI HAJAlOTh MPIOPUTET
CydacHUM apXiTeKTypaMm O€3leKd Ta THYYKHM MeTojmaM po3poOkm». (Jim Montague.
Sure footing on shifting security sands // Endeavor Business Media
(https://www.controlglobal.com/protect/cybersecurity/article/55339800/implementing-
robust-cybersecurity-in-industrial-automation-insights-from-phoenix-contact-softing-
and-mitsubishi). 23.12.2025).

***x

«..Y cydyacHy uudpoBy emnoxy NOCTAYAJbHMKH NOCIAYr 3 KiOepOe3meku €
He3aMiHHUMM JJIs1 3MilHeHHs UH(pPoBoI 000poHM Ta 3al0e3neyeHHs Oe3NeKu
oHJaliH-cepenoBuil. CydacHI KOMMaHIi 3aCTOCOBYIOTh OaraTOrpaHHUW  MiJXif,
MOYMHAIOYH 3 MPOAKTUBHOTO MOHITOPUHTY 3arpo3 3a JOMOMOTOI0 HOBITHIX 1IHCTPYMEHTIB
JUIA aHai3y JaHUX Y PEXUMI peallbHOTO Yacy, L0 J03BOJISIE MUTTEBO pearyBaTd Ha
NOTEHLINWHI 3arpo3d Ta 3MEHIIYBAaTH HACHIIKU MOpYyIIeHb. LIeHTpadpbHUM eneMeHTOM
iXHBOI cTpaTerii € mepenoBi TEXHONOTIl MU(pPyBaHHS A 3aXUCTY JAHUX SIK M Yac
nepenayl, Tak 1 mija yac 30epiraHHs, M0 0OMeXy€e JOCTYIl BUKIIFOYHO /10 aBTOPU30BAHUX
KOpPUCTYBauiB. Bu3Harouu, 10 JIIOJChKAa NOMMIKA 3aJUIIAEThCS HAWHEOE3MEeUYHIIIOH
CIa0KiCTIO, TOCTAYATbHUKHN MPOTIOHYIOTh KOMIUIEKCHE HaBUaHHS 3 MUTaHb OC3MEeKU IS
MIJBULIEHHS O0I3HAHOCTI CHIBPOOITHUKIB, IO cOpusie (OPMYBAHHIO KYJIbTYpH
Oe3mneKu. . .

KpiM Toro, BOHM 3ailiMalOThCS IUIAHYBAaHHSM pearyBaHHs Ha IHLUJCHTH,
BU3HAYAIOYM MPOIEAYPH KOMYHIKallli Ta BITHOBJICHHS, 100 MiHIMI3yBaTH 30MTKH Ta
3a0e3meunTy MIBUAKE BIAHOBICHHS poOotu micis mopymieHHs. KibepOesmeka Bce
yacTile BUKOpUCTOBY€ IITydyHui iHTenekT (LLI) mis ckanyBaHHS BenMue3HUX OOCATIB
JMaHUX IIBUAIIC, HDK II€ MOXYTh 3pPOOMTH aHANITUKHU-TIONWA, BUSBISIOUN 30BHIITHI
3arpo3d Ta JO3BOJIAIOYM EKCIEPTaM-JIOJSIM 30CEPEANTHCS Ha CKIIAJHUX 3aBJIaHHSX.
[TpoBaiinepu TakoX CHPHUSAIOTH CHIBOpali Ta oOMIHY 1H(OPMAIIED MIX OpraHi3alisiMH
Uit TIOOYAOBH Kpamioi KOJIEKTUBHOI 000poHH. OCHOBHI NPAKTUYHI KOMITIOHEHTH
BKJIIOUAIOTh PETYJSIpHI ayauTu Oe3MeKH Jisl BUSBIICHHS BPa3lMBOCTEH Ta 3MIIIHEHHS
cUCTEeMHU Oe3leKu, Chemiagi3oBaHi XMapHl pilleHHs Oe3leKd, 110 IHTEerpyIoTh
mU@pyBaHHS Ta KOHTPOJb JOCTYIYy JUIsl CKJIAQOHUX XMApHUX CEpENOBUIL, a TAKOXK
HaJ1HI CUCTEMH yIIpaBiHHA ieHTH]iKariero Ta 1octynom (IAM), 110 BUKOPUCTOBYIOTh
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Ha/IHY ayTeHTHU(IKAIlil0 Ta KOHTPOJIb HAa OCHOBI pOJjei A MiHIMi3alii BHYTPIIIHIX
3arpo3 Ta HECAaHKI[IOHOBAHOIO BHUTOKY JaHuX. Ili coiipHI 3ycWiuisi  MaroTh
byHAaMeHTaNbHE 3HAYCHHS JUIsl 3aXUCTy MHQPPOBUX AaKTUBIB Ta 3a0e3MeUeHHS
oe3neunimioro noceigy pobdorm B IatepHeti». (HOw Modern Cybersecurity Providers
Strengthen Digital Defenses /l Silicon Review LLC
(https://thesiliconreview.com/2025/12/how-modern-cybersecurity-providers-strengthen-
digital-defenses). 16.12.2025).

*k*

«..AyTCOPpCHMHI KpPUTHYHO Ba:xkiauBuX IT-mocayr ta kidepOe3nmexku, sIKMi
KOJIMCh BBAKABCS HMIBUIAKHUM ILJISIXOM /10 €(peKTHUBHOCTI, CTAaB OCHOBHUM JIZKePeioM
CHCTEMHOI BpPa3JMBOCTi, KOJH TOPYIIEHHS Y OJAHOI0 MOCTAYAJIbHHUKA MOXKYTh
NOIIMPHUTHUCH HA COTHI OpraHizanii, CIPUAKYH Ki0EpP3JOYMHHOCTI Ta HAPAKAIOYHU
KOMIaHii HA reonoJiTHYHUIA pu3uk. L1 npobiiema, miakpecaeHa TaKUMHU 1HITUACHTAMH,
ak SolarWinds ta MOVEit, o3Hayae, mo ayTCOPCUHT OLIbIIIE HE € JOKAIHHOIO
npo0JIeMOI0, a 3arpo3010 AJs T7100aabHOI €KOHOMIYHOT Oe3neKu. AYTCOPCHUHT CIIOYaTKy
HaOyB TOLIMPEHHS Yepe3 EKOHOMIYHMN THUCK, AEe(IIUT TaJaHTIB Ta MNPUCKOPEHHS,
CIPHYMHEHE BIPOBAHKECHHSIM XMapPHUX TEXHOJIOT1H, ajie 11 MBUAKICTh 4acTo Oa3yBamacs
Ha nependadyBaHiil 10BIpi, a HE HA pO3pOOJEHUX cUCTEMaX Oe3NeKu.

[Is BpasnuBicTh 30epiraeTbcsi uepe3 NPOraMHM B YOPABIIHHI, KOJU pajau
IUPEKTOPIB CTaBJIATh €(PEKTUBHICTh BHUIIE 32 KOHTPOJb MOCTAYaJbHUKIB HA OCHOBI
JIOBIPH, PETYJISITOPHI OpraHu po3apo0JieHi 1 JIETKO MIAAal0ThCs BIUIUBY TPAHCKOPAOHHHUX
3JIOYMHIIIB, a KEPIBHUKU CIYyXO0 1H(popMaIliiiHoi Oe3neku He MaioTh BIUIMBY a0o
BUJIUMOCTI Haj OaraTopiBHEBMMHM JIAHIFOTAMHU IIOCTaBOK. 3pPOCTaHHS INTYYHOTO
THTEJICKTY SIK MYJIbTUILTIKATOPA 3arpo3 I1e OUThINE MOCUITIOE TIeH pU3HK. . .

JIns mocsATHEHHS BIJIOBITAJIBHOTO ayTCOPCHHTY OpTraHi3amii IMOBHHHI BKJIIOYHUTH
MexaHi3MH 3abe3nedeHHs noBipu B KoHTpakTH (Trust by Design), mHamatu mpioputer
3aXMCHUM MEXaHi3MaM Ha OCHOBI IITYYHOTO IHTEJIEKTY, BUMaraTH TPOBEICHHS CTpec-
TECTIB MOCTAYaJIbHUKIB (BIAMOBIIHO 10 €Bpomneicbkux aupektuB DORA Ta NIS2) Ta
BIIPOBAPKYBAaTH HaWKpalll MPaKTUKHU, TaKl K MyJbTUXMApHI CTpaTerii Ta Mojeni Zero
Trust. [IpaBiiHHS NOBMHHI BUMAaraTy MOKa3HUKIB CTIHKOCTI Ta 3aTBEPPKYBATH 1HBECTHIII1
B pE3epBYBaHHA;, KEPIBHUKHU cIyX0 1H(}opmaliiiHoi Oe3neku MOBUHHI KapTorpadyBaTu
KPUTUYHI 3aJ€KHOCTI Ta HAMOJATaTH HAa MOHITOPUHTY B PEXKHUMI peajlbHOro yacy; a
PETYJISTOPHI OpPraHy MOBUHHI Y3TOJUTH CTaHAAPTHU HA riI00ajJbHOMY pIBHI Ta BUMaraTu
MPO30POCTI Bij CyOMiIpsAHUKIB. ['0JIOBHHI ypOK MOJIATaE B TOMY, 110, XO04Ya ayTCOPCUHT
€ HEOOXITHUM, «1TI031s, IO XTOCh 1HIIMH MOXKE B3ATH Ha ce0e Balll PU3UK», ITOBHHHA
3HUKHYTH, a PHU3MK IOBHHEH aKTWBHO PETYJIOBATHUCSA 3 TUCIHILTIHOIO...» (Maman
Ibrahim. Why outsourced cyber defenses create systemic risks // FoundryCo, Inc.
(https://www.csoonline.com/article/4110657/why-outsourced-cyber-defenses-create-
systemic-risks.html). 23.12.2025).

*k*

«..Ki0epOe3neka BCTynmae B «IPEBEHTHBHY» epy, B #AKid oprasizauii
HAMAralThCsl HeMTPaIi3yBaTH aTaKM A0 IX MOYATKY, 4 He MOKJIAJAATUCH JIMIIEe HA
BHUSIBJICHHSI Ta pearyBaHHs IicJis MOpPymIeHHs. AHaJIITUKY, BKItodaroun Gartner, 3apa3
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3aKJIMKAIOTh KEPIBHUKIB CIyX0 1H(QOpMAaIiiiHOI O€3MeKu «IOMepequTH 3arpo3u 0
MOYaTKOBOTO JIOCTYIIY. ..

Tpanumiiini 3aco0u 3axUCTy NEpUMETpPa BHUSIBUIMCS 3aHAATO KOPCTKUMH, a
nonaneina yBara 70 EDR/XDR 1 mBuakoro pearyBaHHs Ha HIIUACHTH Tiependavana, mo
nopyuieHHs1 6e3neku € HeMuHyunMu. [IpeBeHTHBHa Oe3meka Moe€aHy€e CydacHi MOTYXKHI
MEXaHI3MU BUSIBIICHHS 3 QIallTUBHUM, 1HTEJIEKTYaJlbHUM 3MIIHEHHSIM, SIKE BapilOEThCS
3aJIe)KHO BIJ] KOPUCTyBauda, MPUCTPOI0O Ta KOHTEKCTY 3arpo3n. BHKOpHCTOBYIOUM
IITYYHUH THTENEKT, 11l «pO3yMHI CTIHU» BUBYAIOTh HOPMAJIbHY MOBEIIHKY, a MOTIM:

* brokyiiTe iHCTpyMeHTH a00 ¢yHKLIi, SKI MEBHUH KOPUCTYyBady HIKOJHU HeE
BUKOPHCTOBYE.

* JI03BOJIbTE 3aKOHHE BUKOPUCTAHHS aIMIHICTPATOPAMH.

* brokyiiTe KuUIbKa KOMaHJ 3 BHUCOKHM DIBHEM PH3UKY, SIKUMHU 3JOBMUCHUKH
PEryJsipHO 3JI0BKUBAIOTh. . .

Takwit migxig 30UIbIITyE BUTpPATH 3JO0BMHCHHKA: SKIIO JUISI 3J0MY OJIHOTO
cepenoBuIla MOTPiOHI CIieiaibHI 3y CHILIS, 3JI0YMHIIL, K1 MParHyTh OTPUMATH PUOYTOK,
MIEePEXO0IATh IO OLIBII JIETKUX ITiJICH.

Mogens imoctpye GravityZone PHASR Big Bitdefender. Ilnardopma ctBOproe
npo(iib KOKHOTO KIHIIEBOTO MNPUCTPOI0, CHIBBIIHOCUTH AKTHUBHICTH 13 TJIOOAIBHOIO
1H(opMaLi€0 TpO 3arpo3d Ta JAUHAMIYHO OOMEXY€ PHU3MKOBaHI YTWIIITH, TakKl SK
PowerShell — BuMKHeHI I CHIBpOOITHHKIB, SIKI HIKOJIM HE KOPHUCTYIOThCS HUMH,
no3BojieHi ais IT-mepconanmy, ame 3 KiIbKOMa «30pOMOBUMUY» [isIMHU, SKI BCE IIIE
3aboponeHi. [lepmn kopucTyBaul MoBiAOMIISIIOTH TIPO 30-BiICOTKOBE 3MEHILICHHS TLIOIII
aTaky TIPOTIATOM MICSAILS, BUSBJICHHS INPUXOBAHMX KPHUIITOMaWHEpPIB Ta OLIBII YiTKi
MOKA3HUKM JUISI IPABIIIHHSA 1010 PU3UKIB. ..

TakuM YMHOM, TIPEBEHTHMBHA Oe€3leKa 3Millye BHUTpaTH Ha KibepOesmeky 3
100y TI0BH O1IBII BUCOKHX CTATHYHHUX CTIH Ha BIPOBAIKCHHS QIalTUBHUX, YYTIUBHUX 10
MOBEIHKA 3ac00IB KOHTPOJIIO, $IKI TIOCTIHHO TMOCHIIOIOTHCS, CKOPOUYYIOTH OO0CST
CHOBiIEHh 1 poOiATh MacmTaOHE TOBTOPHE BHUKOPUCTAHHS  IHCTPYMEHTIB
3JIOBMUCHUKAaMU HeNpakTuuHuM». (Raphaél Peyret. Preemptive Cybersecurity: Can It

Work? Il Bitdefender (https://www.bitdefender.com/en-
us/blog/businessinsights/preemptive-cybersecurity-explained). 24.12.2025).
*k*
«..0rasan kioepoesnexkun (CSR) — me He3asie:kHa OLIHKA HA OCHOBI NMEBHOI

CTPYKTYPH, SIKA BHMIpPIO€, HACKIJILKHM [100pe MNepCcoOHaJ, NMPOLECH Ta TEXHOJIOril
oprasizauii NpOTHUCTOATH CYYACHUM 3arpo3aM. BUKOPHCTOBYIOUYM TaKi CTaHIApTH, SIK
NIST CSF, ISO 27001 a6o CIS Controls, ekcriepTu aHami3ylOTh yce: BiJ MpUHAOMY Ta
3BUTPHEHHS CHIBPOOITHUKIB J0 KOH(piryparii xmapHuX cepBiciB, TokpuTTs SIEM,
mu@ppyBaHHS Ta HAMISAY 32 CTOPOHHIMM OpraHi3alisiMd, a MOTIM HPHCBOIOIOTH OLIHKY
3pLIOCTI Ta CKJIAJAI0Th MPIOPUTETHHUM IJIAaH BUIIPABIIEHHS HEJOJIKIB. ..

be3 11b0ro 30BHIMIHBOTO NOTJSAY 0araro KOMIIaHid J1F0Th HA OCHOBI IPHUIYIIEHb:
ONTUMI3M KepiBHUITBA (45 % KaxyTb, L0 <JIy»€ BIEBHEHI» Yy CBOIX 3aXMCHHUX
CHUCTEMax) 4acTO CyNepeuYuTh CKENTUIIM3MY Tepe1oBoi JiHii (umie 19 % noauisioTh 1o
nyMKy). Butpatu, sk mpaBuiio, 3AIMCHIOIOTBCS Y BUIJISII CIUIECKIB, OOYMOBJICHUX
HEOOX1THICTIO JOTPUMAHHS BHMOT, IO TMPHU3BOAUTH JO PO3POCTAHHS IHCTPYMEHTIB 1
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nyOtoBaHHS 3ac00IB KOHTPOJIIO; CHIBPOOITHHKM CIY>KOW OE3MEeKH 3aHaaToO 3alHATI
ayMTaMd Ta MIATPUMKOIO TPOJAXIB, MO0 JOBECTH PEHTAOCIbHICTh IHBECTHIIIN; a
KOMaHJI1 HE MOXYTh BHUPIIIUTH, [0 POOWTH crHoYyaTKy: BumpaButu [AM, mocunutu
KOHTPOJIb JOCTYIy MOCTaYaIbHUKIB 200 BUTIPABUTH 3aCTapiIl CEPBEPH. . .

CTpyKTypoBaHUN OIJISA[ 3aMiHIOE TpuIylieHHs ¢aktamu. Bin Bussnse 3a0yTi
aKTHBH, CHUCTEMU O€3 OHOBIIEHb, TiHBOBI [T-cucremu Tta ayOsIOKOYl IHCTPYMEHTH,
MEPETBOPIOE TEXHIYHI PU3UKH Ha O13HEC-BIUIMB 1 MOKA3ye€, K BUIIPABICHHS HAUIIBUIIIIEC
3MEHIIYIOTh Bpa3jiMBICTh, NEPETBOPIOIOYM O€3MeKy 3 pPEaKTHBHUX BHUTpAT Ha
cTpareriyHuii Qgakrop. Pe3ynpraT nomomarae KepiBHHUKaM OOIPYHTYBAaTH OIOJKETH,
33JIOBOJIBHUTH BHUMOTH PETYJATOPHUX OPraHiB Ta CTPaXOBHX KOMITaHIM, a TaKOX
MPOJICMOHCTPYBATH HAJICKHY 00aYHICTh KJIIIEHTAM 1 MTAPTHEPAM. ..

VY cywacHy enoxy MNpUXOBaHMX, MIBUJIKOIUIMHHUX aTak 1 3pOCTAalOuMX BUTPAT,
MOB'SI3aHUX 3 TMOPYUICHHSMU O€3MeKH, Oe3MIANbHICTh € HANJIOPOKYUM BapiaHTOM.
3oBHIMHIN ayauT KibepOesnekn Hagae o00'€eKTUBHY 1H(OpMaIlio, HEOOXIIHY IS
nepexoay BiJl HEBU3HAUYCHOCTI 10 OOIPYHTOBAHOTO, BIIEBHEHOTO MPHUUHSATTS PIIIEHb Ta
CTBOpPEHHS CTilikoi, HamiiHOi mporpamu Oesmekm». (Nicholas Jackson. Why Every
Organization Needs a Cybersecurity Review: Turning Risk Into Readiness //
Bitdefender  (https://www.bitdefender.com/en-us/blog/businessinsights/cybersecurity-
review-benefits-outcomes). 17.12.2025).

**k%x

«Y 2025 poui yroau B raiy3i kioepOe3neku 3HOBY Ha0yJiM MOMNYJISIPHOCTI. 3a
ouinkamu Forrester, rjo0ajqbHMH 00CAr 3JMTTIB | NOIJIMHAHL MEPEeBHIIUTH
nokasHuk 2024 poxy Ha monax 10 % i Ha0aU3MTBHCHA 10 pexopaHoro piBas 2021
POKY, SIKHil CTAHOBHB NPHOJU3HO 75 MJIPA 10JIAPiB, FOJIOBHUM YHUHOM 3aBIASKHU
aBoM merayrogam: Google npuadasia 3a 32 mupa 10J1apiB roTiBKOIO 3ipKy XMapHOI
oesnmexn Wiz, a Palo Alto Networks 3anpononyBaJsia 25 mJpa moJsiapis 3a Jiizepa B
raay3i inentudikanii CyberArk. Iloxymnmi Oinpilie He MOMIOIOTH HA 130JIbOBAHI
CTapTanyd 3 BHCOKMM pPIBHEM 3pPOCTAHHS; KEPIBHUKH CIIykO 1H(pOpMariiiHoi Oe3neku
XOUyTh MAaTH MEHILE MOCTa4YaJbHUKIB, THTErpOBaHI MIATGOPMH, YIPABIIHHS IITYYHUM
IHTEJIEKTOM Ta CUCTEMHU KOHTPOJIIO 1IeHTU]IKALIl], TOMY MOKYII «KYNYIOTh HIUIBHICTS 1
IPOIIOBHUI MOTIK», a HE 3POCTaHHS TOYKOBUX pilieHb. [Ipuennanucs ¢oHau npsMux
1HBeCTHIIH, K1 cKynuiau SolarWinds (4,4 munbspaa gonapis, Turn/River Capital) 1 Jamf
(2,2 mineapaa ponapis, Francisco Partners) 3a ckopuroBaHUMH MYJIBTHILUTIKATOpaMU, a
Veeam 3amnatuna 1,7 Mimegpia AojapiB 3a KOMMaHIO Securiti, 1m0 3aiMaeTbhCs
yrpasiiHEIM DSPM/AI, mo0 JOMOBHUTH CBIM CTEK 3aXHCTy JaHMX. Yroja Mitsubishi
Electric na cymy 1 wmimesapa monapiB mono Nozomi Networks crama HaiOIIBIIOI
yrozoro B rany3i 6e3nexku OT Ha cbOTOAHINIHIN AEHb. ..

Ie# i cTpubok 0OyMOBIIEHHH BEIMKOIO KUIBKICTIO MOCTadanbHUKIB (moHax 5000
KOMIIaHii), HHU3bKUM 1HTepecoM 10 I[PO, BENUMKOI KUIBKICTIO «CYXUX KOUITIBY»
NpuBaTHUX 1HBecTUUIMHUX (oHAIB Ta BuUMorow CISO oOmexuTtn po3mupeHHs
MOCTaYaJbHUKIB HAa KOPUCTh MAaKETIB MPOrPaMHOrO 3a0e3MeyeHHs, 1O MIATPUMYIOTh
MOJIeJIb HYJbOBOi JOBipH, xMapHi TexHojorii Ta wmryyHuil iHTenekt. CONTEXT
BiJI3HAYa€, 110 TOKYIII 3aloBHWIM KOHKpeTHI mnporanuHu — DLP, igenTudikaris,
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3aXMCT XMApHUX POOOYNX HaBaHTaKE€Hb — 100 3yNMUHUTHU MITPAII0 KJIIE€HTIB A0 OLIbII
MacIITaOHUX KOHKYPEHTIB. ..

OuikyeThes, mo B 2026 polli MOTIK yroJl 3aJUIINThCS BUCOKUM. Forrester Bumiisie
oe3nexky GenAl Ta 3axuct OT sk ronosHi i, Toai sk CONTEXT nporrosye mepexin
BiJl «3JUTTIB 1 TOMJIMHAHH 3 METOI0 PO3MIUPEHHS MOXKIMUBOCTEH» /O «3IUTTIB 1
NOTJIMHAHb 3 METOI0 3a0€3MEeUeHHs CYBEpEHITETY», OCKIIbkH npasuia €C (NIS2, 3akon
po KiOEPCTIMKICTh) 3MYIIYyIOTh aMEPUKAHCHKHMX TIraHTIB KYyIMyBaTH €BPOMECUCHKUX
XOCTHHT-TIPOBaIepiB 1 MiaATpuMyBaTH omeparii. Crapramu, M0 CHeIiadi3yloThCs Ha
MOXO/PKCHHI JTAaHWX Ta IIJTICHOCTI MOJENEH, TaKoX OyAyTh KOPUCTYBATHCS ITOIHUTOM,
OCKIJTbKH PiBeHb «J1oBipm» 110 Il BHTICHSE MPOCTHI KOHTPOJIb JOCTYITYy. 3 OISy Ha
BHUCOKI TPOIICHTHI CTaBKH Ta HECTaOlLIBHICTh PUHKIB, IO cTpuMyroTh IPO, mpundanus
3AIIMIIAETHCS HAUTIOMYJISIPHIIIMM BUXOJIOM, 1110 TApPAHTYE I1I€ OJIMH HAMPYXEHUN PIK JJIs
IOPUCTIB, SIKI CHEIIATI3yIOThCS Ha 3JUTTSX 1 MOTJIMHAHHAX Yy cdepl KibepOe3neku, HaBiTh
SKIO 1XHI KOJIETM 3 PUHKIB aKI[IOHEPHOI'O KamiTanay 3ajJuIIaiTbes octoponby. (Phil
Muncaster. The Biggest Cybersecurity Mergers and Acquisitions of 2025 // Reed
Exhibitions  Ltd. (https://www.infosecurity-magazine.com/news-features/biggest-
cybersecurity-mergers/). 25.12.2025).

***k

«...3rigno 3 nonoBigaw SURF «Texuosoriuni Tenaenuii 2026», kioepoe3nexa
neperpopuiaca 3 npoodsemu IT-BigauiiB Ha crpaTeriyHMid CTOBI YHIBEpPCHTETIB,
KOJIe[KIB Ta HAyKOBO-AOCHiAHUX iHCTUTYTIB. [ludpoBe HaBUaHHS, AOCIHIKCHHS B
rajy3i IITY4YHOTO 1HTEJEKTy, XMapHl CEpPBICHM Ta KaMITyCH, OCHAIIECHI TEXHOJOTi1sIMU
[aTepuery peueit, poOnsATH I OpraHizaiii 3ajJeKHUMHU BiJ TEXHOJOTIM, a OTXKe,
BPa3ITUBUMH.

Kito4oBi cumy, 110 3MiHIOIOTH JTaHAIIA(T PU3HKIB. ..

* T'onka 030poeHs y chepi mrydroro iHTenekty Komanmu 3 Oe3meku 3apas
MOKJIaJIaI0ThCS HAa MAIIMHHE HABYAHHS JJISI BUSIBJICHHS aHOMAaJIii 1 3MEHIIEHHS KUIBKOCTI
MOMUJIKOBUX TPUBOT, aj€ 3JOBMHCHUKM BUKOPUCTOBYIOTH TI caMmi MOJAEN s
rineppeasicCTUYHOro0 (PIIMHTY, CTBOPEHHA (EMKOBUX BIJEO Ta aBTOMATHU30BAHOIO
CKaHyBaHHS BpasznuBocTed. (OCHOBHI NPUHIMOM — YNPaBIIHHA 1ACHTH(IKAILIELO,
BCTAHOBJICHHSI BWIIPABJICHb, CETMCHTAIlis, HABYaHHS KOPUCTYBadiB — 3aJIMIIAIOTHCS
BUPIIIAJILHUMHU, & IITYYHUH 1HTEJIEKT JIMIIE MACUIIOE CUIIbHI a00 c1abKi CTOPOHH.

* Texnomorii, 1O MIABUIIYIOTh, pIBEHb  KOHQIJCHIIIHHOCTI, CTalOTh
3aragpHONpUMHIATIMU ~ DenepaTuBHE HABYAHHS, CHUHTETHYHI JaHI Ta TOMOMOpP(QHE
mudpyBaHHS TO3BOJISIOTH JIOCTITHUKAM aHali3yBaTh KoH(DineHmiHy iHdopmarliio 6e3
PO3KpUTTS BUXIIHUX HAOOPIB MaHUX, IO CHOpUSE MUKIHCTUTYIINHIN crHiBOpam 3
norpuManasM  BuMmor GDPR. Opmak  TexHosorii, 10 MIABUIIYIOTh PIBEHb
KOH(1IEHIIITHOCTI, YCKJIAIHIOIOTh apXITEKTypy Ta BUMaraloTh HOBUX HABUYOK...

e IloctkBantoBa TepMiHOBICTh CyYNpPOTUBHUKM BX€ «30epiratoTb 3apas,
po3U(PPOBYIOTH Mi3HIIIE». [HCTUTYIIT MOBUHHI CTaTU KPUNTO-aruIbHUMU — 3JJaTHUMU
OOMIHIOBATHCS alropuTMamu 0Oe3 mnepedylioBU cucTeM — ab0 PHU3UMKYBaTH BTPaTOIO
JNECATWIITh KOH(MIICHIIIHHOCTI JOCHIPKeHb, KOJIM KBAaHTOBI KOMITHOTEPU JOCATHYTH
3p1JIOCTI.
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* JoT sk nHeBuauma mnoBepxHa ataku JlaboparopHe oOMaAHAHHS, NATYUKU
OyaiBeNb Ta HOCHMMI MPHUCTPOI YacTO HE MAalOTh NUIAXIB OHOBIEHHsS. 3akoH €C rmpo
KiOEepCTIHKICTh Oy/ie CTUMYIIIOBATH MOCTAYaIbHUKIB, A€ YHIBEPCUTETChKI MICTEYKa BCE
OJIHO TIOBMHHI 1HBEHTApU3yBaTU MPHUCTPOi, CETMEHTYBAaTH MEpEeXi Ta HaBYATH
KOPHCTYBAYiB. ..

« Xmapa Ta choulbHa BIANOBIOANBHICT [10pHIHI, MyJIbTUXMapHI Ta HOBI
CYBEpEHHI XMapu BUMAaraloTh HYJIHOBOTO PIBHS JOBipH, MOCTIHHOTO MOHITOPHHTY Ta
YITKOTO PO3MEXKYBaHHS O€3MeKH MK IMOoCTadaJbHUKOM 1 KiieHToM. Hecrtada
KBaI1(p1KOBAHMX KaJIpiB pOOUTH HaBUAHHSA MEPCOHAITY BKpail HEOOXI1THUM.

SURF ctBepmkye, mo kibepoesneka € CyCHIIbHOI IIIHHICTIO: BOHA JICKHUTH B
OCHOBI aKaJieMi4HOi CBOOOJM, IHKJIIO3UBHOCTI Ta JOBipH. Hanro >KOpPCTKHMI KOHTPOJb
raJlbMy€ CIHIBIpAIO, a HEJOCTaTHIA piBeHb OC3MEeKHW CTaBUTh IIiJI 3arpo3y JaHl Ta
penyraitito. ToMy yCTaHOBH MOBHHHI PO3MJISIIATH KIOEPCTIMKICTh K OCHOBHUN €JIEMEHT
YOpPaBIIHHS — KOOPJAMHYBATH 3aXWCT, PO3BUBATH HABUYKUA Ta (POpMYyBaTH KPHUITO-
THYYKICTh, OCKUIBKHM BiJ I[bOTO 3aJIC)KHTh KOXKHA iHINa nudposa imHOBalis». (Bart
Brouwers. Cybersecurity has become the backbone of digital resilience // 10+
(https://ioplus.nl/en/posts/cybersecurity-has-become-the-backbone-of-digital-
resilience). 26.12.2025).

*k*

«/lomku oroJiomieHb MPO BaKaHCii B raaysi KidepOe3snmekum MOXKyTh OyTH
IepPeNnoBHEeHI  BaKaHCiAMH, Mpore 0Oararo poOoroaaBuiB  0ayarp  MaJjo
kBaJipikoBaHux KaHauaaTiB. HeszanexxHo BiJ TOro, 4 € OCHOBHOIO MMPUYHHOIO
abcomoTHUN nedinuT TanaHTiB ab0 3aBUIIEHI BUMOTH JO «IOYAaTKOBOTO PIBHSY,
pe3yibTaT OJUH 1 TOM caMuii: opraHizailii CTUKAIOThCS 3 PO3PUBOM MDK THM, IO iM
MOTPiOHO, 1 TUM, IO MPOTIOHYE PUHOK Tparll. Y Mipy 3pOCTaHHS KITbKOCTI BTOPTHEHD 3
OOKy HaIllOHATBHUX JEepKaB, MporpamM-BUMaraviB SK TOCIYrM Ta aTak Ha OCHOBI
MITYYHOTO 1HTEJNEKTY 3acTapiii HaBHYKH 30UIBIIYIOTh PU3HMK. X0Ya Taki oprasizaiii, siK
ISC2, ISACA, OWASP ta SANS, nOpomnoHywoTh HeIOpori cepTudikatv, 4YacTo
OpPIEHTOBaHI Ha JKIHOK Ta 1HIII HEAOCTAaTHbO MPEACTABIICHI TpyHH, poOOTOAABII BCE
YacTillie BBAXKAIOTh, 1110 CAMOT0 cepTudikaTa HEJJOCTATHBO. ..

Tomy noctayanbHuKH nocayr 0e3neku, MSP ta MSSP noBuHHI niepecTaTu yekaTu
Ha TOBHICTIO MiArOTOBJIEHUX KaHIAUIATIB 1 MOYaTH iX ToTyBatd. Jleski ¢ipMu ykiamu
NapTHEPChKI yTroJd 3 YHIBEPCUTETaMH a0O0 CTBOPHWJIM BJIACHI «KOJICIXKI1», Kl JIal0Th
MO>KJIUBICTh HOBUM CHIBPOOITHHKAM 3aKpIMUTUCA HAa PUHKY Ta MOCTIMHO MIiABUIIYBAaTH
KBaM(QiKamilo ICHYIOUOTO TMEPCOHANY, CHPUSIIOYM JIOSJIBHOCTI Ta PO3IIUPIOIOYH
MOXKJIMBOCTI JUIsI HEJIOCTaTHBO 3a0e3neueHrx CriibHOT. HaBuaHHS MOBHHHO OymayBaTHCS
Ha pPEATbHHUX CIIEHAPiSX MOPYIICHb, 3 aKIIEHTOM Ha CTIHKOCTI — MATPUMIll poOOTH 1O,
17 Yac 1 micisi HEMUHYYHMX aTak — a HE 30CEpeAKyBaTHCS BUKIIIOYHO Ha 3aroOiraHHi.
['muboke po3yMiHHS TEXHOJOTIH PE3epBHOIO KOIIIOBAHHA Ta MPOLEAYP BIIHOBIICHHS
JAHUX 3apa3 € HACTUIbKH K BaXJIMBUM, K 1 TPAAUIIHHI 3aCO0M 3aXUCTy NIEpUMETPA.

CaMOB/IOBOJICHICTh IIIOI0 HalilMy Ta HaBUYaHHS TEPCOHANY JIMIIE MOTIHOIIOE
nediuUT TalaHOBUTHX KanpiB. BnpoBamkenHs OesnepepBHoro HaBuanHs B JHK
MocTayajibHUKa TOCIYr O€3MeKu € HaHaIWHIIMIMM CIIOcCOOOM HaOyTTS JOCBiIy Ta
aJalITUBHOCTI, SKMX BUMAarae cydacHuii nanamadt 3arpos...» (Brian Frank. Look
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Inward to Develop a Skilled Cybersecurity Workforce and Win the War for Talent //

Cybersecurity Insiders (https://www.cybersecurity-insiders.com/look-inward-to-
develop-a-skilled-cybersecurity-workforce-and-win-the-war-for-talent/). 20.12.2025).

«...MHUHYJIOpiYHi TOpyHIeHHs 0e3lMeKH B TAKHMX PO3APIOHUX Mepekax, fIK
M&S i Harrods, a Tako:x pyiiHiBHuUIl ynap nporpam-sumarauviB mo Jaguar Land
Rover, moka3ywrtb, ik nmpodeciiiHi rpynu 3JUPHHUKIB i CIIOHCOPOBAHI JIePKABOIO
cy0'exTu mepepocau tpaguniiini misti B cdepi I'T. Hanepenoaui 2026 poky 3arposa
NIEPEHOCUTHCSI HA ONEpalliifHi TeXHOJOoril: nuto3n Mix [T-cucremamu Ta cucremMamu
3aBOJICBKUX IIEXIB MMOTaHO 3aXMILEHI Ta MalKe HE KOHTPOIIIOIOTHCS, TOMY JIUIIIE MTUTaHHS
qacy, KOJIM OCHOBHI IPYIH XaKepiB, 10 BUKOPUCTOBYIOTh MIPOrpaMu-BUMarayi, miayTh 3a
NPUKJIAJA0M KUTalicbkux kKoMang Volt 1 Salt-Typhoon 1 mounyTh po3risgatd BUpOOHUYI
JIH1T, CHCTEMHU KOHTPOJIIO O€3MEKH Ta MEepPEeXi yIpaBIIiHHS OYIBISIMU K JIETKY 37100H1Y. ..
Ta cama norika 3acTOCOBYETBHCS 10 KPHUTHYHOI HAIllIOHAJIBHOI 1HGPACTPYKTYPH.
Posmopineni eHepreTU4HI aKTUBU — COHSYHI EJIEKTPOCTaHIlli, 1HBEPTOPH, «3EJCHI»
MiKpoMepexi Ta TimepmaciuTabHi a0o snepHi LEeHTpu OOpoOKM JaHMX, sKI 3apa3
knacuikyroTbed Ak CNI (kpuThyHa HalloHaJIbHA 1H(PPACTPYKTypa), — MNPONOHYIOTh
3JJOBMUCHHUKAaM HOBHH CIOCIO BUKJIMKATH nepedoi B poOOTI, 0 NOPYUIYIOTh HOPMaJIbHE
KUTTS, a00 3amyckatu DDoS-aTaku Ha HalllOHAJIbHI MEPEXi, TOJIl sIK MalOyTHI MpaBua,
Taki sk NIS2 Ta OpuTaHCHKUM 3aKOHOMPOEKT PO KiOEPCTIUKICTh, 3MYIITYIOTh OIEPaTOPiB
pETENbHO MEPEBIPATH KOKHOIO MOCTAadallbHUKA B JIAaHIIOKKY. Hag ycim 1mum HaBucae
KBaHTOBHI Tropu3oHT: 70 KiHI 2020-X pOKiB MPOTUBHUK Ha JIEP>KaBHOMY PIBHI MOXeE
BOJIOJIITH KOMITIOTEpPaMH, 3JaTHUMHU 3J1aMaTH CydacHe Mmu@pyBaHHS 3 BIIKPUTUM
KITFOUEM, a PO3BIMYBaIbHI CIIyKOM BKE HAKOMUYYIOTh BKpaJieHl MUGPOBaHI TEKCTU IS
MOJIAJTBILIOTO PO3LIN(PYBAHHS. . .

Tomy oprasnizarmism moTpiOHa ABOCTOPOHHS cTparteris: mocwieHHs Oesmeku OT i1
JAHIIOra IMOCTaBOK BXXE 3apa3 — 3a JIONOMOrOI0 HAaBYaHb «YEpPBOHOI KOMaHAWN,
CEerMEHTOBAHUX MEPEXK 1 IUIAHYBAaHHSA BIJHOBIICHHS MICHS 1HUUAEHTIB — 1 OJAHOYACHE
KapTorpadyBaHHs UyTIMBUX JaHUX Ta TMIATOTOBKA JO MEPEXOAy Ha MOCTKBAaHTOBI
anroputMu NIST. KBantoBa texHosoriss Mmoxxe 1 He Habepe oOeptiB y 2026 pori, ane
IporpaMu-BUMaraudi, MMUryHcTBo ta cabotax CNI TouHO OyayTh; €EAMHUM 3aXUCTOM €
HEBIMHHA, CKOOPJMHOBaHA roToBHICTh Y cdepax [T, OT ta naniora nmocraBok». (Gary
Mounsor. Critical infrastructure, ransomware and quantum: Cybersecurity focus in
2026 /I Silicon Republic Knowledge & Events Management Ltd
(https://www.siliconrepublic.com/enterprise/critical-infrastructure-ransomware-
quantum-cybersecurity-predictions-2026). 22.12.2025).

**k*k

«Curyania B rany3i kiOepOesmeku B 2026 poui BH3HAYaEThCH
0e3npeneIeHTHOK KOHBEPreHUi€l0 AaBTOHOMHHX 3arpo3 i NPUCKOpPeHUMH
uuppoBUMH PHU3MKAMHU, MPH bOMY IITYYHHMH iHTeJEKT eBOJIOLMIOHYE Bil
000pPOHHOI0 IHCTPYMEHTY /10 OCHOBHOI 30poi AJ1s1 KidepaTtak. EKCriepTy POTHO3YIOTh,
10 KUIBKICTh JKEPTB MporpaM-BuMaradiB 30uibuThesa Ha 40%, a KUIbKICTh TIOPYIICHb 3
00Ky TpeTix 0ci0 IMOJBOITHCS, OCKIIBKH OYIKYETHCS, 11O aTaKM HAa OCHOB1 IITYYHOTO
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iHTeNnekTy OynyTh AoMiHyBaTH B 50% 3arpos... HaiiGinpun 3Ha4yIow TEHACHIIEIO €
iHaycTpianizaiis «arentHoro I» — caMmokepoBaHUX CHCTEM, sIKi aBTOHOMHO TUTAHYIOTh
1 BUKOHYIOTh Kamriadii B 100 pasiB mBujIIe, HDK JIOJCHKI 3JIOBMHUCHUKH, IO POOUTH
TpaJMIIitHI MOCIOHWKHM 3 Oe3neku 3acTapuiMu. Ll peBosroliss B Taly3i IITYYHOTO
IHTENIEKTY TaKOXX CIpPHsIa MOLIUPEHHIO TIMEPIepCOHaTi30BaHuX (DIIIMHTOBUX KaMIaHik
Ta Oe3moranHoi TexHoiorii deepfake, ska Oyna 3agisma B moHany 30%
BHCOKOPE3YJIbTATUBHUX aTaK 3 MIAPOOKOI0 KOPHOpPATUBHHUX OOMIKOBUX JaHux y 2025
poIli, TOMI SAK IIBUJIKE BBEICHHS KOAY CTall0 KPUTUYHOIO BPA3IUBICTIO IS
MaHIMyJIOBaHHS CHCTEMaMU IITYYHOTO IHTEJNEKTY 3 METOK TIEPEeTBOPEHHA iX Ha
«BHYTPILIHI 3arpO3H IITYYHOT'O IHTEIEKTY.

Onmneparlii 3 BUKOPUCTAHHSAM MpPOrpaM-BHUMAaradiB €BOJIIOIIOHYBAJIUA Bij IPOCTOTO
mupyBaHHS 10 IHTEJIEKTYalbHOTO 0OaraToeTamHOro BHMaraHHs, $IK€ CTalo
npodeciitnum 3aBasku miaatdpopmam Ransomware-as-a-Service (RaaS), mo poOasTh
CKJIJIHI aTaKH JOCTYITHUMHU JIJIs1 MAJIOKBaIi(DiKOBAaHUX 3JTOBMHCHHUKIB. Y BiJIOBIJIb Ha 11€
imeHTudikamis craja MEeHTPAIBHUM ITOJieM OMTBHU 3a OC3IEeKy, OCKUIBKH 3JIOBMHUCHHKHU
BCE YACTIIIE «BXOAThY» Y CUCTEMY, BUKOPUCTOBYIOYHM CKOMIIPOMETOBaHI OOJIIKOBI JlaHi, a
HE <«GIaMyloTh» i, 1m0 poOuTh apxiTektypy Zero Trust, sika BuMarae cyBopoi Ta
NOCTIiHOT ~ BepHikalii, HOBUM cTaHaapToM. IloBepxHsS aTaku MPOJOBKYE
PO3ILIMPIOBATUCS Y€pe3 CKIAHICTh MYJbTUXMAPHHUX CEPEOBHUILl 1 BPA3IUBI JIAHIIOTH
MOCTaYaHHs, NPUUYOMY KOXKHA TpETS BUTIK JaHUX 3apa3 MOXOAUTh BiJ CTOPOHHIX
MOCTaYaJbHUKIB. ..

Ha ropu3onTi 3'SBIsIOTHCS HOBI 3arpO3H, TOB'SI3aH1 3 KBAHTOBUMH OOYHUCIIEHHSIMH,
Kl MOXYTh PETPOAKTUBHO 37aMaTH TOTOYHI CTaHAApTH MMUQPPYBaHHS, a TaKOXK
MOIIMPEHHS HE3aXUIIEHUX MPUCTPOiB [HTEpHETY pedeil y KpUTHUHIM 1HGPACTPYKTYPi.
[IIo6 opieHTyBaTUCS B IIbOMY CEPEAOBHIII 3 BUCOKMMH PU3UKAMH, OpTaHi3allli MOBUHHI
MepelTH BiJ PEaKTUBHOI OE3MEKH 10 MPOrHO30BaHOi criiikocti. Ile Bumarae crparerii,
opieHTOBaHOI Ha O6e3nepepBHe yrpasiinusa puzukamu (CTEM) ans mocTiitHOT BUIUMOCTI,
BUKOPHUCTAHHA MITYYHOTO 1HTEJIEKTY IS 3aXHMCTy 3 MAIIMHOIO MIBUAKICTIO pearyBaHHs Ta
OPUIHATTS MAXony «Zero Trusty, OpleHTOBaHOrO Ha 1AeHTU(IKAL0. Y Mipy MOCUICHHS
HOPMATUBHO-TIPABOBOi 0a3W Ta 3pOCTAaHHS BHTpaT, TMOB'A3aHUX 3 TMOPYIICHHIMH,
CIOpPaBXHIM TOKa3HUKOM CTIMKOCTI cTraHe cepeAHid vac BigHoBieHHs (MTCR), o
BUMAaraTuMe CTpaTeriyHoro 3CyBY, B Pe3yibTaTi IKOro KibepOesneka cTaHe HEHTPATIbHUM
npiopuTeTOM Oi3HECY, OPIEHTOBAHMM Ha THYYKICTh Ta MPOAKTHBHY oOGopoHy». (Guru
Baran. 100+ Cybersecurity Predictions 2026 for Industry Experts as the Al Adapted in
the Wild //  Cyber Security News (https://cybersecuritynews.com/cybersecurity-
predictions-2026/). 25.12.2025).

*k*

«Y cydyacHMX YMOBax Ki0epaTakd € NUTAHHAM «KOJW», a He «4H», TOMY
opraizamisM mnorpioHo Ouibine, Hixk 0a30Bi kaHaiau iHdopmanii mpo 3arpo3m Ta
opanamayepu. [Hpopmaiisa npo kidep3arpo3u (CTI) nepeTrBoproe HeoOpoOIIeH] JaH1 Tpo
CYNPOTUBHUKIB, BPA3JIMBOCTI Ta TAKTUKH Ha MPOAHAI30BaHy, KOPUCHY 1HQOpMaIlil0, sSKa
J03BOJIsIE  KOMaHaaM Oe3neku mependayvaTd, 3amo0iraTd Ta TOM'SKIITYBaTH aTakKH.
BukopucroByroun ki o0pooku iHdopmallii — BCTaHOBJICHHS 1iIel 300py, 301p JaHUX,
aHayi3, nomupenHs, nepeoiinka — CTI rerepye Tpu piBHI pe3yJIbTaTiB:
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* Crpareriuni (3arajbHi 3BITH, L0 CIYTYIOTh OPIEHTUPOM Ui TOJITHKH Ta
1HBECTHIIIN),

* OnepaTuBHi (eranbHa iHMOpMaIs npo iHGpacTpyKTypy cynpoTuBHuka ta TTP
st koman SOC Ta IR),

* TakTuuHi (MOKA3HUKM MIBUIKOCTI POOOTH MAIlMH, TaKl K XMl IIKiAJIUBOTO
IPOrpaMHOro 3ade3neyeHHs a00 (PIIIMHIOBl JOMEHH /111 aBTOMAaTUYHOTO OJIOKYBaHH). . .

3puia mporpama CTI ycyBae mporanuHu, siKi HE BpPaxoBYIOTh 0a30Bl 3aco0u
KOHTPOJIIO: BOHA BHSBJSE€ paHHI O3HAKU BTOPTHEHHS, PO3KPHBAE MOAAIbIII il
3JIOBMHUCHHUKIB 1 ITepeiae 1o iHhopMalliro CUCTeMaM 3aXUCTy B OpraHizailii.

Cyuacna CTI 6a3yetrbcs Ha mnatdopmi ananizy 3arpo3 (TIP), ska aBromaTuzye
KOPEJAIII0 JEeKUTBKOX JDKEpeN MaHuX, (UIbTPY€E IIyM, OOMIHIOEThCS pPe3ybTaTaMH MIXK
IHCTpyMEHTaMH Ta HaJa€ MPaKTUYHI 1HCTPYKIii (BCTAHOBUTHU IAaTd TYyT, 3a0JIOKyBaTh
tam). Haniiina TIP nmoBuHHA 00'€JHYBaTH BHYTPIIIHI KypHAJIX 3 30BHINTHIMU KaHaJaMH,
aBTOMAaTUYHO COPTYBaTH, WIATPUMYBaTH OOMIH MDK MallMHAMH Ta BIAMOBIIATH
cragaapty ISO/IEC 27001 1 HoBomy korTposo 27002 moao aHamizy 3arpos. ..

OCKIJIbKM 3JI0BMHCHUKH PO3BUBAIOTHCSA, @ TOYKH BXOJy MHOXATbCd — XMapHi
nonatku, IHTepHeTr peuelt, TiHpoBI IT — OesmepepBHa iHTErpoBaHa PO3BiAKA 3apa3 €
He3aMiHHOW0. [Ipyu mpaBuIbHOMY MiAXOA1 BOHA JTO3BOJISE MIANPUEMCTBAM MEPEUTH Bij
pearyBaHHsI Ha HaJ3BUYaiHI CUTYyalli 1O MPOTHO30BAHOI CTIMKOCTI, 3HUKYIOUM BUTPATH
Ha YCYHEHHs TOpYIIeHb, TOKPAIIyIOYH pearyBaHHA Ha IHIUIACHTH Ta HAJAAI04d
KEepIBHUKAM BIIEBHEHICTh y TOMY, IO iXH1 HaAWIIHHIII IU(POBI aKTUBU 3aXMIICHI».
(Cyberthreat Intelligence for Cybersecurity Il Quality Digest
(https://www.qualitydigest.com/inside/management-article/cyberthreat-intelligence-
cybersecurity-122325.html). 23.12.2025).

**k*k

«CTOpOHHI MOCTAYATBHUKHN CTAJTU HAWIIBU/IIE 3POCTAI0YUM BEKTOPOM aTak.
3rigno 3 nonoBigaw Verizon DBIR 3a 2025 pik, mocrayajbHUKHU 3apa3 NPUYETHI 10
30 % ycix nopyueHb 0e3nekn — yABivi OijibIe, Hi’k TOPiK — OCKLIbKHU MapTHEPH,
iHcTpyMmenTH SaaS Ta TiHboBi IT-mociyru 4yacto MawTh NPAMHMHA JOCTYN [10
OCHOBHHMX CHCTeM, ajie NPANKTh I[03a MeKaMH CHCTeM O0e3leKH KJIIEHTIB.
BepecneBuii cnanax uyeps'ska Shai-Hulud, sxuii nponuk y mnonag 500 nakertiB 3
BIIKpUTUM KoJioM 1 310paB TokeHn GitHub ta xmtoui APl ocHOBHMX XMapHHUX CEpBICIiB,
UTIOCTPYE, SIK OJJHE clTa0Ke MICIE MOXE MOUTUPUTHCS MO BCbOMY JIAHIIOXKKY MOCTa4yaHHs
IPOrpaMHOTo 3a0€3MeYeHHSs, IEPII HIXK 3aXUCHUKH 3PO3YMIIOTh, SIKHM «JJOMIHOY BIIaB...

3T0OBMUCHUKY BUKOPUCTOBYIOTh T'SITh THUIMOBUX CIA0KWX MICIb: HE3aXHUIIEHE
nporpaMHe 3a0e3MeYeHHs] TOCTadajbHUKIB, HEMpaBUIbHI HAJAIMNTYBAaHHS XMapHUX
cepBiciB, 3aHen0aHl OOIIKOBI 3amucu ad0 aKTWBH, HEeCaHKI[iOHOBaHe («TiHBOBe») IT Ta
HEJI0OCTaTHHO HABYCHUI MEPCOHAN TTOCTAYAIBHUKIB, SKUH MOTPAIUISIE HA TAY0K (PIIIMHTY.
[Ilo6 3MINHWTH JIAHLIOT, OpraHi3amii MOBUHHI MNEPEeWTH BIJ IIOPIYHMX AHKET I
MOCTAYaJIbHUKIB JI0 aBTOMAaTU30BAHOTO MOHITOPUHTY B PEXHMI pealbHOr0 Yacy Ta
KaHaJiB 1H(opMamli m1po 3arpo3u, SKi PO3KPUBAIOTH (PAKTUYHUN CTaH Oe3neKu
MocTavajbHUKA Ta MIHJIWBY IOBEPXHIO aTaku. BOHW MOBHHHI CTAaBUTHCS /IO JIAHITIOKKA
MOCTABOK SIK JI0 €KOCHCTEMH 31 CHUIbHUM pPH3UKOM: OOMIHIOBATHUCS ONEPATUBHOIO
1H(opMaIri€ro, BKIIOYATH MOJOKEHHS MPO BIAMOBIAANBHICTh 1 CIIPUSATH KOJIEKTHBHOMY
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pearyBaHHIO Ha iHIUACHTH. [[pHHIIMTN HYJTHOBO1 JOBIPH — «HIKOJIM HE TOBIPSH, 3aBXK N
nepeBipsii», MiHIMAJIbHI MPUBLIET JJI1 KOXKHOTO MapTHEpa — MOBHHHI PEryJIIOBaTH BEChH
JOCTyN TpeTix cropid. Hapemri, kepiBHUKH ciyk0 iH(MOpMaIiiiHoT Oe3neKu MOBUHHI
KUIBKICHO OIIIHIOBAaTH PU3UKH MOCTAYAJILHUKIB 3 TOYKHU 30py Oi3HECy, 00 KepiBHUIITBO
6aumino ¢iHAHCOBHI BILUTUB MOPYIIECHHS 1 JiHAHCYBaJIO HEOOX1HI 3aX01 KOHTPOJIIO. . .

KopoTko kaxyuu, TIIbKH CHUIBHOTA NApPTHEPIB, SIKI MepeOdyBarOTh IiJl MOCTIHHUM
HarJIAIoM, JOTPUMYIOThCS TPUHIMIYY HYJLOBOI JIOBIpM Ta HECYTh B3aEMHY
BIIMOBIAAIBHICTh, MOXE 3aMO0ITTH TOMY, 1100 OJHA Bpa3jvBa JIaHKa 3pyHHYyBalla BECh
uudpoBuit ganiror nocraBok». (Michael DeBolt. How to Stop the ‘Domino Effect’ of
Supply Chain Cyber Attacks // Keller International Publishing Corp
(https://www.supplychainbrain.com/blogs/1-think-tank/post/42981-how-to-stop-the-
domino-effect-of-supply-chain-cyber-attacks). 23.12.2025).

**k*

«HoBe onuryBanuss KPMG, B sikomy B3siiin yuyactb nmonaja 300 kepiBHUKIB
cay:x0 iHdgopmaniiiHoi Oe3leKH Ta CTApPHIMX KePiBHUKIB 3 NHUTaHb Oe3NeKH,
MOKa3y€, M0 NMPAKTHYHO KOXKHA OpPraHizamisg mjiaHye 30i1bIINTH BUTPATH HA
ki0epOe3nexy B HAWOJMKYI 1BAa-TPH POKHM, NPUYOMY OiJIbllie MOJIOBHHH OYIKYHTh
3poctanHsa Ha 6-10 BincorkiB. IIpuunHu: 83-BiICOTKOBE 3pOCTaHHS KUIBKOCTI aTak,
HEOOXIJHICTh MPOTUIISATH 3arpo3aM, TOB'I3aHMM 3 IITYYHHM 1HTEJIEKTOM, Ta
3a0e3rmeunTy Oe3NeKy XMapHUX CepeoBUIl, KOH(DIACHIIIHHOCTI JaHUX Ta 1IeHTU(IKAIII].
70% pecrnoHJEHTIB BXe CHpsIMOBYIOTh mMoHaa 10% cBoro OromxeTy Ha Oe3neKky Ha
IHIIIATUBM B Tajy3l IITy4HOro 1HTENEKTYy, a 42% Ha3uBalOTh YHPABIIHHSI
iIeHTUdIKAIIEI0 Ta JIOCTYNOM TOJIOBHHM TpiopuTeToM (iHaHCyBaHHS. byMm BuTpar
MIJDKUBIIIOE BIMHY 3a TajmaHTH: 53% pPECHOHACHTIB MAarOTh TPYAHOIII 3 IONTYKOM
KBaTi(hiKOBAHOTO MEPCOHATY 1 TABUIIYIOTh 3apO0ITHY IUIATy, PO3IMIUPIOIOTH HABYAHHS Ta
nokJagarTecsa Ha MSSP...

[Ipore mpakTukytoyi (axiBill BUCIOBIIOOTH OUTbII cTpuMaHy IyMKy. Omurani SC
Media kepiBHUMKHK ¢y k0 1H(DOpMaLitHOT O€3MeKH O4iKyIOTh, 0 B 2026 poli KIJIbKICTh
CHIBPOOITHUKIB 3aJUIIUTHCS HE3MIHHOIO, a OIOJKET 3pOCTE JIMIIE HE3HAYHO, OCKUIbKU
paau TUPEKTOPIB BUMAraroTh JIOBEJICHOI PEHTA0EIbHOCTI 1HBECTHUIIA Ta €()EeKTUBHOCTI
3aBsiKM aBToMartu3ailii. Bouu posrnsgaots I sk BaxIuBUi MyJIbTUILIIKATOp CHUIIH, a
He 3aci0 ckopoueHHs mTaty; po3mupenHs SOC cTabini3y€eTbes, TOJ SIK HaiM (axiBIlIB y
rajxysi xMapHoi Oe3neku Ta 0e3neku ieHTudikaiii tpuae. [locTayaabHUKH, K1 MOXKYTh
MPOJIEMOHCTPYBATH KOHKPETHE 3HIKEHHS pHU3uKIB 3a jgonomoroio I, orpumarots
KOIITH BiJ ICHYIOUMX TpaBIliB PUHKY. 3arajoM, BUTpaTH Ha KiOepOe3meky 3apa3 €
CTpaTETiYHOI0 1HBECTHUIII€I0 B Oi3Hec, aje opradizamii OyAyTh peTeNIbHO aHali3yBaTH
KOXXHY JIOJaTKOBY TPHUBHIO, MO0 MEPEKOHATHUCS, IO BOHA MPUHOCUTH BHUMIPIOBAHY
cTifikicth 1 wiHHiCTBE». (Steve Zurier. Cybersecurity spending boom projected, but
security pros are skeptical // CyberRisk Alliance (https://www.scworld.com/news/cyber-
spending-boom-projected-in-2026-but-security-pros-are-skeptical). 26.12.2025).

***

«...2025 pik cTaB HAHPYHHIBHIIIUM POKOM I Ki0epOe3neKu, nepeTBopuBIIT
Ki0eppu3MKN HA MAKPOEKOHOMIYHY Ta reonoJiTu4Hy npoodsaemy. I'100anbHi 30MTKH
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3pocau A0 npudauzno 10,5 tpan moaapis (Ha 31% Oiabime, Hisk y 2024 poui), a
cepeHs BAPTICTh OJTHOI0 MOPYLIEHHS 3aJUIINJIACA HA PEKOPIHO BHCOKOMY PiBHi
— 4,44 mun poaapis. [Iporpamu-Bumaraui cranoBunu 44% ycix nopymenb (32% y
2024 porri), a THIUACHTH, MOB'SA3aH1 3 TPETIMU CTOPOHAMU ab0 JIAHIFOTAMH TTOCTAYaHHS,
nonsoinucs A0 30%. Lleit pik OyB mo3HadeHHil O€3MEPEePBHOIO HU3KOI MACIITa0OHUX
aTak:

* CiueHb: KpaJikKa OONIKOBUX JaHUX, IporpaM-BuMaradiB Ta xBuisi DDoS-arak
Ha 6a3i [nrepHety peueit (IoT) notysxuictio 5,6 TOIT/c mapanizyBaiu OCBITY, OaHKIBCHKY
CIpaBy Ta TOTEJIbHUM Ol3HEC, ONPWIIOAHUBIIM JaHl mpo 62 MIIBHOHM CTYHAEHTIB, 9,5
MIJbHOHIB BUKJI/IayiB Ta TepaOalTH roTEIbHUX 3aIUCIB.

» Jlrotuii: mopymenns o6esneku [oT 3 BuTOKOM 2,7 MinbsipAa 3amuciB, KpaJikKka
KPUIITOBAIIOTH Ha cyMmy 1,5 MinmbsipAa JojiapiB Ta BUKPAJCHHS MUIbHOHA KpPEIUTHUX
KapTOK MIAKPECIUIN TMPOTAMHUA Yy (IHTEX, IJIATIKHUX Ta XMapHUX JIAHIIOrax
MOCTaYaHHS.

* bepesenn: Oyno mopymieHo Oe3rneky BeO-CaTiB, MPOrpaM-CTEXKIB Ta CHUCTEM
OXOPOHHU 3JI0POB'S, IO MPHU3BEIO JO BHUTOKY HOMEPIB COIIAIBHOTO CTpaxyBaHHS,
MeIUYHUX (DAMITIB Ta JaHUX 3asSBOK IMOHAT IIECTH MUTBHOHIB OCIO0. ..

* KBiTeHb: HENpaBWIBHO HAIAIITOBAaHI XMapHI CEpPBICH, BIIKPHUTI CEpBEpPU Ta
nporpamMu-Bumaradi Bpaswin ramy3i HR, oxoponu 310poB'ss Ta po3apiOHOiI TOpriBii,
BUKpAaBIIX 2] MUIBMOH CKPIHIIOTIB CHIBPOOITHUKIB, 4,7 MIJIbHOHA 3aIIUCIB MPO KIIIEHTIB
Ta 3aBJaBIINA €BPONEHCHKOMY PO3APIOHOMY MPOJAABINIO 30MTKIB Ha cymy 20 MiIbHOHIB
€BPO.

* TpaBenb: BuTik 184 MITBHOHIB OOJIKOBUX JAaHWX, BUKPAJACHHS HITTUTYHCHKOTO
POrpaMHOro 3a0€3MEeUYeHHs] Ta BUKPUTTS JAaHUX AHAJTITUKU TMOKa3aJid, 0 HE3aXUIICeHI
CTOPOHHI TIATHOPMHU 3aJTUIIAIOTHCS HAMCIIAOIIO JIAaHKOI, HE3BAXKAIOUHM Ha 3POCTAHHS
mTpadiB Ta MOCUIIEHHS PETYISTOPHOTO KOHTPOJIIO. . .

VY BCiX ceKTOpax — ypsAI0BOMY, KPUTHUHOI 1HQpaCTpyKTypH, SaaS, aBlakOMITIaHiH,
pO3ApiIOHOT TOPTriBIl — 3JIOBMHCHUKMA BHUKOPUCTOBYBAJIM IOMUJIKA B HaJAIITyBaHHSX
xMmapHuX cepiciB (34 % nopyiens), HezaxueH! AP Ta kpaaikky 00JIIKOBUX JaHHX 3a
JT0moMororo ¢imuHry; 79 % mkiamuBux (GaitiiB HAIXOAWIH €IEKTPOHHOIO MOIITO0, a 76
% 1HbpacTpykTypu mis atak posminryBaiocsi B CIIIA. bortHetn 3apa3 reHepyrOTh
OaratotepabiTHi DDoS-noToku, a Trpynu 3JI0BMUCHHUKIB, 10 BUKOPHCTOBYIOTb
IporpaMu-BUMaraui, nepediui BiJ mWudpyBaHHs 10 BUMAaraHHs JaHUX Ta MPOHUKHEHHS
B JIAHIFOTH TIOCTayaHHSA. 31 3pOCTaHHSAM Mpemid 3a KibepcTpaxyBaHHS 10 24—25
MIJBSPAIB JOJIAPiB Ta MPOTHO30BAHOIO YACTOTOIO aTak pa3 Ha JBi cekyHau 10 2031 poky,
opratizaiii OiIbIlle HE MOXYTh IOKJIAIaTHCSd Ha IepuMeTpaibHy o0opoHy. IlocTiiine
YOpaBIMIHHS pU3UKaMU, ideHTU(IKaIliiHa MOJeNb «HYJIbOBOI TOBIPW», IIBHJIKE
BUTIPABIICHHS BPA3JIMBOCTEH, YNPaBIiHHS PU3UKAMH MMOCTAYabHUKIB Ta pearyBaHHS Ha
IHUMJEHTH B PEXKUMI PEATBHOIO Yacy € KPUTHYHO BaXXIMBUMU ISl O13HECY, 1100 BUKUTH
B YMOBax I1HIyCTpialli30oBaHOTO, MOCTIHHO 3pOCTAIOYOro cepemopmina 3arpo3y». (Shikha
Dhingra. Inside the Biggest Cyber Attacks of 2025 // Techstrong Group Inc.
(https://securityboulevard.com/2025/12/inside-the-biggest-cyber-attacks-of-2025/).
27.12.2025).

**k*k
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Cnonyueni llrarmn AMepukxwu Ta Kanana

«..JIBo€ amMepukaHCbKHX ceHaTOpiB, jJAemokparka Merri Xaccan i
pecnyOuaikanka JIxoni EpHCT, Hagicjaam JMCTAa HANIOHAJBHOMY /JHPEKTOPY 3
ki0OepOe3nexkn Illony KepHkpocy 3 BMMOrow HagaTu BiANOBiAi mMpo Te, siK ypsijg
Bi/ICTEIKY€ Ta pearye Ha BUKOPUCTAHHS XaKepaMM IJIAT(OPM IITYYHOr0 iHTeJIeKTy
4 Kideparak. el qBonapTiiHUI 3anuUT 3'IBUBCS MiCs TOro, sk kKomnaHis Anthropic
MOBIJJOMMIIA, LIO0 XaKepu, MoB'a3aHl 3 ypsaoM Kutaro, MaHimymoBaiu ii miaTdopmoro
mryyHoro iHTenekTy Claude, mo6 3ailicHUTH Te, IO KOMIIaHIs Ha3Baja «IEpIIUM
32JIOKYMEHTOBAaHMM BHUIAJKOM BeJIWKOMacITabHOi kibepartaku, 3/1dCHEHOI 0e3
ICTOTHOT'O BTpYYaHHS JIOJUHWY», MOPYIIMUBIIA O€3MEKy KOMIIaHIM Ta ypsAIOBUX YCTaHOB
110 BCbOMY CBITY...

Cenaropu, 00uBa YJE€HU KIOUYOBUX KOMITETIB 3 HAI[IOHAIBHOT OC3MEeKH, 3aruTaln
Kepukpocca mpo komyHikaIiio Horo BimomcTBa 3 Anthropic, OibII MIMPOKY pEaKIlito
ypsiay, un Oynu 3aderieHi nuti CIHIA ta siki iCHYIOTh IIJIaHU CITIBMpAalll 3 KOMITaHIsIMH,
0 3aiiMAIOTHCS IITYYHUM I1HTEJIEKTOM, MO0 OOMEXHUTH HACTYMAIbHE BHUKOPHUCTAHHS
ixHix TexHonorid. Xoua KoHrpec BHCIOBIIOE Aemani OuTbIITy CTypOOBAHICTH OO
MOTEHLIMHOI MIKOJAW IITYYHOIO 1HTEJEKTY, 30KpeMa 3arpo3 KibepOesmelll, 3aJulIaeThCs
HE3pO3yMUINM, fK 1I€ BIIUCYETHCS B cTpaTerito bijnoro AoMy moA0 MITYYHOTO 1HTEIEKTY.
[Inan mit agmindicTpauii Tpamma B ramy3l IITYYHOrO 1HTENEKTY MIJKPECTIOE MepeBaru
MITYYHOTO 1HTEJEKTY HaJ WOTro pU3MKaMH 1 Majo TOBOPUTH MPO KiOepOe3neKy, KpiM sK
npo Te, M0 areHTCTBaM CJiJ] JoToMaratd KPUTUYHIM 1HOPACTPYyKTypl BiACTEKYBaTH
3arpos3u Oesrelni, moB's3aHi 31 mryunuM inteaekTom». (Eric Geller. Lawmakers question
White House on strategy for countering Al-fueled hacks // TechTarget, Inc.
(https://www.cybersecuritydive.com/news/ai-anthropic-cyberattack-senate-letter-white-
house/807044/). 04.12.2025).

*kx

«..3a caoBamu Enai Ilysa, BHUKOHYHO4Y0ro 000B'SI3KH MEPIIOr0 3aCTYNHHUKA
NOMIiYHMKA ceKperapsi YnpasJjiHHA iHdopmanii Ta TexHoJsorid, MiHicTepcTBO Yy
cnpaBax BerepaHiB (VA) kapauHAJbLHO 3MiHIOE CBOK CTparteriio kidepOe3meku,
nepexoasiyd Big TpaguliiiHOro miaxoay, 3aCHOBAHOI0 Ha JOTPUMAHHI BUMOT, /10
MiIX0y, OPi€HTOBAHOI0 HA «Ki0epJOMIHYBaHHS» Ta yNPAaBJiHHA pusukamu. llei
ornepauiiiHuii Hokyc Hajae MPIOPUTET 3aXUCTY TOBEPXOHb aTAKU Ta YCYHEHHIO BEKTOPIB
3arpo3 3a J0MOMOTOI0 TaKUX apXiTeKTyp, Ak Zero Trust Ta MikpocerMeHTaIlis. . .

Y mpomeci MopepHizamii cBoei  iHPpacTpykTypu VA  «BOPOBAIDKYye» IIi
MOXJIUBOCTI, HAJal4d TPIOPUTET BHUCOKOIIHHAM MOXJIHMBOCTSIM HAJ CyBOPHUM
JIOTpUMaHHAM Mozenel. KiIio4yoBUM KOMIOHEHTOM ITMX 3YCHJIb € pallioHaji3amis
IIMPOKOr0 CHEKTPY IHCTPYMEHTIB KiOepOe3leKn areHTCTBa 3 METOK CTaHJAapTU3allii
O0OMEKEHOTO, KOHKPETHOTO Ha0Opy KOPHOPATUBHHUX MOMJIMBOCTEH IS 3MEHIICHHS
3arpo3 Ta MOJJIMNIIEHHS KOHIIEHTpallil pecypcCiB. ..

Okpim Oe3meku, VA 3acTocoBye TOMW caMui MIAXiJ 10 CTaHAApTH3aLlii s
peopranizaiiii Oi3HEC-TIPOIIECIB Yy BCIX CIy»X0ax TMIANPUEMCTBA. 3a JOMOMOTOIO
palnioHami3ali Ta CIpoIIeHHs X MPOIIECIB, BKIIOYAOUM BUKOPUCTAHHS aBTOMAaTU3AIlll
ta mrty4yHoro iHTenekty (LLI) mnus mpuckopeHHss oOpoOKM 3asB, areHTCTBO IIparHe
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YCYHYTH TamnepoBi TPOIECH Ta 3aJeKHICTh BiJ 3acTtapimux TexHojorid. [lg
CTaHJapTU3allisl Ma€e Ha MeTi 3a0e3MeYuTH BeTepaHaMm IMepeadayyBaHi, MMOBTOPIOBAHI
MOCITYTH HE3aJIEKHO BiJl IXHHOTO Miclie3HaxopkeHHs. Li 3ycuiis Bxke namu pe3ysbTaTH,
OCKITBKM VA OmpaioBajgo pPEKOPAHY KIIbKICTh TMOHAJ 3 MUIBHOHM 3asB TPO
1HBAJIIIHICTD Ta MEHCII 3a OJUH PIK, MePEeBUIIMBILIU CBiii pexop 2024 poky Ha moHaa 500
000. Ilyn migkpeciauB, IO TEXHOJOTIS  CIYXXWATh HEOOXIJHOW, HAAIMHOIO
1HQPACTPYKTYpOIO, KA JEKUTh B OCHOBI BCIX MOCIYT, IO HAJAIOTHCS BETEPAHCHKIN
cuineHOTIY. (Jason Miller. At VA, cyber dominance is in, cyber compliance is out //
Hubbard Radio Washington DC, LLC. (https://federalnewsnetwork.com/ask-the-
cio/2025/12/at-va-cyber-dominance-is-in-cyber-compliance-is-out/). 05.12.2025).

**k*k

«/lBomapriiiHa Trpyna aMepHKAHCBKHX CEHATOPIiB Ha 4Y0Ji 3 ro0J0BOIO
Komitrery CeHaty 3 muMTaHb OXOPOHH 30pPOB'sl, OCBITH, nmpaui Ta nmeHcii bimiom
Keuci BinHOBII0€ 3aK0H npo KidepOe3neKy Ta CTIHKICTH y cepi 0XOPOHU 3/10POB ',
o0 BUPIIIUTH NMPo06JIeMy BiJICYTHOCTI BCEOCSKHOIO (pe1epaibHOr0 3aKOHOAABCTBA
B raiaysi ki0epOe3nexkun B cdepi 0XOpoHU 310pOB'A. 3aKOHOMPOEKT, CIIBaBTOPaMU
SIKOro € ceHatopu YopHep, Xaccan 1 KopHiH, Mae Ha METI OHOBJICHHS HOPMAaTHBHUX
aKTiB, YTOUHEHHS POJil (peepaibHUX areHTCTB Ta HaJaHHS JI03BOJIy Ha HAJIaHHS TPAHTIB 1
MPOBEJICHHS HABUaHHS, 30KpeMa IS MOCTAa4aJlbHUKIB TMOCIYT, 10 MalTh HEIOCTaTHI
pecypcH, y CUIbCbKUX paiioHax. 3aKOHOJIABCTBO MAa€ Ha METI MOJIMIIUTHA KOOPAUHAIIIO
MDK MIHICTEPCTBOM OXOpPOHHM 310poB's Ta comianbHux ciyx0 (HHS) ta CISA,
nopyuatoun HHS po3pobutu 1aH pearyBaHHsS Ha IHIMJEHTH KibepOesneku Ta
onomoBatu HOpMu HIPAA 3 Meroro BKIIIOUEHHSI CydaCHUX MpPaKTUK Oesneku. BoHo
TaKOX Tependavyae CTBOpPEHHS m'sTupiuHoi mporpamu rpadtiB. HHS s oxpemux
oprasizailiii, Takux SK akaJeMiuyHl CUCTEMH OXOPOHH 3JI0POB'S Ta OHKOJIOT1UHI IIEHTPH
(piBeHb (QiHaHCYBaHHS HE BKaszaHo). [loBTOpIOOUYM TPOMO3HMINI, BHCYHYTI MIiCIA
IHOUACHTY 3 mporpamMHuM 3a0e3nedeHHsM-Bumaradem Change Healthcare, croncopu
CTBEP/IKYIOTh, III0 3aKOHOJABCTBO HEOOXIAHE JUIsl 3aXHUCTy JaHUX TAaII€HTIB Ta
3anoOiranHs nepedosM y HaJaHHI MEIUYHOI JOTIOMOTH, OCOOJIMBO B CLIBCHKUX pailoHax
3 00OMEXEHUMH pecypcaMHi. JJAaHUX TAIlI€EHTIB Ta 3a0e3nedyeHHs1 Oe3MepepBHOCTI HaJaHHs
meanunoi gormomord...» (Tim Starks. Bipartisan health care cybersecurity legislation
returns to address a cornucopia of issue /l CyberScoop
(https://cyberscoop.com/bipartisan-health-care-cybersecurity-legislation-returns-to-
address-a-cornucopia-of-issues/). 05.12.2025).

**k*k

«ITatr Hero-/xepci cTBOPIOE pe3epB BOJIOHTEPIB 3 KidepOe3nexku, New Jersey
Civilian Cyber Resilience Corps, mo0 g0NOMOITH JAEpP:KABHMM YCTAHOBaM,
onmeparopaM KpPHUTHYHOI iHQPacTPyKTYypW Ta TpPOMAJACBKHM OpraHizamism
nigroryBarucs 10 ki0eparak i BigHoBuTHCH micas HuX. [ling Harnsgom New Jersey
Cybersecurity and Communications Integration Cell (NJCCIC) us HeoruiauyBaHa
nporpaMa OyJzie HaOUpaTH Ta MEepeBIPATU AOCBiAUeHUX (axiBIiB 3 kKibepOesneku Ta IT,
AKUX MOKHa Oyje 3alyyaTd Ui pearyBaHHS Ha IHIMJACHTH, OIIHKH BpPa3jiUBOCTI,
3MIIIHCHHS 3aXWCTy, HaBYaHHA Ta OUIBII IIMPOKOTO TIJABMINEHHS CTIMKOCTI...
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Opranizaiii, 1m0 BIANOBIJAIOTh BUMOTaM, MOXYTh 3BEPHYTHCS 3a OE3KOIITOBHOIO
niarpuMkoro. Jupekrop NJCCIC Maiikn ['eparTi 3asBuB, 110 118 1HIIIIATUBA MTAKPITIIIOE
miaxig 10 KiOep3axucTy Ha piBHI BCbOro ITaTy, mnpuBoisun Hrero-/Ixepci y
BIIMOBIAHICTh 10 TaKWX INTaTiB, sk Oraio, Bickoncun, Miuuran, Jlyiziana, MepineHn 1
Texac, sixi MaroTh TOAI0HI TOOPOBUIBbHI KiIOEpKOMaHAM, IO 1HOMAI KOOPAUHYIOTH CBOIO
nisutbHICTD 13 HamionaneHoto rBapuiero». (New Jersey Joins States Creating Volunteer

Cybersecurity Corps Il Wells Media Group, Inc.
(https://www.insurancejournal.com/news/east/2025/12/08/850160.htm). 08.12.2025).
**k*

«3a panumu 06a3u ganux Cyber Events Database, CIIIA ctranu enineHTpom
CTPIMKO 3pocTarw4oi rj100ajJbHOI Ki0ep3arpo3u, Ha s#AKy npunagae 646
3apeecTPOBAHMX iHIMIACHTIB — 0JM3bKO0 44 % ycCiX 32I0KyMeHTOBAaHMX Ki0eparak y
cBiTi — y mepioa 3 2024 mo 2025 pik. Taka KoHIEHTpaIis aTak MiAKPECIIOE, IO
M(PPOBO PO3BHHEHI EKOHOMIKH CTAalOTh JeAail MPUBAONHMBINIAMH LUISMH IS
kibepanmounHiriB. 3BiT Hosting.com mpo rinobanpHi KibepaTtaku 3a 2025 pik mokasye, 1o
¢dinaHcoBa BHroJa € JOMIHYIOYUM MOTHUBOM, SKuid croith 3a 1013 13 1468
3apeECTPOBAHMX AaTaK, MPUYOMY JUII MOHETH3allll OCTYNy BHKOPHUCTOBYIOTHCSA TakKli
TaKTHKH, K (IMIUHT, porpaMu-BUMaradi Ta Kpajbkka aaHux. HailOuielmn ypazinuBum
cCeKTopoM € jaepkaBHe ympaiiHHsS (308 arak), 3a HUM HAYTh OXOpPOHA 370pOB'S Ta
comiainpHa gomomora (200) 1 ¢dinancu Ta crpaxyBanHs (178), mo BigoOpakae BHUCOKY
I[IHHICTh KOHQIMEHIIHHUX JIaHUX, $AKI BOHM 30epiraroTh, [JIsi BHUMarands ado
nepenpoaaxy...

VY rinobansHOMY MaciTabi BUTpaTH Ha KiOEP3TOYMHHICTh BXKE OIiHIOIOTHCA B 10,5
TPJIH A0JapiB 1, 3a mporHozamu, 10 2029 poky gocsarayTth 15,63 Tpnu ponapis. Takwuii
CTPIMKHU PICT 3yMOBIICHUI IIBUIKUM TMOIIUPEHHSIM XMapHUX CEpBiciB, [HTEepHETY pedeit
Ta MTYYHOTO 1HTEJIEKTY, SIKIi PO3IIMPIOIOTH IUIONIY aTaKW, HABITh MOIMPH TE, IO BOHU
MOKPAIYIOTh O13HEC-TIPOLIECH. 3apa3 3JIOBMUCHUKH PETYJIAPHO MOEIHYIOTh TPAAMIIIHI
METO/M BTOPTHEHHS 3 TeHEPATUBHUM IITYYHUM 1HTEIIEKTOM, BUKOPUCTOBYIOYH HOTO IS
CTBOPEHHSI TMEPEKOHJIUBUX (IIIMHIOBUX MPUMAHOK, SIKI JO3BOJSIOTH 3aKpIIUTHUCH, a
NOTIM PO3LIMPUTH TPHUBLIET Ta MepeMilllaThcid Mo Mepexi. 3 orisay Ha Te, mo 59%
MIMPUEMCTB 3a3HAIM TTPUHAWMHI OJHIET YCIIIIHOI aTaKu MPOTATOM MHUHYJIOTO POKY, Y
3BITaX HAroJIOLIYEThCS, IO OpraHi3allii MOBUHHI MEPEUTH Ha apXITEKTypy HYJIbOBOL
JIOBIPH, 3alPOBAJIUTU CYyBOPUN KOHTPOJIb JOCTYMy Ta O6ararodakTopHy aBTeHTU]IKAIIIIO,
MPOBOJIUTH PETYJISIPHI ayAUTH O€3MEeKH Ta MIATPUMYBATU HAJiWHI TJIaHU pearyBaHHS Ha
IHIIUJICHTH, SKIIO BOHHM XOYYTh IPOTHUCTOSATH JeJaji OLIbII BUTOHUYCHHM 1 (piHAHCOBO
MOTHBOBaHMM XBWJISIM KiOeparak». (Tushar Subhra Dutta. US Accounts for 44% of
Cyber Attacks; Financial Gain Targets Public Administration // Cyber Security News
(https://cybersecuritynews.com/us-accounts-for-44-of-cyber-attacks/). 08.12.2025).

*k*

«Kommnpomicauit 3akoH mnpo HaumioHaabHy o0opony (NDAA) nHa 2026
¢inancoBuii pik, 3 pexopaHuM OwmxKeroM y 901 MinbsaApa moJapiB, BKJIKYAE
IIUPOKMH HaOIp HOBHX 3axoAiB 3 KkiOepOe3nmeku mias IleHTarony. 3aKOHOIPOEKT
3000B's3ye MiHICTpa 00OpOoHM 3abe3neunTd, 100 MOOUIbHI TenedoHHU, BHUIAHI
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BHUCOKOITOCTABJICHUM KEpIBHHUKAaM 1 TIEpCOHATY, SKI BHKOHYIOTh BaXKJIWBI 3aBIaHHS B
rajiy3i HalliOHaJIbHOI O€3IeKH, BIAMOBIJAIM BU3HAYEHUM BHUMOTaM O€3IEeKH, TaKUM SK
HajgiiHe mudpyBaHHa AaHuX. lleli KpoK € HaCHIIKOM pPETENBHOTO PO3CIiTyBaHHS
«Signalgate» Ta IHIIUX BUMAJAKIB TOPYIIEHHS OE3MeKM KOMYHIKalii. BiH Takox
nependayae, 1mo (axiBii 3 MOBEAIHKOBOI OXOPOHHU 3A0POB'S, SIKI MarOTh BIJNOBIAHI
nonycku, Oyayth mnpusHadeni g0 KibepkomanayBanusa CIIIA Ta KiGepwmicii,
IPOJOBXKYIOUH POOOTY 3 3aJ0BOJIEHHA NOTped KiOeporepaTopiB y raily3i MCHUXIYHOIO
3I0pOB'A. ..

NDAA Ttakox Bumarae Biag MiHicTepcTBa OOOPOHHM OHOBIIOBATH OOOB'SI3KOBE
HaBYaHHS 3 KiOepOe3neKku Jyisi BChOTO BIHCHKOBOTO Ta IMBUILHOTO MEPCOHATY 3 METOIO
YCYHEHHSI KOHKPETHUX PU3UKIB, MOB'A3aHUX 31 IITYYHUM IHTEJIEKTOM. BiH cnipsmMoBaHMii
Ha 3axucT eauHoro kepiBHulTBa KibepkomanayBanus CIIA ta AHB nuisixom 3a6oponu
BUKOPHUCTAHHS KOINTIB MIHICTEPCTBA JJISI 3MEHIICHHS IMOBHOBAXEHb, BIAMOBIIAIBLHOCTI
ab0 OpraHi3aIliiHOTO KOHTPOJIIO KOMaHIupa, MmO (HAKTUYHO CTBOPIOE MEPEUTKOIAN IS
po3ainerHs poinei. [llomo 060poOHHMX MAPSTHUKIB, 3aKOHOMPOEKT 3000B's13ye [lenTaron
«yHi(1KyBaTH» BUMOTH 10 KiOepOe3neku B yChOMY BIJIOMCTBI Ta 3MEHIIUTH KUIbKICTh
cnenu(piuHuX i1 KOHTPAKTIB Kibep3acTepekeHb, 110 Bi1oOpaxae MparHeHHs CIPOCTUTH
Ta CTaHAApTU3yBaTH AOTPUMaHHS BUMOT. HapemrTi, y HbOMy BUKIIaJIeHO HEOOOB'S3KOBY
NOJIITUYHY MO3UIII0 00 KOMEPLIIHHOr0 MIUTYHCHKOrO MPOrpaMHOro 3a0e3MeyYeHHsl, B
K1 3asBiseTbes, mo nojituka CIHIA mossirae y mpoTuiii HOro 3JI0BXKMBAHHIO MPOTU
JKYPHATICTIB, MPAaBO3aXMCHUKIB Ta IHIIMX OCI0, KOOpAMHAINT 11 3 COI3HUKAMH IS
3amo0iraHHsl eKCIopTy 0 HWMOBIPHHMX 3JI0BMHUCHHMKIB Ta BCTAHOBJICHHI HaJIMHUX
3aXMCHUX MEXaHI3MIB Yy MAapTHEPCTBI 3 MpHUBATHUM cekTopoM. [lamata mpencTaBHHKIB
MO’K€ MPOTroJIOCYBAaTH 3a Lied 3axia BxKe Ibporo TrkHA...» (Tim Starks. Defense bill
addresses secure phones, Al training, cyber troop mental health // CyberScoop
(https://cyberscoop.com/2026-ndaa-cybersecurity-secure-phones-ai-training-cyber-
troop-mental-health/). 08.12.2025).

**k*k

«..CekTOp Oi0JIOTIYHMX HAYK CTHKAETHCA 3 IIBHAKOK KOHBEPreHUIi€c
TEXHOJIOTIYHMX IHHOBANIA Ta eCKAJALli€El PeryJsTOPHUX Ta MPABOOXOPOHHUX
PHM3MKIB, IO CTOCYHThCcA Ki0epOe3nmekn, KOHQIAEHUIHHOCTI JAHUX Ta yNPaBJiHHA
IITYYHUM IHTEJEKTOM sIK Ha denepajbHOMYy, TaK i Ha Jep:KaBHOMY PpiBHSIX.
VYrpasiinHs 3 KOHTpoIo 3a npoaykramu Ta jikamu CIIA (FDA) nocuiuio cBoro yBary
710 Ki0epOe3neKu, MiABUIIUBIIY ii 3 PIBHS MPOCTUX PEKOMEH 1Al 10 piBHSI 000B'SI3KOBUX
PETYJSTOPHUX BUMOT MPOTATOM YCHOTO >KMTTEBOTO IIMKIY MEIUYHUX BUPOOIB... Cepen
KIIOUOBUX TMOJIA — ocTatroyHa Bepcis kepiBHunTBa «KibepOesneka B MEIUYHUX
npucTposix» Bix uepBHsA 2025 poky, sike iHTETpye KidepOe3neKy Ha eTarll MPOSKTyBaHHS 3
BUMOTAMH JI0 CUCTEMH SIKOCTI Ta MOJAHHSIMH Iepe]l BUITYCKOM Ha PUHOK BIAMOBITHO J0
po3ainy 524B FDCA, ouikytoun wmacmTaOoBaHI JOKa3HW, Takl SIK MHUCbMOBI IUIaHU
YOPABIIHHSA PU3MKaMHU, MOJENIOBaHHA 3arpo3 Ta chneuu@ikamis MOporpaMmHOTo
3a0e3neueHHs. FDA Takox mnpocyBae mnapajieibHy HOPMAaTUBHY 0a3y Juisl IITY4YHOTO
iHTenexkty (L) 13 cyTreBuMu enemeHTamu KiOepOe3nekH, Mpo IO CBITYUTH MPOEKT
KEePIBHUX MPUHITUIIB 11070 (QYHKIIN mporpaMHoro 3abe3neueHHs nmpucTpoiB Ha 6a3i 1
Ta MOTOYHI AUCKYCIi 110710 TeHepaTUBHUX NPUCTPOiB Ha Oa3i I1II...
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OAHOYaCHO TIOCWJIIOETHCS JIEP)KaBHMM HArisg 3a KOH(IACHLIWHICTIO Ta
Ki0epOe3IeKo, PO3MIUPIOI0YM 3aXMCT 3a Mexi TpaauiiiiHoi cuctemu HIPAA Ha
oprasizartii, mo He miananarTs ma giro HIPAA, ski 00poOisitoTh KOH(IASHITIHHI JaH1
PO 3JI0POB'sl CIIOXKMBAdiB, OIOMETpUYHI AaHI Ta OMIYHI JaHi. 3aKOHHU, Taki K «My
Health My Data Act» mrary BamuHrton, Ta HOBI CyBOpl 3aKOHOJABYl aKTH, Taki SK
«Health Information Privacy Act» mraty Hero-MOpK, BCTAaHOBIIIOIOTH MiJBUIIEH] BUMOTH
1o Oe3neku, cerperauii JaHux Ta 3000B's13aHb 1010 iX 3HUIIEHHS. KpiM Toro, criBoparis
reHepajJbHUX MPOKYPOPIB AEKIIbKOX MITATiB, Taka Ak Consortium of Privacy Regulators,
CBIIYUTH MPO MOCWJICHHSI KOOPAMHALT MPaBO3aCTOCYBaHHS B paMKaX CKJIaJHOI MO3aiKu
njoHaliMeHIe 19 KOMIJIEKCHUX 3aKOHIB IITATIB PO KOHPIACHIIHHICTh, IPUUHATTS SIKUX
OUIKy€EThCA Ha moyaTky 2026 poky.

I[li 3akoHOjaBYl 3MIHM  MIAKPIIIIOIOTBCS  TMOCWICHHSM  TEHJCHINH 70
MPaBO3aCTOCYBAaHHA Ta CYJOBHX pO3MISAAIB. MIHICTEPCTBO IOCTHUIl HEIIOJaBHO
JIOMOTJIOCS YKIaAeHHs yroau Ha cymy 9,8 muia nonapi CIIA BiamoBinHO A0 3aKOHY MPO
HEMpaBJUBI 3asBU MPOTH OIOTEXHOJIOTIYHOI KOMITaHIl 3a HEMpaBAWBE IPEICTABICHHS
byHKIH KibepOe3neku ii mporpaMHoro 3abe3nedeHHs, a TeHepaIbHI MPOKYPOPH IIITATIB
JOMOTJIMCSI YKJIQJEHHSI 3HAYHUX yron (HampWKiIaa, yroaw Ha cymy 4,5 MIIH monapis
CIIA B Hero-Mopxy 3a nmopymenns HIPAA). TTpuBaTHi KOJIeKTHBHI M030BU HOCHITIOIOTH
PU3MK, TIPO IO CBIIYUTH MPHUKIA] yroau Ha cymy S50 MUIBHOHIB J10J1apiB, YKJIAJIE€HOI
MiCIsI IOpyIIeHHsT Oe3MeKN JaHWX y KOMIMaHii, M0 3aiiMaeTbcs TCHETUYHUMH TECTAMH,
0 TakKOoX CIOHYKajJo 10 NpUUHATTS QenepanbHOro 3akoHy «He mpopaBaiiTe Moo
JIHK», sixuii 3a00poHsi€ po3risgaTu TeHETUYHY 1HQopMariito sk 00'€KT, IO IMijiiarae
MPOJIaXy B pa3l OaHKPYTCTBA. 3 OIJISAY Ha Te, MO (hapMalleBTHKA Ta OXOPOHA 3/I0POB'S
B)KE€ BH3HAHI OJHUMH 3 HAHWJIOPOXYUX CEKTOPIB 3 TOUKH 30py IOPYIICHHS Oe3MleKH
JaHUX, OpraHi3allli, o 3aiMarThCs HaAyKaMH TIPO KUTTS, MOBUHHI IHTETPYBaTH OE3IEKy
Ta KOH(IICHIINHICTh Y KOKEH IMPOIYKT Ta ONEpPAiiHANA UK, 00 3MEHITUTH PU3UKH
ta 30epertd Ao0Bipy Tpomanckkocti...» (Ryan P. Blaney and Mauricio F. Paez.
Balancing Possibilities with Realities—Cyber and Privacy Legal Trends in Life
Sciences // Jones Day (https://www.jonesday.com/en/insights/2025/12/balancing-
possibilities-with-realitiescyber-and-privacy-legal-trends-in-life-sciences). 04.12.2025).

***

«OcraToyHuii BapianT 3aKoHy npo HauioHaabHy o0opony CIIA na 2026
¢inancoBuii pik, skuii Bxke cxpajeHuil Ilamaror npeacraBuukis (10 rpyans
2025p.) i He3adapom Oyne mnpuiiHaTHii CeHaToOM, MICTUTH HAWIIMPIIUA HAO0ip
MO0JIOKEeHb, MOB'SI3aHUX 3 Ki0epOe3nekow, fAKi KOJU-HEOYAb BKJIKYAJIUCA B
3aKOHONMPOEKT MNP0 OOOPOHHY MOJITHKY. Y OUIbIlI HIDK JECATKY PO3JLIIB
3aKOHOJIAaBCTBO PO3IIMPIOE TIOBHOBAKEHHSI, (P iHAHCYBAaHHS Ta ynpaBmiHHS MiHicTepcTBa
O0OpOHHM, a TakOoXX HakKJIaJae HOBI 3000B's3aHHS Ha Jlep)kaBHMIA JemapTaMmeHT,
MinictepcTBO eHepreTuku Ta beperoy oxopony CHIA.

Ha crpareriuHoMy piBHI 3aKOH  3aKpIIUIIOE  ONEPAaTUBHY  ABTOHOMIIO
KioepxomannyBannss CIIIA Ta 30epirae #oro TOABIMHY MIiAMNOPSIKOBAHICTh
HanionansHOMY areHTcTBY O€3MeKkH, 3a00pOHSAI0UM OYJib-KE€ CKOPOYEHHS ICHYIOUHX
MMOBHOB&)XEHb KOMaHIyBada. BiH Bulase mpubin3Ho 73 MUIBHOHM J0JIapiB Ha oreparii
Ki6epwmicii Ta me 314 MinbiioHIB J0JapiB HA MIATPUMKY ImTa0y, a TAaKOXK TOKJIAJa€E Ha
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KomanayBanHs MOBHY  BIANOBIJAJbHICTG 3@  IJIaHYBAaHHS,  MPOTpaMyBaHHS,
OrO/PKETYyBaHHS Ta BUKOHAHHS 3aBlaHb BiacHUX cuj. HoBa cTpykTypa BKIIOYUTH
MOKA3HUKU «TEXHIYHOTO OOPry» 10 Or0/KETHOrO 1Ky MiHicTepcTBa 00opoHu Ha 2027
¢diHaHCcOBHUI piK, a poOoYa Tpyma 3 OHTOJOTIYHOTO YMPABIIHHSI B MaciiTabaXx BCHOTO
BIJJOMCTBA MTOBUHHA PO3POOHUTH CIIJIbHY MOBY JaHUX 10 2028 pokKy...

3 METOI0 3MILHEHHS OOOpOHHOI rayy3i B LIJIOMY, 3aKOH BMUMAara€ rapMoHi3auli
MOJIOKEHb MPO Ki0epOe3neKy B 00OPOHHO-MPOMUCIIOBIN 0a3i, 0OMEKEHHS JTyOII0I0UNX
BUMOT' JI0 KOHTPAaKTiB Ta MiANOPAIKYBaHHS OyAb-SIKUX HOBHX TPABUJI IEHTPATBHOMY
3aTBep/UKeHHIO Ta mopiuHii 3BiTHOCTI CIO. Bin 3a0oponsie MiHicTepcTBY 0OOpPOHH
ckacoByBatu ceptudikoBaHi NSA nporpamu «4epBOHOT KOMaHIW» Ta KiOep-oliHKu 0e3
JIeTaJIBLHOTO TIONEPEHLOI0 OOTPYHTYBAaHHS, a TaKOXK BUMarae, 1mod MoOuIbHI TeledoHH,
BUJIaHI  BHUCOKOIOCAJOBLSAM, BIAMOBIJAIM CyBOPUM CTaHAapTaM IIHQPyBaHHS,
MPUXOBYBaHHS 17€HTU(IKATOPIB Ta MOCTIHHOTO MOHITOPUHTY. OOOB'A3KOBE IIOPIYHE
KiOepHaBUYaHHS TEMEpP Ma€ OXOIUTIOBATH 3arpo3W, MOB'SI3aHI 3 MITYYHUM I1HTEJIEKTOM, 1
npotssrom 180 nuiB MiHicTepcTBO 00OpPOHM TOBHHHO BHUJATH TOJITHKY O€3IEKH
KUTTEBOTO ITUKITY JIJISI BCIX CBOiX CHCTEM IITYYHOTO 1HTEJIEKTY Ta MAIIMHHOTO HAaBYaHHS,
a TMOTIM — CHCTEMY 3aKyIliBellb Ha OCHOBI PHU3HKIB, SIKa MO)XXe OyTH BKIIIOYEHA /0
DFARS.

[Ile ogHMM HaNpSIMKOM € BpA3IMBICTh JIAHLIOTIB mnocTtadanHs. Jlo 2027 poky
MinicrepctBo o6oponu CIIIA wmae ckmactu Kartajor ycix O00’€KTIB KpPUTUYHOL
1HpacTpyKTypH, SKI 3ajieKaTh BIJ MaTepialliB, IO MOXOAITh B «3apyOKHUX
cy0’€eKTIB, IO BUKIUKAIOThL 3aHenokoeHHs» (Kutaii, Pocis, Ipan, IliBniuna Kopes a6o
IHII KpaiHW, BU3HA4Y€Hl MIHICTPOM), Ta OILIHUTH MOB’s3aHI 3 UM pu3uKd. OKpeme
MOJIOKEHHST Tiepen0davyae MPOBEJACHHS 3arajlbHOHAIIIOHATILHUX HaBYaHb JUIsl TMEPEBIPKU
TOTO, SK BIHCHKOBI OO0 ’€KTHM Ta HABKOJMINHI IHUBUIbHI OO0 €KTH KOMYHAJIBLHOIO
rocrojapcTBa BUTPUMAIOTh CYyBOpPI TOTOAHI yMOBH a00 KibepaTaku Ha TEPUTOPIIO
KpaiHu...

VYBara mpuninserscs Takox Kidep-mepconamy: Cyber Excepted Service temep
Moke oxoruroBatd nocagu B KibepkomangyBanHi CIIIA Ta no 500 nomarkoBux
BHCOKOKBaTi(hiKOBaHUX mocaj 13 3apmiaroro 10 150 BincotkiB Bin Executive Schedule 1.
MiHicTepCTBO OOOpPOHM TaKOXX Ma€ BUBYUTH, SK HaMKpalle IHTErpyBaTh MEPCOHAI
pesepBHoro kommnoHeHTa B Cyber Mission Force, Ta 3amouyaTkyBaTd 1HILIATUBY 3
npodeciifHoi CTIMKOCTI, sKa mepeadadae po3MilieHHS TepeBipeHuXx (axiBIiB 3
MOBEJIIHKOBOT OXOPOHU 3JI0POB'Sl HAa MICISIX KiOep-CiTyKOu.

Ha wMiKHaponHOMYy piBHI 3aKOHOIPOEKT TIOHOBIIOE Ta PO3IIMPIOE MUIOTHY
mporpaMmy 3 IOINIHOJIeHHS KiOepcriBmpall 3 BifickkoBuMH cuiiamu [liBnenHo-CxigHOT
AB3i1i, pO3MIHMPIOE CHUTHHI JOCHIDKEHHS Ta PO3POOKM B Tally3l IITYYHOTO IHTEJIEKTY,
KBaHTOBOI (I3MKHA Ta POOOTOTEXHIKM 3 [3pailmeM Ta IHIIUMU TapTHEPAMHU, a TaKOX
BUMAara€e OLIblIl JAETAJIbHOI MIOPIYHOI 3BITHOCTI MOpo MOMIMBOCTI Pocii B ramysi
ki0epBiiiHH. BiH 3a0xouye po30y0oBy MoTeHIlaly Ha 3axigHuX bankaHax 1 3aKiMKae
JiepKaBy MOJIEPHI3yBaTH KOHCYJbChKI Ta auruiomatuyHi [T-cuctemu, ctBopuBmu bropo
JTUTIJIOMATUYHUX TEXHOJIOTIA Ta Tocady TOJOBHOTO 1HGOPMAIIMHOTO JUPEKTOpa 3
JTUIUIOMAaTUYHUX TEXHOJIOTIH. JlepaBa TakoX MOBUHHA PO3POOUTH KEPIBHI MPUHIUIHU
II0JI0 PO3MIIICHHS! BHCOKOPU3UKOBUX 3aKOPJOHHUX CUCTEM Y KOMEPUIMHMX XMapHUX
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aHKJIaBaxX Ta 3allyCTUTH MUIOTHHH MpoekT «Post Datay nns mommpeHHs aHATITUKA Ha
OCHOBI IITY4YHOT'O IHTEJIEKTY B MTOCOJBCTBAX. ..

Xo4a KOMIIPOMICHUM TEKCT BIIMOBISETHCS BiJ MOHOBIEHHS 3aKOHY MPO OOMiH
iH(popMarriero 3 muTaHb KibepoOesneku Tta [lep:kaBHOiI Ta MICIIEBOI MporpamMu TPaHTIB 3
KiOepOe3neku, MecATKH HOBUX IMOBHOBAXKEHb, IO MICTSITHCS B HHOMY, B CYKYITHOCTI
MoepHi3y10Th Ki0epno3uiito CIIIA, nmocumooTs 000pOHHO-IIPOMHUCIIOBI 3000B'A3aHHS,
3aXUIIAIOTh JIAHITIOTH TOCTaYaHHS HOBUX TEXHOJIOTIH Ta MOMHUPIOIOTh aMEPUKAHCHKHMA
KiOeproTeHIlian Ha COI3HUKIB 1 mapTHepiB. Kommanii B 000pOHHIN ekocucTemMl — Ta
are’HTCcTBa Ha (efepaJbHOMY PIBHI — TeNep CTHKAIOTHCS 3 MPUCKOPEHUMHU TEPMIHAMHU
CTaHJapTU3allll KOHTPOJIIO, TOBIJIOMJEHHS TPO I1HIUJCHTH, 3a0e3MeyeHHs Oe3NeKu
CHUCTEM IITYYHOTO 1HTEJEKTY Ta MPUBEICHHS Y BIAMOBIIHICTH J10 iHImMiaTUBU [leHTarony
1010 IHTEPOBAaHUX JAaHUX Ta CTiiikoi iHdpacTpykTypHu...» (Natasha G. Kohne, Evan D.
Wolff, Rita S. Heimes, Maida Oringher Lerner, Edward Block and Taylor Daly. Cyber
Protections Set to Advance in Must-Pass Defense Legislation // Akin Gump Strauss
Hauer & Feld LLP (https://www.akingump.com/en/insights/alerts/cyber-protections-
set-to-advance-in-must-pass-defense-legislation). 12.12.2025).

*k*

«Mepisieng € nepmumMm mratom CIHIA, saxuit ony0JjikyBaB BeCch MAacHB
aIMiHICTPATHUBHUX HOPMATHUBHHUX AKTIiB HA KpUNTOrpagivyHo 3axuuieHii niardopmi
3 NOBHMM KOHTpPOJIeM Bepcii, 1m0 3alde3neyye IOBrOCTPOKOBY MLIJIICHICTH Ta
nyoJiyHy  JocTynHictb  unudpoBoro  3akoHogaBcTtBa.  HoBuii  BeO-caiir
regs.maryland.gov 6a3yetbcst Ha TexHosorii The Archive Framework (TAF), ctBopeniit y
Lenrpi «kiGepOesmexku Hpro-Mopkebkoro  yuiBepcurery Tammona —mpodecopom
Jlxacrinom Kammocom y mapTHepCTBI 3 HEKoMepliiHOw opraHizamiero Open Law
Library ta rwopumuyaum dakyiabTeToM YHiBepcutery Bickoncina. TAF posmmproe
nortepenio Bepcito Update Framework Kamnmoca, sika Bxe BUKOpHCTOBY€EThCst MiCrosoft,
Google Ta Amazon pans 0€3MEYHOTO OHOBJICHHA MPOrPAMHOTO 3abe3medueHHH,
MOEHYIOUM HaJiliHI Kpunrorpadiyni manucu 3 KOHTpojeM Bepciid y ctum Git. KoxHa
3mina a0 Kogekcy mpaBun mrtaty Mepitenn (COMAR) Tenep mae yacoBWi ITamil,
BIJICTEXKY€EThCSI Ta 3aXHUILEHA BiJ MiAPOOKH, CTBOPIOIOUU €JUHE ABTOPUTETHE «IKEPENIO
ICTUHUY», (K€ BIANOBIJAE BUMOraM 3aKOHY MpO YHI(pIKOBAaHI €JIEKTPOHHI IOPUANYHI
Marepiajiy 040 aBTEHTUYHOCTI, 30€pEeKEHHS Ta MOCTIHHOTO JOCTYITY. ..

B pesynbrari pekoHCTpyKINii Baxkki jis HaBiramii cratuadai HTML-cropinku Oynu
3amiHeHl Ha XML, mo untaerbesd MammHoo, HTML, mo unraetbes moauHoro, tTa PDF-
daiinu, mpumatHi Ui APYKY; TOBHUW KOpIyC Takoxk posmimennit Ha GitHub i
noctynuuii yepe3 API, mo ctBoproe ocHOBY miisi reHepatuBHuX Al-momatkis. I[lim gac
BIIPOBAKEHHsI OyJi0 BumpasieHo noHan 400 crapux moMuiIoK GopmaTyBaHHSA, IESKi 3
akux naryBaimucs 1970-mu poxkamMu, a aBTOMaTH3allisl 3MEHILIWJIA HABAaHTAXXEHHS Ta
BUTpATU IUTAaTy. UMHOBHUKM IITaTy MepiiaeH] 3asBisioTh, 10 CUCTEMa MIATPUMYE
nparHeHHs ryoepHaTtopa Mypa 10 paumioHamizauli ypsay, HIJBULIEHHS IPO30pPOCTi Ta
3MEHIIECHHS PYYHHUX MpoueciB. JOCHIAHUKN PpO3TIAAal0Th 11 K MOJENIb JUIsl 1HIINX
IOPUCIUKIIIN: 3a0e3neuyoun IrpoMajsiHaM, IOPUCTaM Ta HAYKOBISIM MOKJIMBICTb TOYHO
NEePEBIPUTH, 1110 caMe OyJI0 3a3HAYEHO B HOPMATHUBHO-TIPABOBOMY aKTl Ha MEBHY JIATy, LIS
CHUCTEeMa BITHOBIIOE «(Pi3MUHY TOCTIHHICTBY, SKY KOJHCH 3abe3leuyBalid JAPyKOBaHI
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30ipHMKH 3aKOHIB, ayie B Iu(poBiid Oe3meuHid Qopmi, MO BIANOBITAE BUMOTaM
Mmaioytaroro. Komanaa, mo ¢inancyerscs Hamionansnum HaykoBum ¢donaoMm (NSF),
3apa3 NIIyKae JO0JAaTKOBUX MapTHEPIB HA PIBHI IITATy, MICIIEBOMY Ta IHCTUTYIIITHOMY
piBHSX, 00O OBTOPHTH IIeH MiaXij mo Beiid kpaini...» (Maryland Becomes First State to
Use NYU Tandon-Developed Technology to Secure Regulations From Cyberattacks //
Newswise, Inc (https://www.newswise.com/articles/maryland-becomes-first-state-to-
use-nyu-tandon-developed-technology-to-secure-regulations-from-cyberattacks).
08.12.2025).

**x*

«He3Bakaroum Ha AecATWIITTA 3ycuiab, Cnouay4eni Ilratm sk 1 panime
3aJMIIAITHCS  BKpail Bpa3jMBUMHU 10 3JOYMHHMX NporpaM-BHMaraviB Ta
NIATPMMYBAHHUX [EePKABOK) AaTaK Ha eHeproMepeski, BOJONPOBIAHI cCHCTEMH,
TPAHCNOPT Ta iHIMy KpUTHYHY iHPpacTpykTypy. /[lieBa HaiioHanbHa CTpaTeris
Ki0epOe3reKky MOBIUHHA 30CEPEIUTUCS Ha JAECITH B3a€EMOITOB'I3aHUX KPOKaX...

[To-nepiie, BammnHrTOH MOBUHEH BU3HAYUTU Ta 3MIIHUTU «KIFOUOBI CUCTEMU) —
Ti, MOPYUICHHS POOOTH SKHX MOXE TMOCTAaBUTH MiJl 3arpo3y HalllOHAIbHY Oe3MeKy,
€KOHOMIKY abo rpomajacbky Oe3neky. Lle 3MIIHEHHS NOYMHAETHCA HA pPIBHI KOAY:
BIJIMOBa BIJ 3aCTapUIMX MOB MPOTPaMyBaHHs, CXWJIbHHUX J0 MOMMJIOK O€3MEKH IMaM'sTi
(ki copuuuHAOTH OpubauzHo 70 %  BIGOMUX  BpaszMBOCTEH  MpPOrpamMHOTO
3a0e3MneueHHs ), Ta Nepexi]] KIIYOBUX aKTHBIB HA MOBH 3 O€3MEUHOI0 MaM'aTTIO, TaKi SIK
Rust. IIle 6unbiny BIeBHEHICTh Jal0Th «(HOpMajibHI METOJIW» — MaTeMaTU4YHI TEXHIKH,
skl Bxke BUKOpUCTOBYIOThCI DARPA, AWS 1 Microsoft nnst mepeBipku MpaBUIBLHOCTI
mporpamMHoOro 3abe3medyeHHs; MICHs iX 3acTOCyBaHHS JO KOMIT'IOTepa YIMpaBIiHHS
HOJILOTOM BIHCHKOBOTO BEPTOJIbOTA BIH CTaB HEBPA3JIMBUM JJISl XaKepiB y MOJAJIBLINX
TECTaX «YEPBOHOT KOMAHINY. ..

ApXITEeKTypa TakoX Ma€ 3HA4YeHHs. Bci omepaTopu KpUTHYHOI 1HPPACTPYKTYpPH
NOBUHHI BIPOBAIUTU CUCTEMHU HYJIBOBOI JOBIPH, K1 IEPEBIPSAIOTh KOKHUI 3aIUT, 1 BOHU
NOBUHHI 3a0€3MEYUTH CTIMKICTh JAaHUX, HANpPHUKIAJA, HUISIXOM PE3EPBHOIO KOIIFOBAaHHS
BAXKJIMBUX HAOOpIB JIaHUX Yy XMapy, AK i€ 3poOumsia YKpaiHa HamepeloJHi BTOPTHEHHS
Pocii. IlocTiitHe, MpoaKkTUBHE «IOJIOBAHHS HA 3arpo3u» MOBHUHHO OyTH OOOB'I3KOBUM Yy
BCIX KIIIOUOBUX Mepexax, (IiHAHCYBaTUCS 3a pPaxXyHOK MOJATKOBUX MUIBI abo
criemiayibHUX (peaepaibHUX OFOJKETIB 1 IOMMOBHIOBATHCS MISUTBHICTIO TAaKUX areHTCTB, SK
OeperoBa 0XOopoHa B IOPTOBUX CIOPY/IaX...

Ockinbku 85 % xputuunoi iHQpacTpykTypu CIIA mnepebyBae y mnpuBaTHIN
BJIACHOCTI, HEOOXI/THA TICHA KOOPMHAIIISA MK ypsiIoM 1 MpomMucioBicTio. HamionansHui
TUPEKTOp 3 KiOepOe3nekn TOBWUHEH BUCTYNATH B POJII  «TOJOBHOTO TPEHEPay,
KOOPAMHYIOUH CIJIbHI 3aX0U 3aXUCTy, a KOHrpec moBMHEH KEpyBaTH «perioHAIbHUMU
pailloHaMM CTIMKOCTI» HaBKOJO cTpaTeriyHux HeHTpiB (YapiabcToH, X'FOCTOH TOLIO) IS
YOPABIIHHSA MIKTAITy3€BUMH PU3UKAaMHU Ta B1IHOBJICHHSIM.

[TomTHKM TaKOX MOBUHHI BKJIIOYUTH MPOTHUJIIIO 3JTIOBMUCHUKAM Yy CBOi pEryJipHI
KiOepKkaMmaHii: CHIIBHO 3 TEXHOJOTIYHUMHU KOMIIAHIIMH BOHHM MOXYTbh 3a00pOHUTH
3JIOBMUCHHMKAM JIOCTyN A0 Mmiat@opMm, KOH(]ICKyBaTH aKTUBU Ta, 3a HEOOXIIHOCTI,
B)KMBATHU OLIBII aKTUBHUX 3aXO0J1B JIJIsl IEpEepUBaHHS BOPOXKUX onepallid. Hapemri, ypsina
MOBUHEH 3aiATU CBifl I[IUPOKUM IHHOBAIIMHWM TMOTEHIlal — MPOMHUCIIOBICTD,

40



HaIllIOHATBHI JTabopaTopii, HAyKOBI KOJIa — IS 3aCTOCYBaHHS HOBUX TE€XHOJIOTIN, TAaKUX
AK IITYYHUH 1HTEJEKT, SIK y 00OpPOHHUX, TaK 1 B HACTYIAJIbHUX OIEpaIlisx. ..

Y CykymHOCTI Il JA€CSTh KPOKIB — BH3HAUEHHS IMPIOPUTETHOCTI KIFOYOBUX
cucteMm, 3abe3nedeHHsT Oe3mekW KOy, 3acTOCyBaHHA (OPMAIbHHX  METO/IIB,
BIIPOBA/KCHHSI MPHUHIIUITY HYJIHOBOI JOBIpUM Ta CTIMKOCTI NAaHUX, 1HCTUTYI[IOHAJi3allis
MOIIYKY 3arpo3, MOCWICHHsS KOOpJAWHALlI MK JEpXKaBHUM 1 NPHUBAaTHUM CEKTOpPaMH,
CTBOPEHHSI PEriOHAJIbHUX PpPAaWOHIB CTIMKOCTI, 3aCTOCYBaHHSA TAKTUKH aKTUBHOIO
MOPYIICHHS Ta BUKOPHUCTAHHS HOBUX TEXHOJIOTI — MPOMOHYIOTH IUIaH MEPETBOPCHHS
HEOHOPIIHOI K10ep3axXHUCHOI MO3UIli AMEPUKUA HA HAIMHUHN, TOTOBUM 10 MaiiOyTHHOTO
umt». (Franklin D. Kramer, Robert J. Butler and Melanie J. Teplinsky. The 10 key
reforms that can close America’s cybersecurity gaps //  CyberScoop
(https://cyberscoop.com/effective-us-cybersecurity-strategy-key-steps-op-ed/).
10.12.2025).

*kx

«Cenatopu CIHIA T'epi Ilitepc (demoxkpatuuna mapris, mrat Miuuran) i
J/lsxon Kopnin (PecnyOjikancbka naprisi, mrat Texac) 3HOBY MOJaJId HA PO3TJIfA
3akoHONPOoeKT «IIpo kidepOe3nmeKky CymyTHUKIB» — JABONAPTIiHNH 32aKOHONPOEKT,
CIPSIMOBAHMI Ha 3MillHEHHSI HU(POBOI 000POHM aMEPHUKAHCHLKOI KOMepUiiHOI
CYNYTHUKOBOI Trajy3i. 3aKOHONPOEKT Jopydae MIHICTEpPCTBY TOPTIBII PO3POOUTH
N0OpOBUIBbHI peKoMeHAaIlli 3 KibepOe3neKku JjIs BIACHUKIB 1 OMEpaTopiB CyNyTHHUKIB, a
TakoXX jaopydae HarioHanmeHOMY 1upekTopy 3 KibepOesmeku, HarionaneHiii paai 3
MUTaHb KOCMOCY, TojioBl denepanbHOi KOMICli 3 KOMYHIKAIlil Ta IHIIMM areHTCTBaM
po3poOuTH OUTBII IMHUPOKY (enepaibHy CTPATEril0 3aXUCTy KOCMIYHUX cUcTeM. Bin
TaKOXK JIOpy4yae YpSAOBOMY pPaxyHKOBOMY YIPABIIHHIO TMPOBECTH AyIUT ICHYIOUOl
beneparbHOI MATPUMKH IIHOTO CEKTOPA. ..

et 3axim — Tpets cupoba IliTepca micis Toro, sSK JaBa IMONEPEaHI 3aKOHOIIPOCKTH
npoinuin KoMmiTeT 3 muTaHp HalioHaNbHOI Oe3neku, aje Tak 1 He OylIM BHHECEHI Ha
roJIOCYBaHHSI — 3'ABUBCS Ha TJ1 3POCTAI0YO0] 3aHEMOKOEHOCT] 1HIIMACHTAMU, TAKUMH SIK
3710M pociiicbkuMu xakepamu B 2022 poui mepexi KA-SAT kommnanii Viasat, 1o BUBeno
3 JaAy JECATKU THUCSY €BPOINEUCHKUX MOJIEMIB 1 MOCTABWIIO Mij 3arpo3y Ykpainy. Xoya
Kowmicis 3 kibepnpoctopy Solarium 2.0 3aknukajiia BHU3HATH KOCMIYHI akTWBU 17-M
CEKTOPOM KPUTHYHOI 1HQPACTPYKTYpH KpaiHHU, 3aKOHOMPOEKT SIBHO YHUKAE€ HaJaHHS
Takoro crarycy. I[lirepc, sxuit mige y BincraBky 3 Cenaty B 2027 porii, 3a4BUB, 1110 IIeH
3aKOH HAJaCTh OIEpaTopaM CYMYTHHKIB HEOOXITHI 1HCTPYMEHTHU MJIS 3aXUCTy BIJ
«IHO3EMHUX CYNPOTUBHUKIB 1 KIOEP3JIOYUHIIIB», SKI MPAarHyTh MOPYIIUTH >KUTTEBO
BaxmBi komyHikamiiy. (Martin Matishak. Senators return to effort to boost
cybersecurity for commercial satellite industry // Recorded Future News
(https://therecord.media/commercial-satellite-industry-cybersecurity-cornyn-peters-
bill-returns). 10.12.2025).

*k*

«..HHicas aynurty edexruBHocTi 32 2023 pik, AKMH BUABHUB, L0 YIPABJIiHHA
inpopmaniiinumu rexnosorigsmMu (IT) myninunanairery I'amidake He Mae HaJIexKHOTO
HAIJIAAY TAa AJAeKBATHOI MOJITHMKHM /s YNPaBJiHHA PpHU3MKaAMU Ki0epOe3nekwu,
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Hel0AABHill MOBTOPHMI ayIMT BUSIBMB 3HA4YHMi mporpec. [lepBuHHUI aynuT, IKUI
oxorutioBaB nepiof 3 ciyds 2021 poky mno rpyaeHs 2022 poky, BuaaB 16 pekoMmeHaaiii
IIOJI0 TIOJIMIICHHS... 3a OCTaHHI JBa POKH MYHIIMIAIITET peanizyBaB 13 3 1ux
pPEKOMEHaIlil, BKJIIOYAIOYM HalWM JIOJATKOBUX PECYpCiB, PO3POOKY PEECTPY PHU3UKIB
KiOepOe3neku, JOKyMEHTYBaHHS MPOLEAYp YIPaBIiHHS BUIPABICHHSIMHU Ta MOHITOPUHT
G13UYHOTO J0CTYMy 10 IeHTpiB 00poOku gaHux. OAHAK TPU KPUTHUYHO BaXKJIMBI
peKOMEHJaNli 3aJIMIIAIOTHCS HEPEaNI30BaHUMU: PO3POOKAa KOMIUIEKCHUX MOJITHK IS
YCYHEHHsSI KJIIOYOBUX PHU3UKIB KiOepOe3neKku, BIPOBAKEHHS CBOEYACHOI'O IPOLIECY
OTPUMAaHHSI Ta PO3TJISALY TOKYMEHTIB 3 O€3MeKH BiJl MOCTA4YalbHUKIB, @ TAKOX pO3poOKa
npolecy A 3a0e3MeYeHHs] HalIeXKHOTo 1/IeHTU(IKyBaHHS, IHBEHTapu3allii Ta yIpaBIIiHHS
BciMa akTuBamu». (Sean Mott. Halifax IT system implements many cybersecurity
recommendations, but gaps remain: report /l BellMedia
(https://www.ctvnews.ca/atlantic/nova-scotia/article/halifax-it-system-implements-
many-cybersecurity-recommendations-but-gaps-remain-report/). 10.12.2025).

**k*k

«.. ldpuitharuii 'y 2015 poui 3akon mpo oOmiH iHGopManicl0 3 NUTAHBb
ki0oepOe3nekn (CISA) craB mnoBoporHuM MoMeHTOM Yy KiOepmoaiTuni CIIA,
OCKUIbKM TMepeTBOPUB OOMiH iH(opManiclo 3 WPUAMYHOI Ta (GiHAHCOBOI
BiINOBIZAJILHOCTI HA 3aXMIEHY NMPAKTUKY, 10 aoAa€ uinHocTi. Jlo npuitHarta CISA
KOMIIaHii Barajucsl MOBIAOMJISITH MPO O3HAKM KOMITPOMETAIlil: 1€ BHMAarajiao 4acy Bij
NepcoHaly 1 HapaXkajlo X Ha pu3uK audamarliii, aHTUMOHOTIOJBHUX a00 1HIIUX CYJIOBHX
MO30BIB, SIKIIO JIaHI BUSBISIMCSA HEIOCTOBIPHUMH a00 MMIKOIWIM KOoHKypeHTaMm. CISA
yCyHyJa oO0uBI 11l TpoOJeMHU: BOHA 3alpONOHYyBaia B3aEMHHUI 0OMiH 1H(GOpPMAIIIEIO PO
3arpo3n Ha (QeaepalibHOMY piBHI (10 3poOMIO IIi 3yCHIUIS I1HBECTHINEO) 1 Hajama
IMYHITET BiJl BiAIOBIJAIbLHOCTI 3a JOOPOCOBICHI IOBiIOMIICHHs. B pe3ynbraTi KoMmnaHii
cTanu HabaraTo OUTBII O0XOYe HAACWIATHA TEXHIUHI mokazHuku 10 DHS 1 oOMiHIOBaTHCS
HUMU 3 KOJIETaMH. ..

Sxmo Konrpec no3sonuts CISA BTpaTuT YMHHICTH 0€3 3aMiHU 3 PETPOAKTUBHOIO
J€10, KUIbKICTh MOBIJOMJIEHb, WMOBIPHO, 3MEHILIUTHCS, IO M030aBUTH (enepaabHUil
ypsii HEOOX1IHOT CyKynHOi 1HGOpMallii JJis MONEepeKeHHs raidy3i Ta 3poOuTh 0OUABI
CTOPOHM MEHII OOI3HAHUMHU 100 HOBUX 3arpo3. TOMy BIEBHEHICTh y TOMY, IO
MOHOBJICHHS BIOYIETHCA IMIBUJIKO Ta 3 PETPOAKTUBHOIO JI€I0, € HAJI3BUYANHO BaXKJIMBOIO
JUTSL I ATPUMAHHSL TOOPOBIILHOTO PO3KPUTTS 1H(PopMaIIii i yac Oy 1b-sIKO1 IepepBHU.

OxkpiM MPOCTOr0 MPOAOBKEHHsI TepMiHY Jii 3akoHy, KoHrpec mir 6w mocuiauTu
nporpamy, JOJABIIN TO3UTHBHI CTUMYJW: MyONidyHE BHW3HAHHA a00 HAropoau JJis
KOMIIaHii, 9Ui MPOMO3UIlii CYTTEBO OMOMArarTh IMIUPOKIA CHITBLHOTI. Take BU3HAHHS
1 IBUIITMIIO O PeIyTaIliio KOpIoparlii 1 3a0X0THII0 O 10 MIMPIIOi y4acTi.

Hagite parmeHTapHi 3BiTH € IIHHUMH, OCKUIbKH 1H(OpMAaIis Tpo Kidep3arpo3u
Harajaye masJl: >KOAHA OpraHizalisi HE BOJIOJIE€ JIOCTAaTHBOK KUIBKICTIO YacTHH, 100
no0aynuTH MOBHY KapTuHY. Komm meHTpaabHUN «MaHCTep TOJOBOJIOMOK» (HAMPHUKIIA,
CISA) 30upae 0Oaratro YacTKOBMX I1HAMKATOPIB BiJ PI3HUX KOMIIAHIA, BIH MOXKeE
CIIIBBIJIHECTH iX, BUSIBUTH HOB1 KaMIiaHii a00 Bpa3jiuMBOCTI Ta CBOEYACHO HAJICIATH
MPaKTUYHI MOMEPEHKEHHS BC1 ekocucTeMi. TakuM YMHOM, HETIOBHI JJaHl — Y MO€HAHHI
— CTalOTh KPUTHUYHO BAXKIMBUMH JUISI 3aXUCTy BIJl CKJIQJHUX PO3MOAUICHUX aTaK».
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(Andrew Grosso. Defending the Cybersecurity Information Sharing Act // Cyber
Defense  Media Group  (https://www.cyberdefensemagazine.com/defending-the-
cybersecurity-information-sharing-act/). 15.12.2025).

*k*

«Y 3Biti IHCcTHTYTY HamioHaabHOI Oe3nekn BanpepOinbra «/lomMiHyBaHHs B
un¢poBoOMy NPOCTOPi: cTpareris BCbOro CycnuibcTBa moa0 3axucty CnosgydyeHux
IraTiB Bix KidepaTak» cTBepAKy€eThCH, 0 Cnosy4yeni IIITaTn mOBUHHI NPUITHATH
KOMILIEKCHY CTpareriio «uu@poBoro I0OMiHYBaHHf», OCKIIbKH CYNPOTHBHUKHU
BUKOPHCTOBYIOTH Ki0epnpocrip AJs yaapiB N0 KPUTHYHIN iHQpacTpyKTypi Ta
MiIPUBY HANIOHAJBLHOI MOTYTHOCTI HM’KYe MOPOry 30pOMHOro KOHQIIKTY. VY
JOCJIIJDKCHHI, aBTOpaMU SIKOTO € BiJcTaBHUN reHepai-ierteHant Yapnp3 JI. «Tyna»
Myp-Monoaimuii, KonuHIA 3acTynHuK kKoManayBaua KiGepxomanaysanus CIIIA, Ta
bpert lNommmreitn, konumHii kepiBHUK Cioyx0u mudpoBoi 000poHHU, HIEThCS TPO Te,
0 TPaauIliiHI 3aco0M CTPUMYBaHHA HE CIHpaloBaid, a KidepOe3meka Temep €
HEBII'€MHOIO CKJIaJIOBOIO €KOHOMIYHOI CHJIM, BINCHKOBOI TOTOBHOCTI Ta I'€ONOJITHYHOIO
BIUIMBY... BOHM pekoMeHIyroTh: 1) aHaNITUYHY TMepeBary Ta IOBHY I1HTETpaliio
IITYYHOTO 1HTEJNEKTY B KiOep3axucT 1 KiOeparaku; 2) NpIOPUTETHUM 3axXUCT Ta
IHTErpOBaHy CTIWKICTh JJIi HAWMBaXJIUBIMIMX CEKTOPIB 1HQPACTPYKTYypH; 3) PpO3TIs
1HO3eMHOT0 KiOeprno3uiionyBaHHsi BcepenuHi mepexxk CIIIA sk 3arpo3u HalloHaJIbHIM
oesreni; 4) MOCTINHI «KiOepkammaHii» Ta Oe3mepepBHI oreparlii; Ta 5) NOrauOJIeHHS
OMEpPAaTUBHOIO TMApPTHEPCTBA MDK YpSAIOM, MPOMHCIOBICTIO Ta TPOMAJASTHCHKUM
cycmiascTBoM». (New Analysis Finds U.S. Unprepared for Persistent Cyber Conflict //
Endeavor Business Media
(https://www.securityinfowatch.com/cybersecurity/news/55340273/new-analysis-finds-
us-unprepared-for-persistent-cyber-conflict). 23.12.2025).

*

**

«He3Baxkawum Ha HemoaaBHi 3aHenokoeHHsi Kowmicii 3 kidoepnpocropy (CSC
2.0) moxo ynmoBuibHeHHs mporpecy CIIA B kiGepcdepi yepe3 OropoxkpaTu4Hi Ta
Ol0/’KeTHI 3aTPUMKH, TeXHIiYHA Ta cTpaTeriyHa MmojAepHi3auia deaepajbHOl
ki0epOe3nexkn Hacnpai NPUCKOPIOEThCA. 2025 pik cTaHe TOBOPOTHUM MOMEHTOM Y
nepexo/i BiJ TOJITUKH A0 TMPAKTUKH, a KUIbKAa BaXKJIMBUX 1HIIIATUB BU3HAYATh IE
nporpec. ..

HaiiGinpm TpancpopMamiiftHiuM € octatodyHe 3artBepkeHHs npaBuia CMMC 2.0,
ke HaOyJI0 YMHHOCTI B JucTomaidi 1 sike 3000B'si3ye monanm 80 000 mocravanbHUKIB
000pOHHOT MPOMUCITOBOI 6a3u 10 2026 poKy 3ampoBagUTH CYBOPi 3aXOAH KOHTPOJIIO
kibepOesmeku. lle mepeTBoproe KibepOesmeky 3 «GhOpMalbHOI TpoLEIypw» Ha
3aKOHOJIaBYy BHMOTY, CTBOPIOIOUH TEpeBipeHy, Oe3meuHy exocuctemy. OmpHOYACHO
MinictepctBo 060poHu (DoD) 3anpoBagmino Konuemniiro yropaBiiHHS pPU3UKAMU
kioepOesnekun (CRMC), ska Ge3nocepennbo 3amiHioe 3actapiny RMF 1 BukopuctoBye
MojieNb Oe3nepepBHOi onepariitHoi aisibHOCTI (CATO) 1 MOHITOPUHTY Ta pearyBaHHs
Ha pHU3UKU Maibke B pexuMi peanbHOro uacy. llel mnepexim 10 AWHAMIYHOTO,
3aCHOBAHOIO0 Ha JaHuUX 3a0e3nmeyeHHA O€3lEeKH 3OIMCHIOETHCA 3aBASKH 1HIIATHBI
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Software Fast Track (SWFT), sxa iaTerpye aBromarmsaiiito DevSecOps y mporec
npuaOaHHS. ..

Kpim Toro, Hamionanbauii iHcTUTYT cTanAapTiB 1 Texnosorii (NIST) BopoBamkye
PamMky ympaBimiHHS puU3MKaMU IITy49HOro iHTeNnekTy Ha 2026 pik, 1mo 3abesneuye
HEOOXITHY SCHICTH Il OE3MEeYHOr0 Ta BIMMOBINATBLHOTO BIPOBAIHKCHHS IITYYHOTO
IHTENEKTy. X04a IPOrpec y UMBUIbHIN MOMITHII MOXKE 3/1aBaTUCS MOBUIBHUM, IPOrPEC y
KOJIOB1M 0a3i, pedopMi npuadaHHs Ta MPOTOKOJIAX ayJUTY, BKIKOYAIOUM BIPOBAIHKEHHS
CMMC Ta npuitasarts cATO, nemMoHCTpye, 10 TexHIYHA ocHoBa Kibep3axucty CLIA
HIBUIKO PO3BUBAETHCS, MEPETBOPIOIOYM MOCTIMHUNA MOHITOPUHI Ta O€3MEyHl JIAHLIOTH
MOCTa4yaHHs 3 TparHeHb HAa OCHOBHI O4YiKyBaHHs. OJHaK 0e3 BIJAMOBIIHOI IIMBUIBHOI
MOJIITUKHU, MO0 CTUMYJIO€ O€3MeuHy IOCTaBKY MPOrpaMHOro 3abe3nedyeHHs, Mporpec,
JOCATHYTHH Ha TEXHIYHOMY pIiBHI, pu3uKye Oytu mimipBanumy». (Antoine Harden. US
cyber progress isn’t stalled — it’s evolving // Hubbard Radio Washington DC, LLC
(https://federalnewsnetwork.com/commentary/2025/12/us-cyber-progress-isnt-stalled-
its-evolving-2/). 22.12.2025).

**k*k

«HoBnii 3akoH npo HanioHaJabHY 000poHy (NDAA) 2026 poky, AiKMii BUIIJISIE
nonaa 900 minbspaiB go1apiB Ha ¢iHaHcyBaHHs [leHTarony, BHOCMTH 3HA4YHi 3MiHM
B chepy KiOepOe3neku Ta TeileKOMYHiKaliii, 0c00IMBO [JIsi BHCOKONOCAI0BIIiB
ypsaay CIHA Ta nepcoHainy, sIKMi BHUKOHY€ BasJIMBI (PyHKuUili 3 HauioHAJIbHOI
oe3mexkn. [Iporsrom 90 AHIB BIANMOBIIHMK TepcOHA] TOBUHEH OyTH 3a0e3medeHuid
MOOUTBHUMH ~ TejdedoHaMU 3 TOCHUJIICHUM 3aXHCTOM KiOepOes3rneku, BKIIYarodu
mudpyBaHHs, MOCTIHHUI MOHITOPUHT Ta MOCTIMHE 3aTyMaHEHHS 1A€HTH(IKATOPIB. ..

NDAA Takox BHUMarae CTBOPEHHS «PU3UK-OPIEHTOBAHOI CTPYKTYpH», IO
JETANBHO OMHCY€E CTaHAApTH KiOepOe3neku Ta GI3MYHOI Oe3MeKu I TEXHOJIOTIN
MAITUHHOTO HABYaHHA Ta IITYYHOTO IHTENEKTY, IO 3aKyMOBYIOThCS MIiHICTEPCTBOM
000pOHHU, a TAKOK PEKOMEHJallli 3 O€3MeKu I 3aXUCTY CHUCTEM IUTYYHOI'O THTEIEKTY
B1J1 cab0OTaxy Ta KpaJI>)KKU TEXHOJIOT1H 3 O0OKY BOpOTiB, 110 (IHAHCYIOThCS AepxkaBoro. i
BUMOT'H JIOMOBHIOIOTh CTBOPEHHSI KOMIUJIEKCHOI MOJITUKH KiOepOe3NneKu Ta ynpaBiiHHS
JUISL BCIX CHCTEM LITYYHOI'O IHTEJIEKTY/MAIIMHHOTO HaBYaHHs B [leHTaroHi. ..

NDAA TakoX BHUMara€ CTBOPEHHSI «PU3UK-OPIEHTOBAHOI CTPYKTYypH», IO
JeTaJbHO OIMHUCY€E CTaHAApTU KiOepOe3neku Ta ¢i3uyHOI O€3MeKu IS TEXHOJOTIH
MAIIMHHOTO HABYaHHA Ta IITYYHOTO IHTENEKTY, IO 3aKyNOBYIOThCS MIiHICTEPCTBOM
000pOHHU, a TaKOXK PEKOMEHJallli 3 Oe3MeKH ISl 3aXHCTY CHUCTEM INTYYHOTO 1HTEJIEKTY
BiJl Ca0OTaXy Ta KPaJiKKU TEXHOJIOTH 3 00Ky BOPOTiB, 110 (piHAHCYIOThCS AeprkaBoto. Lli
BUMOTH JIOTIOBHIOIOTh CTBOPEHHSI KOMIUJIEKCHOI TOJITUKH KiOepOe3neKku Ta yrpaBiIiHHS
JUIE BCIX CHUCTEM INTYYHOTO IHTENIeKTy/MamuHHOTO HaBuaHHs B [lenrtaroni». (Ellen
Jennings-Trace. Trump’s new $900 billion Pentagon funding plan includes ‘enhanced
cybersecurity protections’ for Cyber Command - here’s what we know // Future US,
Inc. (https://www.techradar.com/pro/security/trumps-new-usd900-billion-pentagon-
funding-plan-includes-enhanced-cybersecurity-protections-for-cyber-command-heres-
what-we-know). 20.12.2025).

**k*k
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«AMepukancbki 3MI mosBigomusiiore, mo aaminicTpaumis Tpamma rorye
cruciay, mn'stucropinkopy HaumioHaabHy crpareriio Ki0epOe3dnmeku, sika Oyjae
onyoaikoBaHa B ciuHi 2026 poky, a norim Oyae BUIaHO BUKOHABYMI HaKa3, SIKUM
JAOPYYUTHh OKpPeMHM JenapraMeHTaMm ii peanizamiro. Ha BiamiHy Biax momepemHix
IUTaHIB, IO HajiuyBajdu moHaa 30 CTOpPIHOK, el JOKYMEHT, fK MOBIAOMIISETHCS,
BHU3HAYAE I1ICTh OCHOBHUX HAIPSMKIB 1 3aJIMIIIA€ ONEPATUBHI JI€TAll HA PO3CY]l ar€HTCTB
Ta YIpaBiIiHHSA 3 IUTaHb YIIPAaBIiHHS Ta OIO/IKETY ...

KibGep3anobiranus ta kibeparaka: GopMyBaHHS KiOEpPIIOTY>KHOCTI SIK IHCTPYMEHTY
Jep>KaBHOTO YIPABIIHHS IS BIUISIKYBAaHHA a00 MOMEpPE/KEHHs CYNPOTHUBHUKIB 1, 3a
HEO0OX1THOCT1, HAHECEHHS YJIapy Y BIAMOBIIb.

VY3romkeHHss ~HOPMATHBHO-TIPABOBUX  aKTIB:  BIOPSJKYBaHHS  HHUHIIIHBOTO
nabipuHTy QeaepanbHuX KiOeprpaBuil Ta ayaWTIB, IO € BIATYKOM Ha CKapru raiysi
mojao ayomoBanHsa; Mojemwnro € CMMC  MinictepcrBa o6oponn CIIA, ska
0e3mocepeTHbO MOB'SI3y€e BUMOTH O€3MEKH 3 MPAaBOM Ha YKJIaJICHHS] KOHTPAKTIB.

MopepHizaliiss Ta 3akymiBias (eneparbHUX MEpeX: BHKOPUCTAHHS KYIIIBEIBHOI
CIIPOMOXKHOCT1 ISl 3MIITHEHHSI yPSJIOBUX CHUCTEM Ta TOIIMPEHHS BUMOT O€3MeKH Ha
JAHIFOTH MTOCTaYaIbHHUKIB. . .

Po3BUTOK  TpymOBUX peCypcCiB: pO3IIMPEHHS, HABUYaHHA Ta YTPUMaHHSA
KiOepTanaHTIB y J€p>KaBHOMY Ta IPUBATHOMY CEKTOpax.

3axXyCT KPUTUYHOI 1HQPACTPYKTYPH: MIJIBUILEHHS CTIHKOCTI €eHEPreTUKU, OXOPOHU
3JI0pOB'sl, TPAHCIIOPTY Ta 1HIIUX BaXJIUBUX CIIYXKO.

HoBi TexHO0T1i — IMTYYHUM 1HTENEKT, CydacHa Kpurnrorpadis, KBaHToBa (izuka
TOIIIO — Ta iX BIUIMB Ha O€3MeKy...

3rigHo 3 BUTOKamu iHdoOpMmarlii, cTpareris Oyjae cnpsMOBaHa Ha OUTbII aKTUBHI
HACTyHaJIbHI omepamii 1, MOXIWBO, HaBITh MepeadadaTiMe OOMEXEHY ydYacTh
MPUBATHOTO CEKTOpa, IO MOXE CHPUYMHUTH IOPUIUYHI MPOOJIeMH Ta eCKaJlalliio
koH(DIikTYy. BOoHa Takox mependavae «rapMoHizaiito» GpeaeparbHIX HOPMAaTUBHUX aKTiB,
XOua HE3pO3yMUIO, YM 1€ O3Haya€ TMiJBUIINCHHS O0a30BUX BUMOI, CKOPOYECHHS
OIOPOKPATUYHUX NPOUEAYP, YU 1 T€, 1 1HIIE. ..

KoMmeHTtaropu 3a3HayaroTh, 1m0 Oynb-aka HaaiiiHa kidepctpateriss CLIIA Ttakox
MMOBMHHA BH3HAYaTH YITKI MEXI1 BIJNOBIJAILHOCTI, BCTAaHOBIIOBATH IIOKA3HUKH, IO
BUMIPIOIOTh CTIHKICTh, @ HE€ AaKTHUBHICTh, BHUPINIYBATH MUTAaHHS BIJMOBIJAIBHOCTI
JAQHIIOTIB TTOCTAa4aHHs, PO3TJISAAaTH KiOepOe3NeKy sk OCHOBHY €KOHOMIUHY O€3IEeKy Ta
3abe3reuyBaT O€3MEpPEPBHICTh y PI3HUX aaMIHICTparlisax. Uu 3amoBHUTH MalOyTHs
CTPYKTypa Il TPOTAJIMHH, TMOKH IO HEBIJOMO, aje CTpaTeriyHa JIOTiKa € YiTKOIO:
CTpUMYBaHHS, Yy3TOJDKEHE PpETYyJIIOBaHHSA, MOJIEpHI30BaHI (enepanbHl CHCTEMH,
KkBamQikoBaHa poOoda Cuia, 3axuileHa 1HPpacTpyKTypa Ta Oe3ledHe BIPOBAKECHHS
HOBHUX TEXHOJIOTIH.

OckuIbKM K10€p3arpo3u HE Y3rOJKYIOThCS 3 MOJITUYHUM KaJleHJIapeM, aHAIITHUKU
CTBEP/IKYIOTh, 1110 LIHHICTh IUJIaHy OyJe 3ajie’kaTu BiJ MOro CTIMKOCTI Ta ABONAPTIMHOL
OiATPUMKH; CHOAIBAIOTHCSA, IO WOro MPHUHIMIIOBA MOJAENb, SKa peali3yeTbes
JIEpP)KaBHUMHM OpraHamMH, MOXKE CJIyTryBaTH CTaOUIbHOIO OCHOBOKO JUIsi MaiOyTHIX
anMinictpaniii...» (Emil Sayegh. The Trump Administration Preparing New
Cybersecurity Strategy For 2026 Il Forbes Media LLC
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(https://www.forbes.com/sites/emilsayegh/2025/12/21/trump-administration-prepares-
new-cybersecurity-strategy-for-2026/). 21.12.2025).

**

«...He3Baxaw4u HAa NMOCTiHHI HOBUHU NPO NMPOrpaMu-BuMaradvi, QimuHr ta
iHmi kidep3arpo3u, 0araro mauaux i cepennix migznpuemcrs (MCII) y CnosyuyeHux
IIItatax NpoaOBKYIOTh HEJOOUIHIOBATH Ki0ep0e3leKy, 4acTo 4epe3 PO3pUB Yy
komyHikanii Mmix IT-agminicTpaTopaMu Ta BHMIOMM KePiBHUITBOM, fIKe He
po3risiiae ii sk crpareriuny inmBectuniro. Jlocmimpkenns Guardz MiIKpecHIroe IT0
HeOe3MneuyHy TeH/ISHIIII0, BUSBIISIIOUH, 110 3HayHa KuUibKicTh MCII HeodiHaHCOBYE CBOIO
IT-indpacTpykTypy, 3alMIIalOyd CUCTEMHM 3acTapuliMd Ta ©0€3  OHOBJICHb...
JocnimxkeHHs: mokaszano, mo mnoHag 50% Manux 1 CepellHIX MiANPUEMCTB J0PYYaloTh
BUKOHAHHS  KPUTUYHO  BaXJIWMBHX  3aBJaHb 3  KiOepOE3leKh  HEeJIOCTaTHHO
kBamdikoBanoMy 3araibHoMy IT-mepconany, a maibke 69% He MarTh OdimiitHOrO
IUTaHy pearyBaHHS Ha 1HIUJEHTH a00 KibepcTpaxyBaHHs, IO POOHUTH iX BPa3IUBUMU 3
(dbiHaHCOBOI Ta omepaliiHoi TOYKH 30py. [l03UTUBHUM MOMEHTOM € Te, MO e()EeKTUBHE
BIIPOBA/KEHHSI CTpaTeriii pe3epBHOrO KomioBaHHSA AaHuX [T-komMaHmamMu T03BOJIAIIO
0araTbOM MajuM 1 CEpeIHIM MIANPUEMCTBAM BIJHOCHO IIBHJKO BIJHOBJIFOBATHUCS MICIIS
HuuAeHTiB. OfHaK y 3BITI NIJKPECIIOEThCS HarajibHa MmoTrpeda Maiux 1 CepeHiX
HOIJOPUEMCTB Yy TNPIOPUTETHOMY CTaBIEHHI [0 KiOepOe3neku MHUIAXoM 301IbIICHHS
1HBECTHIIIM, 3a]y4yeHHs CIEllaji30BaHUX E€KCIIEPTIB Ta KOMIUIEKCHOTO IJIaHyBaHHS s
3a0e3MeUYeHHsT JIOBIrOCTPOKOBOI Oe3mepediitHocTi Oi3Hecy...» (Naveen Goud. Study
Reveals Businesses Continue to Underinvest in Cybersecurity and Neglect
Vulnerability Assessments // Cybersecurity Insiders (https://www.cybersecurity-
insiders.com/study-reveals-businesses-continue-to-underinvest-in-cybersecurity-and-
neglect-vulnerability-assessments/). 25.12.2025).

**k*k

«Ilyoniuna Oiogioreka Jlemyre (CIIIA) moBHiCTIO BiZHOBHMJIA PO0OTY Mic/isA
ki0eparaku, B pe3yJbTaTi fIKOi O0yB NOIIKO/I:KE€HHH cepBep, 0 MICTUB [JaHi Mpo
3B'AI3KH 3 rpoMajacbkicTio. CucreMa, sika oOciayroBye maibke 96 000 BigBigyBadiB y
n'ati  QuiisSX, 3adyywia 30BHIMIHIX (axiBLIB JUIsi TOCWICHHSA 3aXHUCTY; >KOJHUX
JOJIATKOBHUX MOJPOOUIb HE TOBIAOMIIAE€ThCA. ['eHepanbHuil qupekTop Toprosoi manatu
benna Capa Openpanb 3asBuia, IO II€H IHIMAEGHT MOKa3ye, M0 KOXHA MicleBa
oprasizailisi TOBUHHA CEPUO3HO CTABUTUCA N0 KiOepOe3neKu, OCKITbKH 3yMHUHKa POOOTH
MiPUBAE TOBIPY KITIEHTIB. ..

3rigHO 3 JAaHUMHU OKPYTY, JEep>KaBHI YCTAaHOBU B OKpy3i JlemryTc 3a ocTaHHI JBa
POKH 3a3HAIIN MOHAWMEHIIIE YOTHPHOX 1HIMX KibepaTak, mpo AKi OyJI0 MOB1IOMIIEHO:

* 24 rpynnus 2024 poky — maxpaiictBo 3 QR-komoM B €NeKTpOHHIM MOLITI
(G1HAHCOBOTO BIAJUTY HAJAI0 3JIOBMUCHUKAM JOCTYyH 10 Onu3bko 90 MOBIIOMIIEHB,
MOB'SI3aHUX 3 BUILIATOIO 3apOOITHOI IMJIaTH (HOMEPHU COLIAJIbBHOTO CTpaxyBaHHS HE OyJu
PO3KpHUTI).

e 17 ciuas 2025 poxky — QimmHr B o(ici OKpy>KHOr0 MPOKYpopa MPHU3BIB 10
HECAHKI[IOHOBAHOTO BUKOPUCTAaHHS E€JIEKTPOHHOI MOIITOBOI CKPUHBKU; OYJIM PO3KPUTI
ocobucti mani 149 ocib, a )kepTBU OTPUMAIIA PIYHUA MOHITOPUHT KPEIUTHOI 1CTOPII. ..
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* 31 xoBTHs 2025 poKy — cTaBcs 37I0M CHCTEMHU HAIIHHOTO Oi3Hec-mapTHepa, 110
BIUTMHYJIO Ha 200 criBpOOITHUKIB I'ATH BIJJIUIIB OKPYTY; aTaKy BJIAjoCs JIOKaJIi3yBaTH, a
65 0ci0 oTpUMalI 3aXUCT KPETUTIB.

» 25 muctomanga 2025 poky — (DIMIMHTOBE €IEKTPOHHE TMOBIIOMIIEHHS 1HIIIOTO
napTHepa Hafiinuio crniBpobitTHukaMm County Fair & Expo Center; 6yi0 3mamaHo 1IicTh
00JIIKOBHX 3aIKCIB, aJle OCOOMCTI JaH1 HE BUTEKIIH. ..

Hupextopka IT-Bigmginy oxpyry Tans Maxyn 3a3Hauwia, 1O CHEUIaNbHUAN
MEHeKep 3 Oe3lmeKkd Ta MOCTaYalIbHUK MOCHYr IIJ10J0O0OBOIO  MOHITOPHUHTY
JOTOMaraloTb  IIBUJAKO BHUABISATH Ta JIOKali3yBaTh TNopylieHHs. bibmioreku
3aJIMIIAI0THCS TOJOBHUMHY LIJISIMU 7151 (DIIMHTOBUX aTaK Ta aTak 3 BUTOKOM JIaHUX, IO
MJIKPECIIIOE CKIIQIHICTh 3aBJIaHHS 3aXUCTy KOH]iaeHIIiHOT 1HQopMallii npu 30epekeHH1
nyOaiunoro mocrymy». (Suzanne Roig. Deschutes libraries back to normal following
cyberattack // The Bulletin (https://bendbulletin.com/2025/12/24/deschutes-libraries-
back-to-normal-following-cyberattack/). 24.12.2025).

*kx

*

«Ki0epataku Ha aepomoptn CIIA pi3ko noCWIWINCH, TNePeTBOPHBIIU
undpoBy iHPPACTPYKTYPY Ha TOJIOBHY TOYKY BIiIMOBH /IJisl aBianepeBe3eHb. Y
cepnHi 2024 poxky araka mporpaM-BuMaradviB Ha MixHapoaHuii aepomnopt CietJr-
Takoma mapasaizyBana po0ory cucreM mnpoaaxky KBUTKiB, Wi-Fi Ta exkpaniB 3
iHdopmani€ero npo peicu, MO MPU3BEJIO 10 3aTPUMOK 200 CKACYBAHHS THCHY PeEMCiB
i NpoAeMOHCTPYBAJI0, HACKLIBKM  TIJIMOOKO  omepaumii  3aJjexarb  BiI
B3aEMONOB'si3aHuX cucteM. [Iporsrom 2025 poky s TEHIEHIIS IOCHIMIACS:
®denepanbHe yrpaBiiHHS nuBLIbHOI aBiamii (FAA) 3adikcyBaio MOABOEHHS KUIBKOCTI
cnpo0 aTak, a IHIUACHTH BapiroBalucs Bijx 300iB y peecTparlii 0 >KOBTHEBOTO 3JIOMY
MepeXi TYYHOTO 3B'S3Ky MDKHApojHOTO aeporopty [appicOypra, ne mpoxamaciBChKi
MOBI1IOMJICHHSI BUKJIMKAIH NaHiky. [lani Verizon nokasyioTb, 1110 MEPEBaKalOTh TAKTUKU
TPETIX CTOPIH 1 MporpamM-BUMAaradyiB, MPUYOMY 3JIOYHMHII BUKOPUCTOBYIOTH 3acTapiie
nporpaMHe 3a0e3nedyeHHs Ta ciaaOki KiOepOroKeTH, OCOOJMBO B pPEriOHAIbHUX
aeporoprax...

Benuki TpancniopTHi By3iu, Taki ik LAX, O'Hare Tta JFK, MatoTh cyuacHi cucteMu
3aXHUCTYy, ajl¢ MEHIl OO0'€KTH 3aJMIIAlOThCS Bpa3duMBUMHU. [pynu XakepiB, IO
BUKOPUCTOBYIOTh IpPOrpaMH-BUMAaradi, BCE YacTillle BHMAararmoTh BHUIUIATH BUKYIY 3a
BiTHOBJIEHHS TociyT, Tofl ik OBP ta CISA 3aknukaioTh aeponopTy MOCUIIOBATH 3aXHUCT
MepeX, BUJAIOUN MMOCIOHUKH 3 HAWKpaITUX MPAKTUK, TPOBOSYHN ayAUTH Ta 3aKIUKAIOUH
70 BIPOBADKCHHS CHCTEM BHSIBICHHS aHOMaJili Ha OCHOBI IITYYHOTO IHTEIICKTY.
Excrieptu momepemkaroTh, MmO 0Oarato aeporopTiB BCE II€ BIJACTAIOTh y MUTAHHIX
BCTAHOBJICHHSI BUIIPABJICHb, CETMEHTAIll Ta IIJI0J000BOTO MOHITOPUHTY, IO 3aJUIIAE
PHU3HK Ha BUCOKOMY piBHI 110 2026 poky.

[Tacaxxupu MOXyTh JTONMOMOITH, YHHKAIOUM BUKOPUCTAHHS MyOIIYHUX Mepex Wi-
Fi nns xkoH(}imeHmIMHUX TpaH3akUid, YBIMKHYBIIM JBO(AKTOPHY aBTEHTU(IKaLIIO Ta
CTeXauu 3a (PIHAHCOBMMH paxyHKamMHu Ha MpeAMeT LaxpaicrBa. 3pemiToro, aBlalliHa
rajiy3b IMOBUHHA CTaBUTHUCS N0 KiOepOe3nmeku Tak camo, SIK 10 Oe3MeKd: MOCTIHHO
1HBECTYBaTH, OHOBJIIOBATM 3acTapilii CUCTEMH, 3axXUIIaTH KaHalud 3B'SI3Ky Ta
BIJINIPAIbOBYBATH IIJIAHU pearyBaHHs Ha KPU30Bi cUTYyallii. be3 Takux 3axoiB mporpamu-

47



BUMaradi, TIOPYyIICHHS O€3MeKHd JaHWX Ta XaKepChKi aTakW, IO TOPYIIYIOTh pOOOTYy
cucteM, OyayTh 1 Hajaajal 3aTpUMyBaTH MAaHIPIBHUKIB Ta MIAPUBATH JIOBIPY [0
nositpsiHoro Ttpancrmopty CIHIA». (US Airports Under Siege: Cyberattacks Target
Travelers, Stranding Thousands — What’s Next for 2026? // Travel And Tour World
(https://www.travelandtourworld.com/news/article/us-airports-under-siege-
cyberattacks-target-travelers-stranding-thousands-whats-next-for-2026/). 23.12.2025).

**k*k

«..Hanpukinui gunasa raasa CISA Maaxy lorrymykkana ao0poBiibHO
NPOMIIOB TeCT HA moJjirpadi B paMkax cBOIX 3yCHJIb OTPHUMATH AOCTYI /10 OJHI€I 3
HAHOILIbII CeKPEeTHUX Po3BiAyBadabHUX nporpam ypsaay CIIA — nocryn, skui Horo
nmigJiersii HeoJAHOPAa30BO BiAMOBJIsLIM Homy. BiH He NpoHIIOB TecT Ha JETEKTOPI
Opexni. IlizHime MiHICTEepCTBO BHYTPINIHBOT OE€3MEKHM  OroJIocHiIo  mojirpad
«HEABTOPU30BAaHUM» 1 BIICTOPOHUIIO Big poOOoTHM micThoX YMHOBHUKIB CISA,
BKJIIOYAIOYM JUpPEKTOopa 3 Oe3nekd Ta 3acTylHHKa KEepiBHUKA amapary, I[OKU
PO3CIIAY€EThCS, YU HE BBENM BOHU [ OTTYMyKKally B OMaHy, HaTSKHYBIIH, 1110 moJirpad €
OOOB'I3KOBMM... 3a JaHUMHU KaJApPOBOi TOKYMEHTallli, AUPEKTOP OCOOMCTO IMiMUCaB
JOKYMEHTH, IO NepeadayatoTb 000B'I3KOBY MEPEBIPKY ISl OTPUMAaHHS TaKUX JO3BOJIB.
Ckanpan cnanaxHyB y Tou 4yac, komu CISA, sika BXke CTHKAE€TbCA 3 CKOPOYEHHSIM
OropKeTy Ta IITary mia 4Yac aamiHicTpamii Tpamma, HaMmaraeTbcs BHOpaTHCS 3
HacJ1KaMu TOro, IO ii HAaWBUIMKM MOCAJ0BElb HE MPOMIIOB MEPEeBIPKY Ha Oe3meKy, a
TAKOX 3 panTOBUM BIJCTOPOHEHHSIM KIJTBKOX BHCOKOIIOCTaBIEHUX CIIBPOOITHUKIB
cnyx6u Oesneku». (Taras Safronov. Head of the US Cyber Security Agency Fails
Polygraph Test and Fires Subordinates Il Militarnyi
(https://militarnyi.com/en/news/head-of-the-us-cyber-security-agency-fails-polygraph-
test-and-fires-subordinates/). 23.12.2025).

**k*k

Kpaium €C Ta BeamxobpuTaHisd

«..lIBenwis npucrynuiaa no snpoBaa:keHHs JIupexktuBu €C NIS2 wyepe3
3aKOoHONpoeKT 2025/26:28, nponoHyw4YH HOBHIl Mixraiay3eBuid 3aKoH mpo
kioepOe3neky, sikuii 3aminuth 3axkoH NIS 2018 poky. 3akoH, skuii mae OyTu
BUHECEHUH Ha rojocyBaHHs B napiameHTi 10 rpyaus 2025 poky 1 Habpatu yuHHOCTI 15
ciyast 2026 poky B pasi NPUHHATTS, KOHCOJIAYE€ BUMOTH 10 O€3MEKH, MOBIIOMIIEHHS PO
IHIMJICHTH Ta HArJISay JUIsS JICp)KaBHUX 1 IMPUBATHUX OIEpPATOPIB, a TAaKOXK BKJIIOYAE
BIJIMTOBITHI MTOMIPABKH JI0 3aKOHIB MPO €JIEKTPOHHI KOMYHIKAIlil, JOMEHH BEPXHBOTO PIBHS
Ta KoH(ineHuifHicTh... Moro cdepa 3acTocyBaHHS NOIMPIOETECA HA 18 CceKTOpiB
(eHepreTuka, TPaHCIOPT, OaHKIBChKA Ta (hiHaHCOBA 1HPPACTPYKTYpa, OXOPOHA 3/10POB'A,
NUTHA BOJA, CTI4YHI BOJH, U(poBa iHPpacTpykTypa, ynpasminas [KT-nociyramu (B2B),
Jiep’KaBHE YIPABIIHHS, KOCMIYHA Tally3b, MOLITOBA Ta Kyp'epchbKa CIyk0a, yIpaBiIiHHS
BIJIXOJIaMH, XIMIYHA TPOMUCIOBICTb, XapuoBa MPOMMCIOBICTb Ta BUPOOHHUIITBO).
Cy0'extn KJI1acU(IKYIOThCS SIK «HEOOXITHD» a00 «BaXKJIMBI» 3aJI€KHO BiJI CEKTOpa, BUIY
OISUIBHOCTI Ta po3mipy (sk mpasBwino, >50 cmiBpoOITHUKIB abo >10 MiH €Bpo
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o0opoTy/banancy), pu MOMY JEsKi KaTeropii OXOILTIOIOTHCS HE3aJeKHO B PO3MIPY
(HampuKkiIaa, TMOCTA4aJbHUKKM  TPACTOBHX  MMOCIAYr Ta  KOHKpeTHa  1udpoBa
iHppacTpykTypa). llIBenceke arentcTBo 3 Haa3BuuaHux cutyamii (MSB) Oyxe
BUCTYNaTH B SKOCTI KOMIIETEHTHOTO OpraHy 1 MOX€ JOJaTKOBO TpHU3HAYATH
«HEOOX1THUX» OIMEepaTopiB. ..

[TopiBasino 3 3akonoM mpo HIC, o0oB'a3ku omepaTopiB YTOUHEHI Ta MOCHUJICHI:
ornepaTopy MOBHHHI 3apeectpyBatucss B MSB; 3aiiicHIOBaTH TPOMOpPLIMHE YHpaBIIHHS
pU3MKaMu Ta OE3MEKOI0 Ha OCHOBI OLIIHKM PU3UKIB y BCIX CBOIX Onepauiiax (a He TUIbKU Y
BU3HAYEHMX IOCITYrax); MITPUMyBaTH CUCTEMATUUYHY poOOTY 3 iH(opMalliiiHoi Oe3neKy;
HABYATH BUIIE KEPIBHUIITBO (0OOB'SI30K, 32 HEBUKOHAHHS SKOTO TIepe10aueHo CaHKIIil) Ta
MPOMOHYBATH HABYAHHS MEPCOHANTY; MOBIIOMIIATH MPO 3HAYHI 1HUUIAEHTH A0 MSB sk
CSIRT (mocravyanbHUKH JOBIPYMX MOCIYT MPOTSIroM 24 ToAWH; IHIII TPOTAroM 72
TOJINH, OCTAaTOYHUU 3BIT MPOTIATOM OJHOTO MicsIl); Ta 0Oe3 3aiiBOi 3aTPpUMKHU
1H(hOpPMYBaTH OTPUMYBAYIB MOCTYT MPO 3HAYHI IHIUACHTH Ta, Y BIJMOBIIHUX BUMAIKAX,
PO 3aXMCHI 3aX0JU MO0 3HAYHKUX Kibep3arpo3. 3acobu mpuMycy BKIIOYAIOTh JIOTaHH,
CyZ10Bi 3a00poHHU (TIOTEHINHO 3 YMOBHUMU ITpadamMu Ta OMPUITIOMHESHHSIM 1HGOpMAaITii
OpO HEBUKOHAHHS BHUMOT), aJIMIHICTpaTUBHI mTpadu (IE OCHOBHHMX CYO'€KTIB
rocrnojiaproBants — 10 2 % Big miobaasHOro 060poTy abo 10 MIIH €BpO, 3aJIEKHO Bijl
TOTO, SIKa cyMa OuIbllIa; JJI1 BAXKIIMBHUX Cy0'eKTiB rocnojaptoBanss — 110 1,4 % abo 7 MiH
€BPO, 3aJIKHO BiJ TOTO, sika cyma OuIblla; AJA JAEp:KaBHUX omeparopiB — a0 10 muH
MIBEJICBKUX KpoH; MiHIMyM 5000 mBeaChKUX KPOH) Ta 3a00pOHY Ha YIIPaBIIHHSI CTPOKOM
BiJ 1 10 3 pokiB 3a cepito3Hi yMHUCHI 200 rpy0i Hep0asl MOPyIICHHS.

Opranizarlii TOBUHHI CIIOYATKy OI[IHUTH, YH IIiJIMaJIal0Th BOHHU IIiJI IO 3aKOHY
(cexTop, po3Mmip, cremiaibHI KaTeropii), a MOTIM TNPHUBECTH CBOKO JISUTBHICTH Y
BIJIMOBIJTHICTh 70 HOBOTO PEXHMY: OHOBUTH CHCTEMY OE3MEKH BIAMOBITHO [0
MIHIMQJIBHAX BHUMOT 3aKOHY Ta MPUUHATH MIAXIJI, [0 BPAXOBYE BCI PU3HKH; 3a0€3MECUUTH
HABYaHHS 3 TMUTaHb YIPABIIHHSI Ta MEHEKMEHTY; aJalTyBaTH MPOIECH MOBITOMICHHS
PO IHIMJICHTH Ta IHPOPMYBaHHA KIIIEHTIB; NIArOTYBaTH peecTpauiiini 1adi 11 MSB; ta
NOCWJIUTA BUMOTH /IO T[OCTAYaJIbHHMKIB 1 CYONAPAJHUKIB 32  JONOMOIOIO
KapTorpadyBaHHs JIAHIIOTIB TOCTa4aHHsS, OI[IHKM PHU3UKIB Ta JIOTOBIPHUX IOJIOXKEHb,
OJIHOYACHO CTEeXauh 3a MalOyTHIMHM TNpaBWIAMHM BIPOBAKEHHS BIJ HAarjasJOBUX
opraHiB...» (Erik Ullberg, Christel Rockstrom, Amanda Jonsson. NIS2 proposed to be
implemented in Swedish Law by “Cybersecurity Act” // CMS Legal (https://cms-
lawnow.com/en/ealerts/2025/12/nis2-proposed-to-be-implemented-in-swedish-law-by-
cybersecurity-act). 02.12.2025).

*k*

«HiMeubkuii 3akoH mnpo BnpoBajxeHHss NIS2, skuii HaOpaB 4YHMHHOCTI 6
rpyans 2025 poky, tpancnonye JupexktuBy €C NIS2 i 3Ha4HO pO3IMPIOE KiJIBKICTh
peryjaboBaHux opranizanii 3 npubausno 4500 mo 30 000 cyd'ekrtiB. 3akoH
3aCTOCOBYETHCSl [0 «BAXKIUBUX» Ta «OCOOJMBO BAXKIMUBUX» CYO'ekTiB y 18 cekropax,
BKJIIOYAIOYM €HEPreTHKY, TPAHCIOPT, OXOPOHY 370pOB'A Ta HU(GPOBY 1HPPACTPYKTYDPY,
SKIO0 BOHU MaroTh y mrati He MeHIe 50 ocib abo piunuii o6opot/6ananc nepesuirye 10
MIJBHOHIB €BpO, 32 JEIKUMH BUHATKAMU, TAKUMHU SIK MICIIEB1 OpraHu BJIaJu Ta HaBYaJIbHI
3aKJIa/Iu. . .
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OCHOBHI BHMOTH BKJIIOYAIOTh OOOB'SA3KOBI 3aXOAM 3 YIPABIIHHA pPU3HKAMU
ki0epOe3rekn, Mo OXOIuoTh yci IT-cuctemu (a HE TUIBKM KPUTHYHO BaXKJIMBI1),
TpUpiUHE HaBYaHHS KEPIBHUIITBA Ta TPHUETAINIHE TMOBIAOMIIEHHS NPO I1HIUACHTH (24-
TOJMHHE  TIONEpPE/KEHHS, 72-TOJAWHHE  IOBIAOMIICHHS, MICA4YHE  MiJACYMKOBE
noBigomiieHHs ). Cy0'eKTH TOCIIOAapIOBaHHS TTOBUHHI 3apeecTpyBaTucs y denepaibHOMY
BIJIOMCTBI 3 1H(opmauiiiHoi 0e3nexku (BSI) mpoTsarom TppoX MICALIB 3 JaTh HAOpaHHS
ynHHOCTI 3akoHOM. llITpadu Bianosigarots ctpyktypt GDPR 1 cranoBisTs Makcumym 10
MUIbHOHIB €Bpo abo 2% Bia TJ00aIbHOTO OOOPOTY I OCOOJMBO BaXKIJIMBHUX
oprasizaiii. ..

Himeuunna Takox BUXOIWUTh 3a pamku NIS2, 3ampoBapkyroum OUTBII CyBOpI
npaBuia IMIOAO «KPUTHYHUX KOMIIOHEHTIBY», II0 BUKOPHUCTOBYIOTHCS B KPUTUYHUX
00'ekTax, J03BOJISAIOYM MIiHICTEPCTBY BHYTPIIIHIX CHpaB 3a00pOHSATH NIEBHI MTPOJAYKTH Ha
MiJICTaBl PU3MKIB JJis OC3MEKHW Ta BUMAararoudd BiJl ONEpaTopiB 3M1MCHIOBATH MOCTIHHUN
MoHITOpuHT. KOMITaHii OBUHHI MPOBOAWTH OIIHKY O0OCSTY, TOTYBAaTUCS /IO PEECTpAIlii,
neperiasgaTd MporpaMyd HABYaHHSA paad JUPEKTOPIB, I1HBEHTApHU3yBaTH KPUTHYHI
KOMITOHEHTH Ta BIJMOBIJIHO OHOBIIIOBATH KOHTPAKTH 3 JAHITIOTAMHU ITOCTa4aHHI...)»
(Theresa Ehlen, Lutz Riede. Germany implements N1S2 — What you need to know now
/I Freshfields (https://technologyquotient.freshfields.com/post/102Iwz4/germany-

implements-nis2-what-you-need-to-know-now). 06.12.2025).
**x*

«€EBponeiicbkuii Corw3 Hagacte BipMmenii 12 MUIBHOHIB €BpO HamepeaoaHi
napJjamMeHTcbKux BHOOpiB 2026 poky aasi mporuaili aesingopmanii, MoCHJICHHS
Kki0epOe3nexn Ta 3MillHEHHS JeMOKPATHYHHUX IHCTUTYTIB. Sk oronocuna komicap €C
3 MIUTaHb PO3LIUPEHHS Ta MOJITHKU cycinctBa Mapra Koc, el maker € iHTEerpoBaHOIO
IPOrPaMoOI0 MIATPUMKH BHOOPIB, CIIPSIMOBAHOIO HA JIEp>KaBHI IHCTUTYTH, HezanexH1 3MI
Ta TPOMAASHCHKE CYCHUIBCTBO. BiH chOpusTHMe TMIABUIIEHHIO  CIPOMOXHOCTI
nependavaTy riOpUIHI 3arpo3u Ta pearyBaTd Ha HHUX, CTBOPEHHIO CHCTEM DPAaHHBOTO
NOMEPE/KEHHSI Ta IIBUAKOTO pearyBaHHA Ha 1HO3€MHI MaHINyJALii 1HPOpMali€ Ta
BTpYYaHHS, MIATPUMII KYypPHATICTUKH, 10 Oa3yeThcsi Ha ¢akTax, Ta CTpaTeriyHii
KOMYHIKallil, CTBOPEHHsSI CUCTEMHU ILIBUJKOIO pearyBaHHsS HAa 1HO3EMHI MaHIMyJsLii Ta
BTpyuaHHd B 1H(opmauiiny cdepy (FIMI), a Takox mNOrauOneHHO CHIBIOpall MiX
BIpMEHCHLKMMU opranamu Ta iHcturyiismMu €C y cepax 6e3neku, mimicHOCT 1HGopMmarii
Ta BUOOPIB.

Cnuparourch Ha YCHINIHMK A0CBiA MOJAOBH, 1HIIIATHBA CHpPUSIE AKTUBHOMY
(GbOopMyBaHHIO HApaTUBY Ta CHOPOCTYBaHHIO Mi(DiB, a TaKOX MiIKPECTIO€ HEOOX1THICTH
CTBOPCHHSI CUJBHUX IHCTUTYIIN, cTiiikux 3MI Ta akTUBHOrO TpPOMaISTHCHKOTO
cycrninbeTBa. g miaTpuMka, sika po3risiIacThes K CTpaTeriyHa 1HBECTHUINIS I 3aXUCTY
JEMOKpPaTUYHOIO Tpouecy B BipMeHii B ymMOBaxX MIHJIMBOI I'€ONOJITUKH, € YACTHHOIO
Outbl mupokoro naptaepctBa Mk €C 1 BipmeHiero, 10 0xommoe pepopMH B Tay3i
Oe3neku, 3B'A3Ky, €KOHOMIYHOI auBepcuikamnii Ta miOepanizalii BI30BOIO PEKUMY».
(Siranush Ghazanchyan. EU allocates €12 million to support Armenia’s 2026
elections, counter disinformation and strengthen cybersecurity // Public Radio of
Armenia (https://en.armradio.am/2025/12/02/eu-allocates-e12-million-to-support-
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armenias-2026-elections-counter-disinformation-and-strengthen-cybersecurity/).
02.12.2025).

*kx

«...llIBuako po3muprwBannii uudposuii periaament €C 3MiHI0€ 3000B'sI3aHHS
BHPOOHHUKIB | KOPUCTYBa4viB MiAKJIIOYEHHUX 10 MepesKi MPOAYKTIB, 0 NIATPUMYIOTh
INTYYHMH iHTeJeKT. /[Ba KJIIOYOBI JOKYMEHTM — 3aKOH MpPO IITYYHUU I1HTENIEKT
(Pernmament 2024/1689) ta 3akon npo kidepctiikicts (CRA, Pernament 2024/2847) —
nepeadavaroTh «KidbepOe3neKy 3a 3aMOBUYBaHHSAMY, BUCYBalOUM BUMOTH Ha HaMpaHIIINX
eTanax KOHIEenTyasi3alli, po3poOku Ta BUPOOHUIITBA MTPOJYKTY, @ TAKOXK BBOJSYHU B JIIO
cxemu ceptudikamii 3akony 1mpo kibepOesneky (CSA), poOnsuum iX YaCTKOBO
OOOB'SA3KOBUMHU JJIsl KPUTHYHO BAXJIMBUX MPOAYKTIB. [amy3eBl 3akoHM (HANpUKIA],
Pernament mpo meawdHi BUpPOOM) MOXKYTh JOAaBaTH JOJATKOBI piBHI. [ cucrem
MITYYHOTO I1HTEJEKTY 3 BHUCOKMM pIBHEM pPHU3UKY cTarTsa 15 3akoHy mpo MITyYHHMA
IHTEJIEeKT BHUMAara€ TOYHOCTI, HAIIHHOCTI Ta KiOEpOE3IeKH: IMOCTadyalbHUKH ITOBUHHI
3pOOHUTH CHUCTEMH CTIHKHMH J0 3JI0BKMBAaHb a00 aTak, 0 BUKOPUCTOBYIOTH BPA3JIMBOCTI
(HampuKiIam, OTPYEHHS JaHUX/MOJENCH, CymnepewInBi MPUKIAIWA, aTakd Ha
KOH(D1IeHIIIHI JaHl), BUOWpalOyu 3axOAH, NIPOINOPILINAHI pU3HKAM, BU3HAYEHUM B
00O0B'sI3KOBOMY yHIpaBiIiHHI pu3ukamu (cT. 9). BiAmoBigHICTh, BKIIIOYaI0UU KibepOe3mneKy,
JIEMOHCTPYETHCS 3a IOTTIOMOT'OI0 OIIHKH BIAMOBIIHOCTI 3akoHy npo I (cT. 43).

CRA 3acTocoBy€ ropu30OHTaIbHUM MiIX1]], OPIEHTOBAHUN HAa KOHKPETHI MPOIYKTH,
SAKUN OXOIUTIOE TMPAKTHYHO BCl «IPOAYKTH 3 HUMPOBUMHU €JIeMEHTaMu» (IporpamMmHe
3abe3reueHHs a00 anmapaTHe 3a0e3MeUeHHs Ta iXHI KOMIIOHEHTH JJIs BiJgaieHoi oOpoOKu
JaHUX), SIKI IPsIMO 200 OTIOCEPEIKOBAHO MIAKIIOYAIOTHCS 0 MPHUCTPOiB a00 Mepex. Bin
BCTAHOBIIIO€ 0a30B1, MPOMOPIIIAHI PU3UKY pe3yJIbTaTh KibepOe3neku, a He HOpMAaTUBHUIN
KOHTPOJIb: Oe3leyHa 3a 3aMOBUYBAaHHSM KOHCTPYKIlS 0€3 BiJIOMUX BpPa3IHBOCTEH;
CBO€YACHI (B i/1eaji aBTOMAaTUYH1) OHOBJICHHS; 3aXUCT KOH(DIICHIIIMHOCTI Ta IIJTICHOCTI
(mmpyBaHHs, MiHIMI3aIis JaHUX); KOHTPOJIb JOCTYIY Ta CTIHKICTh OCHOBHHUX (DYHKIIIH
MiJ Yac araku; peecTpalis Ta KOHTPOJIb KOPHUCTyBadiB (Hampukian, Oe3nedHe
BUJIAJICHHS/TIEpEeHECeHHs1). BUPOOHUKM MOBMHHI MPOBOJUTHU Ta MIATPUMYBATH OLIHKY
PHU3HKIiB, BiAmoBigatu BumoraM Jlogarka I mpoTATroM yCchbOTro JKUTTEBOTO IIUKITY MPOIAYKTY
Ta Mepioay MIATPUMKH, a TaKOXX MPOXOJIUTH MPOLEAYPY BIAMOBIIHOCTI, IO BIAMOBIIAE
KJIaCy pU3UKY MPOAYKTY.

BaxmmBo, mo crarts 12 CRA o6'enHye 111 peXUMH: SKIIO MPOAYKT € OJHOYACHO
«MPOAYKTOM 3 HUPpoBUMH eneMeHTamMmu» 1 cuctemoro Il 3 BuCOKUM piBHEM pHU3HKY,
BIIMOBIAHICTE OCHOBHUM BHMoraM CRA miomo kiOepOes3reKrn BBa)XKAETHCS TAKOIO, IO
3amoBosibHSIE BUMOTH 3akoHy mnpo Il momo kiGepbOesmeku (TOYHICTH 1 HAIWHICTH
IPOJOBXKYIOTh OIliHIOBaTUCS BiAmoBigHO a0 3akony mnpo III). o6 yHuKHYTH
TyOTIOBaHHS TPOIIEAYP, 3a3BHUall 3aCTOCOBYETHCS OIIHKA BIJIMOBIMTHOCTI 3aKOHY IPO
I, npu npomMy HOTU(IKOBaHI OPraHM TaKOX MEpPeBIpsOTh BIANOBIAHI KpuTepii CRA;
€C manye B MalilOyTHbOMY 3alPOBAIUTH «EIUHY 3as1BKY» JUIsl COPOILUEHHS cepTUdikarii
3a KiIbKOMa 3akoHaMu. OOMexeH1 BUHATKM 30epiratoth npiopurer CRA ayiga neBHuX
KpUTUYHUX Kareropid. Ha mnpakTtuii XxmMapHUl 1HCTPYMEHT pEKpYyTHMHTY Ha OCHOBI
MAaIlIMHHOT'O HAaBYaHHS, SKUHM B3a€EMOJIE€ 3 CHCTEMaMH KOMIIaHIi, MiAmagaTuMe I 10
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000X 3aKOHIB; ofHa oiiHka 3a 3akoHoM mpo LI moxe oxorumoBaT kibepoOesneky CRA,
1110 3MEHUINTh BUTPATH T4 HEOJHO3HAYHICTb. ..

Pe3ynbpTatoM € CckOoOpIMHOBaHa, 3aCHOBaHAa HA pHU3MKAX CHCTEMa JOTPUMAaHHS
BUMOT, SIKa TIJBUIIY€E TUIAHKY, HE 30UIBIIYIOYM HABAHTAKEHHS: IOCTaYaIbHUKH
OTPUMYIOTH OUTBII YITKY, YHI(IKOBaHy CHCTEMYy TeCTyBaHHS Ta cepTuikailii, opraHu
BJIaJW OTPUMYIOTH OUIbII €(PEKTUBHHMI HArJIsA 3a PUHKOM, & BUMOIHU JI0 KiOepOe3nekw,
IO CTOCYIOTHCSl IITYYHOTO 1HTENIEKTY, CTalOTh TEXHIYHO KOHKpEeTHHMHU 3aBasku CRA.
Take mepexkeBe 3aKOHOTBOPYICTb, IO TaKOXK BimoOpaxkeHo B iHimiatuBl Kowmicii «Digital
Omnibus» moa0 rapMoHizamii kio4oBux LudpoBux akrtiB (3axkon mpo III, GDPR,
3aKoH Ipo JaHl TOIIO), MA€ HA METI 3aXMCT CIOXKMUBAYIB 1 JaHUX, 30€epiraloyu MpHu LbOMY
npocTip s iHHOBaIid. [ koMmaHi y BChOMY JIAHIIOKKY cTBOpeHHs BapTocti I
MOBIJIOMJICHHSI 3BYYHThH SIK «poOu a0 MOMpH»: 31CTaBTe aCOPTUMEHT IPOIYKIIii 3 odoMa
aKTaMy, TPOBEJITh HAAINMHY OIIIHKY PU3UKIB, BOYyJIyHTE 3acCO0M KOHTPOJIIO B JIM3aiiH,
CIUTAaHYWTE BHUIPABIICHHS MPOTITOM XUTTEBOTO ITUKIY Ta OOpOOKY 1HIIUACHTIB, a TAKOX
BUKOPHCTOBYHTE HOBI cuHeprii s norpumanHs Bumor». (Mareike Christine
Gehrmann, Carla Nelles, Jason Tenta. Artificial intelligence in the regulatory jungle
of cybersecurity law between Al Act, CRA and CSA // Taylor Wessing
(https://www.taylorwessing.com/en/insights-and-events/insights/2025/12/artificial-
intelligence-in-the-regulatory-jungle-of-cybersecurity-law). 03.12.2025).

***x

«Haunionaabuuii uentp kiOepOe3neku Ipaanaii (NCSC) onyOgikyBas
oHoBJIeHY HaunioHaibHy OLiHKY Ki0eppHu3uKiB (2 rpyAHs), B AKil momepeaxae, mo
NPUCKOPEHHA Ki0ep3arpo3 BMMara€ CKOOpPAMHOBAHOI peakuili BCbOI0 CyCHiJIbCTBA
Ta OIIbII «arpecHBHOD» TMO3MUII JAepPKaBH, BKJIIYAOYU IOBHE Ta AaKTHUBHE
BUKOPUCTAHHA 3akoHogaBcTBa €C. VYV 3BITI MICTUTBCS 3aKIUK JO IIBHIKOTO
BripoBapkeHHs J(upektuBu NIS2, 3akoHy mpo KiGepcTiiiKicTh, 3aKOHYy TIPO KibepOe3neKy
Ta 3aKkoHYy Ipo KiOepcomigapHICTh. ¥ HbOMY 3a3HaudaeThbes, 10 MpoekT HarioHaabHOTO
3aKOHY IIpo Ki0epOe3neky, sikuil 3HaXoAUThCs Ha po3riaal B Oipexraci, Hagactb NCSC
CTaTyTHY OCHOBY Ta TpaHcmoHye NIS2, xoua Aeski po3AUIA BUKIHUKAIH 3aHETIOKOEHHS
111010 300py J1aHUX...

Busnatoun kputnuHi Januoru nocrayanis IKT sk ocHOBHUI cHCTeMHMI pU3HK,
NCRA miakpeciaroe HeOe3leKy, M0 BHUIUIMBAE 31 CKJIQJAHUX, HEMNpPO30pux 1
KOHIIEHTPOBAHUX 3aJIEKHOCTEH, SKI CTBOPIOIOTH 3aJ€KHICTh BIJ MOCTAYaJIbHUKIB 1
MOXKJITMBOCTI ISl BTPYYaHHS TPETiX KpaiH — BiJI HECAHKIIIOHOBAHOI TMepeaadi JaHuX /0
BOY/IOBaHMX BPa3IMBOCTEN 1 «3aHIX ABepei». BoHa 3akimkae 10 MOCUIIEHHS MPaBUI
JIep’KaBHUX 3aKYIIBENb, K1 TIOCIIIOBHO 3aCTOCOBYIOTH 0a30B1 BUMOTH JI0 KiOepOe3IeKH;
JI0 CyBOpPOTO KOHTPOJIO O€3MeKH MOCTAYaIbHUKIB Ta PEryJsTOPHOIO CEpelOBHUINA, B
SIKOMY BOHHM MPALIOIOTh; 10 OUIBIIOI «IIPO30POCTI» Iep>KaBU L1010 BIACHOCTI, KOHTPOJIIO
Ta MpakTUK Oe3neku nocravanbHukiB IKT; Ta 10 BIANOBIAHUX IOPUAUYHUX TOBHOBAXKEHb
JUISl BTPYYaHHSI y BUMAJKaX, KOJIH «BUCOKOPU3UKOBI» MOCTAYaTbHUKN CTAHOBIISITH PU3UK
Ha HAIlOHAJILHOMY PIBHI B KPUTUYHUX CekTopax...» (Strengthen procurement rules —
cyber report // Law Society Gazette (https://www.lawsociety.ie/gazette/top-
stories/2025/december/strengthen-procurement-rules--cyber-report/). 03.12.2025).

**k*k
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«¥Ypsaa Beaukoi bpurtanii nmpeacraBuB 3aKOHONPOEKT NMpPO KidepOe3meky Ta
cTifikicTh (MepexeBi Ta iH(popmaniiHi cucremMH), AKMH OyB MNOJaHUH [0
napjgamenty 12 gaucromaga 2025 poky, 3 MeTOI0 3HAYHOIO MOCWIEHHS Ta
po3mMpeHHs YHHHUX mojoxkeHb NIS Regulations 2018 y BigmoBiap Ha eckananiro
Ki0eppu3HuKiB. 3aKOHOMPOEKT PO3MIUPIOE CPEPY 3aCTOCYBAHHS PEXKUMY, OXOILTIOIOUU
Ha0araTo IIUpIIE KOJO OpraHizaiiil, BKIIOYAIOUU «BIJAMOBIJIHUX [OCTAYaIbHUKIB
kepoBaHux nociyr» (RMSP), Takux sik ci1y»0u TEXHIYHOT MIITPUMKHU Ta MOCTaYaIbHUKU
MOCJIYT 3 yHNpaBlliHHS O€3MEeKO0I0, BEIUKI HEHTpU 00poOKM JaHuX (MOTYKHICTIO ToHA 1
MBTt a6o 10 MBT s 00'ekTiB, 1110 HaleXaTh BUKIIOYHO MHIANPUEMCTBAM), CyO'€KTH,
3natHi KoHTpotoBatu moHaa 300 MBT enekTpuyHOro HaBaHTaXKEHHS 3a JOMOMOTOIO
THTEJEKTYyIbHUX TPUIAJIB, Ta «KPUTHYHI MMOCTAYaJbHUKWY, TOPYUIEHHS pOOOTH SKUX
MO)K€ MaTH 3HAYHUNA €KOHOMIUHUU a0o0 comianbHui BIuB. Lli HOBI cy0'ekTH OyayTh
PETYIIOBATHCS SIK «OTEPATOPU OCHOBHUX TOCITYT» a00 K HOBA KATEropish «peryibOBaHUX
ocib», 3 000B'sI3KaMU BMIPOBA/KYBAaTH BIAMOBIHI Ta MPOMOPIIIHHI 3aX0au OE3IeKH,
MOBIJJOMJIATH PETYJISITOPHI OpPraHW TMPO CBI CTaTyC, YNPAaBIATH Ta 3MEHIIYBaTH
KiOeppU3MKH, a TaKOXK TOTPUMYBATHUCS BHMOT IIMOJO IMOBIJTOMJICHHS MPO IHIIMIACHTH Ta
1HCIIEKTYBaHHSI. . .

3aKOHOMPOEKT TAaKOXK OHOBJIOE PEXUM JUIsl BIJIMNOBIIHUX MOCTa4yajJbHUKIB
uupposux nociayr (RDSP) — onnaiiH-puHKIB, MONIYKOBUX CUCTEM Ta XMapHUX CEPBICIB
— IUIAXOM YTOYHEHHS BHU3HAYEHHS «XMapHUX OOYHUCIIEHBbY», IMOCUJIEHHS BHUMOT 0
peecTpallli, 4iTKOro MOIUPEHHs IXHIX 00O0B'S3KIB 1110/10 OE3IEeKH K Ha BIACHI CHUCTEMH,
TaK 1 Ha KJIFOYOB1 CUCTEMH TPETIX CTOPIH, a TAKOXK 3aMiHU 3aX0/1iB 6e3reku €C, 1m0 Iisuu
no Brexit, Ha ™MopaepHizoBanuii HaOip BuMor Tta pexomenpamin [CO. [lns Bcix
peryJboBaHUX CYyO'€KTiB 3000B'sS3aHHS IIOJO0 IMOBIAOMIICHHS NIPO IHIHMJACHTH CTalOTh
OUIBIII CYBOPUMHU: «IHITUJACHTH» BKIIOUATUMYTh MO/Iii, sIKI MOXKYTh HETaTUBHO BILUTUHYTH
Ha MEpEeKeBl Ta iH(GOpPMAIIHHI CHCTEMH, IIEepIIi MOBIAOMIICHHS TMOBHHHI HAJCHUIATHCS
npoTsiroMm 24 TOJMH, a MOBHI 3BITM — NPOTITOM 72 TOJWH, HNPU LOMY MHapayieibHO
1H(popmyeTbes HarioHanbHuid eHTp K10epOe3neku. 3aKOHOMPOEKT CTBOPIOE HOBI KaHAIH
oOMiHY iH(popMallier0 MK peryiasTopuuMu opraHamu NIS, nepkaBHUMHU oOpraHam,
ypsaom Ta GCHQ, a TtakoX Hajgae MIHICTpaM TOBHOBAKEHHS BCTAHOBIIIOBATH
CTpaTeriyHi TPIOPUTETH, KEPyBaTH pPETYJATOPHHUMH OpraHaMH Ta pPeryJbOBaHUMH
cy0'ekTaMM B pa3i Cepro3HUX KiOEpKpHU3, 3aIIpOBa)KyBaTH HOB1 MOjieli (hiHAHCYBaHHS 3a
J0TIOMOTOI0 300piB Ta IUIATEXIB, a TaKOXX BHOCUTU 3MIHM 70 CTpPYKTypu NIS y
ManOyTHpoMy. IlITpadu OyayTh 30UTBIIEHI 32 CIPOIIEHOI JBOPIBHEBOIO CTPYKTYPOIO,
MPUYIOMY MakKCHUMasbHI mTpadu 301abmarses 3 17 MUTblOHIB (YHTIB CTEpiHTIB A0 17
MITBEHOHIB (QYHTIB CTepiHTIB 2060 4% Bia T7100aTBHOTO 000POTY, 3aJIEKHO BiJl TOTO, KA
cyma Oyjie BUIIOIO, a TaKOXK Oyjie BpaXxOBYBATUCS IIUPIINANA CIEKTP (HaKTOPiB (TAaKUX SK
3aXO0JY 11010 TOM'SKIIEHHS HACJII/IKIB Ta MOJIEJI1 HEIOTPUMAHHS BUMOT). ..

3aKOHOMABCTBO I1Ie Ma€ OyTH cXBajieHe 000oMa MmajlaTaMH MapJIaMeHTy Ta OTPUMAaTH
KOpOJIIBCbKY 3rojly, a Oararo jaetajeil Oyje BHUKIAICHO B MiA3aKOHHUX aKTax Ta
KOJIEKCAaX MPAKTUKH (HANPUKIALI, IS HEHTPIB OOPOOKH JaHUX). 3 OrJIsAy Ha OUIBIIICTD
ypsiay B [lanati rpomaj Ta miABUIIEHY cTypOOBaHICTh Kibep3arpo3aMu, O4IKY€ThCs, 1110
3aKOHONPOEKT OyJie IMIBHUIKO IpOoCcyBaTHCSA. Xoda BiH Habmmwkae BenukoOpurtadito 10
pamku NIS2 €C y Takux cdepax, SK PEryarOBaHHSA OiSUTBHOCTI IMOCTavyajJbHUKIB
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KEPOBAHMX TMOCTYT Ta TEPMIHU pearyBaHHA Ha IHIUACHTH, BIH HABMUCHO BiAPI3HAETHCA
3a 00CATOM, 3aCTOCYBaHHSIM Ta TEPMIHOJIOTIEO, IO YCKIIAIHIOE TOTPUMAHHS BUMOT JIJIs
TPAHCKOPJIOHHUX opraHizamii. [liampueMcTBa, sIKI MOXYTh MOTPANUTH MiJl IO I[HOTO
3aKOHOIPOEKTY, BKIIOUAIOUN MOCTAYAJIbHHUKIB KEPOBAHHUX IMOCIYT, ONEpPaTOpiB IEHTPIB
00poOKM NaHWX, KOHTPOJIEPIB BEIMKUX HABAHTAXKCHb Ta KPUTUYHO BaXKIUBUX
MOCTAaYaJIbHUKIB, TOBHUHHI MOYaTH OI[IHIOBATH, K 3aKOHOMPOEKT BIUIMHE HA IXHIO
JUSUIBHICTh, Ta TOTYBaTUCSA A0 OUIbII JKOPCTKUX BUMOI IIOAO O€3MEKH, 3BITHOCTI Ta
ynpasiinasy. (Rachael Annear, Giles Pratt. UK plans major cyber security reforms:
what you need to know I Freshfields
(https://technologyquotient.freshfields.com/post/102lwta/uk-plans-major-cyber-

security-reforms-what-you-need-to-know). 04.12.2025).
***k

«...Permament €C mono mamma (MR), ssxkuii Ha0epe YUHHOCTI B ciuni 2027
POKY, BUMAra€ NnpoBeJleHHs ONIHKM PU3MKIB Ki0epOe3dnmexku MJsi BCiX MAIUH, 110
npereHayoTb Ha MapkyBaHHsi CE, mo € 3HauHuM BixxmjieHHsiM Bia JupexkTusBu
moao mamuH 2006 poxy. Ha Binminy Big cBoro momepennuka, MR aBTomMatuuno
3aCTOCOBYBAaTUMETHCA y BCiX JepkaBax-wieHax €C 1 miagBuulye KioepOe3neKky A0 piBHS
(GyHAaMEeHTaJIbHOI BUMOrM Oe3neku. BHpOOHMKM MOBHHHI NPOJEMOHCTPYBATH, ULIO
CTIMKICTL 10 KiOepaTak Oyna BpaxoBaHa Ta 3aJ0KYMEHTOBAaHA, 3 YpaxXyBaHHIM
peKOMeHIalllii, HaJlTaHuX HOBUM TapMOHI30BaHUM cTaHgapTom EN50742. ..

MamuHu 3 BifJIlaJIeHUM JOCTYIIOM, MEPEKEBUMH MIAKIIOYEHHSIMU a00 XMapHUMU
GyHKIISAME  TTOTPeOYBaTUMYTh HQMIMHUX HHUQPPOBUX 3acO0IB 3aXUCTy Ta MPO30pOi
JOKYMEHTAIlli Imoa0 piBHA Oe3mekd. Xouya BIAMOBIIHICT, BHUMOTaM HE BHMarae
000B'SA3KOBOI OITIHKU 3 OOKY TPETIX CTOPIH, 1€ MOIIILHO I KOMIIaHI|, sIKI HE MaloTh
BIacHUX ekcrneptie. ABB minrpumye BHpOOHHMKIB 00JIafHAHHSA, TapaHTYIO4YH, IO il
KOMITOHEHTH — TporpamoBani joriydi kontposepu (PLC), mpuBogm, aBurynum —
BIIMOBIAAIOTh HOBMM BHUMOraM, Ta HaJal4d pPEKOMEHAallli 1010 MNpPOBEACHHS
e(eKTHUBHOI OLIHKM KiOepOe3neku. PeriaMeHT TakoX [103BOJISIE BUKOPUCTOBYBATH
NOBHICTIO LHU(PPOBY AOKYMEHTAIlll0, MOJEPHI3YIOUM Mpolecu aoTpuMmaHHs BuMor. Lli
BUMOTU HE TEPEIIKO/HKal0Th I1HHOBAISIM, a TMOKJIMKaHI 3MIIHUTH JOBIpY 1O
HIJKITIOYEHUX TEXHOJIOTIM Ta 3a0e3MeYUTH JOBIOCTPOKOBY CTIMKICTH 1 3pPOCTAaHHS
MPOMHUCIIOBUX cUCTEM...» (Pekka Alasaari and Johanna Schiifiler. Why the EU’s new
Machinery Regulation is a wake-up call on cybersecurity // Compliance Week
(https://www.complianceweek.com/opinion/why-the-eus-new-machinery-regulation-is-
a-wake-up-call-on-cybersecurity/36345.article). 05.12.2025).

**k*k

«IlopTyraJjiisi BHecJIa IONMPABKU /10 CBOT'0 3aKOHY NMPO Ki0ep310YMHHICTh, 1100
cTBOpPUTH OQiniiiHe 3BLIbHEHHS BiJ BIANOBIZAJIBHOCTI MJf JOCJHITHMKIB y cdepi
ki0epOe3nexkn Ta eTUYHMX XaKepiB, 3aXHINAKYHM IX Bil mepecjiTlyBaHHA, KOJH IXHi
Ail 31iliCHIOIOTHCA B iHTepecax CyCcnijibCTBA 3 MeTOK BHSIBJIEHHSI BPa3JIMBOCTell a0
nojinmeHHs1 Kidepoesmeku. OnyOnikoBana 4 rpyaHs B OQiuiiHOMY BICHUKY
[Toptyranii, HoBa ctarTs («/lii, 110 HE KaparThCs 3 OISy Ha CYCHUIbHHH 1HTEpeC IO
KibepOe3nekun») poOuTh paHillie He3aKOHHY MOBEAIHKY HEKapaHOIO, SIKIO JOTPUMYIOTHCS
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CYBOpl yMOBH: JOCHIJTHUKA HE TOBHHHI NparHyTd (PiHAHCOBOI BUTOJM, HE TMOBUHHI
MOPYIIYBaTH 3aKOHU IMPO 3aXMCT JIAaHUX 1 TMOBUHHI YHUKATH BUKOpHUCTaHHS DoS-artak,
COLIANIbHOI 1HXEHepil, (IIIMHTY, KPAJDKKA NaHWX abo 3MIHM JaHHX B paMKax CBOIX
TeCTyBaHb... IXHi Jii HOBUHHI OYTU MPONOPIIHHIMHU, CYBOPO OOMEKEHHMHU 3asBIEHOIO
METOI0 JIOCHIJDKEHHS, HE CIPUYUHATHA 30WTKIB, TMOIIKOMKECHb, BTPATH JaHUX a0o
HECaHKITIOHOBAHOTO KOMIIOBaHHS, a TAKOK HE TMMOBUHHI HETAaTUBHO BIUIMBATH HA CUCTEMH
abo okpemux oci0. JlocmigHuku 3000B's3aH1 MOBIAOMISITA MPO Ppe3yJbTaTh SK
BJIACHUKY/KEPIBHUKY CUCTEMHU a0O0 MPOAYKTY, TaK 1 OpraHy 3 3aXUCTy JaHHX, 30epiratu
KOH(1eHIIMHICTh 1H(OpMaIIii 1032 MeKaMH IUX CTOPIH Ta BUAAJIATH BCi 310paHi JaHi
npotsrom 10 JTHIB TiCIsS YCYHEHHS Bpa3JIMBOCTI.

et xpox mnpuBoguTh I[lopTyramito y BIANOBIAHICT 0 AHAJOTIYHUX 3YCHJIb
Himeuyunnan ta CHIA 111010 3aXHCTY «JI00POCOBICHUX» TOCIIKEHB Y cepl Oe3neku (3a
JIOTIOMOTOI0 HIMEIIBKOTO 3aKOHOMPOEKTY Ta MEPErsiHyTOro KepiBHUIITBA MiHICTepCcTBa
toctuilii CIIIA BigmoBimHo m0 CFAA) i 36iraetbcs 3 maroToBkor BemmkoOpuTaHii g0
HACIAyBaHHS IHOTO TPUKIAAy. bpurtancekuii wmiHicTp Oesmeku Jlen JIxkapsic
HEIIOJIaBHO OTOJIOCHB MO TJIaHU J0JIaTH 70 3aKOHY PO HEMPaBOMIpHE BHUKOPUCTAHHS
KOMITIOTEpHUX CHUCTeM BennkoOpuTaHii 3aKOHOAABYY 3aXWCHY HOPMY IS 3aXHCTY
€TUYHUX XaKepiB, SKI BIAMOBIJAIOTH BU3HAYEHUM BHUMOTaM O€3MEKH, BU3HAIOYM JIABHIO
KPUTUKY, L0 YMHHE 3aKOHOJIABCTBO CTPUMYE 3aKOHHMX JOCIIJIHUKIB, 4Usl poOoTa €
KUTTEBO BAXJIMBOIO I BHSBJICHHS HEBIJIOMHUX Bpa3JIMBOCTEH Ta 3MIITHCHHS
HaIioHaapHOT KibepcTiiikocTi...» (Kevin Poireault. Portugal Revises Cybercrime Law to
Protect Security Researchers // Reed Exhibitions Ltd. (https://www.infosecurity-
magazine.com/news/portugal-cybercrime-law-security/). 08.12.2025).

*kx

«ITopTyrajbcbki MaJjii Ta cepeaHi MIANPUEMCTBA 3HAYHO BIEBHEHINII y CBOIi
30ATHOCTI MPOTUCTOATH Ki0ep3arpo3am: 86% 3 HMX 3asIBJISIOTH, IO 32 OCTaHHI 12
MicALiB MOKPAIIMJIM CBOK KilepcTiiikicTh, 3rinHo 3 momoBiggw Hiscox Cyber
Preparedness Report 2025. Maifke TpeTHHa ONMHUCYE LEW MPOTrpec K «3HAYHHI», 1110
3HAYHOIO MIPOI0 3YMOBJIEHO OLIbII KOPCTKUMHU PETYJATOPHHUMH BHUMOTaMU Ta OLIbII
CKJIaHUM [HUPPOBUM cepefoBuilieM. He3Bakarouum Ha 11 JIOCATHEHHS, KIOEPPHU3UK
3aMIIAEThCS 3HAUHUM: 54% ONUTaHMX KOMMAaHIN 3a3Hajiu TPUHANMHI OJHIET aTaku
MPOTATOM OCTaHHBOI'O POKY, IO NPHU3BEIO JI0 TaKUX MpoldieM, [K TPyAHOLI 13
3amydeHHsIM HOBHX KIi€HTIB (30%), mommupeHHs npoOieM Oe3leKku Ha MapTHEPIB Ta
TpeTix oci6 (30%) Ta miABUIIICHHS BUTPAT, MOB'SI3aHUX 3 TTOBIOMJICHHSIM KIIEHTIB (29%).
3MiHU B HOPMATHBHO-TIPABOBIM 0a3i M0/10 Ki0epOe3neKk Ta 3aXKUCTy JTaHUX BBAXKAIOTHCS
HaWOIBIIMM pu3UKOM 42% oprasizailiid, o MTIAKPECIIOE HEOOXIIHICTh MOCTIHHOTO
OHOBJICHHS MTPAKTUK 1 CHCTEM. ..

VY BianoBiges 90% Manux 1 cepelHIX MIANPUEMCTB 1HBECTYBAJIM B JIOJATKOBE
HaBYaHHS BIJAJICHUX CIIBPOOITHUKIB, SIK1 BCE L€ BBAXKAIOTHCA BPA3JIMBUM JIAHLIOTOM, a
HaWMOIIMPEHIIUMH 3aX0JaMy IOAO0 MiABUILIEHHS CTIMKOCTI € OHOBJIECHHS HaBYaHHS 3
kibepOesneku (74%) Ta iHBECTHIli B CIeliali30oBaHe MporpamHe 3ade3nedeHHs (64%).
Jlume 2% mnoBiOMIIIM, IO HE BXXKUBAJIW >KOJHHUX 3aXOJiB, IO CBIIYUTH MPO TE€, IO
KibepOesreka 3apa3 € 3arajJbHUM MplopuTeToM. Y mepcnekTuBi 95% mnopTyraibCbKux
KOMMaHIA TJIaHYIOTh 30UIBIIUTH CBOi OO/KETH Ha KibepOe3meKy Ta 3aXHUCT JaHHUX
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IPOTATOM HAcTynmHuX 12 MicAuiB, puaomy 45% OYIKyIOTh 3HAYHOTO 301IbIIEHHS BUTPAT
— 1Ie OJIH 3 HAMBUINKUX MOKA3HMKIB y CBITI 1 BUIIUH, HIXK Yy cyciaHiit Icnanii (40%). Ana
Cinsa 3 Hiscox Portugal kaxe, 1m0 pe3yapTaTu JTOCHIIKEHHS TTOKa3YIOTh «HITKY 3MiHY B
MUCJICHHI TOPTYTAIbCHKUX MalUX 1 CEepeaHiX MIANPUEMCTBY, SKI BCE OLIbIIe
YCBITOMJTIOIOTH KiOeppHU3UKH Ta OiIbIN aKTHBHO MITXOATH JO HaBYAHHS, TEXHOJOTIH 1
NpoUIaKTUKH SK NMUIAXY J0 CHpaBXkHBOI KidepcTtiikoctin. (54% of Portuguese SMEs
victims of cyberattacks /l The Portugal News
(https://www.theportugalnews.com/news/2025-12-08/54-of-portuguese-smes-victims-of-
cyberattacks/927389). 08.12.2025).

***k

«3 Hacrannam 2026 poxy npaBuJjia kioepOe3nexu B €BpoIi cTalTh BCe OLIbII
cypopumu. BinbmiicTes aep:kaB-4iieHiB 3apa3 BHpoBaKYyHOTh JlupexktuBy NIS2:
Himeuuuna, Ilopryragisi Ta ABCTpisl Bike NPUIHAJIM BiANOBiIHI 3aK0HM, a IcnaHis,
®@pannis Ta Iloabma 3HAXOAATHCA HA 3aBePIIAJbHIA CcTalii 3aKOHOJABYOIr0
npouecy. [Tapanensni pexxumu y Benukiit bputanii Ta Cep06ii Bimobpaxatots J(upekTuBy
NIS2 Ta JupextuBy mpo cridikictb kputuyHuxX 00'ekTiB (CER). Ilicis 3aBepriueHHs
IMIUIEMEHTAIlli TpaHCHAI[IOHAJbHI KOMIIaHil 3MOXKYTh BU3HAYUTH OOOB'SI3KU JIJIsI KOXKHOL
KpaiHd, a TOCTaYalbHUKA HHU(PPOBUX TOCIYT 3MOXYTh CKOPHUCTATHUCS MEXaHI3MOM
«EIMHOTO BIKHA», SIKMUM J03BOJIAE€ 3I1ACHIOBATH HArjsg 3 OOKY €IMHOTO TOJIOBHOTO
Oprasy...

['otyroThes e a81 pepopmu:

* [Taker «Digital Omnibus» Kowmicii cTBOpUTh €IMHUIN KaHaN TMOBIAOMIICHHS MPO
IHIIMJICHTH «ITOBIJJOMUTH OJWH pa3, MOILIUTHCS 6araTto pasiBy, o oxorurroBatume NIS2,
GDPR, eIDAS, DORA Ta JlupexktuBy CER, omHOYacHO CKacyBaBIIM CTapil MpaBHIia
MOBI1JIOMJICHHS TIPO €JIEKTPOHHY KOH(piAeHIIilHIcTh. HOBa cuctema moune aistu yepes3 18
MICSIIIB Imiciis HaOpaHHs ynHHOCTI PermamerTom Omnibus.

* 14 ciunas 2026 poky Kowmicis omyOmikye TPOIO3HUIIO MO0 MEePErisany 3akoHy
po KibepOe3mneKy, AKuil perynoe cepTudikamnito 0e3neku NpoayKTiB 1 mocayr B €C...

[ligmpuemMcTBaM Cii MEpEerTH BiJl TUIaHYBaHHS 10 BUKOHAHHS:

[IpoBectu anamiz posbvkHOcTel momo NIS2 (a Ttakox, ae ne mgopeuno, CER,
DORA a0o0 rajty3eBuUx KOJEKCiB).

3apeecTpyBaTHCs B HAI[lOHAJIbHUX OpraHax BJaJu Ta BCTAHOBUTH YIiTKI MpaBuiia
yIpaBJiiHHs 0€3I1eKO0I0 Ta MOB1IOMJICHHSI PO 1HIMICHTH.

CrBoputn a00 OHOBUTH JOKYMEHTAIIlO, MOJITHKH Ta TEXHIYHI JIOKa3W, 00 ITij
4ac MepeBipOK MOXKHA OyJI0 MPOJAEMOHCTPYBATH BIAMOBIAHICTH BUMOTAM. ..

OCKIJIbKY HaIllOHATBHI PETYISATOPHI OPTaHu, K OYIKYEThCS, TOCWIATh ayJUTH Ta
KOHTPOJIb 32 TOTPUMAHHSIM 3aKOHOJABCTBA MPOTAToM 2026 poKy, paHHE CKOOPAMHOBAHE
BXKUTTSI 3aXO0/1B € HAMHAAIMHIIINUM HUIIXOM J0 3a0€3MeYeHHs CTIMKOCTI — Ta YHUKHEHHS
caHkliil — y Bciid €C Ta IOpUCAMKUIAX, IO JOTPUMYIOThCS il BUMOr». (Kinga Kdlmdn
and Adam Simon. European Cybersecurity Regulatory Update: NI1S2 and Beyond //
Bird & Bird (https://www.twobirds.com/en/insights/2025/european-cybersecurity-
regulatory-update-nis2-and-beyond). 10.12.2025).

**k*k
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«HoBuit 3akon €C npo kidepcriiikicts (CRA) Ta /IupekTuBa NIS2 — pa3zom
i3 mapajejnbHuUMH npaBwiaMu BejqukoOpurTaHii — neperBopun KidepOesmeky 3
NMUTAHHS JOTPUMAHHS BHMOT MicJsl YKJQJAeHHS Yroau Ha TPiopuTeTHe NMUTAHHS
NPH IVIAHYBAHHI Ta 31iiICHeHHI TPAHCKOPJIOHHUX KOPIMOPATUBHUX peopraxizamii...

CRA, npuitasatuii Hanpukiaimi 2024 poky, 3000B'sizye Oyap-SKOro BHpPOOHHUKA,
iMIIopTepa abo AUCTPUO'TOTOPA, SIKUKA PO3MIILYE «IPOAYKT 3 HU(PPOBUMHU €JIEMEHTAMMU»
Ha PUHKY €BpONEHChKOi €KOHOMIYHOI 30HM, BOYJOBYBATH 3aXHCT 3a 3aMOBUYYBaHHSIM,
3aIycKaTH TIPOTpaMH YIIPABIiHHSA BPA3IMBOCTSAMH Ta TPOBOAWTH TICISIIPOIKHIH
Harysig. OOOB'SI3KK IMI0JI0 TOBIOMJIEHHS TPO IHIUACHTH MOYMHAIOTHhCS B 2026 poiri;
MOBHE BUKOHAHHS MOYMHAETHCS B IpyaHi 2027 poky, 3 mrpadaMu A0 2 BIJICOTKIB Bij
robainpHOrOo  obOopory. 3akoH BenukoOpurtanii mnpo Oe3meky MOpOayKIii Ta
TeJIEKOMYHIKaIiiHy 1HpacTpykTypy, skuii mie 3 KBiTHA 2024 pOKy, BCTaHOBIIIOE
moAi0Hi, ajie OUIBII BYy3bKi BUMOTH JI0 CTIOKMBYHMX MIAKIIOYCHUX MPUCTPOIB. ..

NIS2, mo aie Ha teputopii €C 3 ciuns 2023 poky, 3000B's13y€ cepeHiX 1 BEIUKUX
OTEepaTOpiB B EHEPIeTHIll, TPAHCIOPTi, BUPOOHUITBI, IU(POBIA IHPPACTPYKTYpl Ta
THITMX KPUTUYHO BAXKJIIMBUX CEKTOPAX MOTPUMYBATHCS CYBOPHX MPOILEAYpP YNPaBIIHHS
KiOeppu3uKamMu, TOBIJOMJICHHS NP0 IHIMACHTH Ta YIpaBIiHHA. AJIMIHICTPAaTUBHI
mrpadgu MOXyTh gocsratu 10 MiIbHOHIB €Bpo abd0 2 BIJICOTKIB BiJl CBITOBOI'O JOXOAY, a
KEepyIoUi JUPEKTOPU MOXKYTh OyTH HNPUTITHYTI 10 OCOOUCTOI BiAMOBiAaIbHOCTI. [IpoekT
3akoHy BenukoOputanii mnpo kiOepOe3neky Ta CTIHKICTb CTBOPUTH B  ILIIOMY
€KBIBaJICHTHUI PEKUM.

Ockinekn CRA  30cepemkyeTbcss Ha LUIICHOCTI mpoxaykiii, a NIS2 — Ha
omepariiHii CTIMKOCTI MMAMPUEMCTB, I Bl CHUCTEMH CIIUIbHO BH3HAYalOTh, SK
TpaHCHAI[IOHAJIbHI KOPIIOpaIlii MOBUHHI CTPYKTYPYBaTH Ta IHTETpyBaTH CBii Oi3HEC:

» CTpyKTypyBaHHs Cy0'eKTIB rocriofaptoBanusi  [lepen mpuiHATTAM pillIeHHS PO
Te, K1 PUINYHI 0codu ciin 30epertu, 00'eqHaT abo MPoIaTH, a TAKOXK J€ PO3MICTUTH
KPUTUYHO BaxUTHBI (PYHKIIT, HEOOXITHO 3a3JalieTib 3ICTAaBUTH MOPTQETi MPOIYKTIB 1
JHIAKY NOCTYT 3 noporoBumu 3HauyeHHAMH CRA ta NIS2.

* Iurerpamiss micas 3aBepuieHHa [lmanu iHTerpamii  Temep MOTPEOYIOTh
CHeHIaJIbHOTO Ppo00YOro MOTOKY 3 KiOepOe3reku s rapMoHi3allli MOJITHK, 3ac00iB
KOHTPOJII0O Ta 3BITHOCTI MNPO IHUMJAEHTH B PO3LIMPEHIA Tpymi; HEBIa4a MOXKE
3arajabMyBaTH 1HTErpallilo Ta CIPUYUHUTH MITpadu ado MIKOTY permyTalli.

» Cucremu ymnpaBiiHHS pusukamu [lpaBiiHHS TOBMHHI OyTH B 3MO31 HajaTu
OHOBJICHI PEECTPH, CXEMH YMPABIIHHA Ta TPAHCKOPJOHHI JIiHIT 3BITHOCTI, IIIO
B1JI00paXkatoTh po301KHOCTI y HaIllOHAIIbHOMY BIipoBakeHHI NIS2 Ta o06oB's3kax CRA
1010 O€3MEKH MPOIYKTIB. ..

KopoTko kaxxyuu, perytoBaHHs KiOepOe3NeKu CTaio CTpaTeriyHuM (HakTopom, 1110
BIUTUBA€ HA BApTICTh peOpraHizailii miampueMcTB. PaHHE, MpOAKTWBHE OIIHIOBAHHS
pusukiB, mnoB's3anux 13 CRA Tta NIS2, nonomara€e yHUKHYTH HECIOJIBAHOK ITiCJIs
3aKPUTTS YTOJM, PUCKOPIOE THTErPaLlilo Ta 3MIIHIOE TOBFOCTPOKOBY CTIMKICTB 1 IOBIpY
sanikaBinenux crtopiny. (Robbert Santifort, Ilham Ezzamouri, Olaf van Haperen, Nils
Miiller, Maarten Stassen, Paula Barrett, Michael Bahar, Caroline Lyannaz, Albert
Yuen, Wieger ten Hove and Lee Harris. Cybersecurity in International Corporate
Reorganizations: Strategic Impacts on Structure, Integration, and Risk // Eversheds
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Sutherland (https://www.eversheds-sutherland.com/en/global/insights/cybersecurity-in-
international-corporate-reorganizations-strategic-impacts-on-structure). 10.12.2025).

**k*k

«beJbrisi Mogaaa Ha PoO3rJifAl 3aKOHONMPOEKT NMPo iMILIeMeHTalio J{npekTuBu
€C npo criiikictb kputuuHux 00'ektiB (CER), sika mMae Ha MeTi miABHMIIATH
¢iznuHy Ta omepauniiiHy CTIKiCTh KPUTHYHHUX 00'€KTIB 10 Pi3HMX 3arpo3 NLJIAXOM
NnepeHeceHHsl AKIEHTY 3 3aXMCTY AKTHBIB Ha YNPABJIiHHS CMCTEMHHUMHU PU3UKAMH.
HupextuBa CER 3acTOCOBY€TBCS 10 TaKuMX CEKTOPIB, SIK E€HEPreTuka, TPaHCHOPT,
OaHKIBCbKa CIipaBa Ta LU(PpoBa 1HPPACTPYKTypa, a OENbriiCbKUN 3aKOHOMPOEKT, KU,
AK OYIKYEThCA, OyJe TPUUHATHN HAWOIMKYMM dYacoM, TICHO JOTPUMYEThCS ii
MIHIMAJBHOT'O MIiAXOYy J0 TrapMOHi3allli, OJJHOYACHO BBOJSYM KOHKPETHI JOIIOBHEHHS.
OCHOBHI HOBI BUMOTH JI0 BM3HAYEHUX KPUTUYHUX OO'€KTIB y benbrii BKIIOYATUMYTh
MIPOBE/ICHHS O0OB'SI3KOBUX HaBYaHb 3 BITHOBJICHHS, OHOBJICHHS IJIAHIB BIJHOBJICHHS Ha
OCHOBI ITUX HaBYaHb Ta CHIBIIPAITIO 3 TaTy3€BUMH OPTaHAMU BJIa/IM, & HETOTPUMAHHS ITUX
BUMOT MOK€ MPU3BECTH SIK JI0 aJMIHICTpaTUBHHUX MTpadiB y po3mipi 1o 125 000 eBpo,
TakK 1 A0 KpUMIHATBHUX CaHKIINA... OCHOBHI 3000B's3aHHS, TaKl K MPOBEICHHS OIIHKU
PU3UKIB Ta MOBIJIOMJIEHHSI OpPraHiB BJIAJu MPO 3HAYHI IHUUAECHTH MPOTAroM 24 TOoJuH,
HaOylyTh YMHHOCTI 4Yepe3 LIICTh MICSIIB MICISA TOro, K Cy0'eKT rocnojaproBaHHs Oyje
Bu3HaueHU sk KpuTtuuHui. Ockinbku nupektuBu CER ta NIS2 B3aemonos'sszani, a
0arato KpUTUYHUX CYO'€KTIB TOCIOJAPIOBAHHS TaKOXX KBATI(IKYIOTHCS SK «BaKJIMBI
cy0'exTH TOCIOfaproBaHHs» BiAnmoBiaHO 10 NIS2, opranizaiiii y BiAMOBIIHUX CEKTOpax
MOBUHHI TIPOAKTUBHO OIIHIOBATH CBOIO TMOTCHIIHHY KiacudikaIiiio, po3pooIsTu
KOMIIJIEKCHI IJIaHU 3a0€3MEeUeHHs CTIMKOCTI Ta y3roJKyBaTH CBOI cTpaTerii Gpi3udHol Ta
KibepcTifikocTi, MO0 MIArOTYBaTHCS J0 MaHOyTHIX BHMOI IIOJIO JOTPUMAaHHS
HopmaTuBHUX BHMor». (Tom De Cordier, Arthur Sabbe and Tiffany Perna. New
legislation for critical entities: Belgium’s (proposed) implementation of the CER
Directive // CMS Legal (https://cms-lawnow.com/en/ealerts/2025/12/new-legislation-
for-critical-entities-belgium-s-proposed-implementation-of-the-cer-directive).
11.12.2025).

*k*

«..3 rpyans 2027 poky 3akon €C npo kidepcriiikictb (CRA) Bumararume,
o0 KOKHe mporpamHe 3a0e3nmeyeHHsl, WO mnpoaaerbca B €C, Bianmosiganao
«OCHOBHMM BHMOram Ki0epo0e3nekn»: Oe3nme4Ha po3po0Ka, YCYHEHHSl BIIOMHX
BpPa3JIMBOCTel, HAXIWHMH KOHTPOJb [JOCTYNYy, 3aXHCT NUIICHOCTI JaHHUX,
3aJI0OKyMEHTOBAaHI OLiHKM PU3UKIB Ta cnenndikaiisi mporpaMHoOro 3ade3nevyeHHs, a
TaKO0K Nnpoueaypu BixnoBinHocrti mapkysanus CE...

BoaHouac 1HCTpYMEHTH KOJIyBaHHS Ha OCHOBI T'€HEPATUBHOI LITYYHOI 1HTEJIEKTY
— JesKl 3 SIKMX 37]aTHI TeHepyBaTH 1Tl QyHKIIT a00 1OJaTKU 32 OJJHUM 3aruToM («vibe-
coding») — mepenucyoTh podoUl Mpoiecu po3poOKu. SIKIO0 BEIUKI YACTUHU KOJIOBOIi
0a3u CTBOPIOIOTHCSI TAKUM BUIBHUM CIOCOOOM, 0€3 PETENIbHOrO JIIOACHKOr0 KOHTPOJIIO,
0e3 TUIaHyBaHHS apXITEKTypHu Ta 0e3 mepeBipku cTOpoHHIX Oi0miorek, siki LI immoprye
0e3 BiJoMa KOpHUCTYyBaua, MOCTavyaIbHUK Oye MaTH TPYAHOLI 3 TOBEACHHSIM PETEIILHOTO
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MPOCKTYBaHHS, JOKYMEHTAIlli Ta HaJeXHOi perenbHOCTi, skux Bumarae CRA; Take
nporpamHe 3a0e3neueHHs Moxe OyTu mpocTo 3abopoHeHe Ha puHKy €C...

Koudmnikt He € Hemunyunm. BukopuctoBytouncs sik «mapHe nporpamyBadas LDy
M1 JUCITUTUTIHOBAHUM YTIPABIIHHIM — PO3POOHUKH TEPEBIPSIIOTH KOXKHY MPOIIO3HIIIIO,
IHCTpyMEHTH HaJalllTOBaHI Ha BHSBJICHHA pPO3IMIMPEHHS 00csary pobiT, opranizarii
MIITPUMYIOTh CBOi 3BHYailHI MpoliecH O€3MEeYHOr0 KOJyBaHHs, MEPEBIPKU KOAY Ta
yrpaBiiiHHs 3aiexHocTsIMU — LI Moxke migBUIUTH AKICTH 1 JOMOMOTITH JOCSTTU PIBHS
CRA. KiroyoBuM (hakTOpoM € ympaBiiHHS: MUCBMOBI MOJITUKUA HIOJ0 HPUUHSITHOIO
Bukopucrtanna LI, BnpoBa/pkeHi mpouecu NepeBipKd KOy, TOKyMEHTAllis PU3UKIB Ta
reHepaiis SBOM. CRA He 3aboponsie vibe-koayBaHHs, aje (PakTHUHO 3a00pOHSE
BUITYCK HE3aXUIICHUX, HEIOKYMEHTOBAHUX MPOJYKTIB, KOJIOBAHUX 3a JOMOMOTOI0 Vvibe.
3putl TIAOPUEMCTBA, SKI 1HTErpyroThb Al-acMCTEHTIB y HajaiiHI 3aco00M KOHTPOIIO
PO3pOOKH, TOBUHHI 3aJUIIATHCS — 1 HABITh MOXYTh CTaTH — O1IbII cyMicHUME 3 CRA;
T1, XTO MOKJIAJJAETHCSI HA HECTPYKTYPOBAHE KOyBaHHS «TUTHKU Vibey, BUSBIATH, IO 1XHE
nporpamHe 3abesmeueHHs He mpomaerbes B €C». (William White. Does the Cyber
Resilience Act outlaw Al vibe-coding? /l Bristows LLP
(https://inquisitiveminds.bristows.com/post/102IxIm/does-the-cyber-resilience-act-
outlaw-ai-vibe-coding#page=1). 12.12.2025).

*

**

«..3arajJbHOHALIIOHAJbHA OLIHKAa 894 IpPJIaHACBKMX MAJIHMX Ta CepeaHix
NiANPUEMCTB MOKa3aja, mo 78 % 3 HUX «KPUTUYHO He rOTOBI» 10 Ki0eparak,
NPUYOMY MIKPONMIANPHUEMCTBA € HaWOIIbII Bpa3IMBUMH, a MicuUeBi MeIMYHi
3aKJIaAu — CiMelHI JiKapi, anTeKu, KOHCYJIbTAHTH — OTPUMAJIHN HaliHwx4YMi (3,3/10)
NMOKA3HUK iHAekcy Kibepcriiikocti. XXonen cexrop He HaOpaB Ounble ImecTu OaiB 3
necsatu. Jocmimgauku 3 TexHomoriyHoTro yHiBepcuTeTy MroHcTepa Ta HarioHansHOTO
HEHTPY KibepOe3neky BiA3HAUMIN MOIINPEHY BiICYTHICTh TaKUX 0a30BUX €JIEMEHTIB, SIK
pEe3epBHE KOIIIOBAaHHS JAHUX 110332 NPUCTPOEM, OararoakTopHa aBTEHTU(IKaLIA Ta
IUIAaHU pearyBaHHS HA IHUWUJEHTH... 3JIOBMUCHUKHA BCE YaCTIlIE€ BUKOPUCTOBYIOTH LUX
c1ab0 3axUIIEHUX TMOCTAYAIbHUKIB K MICTOK J0 OUIBIIMX OpraHizaiii, mo O0yJyo
MPOJIEMOHCTPOBAHO B pa3i mopyiieHHs Oe3neku Marks & Spencer. Ockiibku Maji Ta
CepellHl MIANPUEMCTBA JIOMIHYIOTh B €KOHOMIIl Ipmanmii, ycmiliHi aTaku MOXKYTb
napajizyBaTH MICIIEBI MOCIyTH Ta pernyTamiro. JlocmipkeHHs 3akiukae BiIacHHKIB: (1)
KomitoBaTH KoH(DiAeHMiiH1 (aitniu Ha oduaitH-USB abo iHmmii pe3epBHUi HOCiH; (2)
yBIMKHYTH MFA Ha KpUTHYHUX cucTeMax; Ta (3) CTBOPUTH YITKHUM TUIaH N1 Ha BUIAOK
BUsIBIICHHsT TopytneHHst Oesmekm». (Small companies in medical sector such as GPs
‘critically  unprepared for cyber threats // Journal Media Ltd
(https://www.thejournal.ie/dr-hazel-murray-mtu-cyber-security-small-smes-6897766-
Dec2025/). 09.12.2025).

*k*

«...Besqinka bpuTaHisi roTyeThesi ONPUIIOAHUTH HOBY HALIIOHAJIbHY CTpaTeriio
Kki0epOe3nexku, MPOAOBKYHOYHM €BOJIONLII, mO0 po3novyanaca y 2009 poui. Koxna
iTeparis Oyja crpsMoBaHa Ha OOpPOTHOY 31 3pOCTAIOYMMU 3arpo3amMu 3 OOKY Jep>KaBHUX 1
HeJlepKaBHUX CyO0'€KTiB, a HEI[OJaBHI 1HIIUACHTH, Taki Sk 301k y poboti Jaguar Land
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Rover, migkpecnuian HeOOXiHICTh OB €()EKTUBHOTO MIAXOAY, OCKUIBKH MOMEpeaHi
cTparerii CTpUMYBaHHS HE 3MIHWIM (PYHIAMEHTAIbHO PO3PaXyHOK PHU3HKIB IS
3M0BMUCHHUKIB... [lepmia ctpareris 2009 poky Oymna obepexHoro, ane g0 2011 poky ypsia
BH3HAB KiOepOe3neKy ImpiopuTeTOM HalllOHAJIBbHOI O€3IeKH, 3aXMCTUBIIN i OFOIKET BiJl
KOPCTKUX CKOpoudeHb. Y 2016 pomi BigOymacs 3HayHa 3MiHa B OIK  OLTBII
IHTEPBEHIIIOHICTCHKOTO MIAXOY, IO MPU3BENO /10 CTBOpeHHS HarioHanbHOTO LIEHTPY
k10epoOe3neku (NCSC) 1 akueHTy Ha «akTUBHIN KiOep3axucti». Octanus ctpareris 2022
pOKy Tmepembadanma OUTBII IUIICHWA 1 KOHKYPEHTHUH TEOMONITUYHUN  MIAXI,
neperMeHyBany il Ha «HaIllOHAIBHY KiOepcTpaTeriro», Mol IMiIKpecaTuTH ii pojb K
IHCTPYMEHTY HalllOHAJIbHOI BJIAJIH.

Hosuit ypsin neitbopuctip mig kepiBHUNTBOM Kipa Crapmepa TroTye HACTYIHY
CTpATETit0, ajie CTUKAETHCA 3 MOCTIMHUMY BUKIIMKAMH, 30KpeMa HeJIOCTAaTHICTIO PeCypcCiB,
nedimuToM KBali(iKOBaHUX KaJpiB Ta CKIQJHICTIO Y3TO/DKEHHS JIOBIOCTPOKOBOTO
HapOIIyBaHHS MOTEHIIIATy 3 KOPOTKOCTPOKOBHMH TOMITHYHUMHU ITUKIaMu. HeromaBHin
ayJIUT TOKa3aB, mo I Ha 2022 pik m0J0 TMOCWICHHS KibepOe3neku IAep:KaBHOTO
cekropy mo 2025 poxy He Oyna AOocATHYTa, 1 XO4a OCHOBHA yBara MPHIUISETHCS
MiBUIIEHHIO CTIMKOCTI Ta BIPOBAKEHHIO JAaBHO BIIKIAJCHOTO 3aKOHOJABCTBA, JCSKi
KPUTHKH BBAXKAIOTh, 1110 MOCTYMOBUM miaxix Benukoi bputaHii € 3aHaATO MOBUIBHUM 1
HEJIOCTATHBO aMOITHUM. .. OYiKy€eThCsl, 1110 HOBa CTpaTeris Oyie OUIbII palliOHAIBHOIO Ta
30CEpE/KEHOI0 Ha BHYTpIIIHIA KibepOe3merl Ta CTIMKOCTI, aje BOHA HE TIOBHHHA
ITHOpYBAaTH 1HIII BaXJMBI €JIEMEHTH, Takl sK KiOepauruioMarisi, OopoTrbba 3
KIOEP3JIOUYMHHICTIO Ta BHUKOPHCTaHHS HACTyHaJlbHUX KiOeporepamii sl OTpUMaHHS
CTpaTeriyHoi mepeBaru. 3pelTor, ypsia MOBUHEH €(PEKTUBHO KOOPAMHYBATH 3YCHIUIS
BCEpEAMHI CBOIX BIJIOMCTB Ta 3a iX MEKaMH, CIIBIPAIIOIOYN 3 TPUBATHUM CEKTOPOM IS
3MEHIIICHHS] PU3UKIB, MPOTUJIII CYNPOTHBHUKAM Ta 3aXUCTy IMGPOBOi OATHKIBIIMHU B
CIOXy «paguKalbHOI HeBH3HaueHOCT». (Joe Devanny. The U.K.’s Cybersecurity
Refresh // The Lawfare Institute (https://www.lawfaremedia.org/article/the-u.k.-s-
cybersecurity-refresh). 22.12.2025).

***k

«Ki0epaTaku cTajgM OJHi€ 3 HAHOIILIIUX cTaTeid BUTPAT OPUTAHCHKOIO
oisHecy B 2025 poui. 3a nanumm ypsany, 43% xommnaniii i 30% Oaaroaiiinux
opraizanii 3a3HajM 3J0MiB, Bil (ilIMHIY 10 NMOBHOI0 NMPUIIMHEHHS AislILHOCTI.
Benuki kommnanii — Marks & Spencer, Jaguar Land Rover, Co-op, Heathrow, Harrods —
BCI MOCTpaXk/aiy, 1 (HIHAHCOB1 HACHIJIKM € 3HAaYHUMU: M&S crovarky mornepesnia mpo
30utok y po3mipi 300 MiH QyHTIB cTepiiHTiB (TI3HINMIE KOMIEHCOBAHUN CTPAaXOBKOIO),
JLR cTukaeThcsi 3 HE3aCTpaxOBaHUMH BUTpAaTamMH y po3mipi Omm3bko 200 muH QyHTIB
crepiinriB, a Co-op ovikye 30UTKIB y po3mipi npuOmm3Ho 120 MiaH (QYyHTIB CTEPIIIHTIB
IiCJIs BUKPAJIEHHS JaHUX MPO IIicTh MUTbHOHIB KiIieHTiB. Cybersecurity Ventures oriHioe
I00aJIbHY K10€p3JI0YMHHICTS HBOTO POKy B 10,5 TpaH Aonapis, 10 poOUTSH ii TPETHOIO 3a
BEJIMYMHOI0 «EKOHOMIKOIO)» CBITY...

YoMy  KOMMaHii  CTHUKAIOThCA 3  TpyAHollaMu?  3JOBMUCHUKH  3apa3s
BUKOPHCTOBYIOTh BHCOKOIIBHAKICHY aBTOMATH3AIlil0, YacTO 3aCTOCOBYIOUHM IITYYHHIA
IHTEJIEKT, TOJl SIK 3aCO0M 3aXMCTy 3aJUIIAIOTHCA PEAKTUBHUMH, ()parMEHTOBAHUMH Ta
NOBUIbHUMHU. barato mpaBiiHb BHMaralOTh BiJI KEpIBHUKIB CIIy»0 i1H(pOpMaIiHOI
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oesnexu (CISO) migBUIIEHHS €KOHOMIYHOI €()eKTUBHOCTI, TOAL AK MOJOBHHA CEPEAHIX 1
YBEPTh BEJIMKUX KOMIIaHIM J0CI HE MaroTh IUIaHy pearyBaHHS Ha I1HIUJEHTH.
[Iporunosyetnes, mo g0 2031 poky yacToTa arak MporpaM-BUMaradyiB JOCATHE OJHIET
aTakk KOXHI JBI CEKyHIH, a COIllaJbHI I1H)XKCHEpPHI aTaku — BiJ (QIIIMHTOBHX
CJIGKTPOHHMUX JIMCTIB [0 IIaxpaiicTBa uepe3 TenehoHHY Choyk0y MIATPUMKHA —
MPOJIOBKYBAaTUMYTh OyTH YCHIIIHUMH. . .

Pimiennss moxo mnokamizaiii MoXyTh OyTu pagukaibHuMu: Co-op BuUpimImiIa
MOBHICTIO BUMKHYTH CHUCTEMH, MO0 3YNMUHHUTH MOPYIICHHSA. EXCIepTH morepemkaroTh,
110 3acTapiii 0aHKIBChKI Ta IPOMUCIIOBI CUCTEMH € 0COOJIMBO MpuBadbiuBuMH, a Moody's
BKa3ye Ha 3pOCTaHHS PHU3UKY Ui (IHAHCOBHX yCTaHOB, sIKI BUKOPHCTOBYIOTH 3acTapii
TEXHOJIOT14YHI pimeHHs. 3 HaOmmkeHHsIM 2026 poKy KOMIIaHii MOBUHHI MPUITYCTUTH, IO
MOPYIICHHS B1AOYIyThCA, 1 IHBECTYBAaTH B IMIBUIKY 130JIAI1110, BIIHOBJIICHHS Ta IIPO30PY
peaxiiiro, a He TUIBKH B 3aXMCT NepuMeTpa. B iHIIOMYy BUIAIKy penmyTamiiHuil 30MTOK,
mTpadu BiJ pEeryasTOPHUX OpraHiB Ta OaraTroMiIbHOHHI 30MTKH OyayTh MPOJIOBKYBATH
3pOCTaTH B TOHIII 030pO€HB, KA HE JEMOHCTPYE JKOJHUX O3HAK yroBiIbHEHHs». (Karl
Matchett. How 2025 became the year of the cyber hack — and what British businesses
face next in 2026 // independent (https://www.independent.co.uk/news/business/cyber-
hacks-cost-jaguar-land-rover-marks-spencer-b2872693.html). 27.12.2025).

*k*

ABcrpanis Ta HoBa 3esnaHpis

«ATeHTCTBO 3 Ki0epOe3neku Ta 0e3nexku iHgpacTpykrypu (CISA) BUImycTHIIO
CIiJIbHI peKOMeHalil 3 AMEePUKAHCbKUMH Ta Mi’KHAPOJIHUMM NAPTHEPaMH, Ha Y011
3 ABCTPAJiMCbKHUM LEHTPOM Ki0epOe3nexku ABCTPAJIMCbKOr0 YNPaBJiHHA 3B'AI3KY
(ASD ACSC), moxo Oe3me4HOl iHTerpamii WITYYHOrO0 IHTEJEKTY B omepauiiiHi
TexHoJorivyni (OT) cucremu, 1o JiexkaTh B OCHOBI KpUTH4HOI iHppacTpykTypu. Lleit
JOKYMEHT, CHUIHPHO MATOTOBICHUN 3 TaKWMH areHTcTBamu, sk DexepanbHe OIOpO
po3cninyBanb (FBI) ta IlenTp Oe3neku mrydHoro iHTenekty HaiioHaibHOrO areHTCTBa
oesnekn (NSA AISC), 0a3yerbcsi Ha 4YOTUPHOX MPUHIMMAX: PO3YMIHHS PU3HUKIB,
MOB'S3aHUX 31 IITYYHUM IHTEJIEKTOM, peTelbHa OI[IHKA BHUIAJKIB BUKOPHUCTAHHS
IITY4YHOTO 1HTEJIEKTY, CTBOPEHHSI CHUCTEM VIIPaBIiHHS Ta BIPOBA/KEHHS MPaKTHK
Oe3rekd Ta 3aXWCTy B IITYYHHW IHTEJIEKT Ta ONepaliiiiHi TEXHOJOTii, 10
BUKOPUCTOBYIOTh IITYYHUH IHTENEKT. Y HbOMY MIJKPECITIOEThCA, 1110, X0uYa IITYYHUN
1HTEJIEKT MOXKE TOKPAIIUTH OMepaIliiHi TEXHOJIOT1l, HaNpUKIaa, BUSBISIOUA aHOMAIl
ab0 TPOrHO3yHYM TOTpeOM B TEXHIYHOMY OOCITYroBYBaHHI, WOTrO BIPOBAKCHHS
CTBOPIOE HOB1 TOBEpPXHI aTakhu Ta PEKHUMH BIIMOB, SKI HEOOXIHO YMPaBIATH 3
ypaxyBaHHSM PU3HUKIB. ..

VY KkepiBHUIITBI BUCBITIIOIOThCS yHIKabHI Jisi I Bukiamku, Taki sk 3MIIIEHHS
MOJIeNl, TaJlIOIMHAIIl, BIJICYTHICTh TIOSICHIOBAHOCTI Ta He0Oe3NeKka BUKOPUCTAHHS
koH(pineHuitHuX nanux OT nns HaBYAaHHS, @ TAKOX MICTHTBCS 3aKIUK PO3LIUPHUTH
TpaJMIIiitHI 3acO0M KOHTPOJIIO K10epOe3neku Jiyisl MPOTHII TAKUM 3arpo3am, sIK OTPY€EHHS
JaHUX, IIBUJKE BBeleHHs Ta iHTepdeiicu I, mo migmalTbCsd BIUIMBY XMapH.
Bnacuukam Ta omnepatopam OT HaAcTIiHO pPEKOMEHIYETHCS O3HAHOMHUTHCS 3 3aXOJaMHU
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0e3neKkn mPOTATOM yChoro X)uTTeBoro nukiy I — Bijg Ge3meuyHoro MpoeKTyBaHHS Ta
PO3pO0KH, Yepe3 BIPOBAHKEHHS, O TOCTIHHOTO MOHITOPUHTY — BUKOPHUCTOBYIOUM TaKi
pecypcu, sk KepiBauunrBo CISA Tta HamionampHOro mneHtpy kioepOesmeku Bemukoi
bputanii (NCSC) 3 6e3neunoi po3pooku cuctem . Jlroacekuit pakTop mMae KirodoBe
3HAYEHHS: MEepCOHaJl NOBUMHEH OyTH HaBYEHUM HE MOKIagaTucs HaaMmipHo Ha LI,
MIPaBUIIHLHO 1HTEPIPETYBATH PE3YyJIbTATH Ta YCYBATH HECIIPABHOCTI CUCTEM. Y JOKYMEHTI
MICTUTBCS YiTKE 3aCTEPEeKEeHHs 1010 miaxoaiB « LLM-firsty maus npuidHATTS KPUTHYHO
BXIMBUX pimeHb B oOmacti OT, 3 ommimy Ha HemepemaOadyBaHICTh 1 HU3BKY
MOSICHIOBAHICTh BEJIMKMX MOBHHUX MOJICIEH. . .

[I{omo apxiTeKTypHu Ta OC3MEKH JaHUX, y PEKOMEHAIISIX PATUThCS 3BOKHUTH, YH €
[T mpaBuIbHUM THCTPYMEHTOM JJII KOHKPETHOT'O BUITAJIKy BUKOPUCTAHHS, 3 OTJIAY Ha
MOXKJIMBICTh TIOMHJIKOBUX IPOTHO31B (HaNpUKiIajd, MepeadacHa 3aMiHa oOJiaJHaHHS) Ta
BUCOKY IMiHHICT, HaOopiB nmanux OT mgis cynpotuBHuMKIB. BoHa pexkoMeHaye
MiHiMi3yBaTu noctiiani goctyn LI mo mepex OT 3a momomMororo apxiTeKTyp mnepenadi
JTaHuX, perenbHO TecTtyBaTH cuctemu [l B HENMpoAyKTUBHUX CepeloBHINAX Ta
3MEHIIYBAaTH TIOCTIMHI TpuBUIei, o0 Oyab-SKe TOPYIICHHS 1JSHTUYHOCTI MaJio
oOMexxeHnid «pafdiyc ypaxeHHs». OpraHizailii MOBHHHI BUMAaraTd BiJ MOCTadalbHUKIB
MpO30pOCTi, BKIOYAlOUM crenudikamii nporpamHoro 3adesnedyeHHs (SBOM), uyitki
NOJIITUKU OOpOOKM AaHUX, NOBIJOMJIEHHS MPO BPAa3JIMBOCTI, MOKJIMBICTh BIJIKJIFOUECHHS
¢dbynkuiii LI ta mpo3opicte nanitori noctayanus 111

OuikyBaHHS 100 YNPAaBIIHHS Ta JOTPUMAHHS BHMOT BKIIIOYAIOTh OO0'€HAHHS
BUIIIOT'O KEPIBHUIITBA, EKCIIEPTIB 3 MUTAaHb OMEPAIIHHUX TEXHOJIOTIH Ta 1H(pOopMaIliiHUX
TEeXHOJIOTIH, (axiBIIB 3 INTYYHOrO IHTEIEKTY Ta KOMaHj 3 KibepOe3neku B €quHy
CTPYKTYpPY 3 UITKMMH POJSIMH Ta OOOB'SI3KAaMH MI0J0 PO3POOKH, BIPOBAHKCHHS,
eKCIUTyaTarii Ta OOCIYroBYyBaHHS IITYYHOTO IHTEJEKTY B OMNEPAMIMHUX TEXHOJIOTISX.
CucreMr WITY4HOTO IHTEJEKTY TIIOBUHHI OYyTH 1HTErpoBaHI B ICHYIOYlI MpoIlecH
3a0e3mneueHHs KibepOe3lmekn — peryispHi ayauTH, OIHKAa PHU3HKIB, MHQPYyBaHHS,
KOHTPOJIb JIOCTYITY, BHUSIBJICHHS BTOPTHEHb Ta TOCTIMHA Baifallis — 3 ypaxXyBaHHSIM
TaKTHK 1 TEXHIK, CIEUU(PIYHUX JUISl IITYYHOTO 1HTEJIEKTY, TAKUX fK Tl, 110 KaTaJori3oBaHi
B MITRE ATLAS. HanpukiHiii KepIBHUITBA HArOJIOUIY€ThCS HA BAXKJIMBOCTI MPUUHATTS
pllIeHb 3 Yy4YacTIO JIIOJWHM, HAJIAHUX CHCTEM 3aXHMCTy BIJl BIIMOB, MOBEIIHKOBOTO
aHaTi3y Ta BUABJICHHS aHoMaii, mo0 cuctemu LI mormu «rpario3HO BUXOIUTH 3
Jaay», OOXOJIUTUCA B pa3l MOTpPeOU Ta KOHTPOJIIOBATUCA JIIOJbMHU, SIKI MOXKYTh LIBUIKO
BTPYTUTHUCS, W00 3amo0irTd TEPETBOPEHHIO HEBEIMKHUX BIIXWJICHb Ha CEpHO3HI
iHuaeHTH 3 Oe3mekor abo ekciuryaraiiero...» (Laura French. CISA issues joint
guidance on secure use of Al in OT systems // CyberRisk Alliance
(https://www.scworld.com/news/cisa-issues-joint-guidance-on-secure-use-of-ai-in-ot-
systems). 04.12.2025).

**k*k

«...ABcTpatiiicbknii 3akoH npo KidepoOe3nexky 2024 poky Ta 3MiHeHnil 3aKOH
PO PO3BIAYBAJBHI CJIY:K0H 3anpoBaAWIN PeXUM JA00POBUIBHOIO PO3KPHUTTH
iHpopmanii, sakui i€ 3 KiHoa 2024 poky i A03BOJISI€ KOMMAHIAM JiJIMTHCH
inpopmanicro npo iHmuaeHTu 3 HamioHaJbHMM KOOpPAMHATOPOM 3 Ki0epOesmexku
(NCSC) Ta/abo AscrpajiicbkuM ynpasiaiHHAM 3B's3ky (ASD) 3a cyBopumu
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NpaBujIaMH  «OOMEKeHOT0 BHKOPHCTAHHSI». bynp-ski mgaHi, 1m0 HAJAIOTHCS
nocTpaxaanoro oprasizamiero («IHdopmaris npo H00pOBIUIBHE PO3KPUTTA»), MOKYTh
BUKOPUCTOBYBATUCS JIMIIE JJIsi BU3HAYEHUX ITIe KibepOe3neku: Momomora XepTBi B
JIOKaJi3allii, MoM'sIKIIeHH] HACIIIKIB Ta BITHOBJICHHI, KOOPJHWHAIlS MATPUMKH 3 OOKY
ypany; 1HQOPMYBaHHS MIHICTPIB; YNpPaBIIHHSI CUCTEMHUMHU pU3HKaMU a00 pU3UKAMHU
HalllOHAJIbHOI O€3MeKH; Ta CHPUSHHS [PABOOXOPOHHMM a00  PpO3BIAYBAJIBHUM
onepauisM... BaxiauBo, 1mo neid marepiajl € HeNPUIYCTUMHUM Yy OLIBIIOCTI LHUBUIBHUX
a00 PEryasTOPHUX MPOBAKEHHSX, HE MOXKE CIPUYMHUTH IMBUIBHI CaHKIIi, 30epirae
opuanuny npodeciiiny taemuuito, a NCSC/ASD ne moxxe OyTu 3MyIlIeHUN HajaBaTu
J0Ka3u IMIOA0 HbOTO — XOYa PETYyJATOPHI OpraHu BCE OJTHO MOXYTh OTPUMATH Ti caMi
(bakTH 3a T10MOMOTOI0 CBOiX 3BUYaHUX CTATYTHUX MOBHOBAXXEHb, & KPUMIHAIbHI CIIPABH,
KOPOJTIBCBbKI KOMICIi Ta KOPOHEPCHKI PO3CIIAYBAaHHS HE MiANAAA0Th ITi/1 3aXHUCT.

Opranizaifii MOXyTh PO3KpUBATHU 1H(GOpPMAIIIO, KOJU EKCHEpTH3a YpPSAy MOXKe
MPUCKOPUTH TIPOBEACHHS KPUMIHAIICTUYHOI EKCIEPTH3H, 3amoOiraHHs 3arpo3am ado
iHQOpMYBaHHSI TPOMAJCHKOCTI, a00 KOJHM IHIMACHT 3arpoXky€ CTaOUIBHOCTI KPUTHYHOT
1H(ppacTpyKTypu ab0 MacOBOMY BHTOKY OCOOMCTHX JaHHUX; MEpPEeBard 3pOCTAlOTh TPH
panHboMy 3amydeHHi. L{i gBa musixu € B3aemomomoBHIOOuMMHU: NCSC koopauHye
yOpaBIiHHSA HaciiakamMu B opranax CHIBOPYKHOCTI Ta mITariB, Tolal Ak ASD Hanmae
rMOOKY TEXHIYHY Jomomory, iHdopMmalilo TMpo 3arpo3d Ta 3amnodirae  aisiMm
cynpoTuBHUKIB. Ko)kHa 3 IMX Oprasizauiil Moxke nepefaBaTy iHGOpMAIIIo 1HIIH, SKIIO
MOTpiOHA IIMpIIIA MiATPUMKA. . .

3axucT Mae CBOI OOMEXKEHHS: pPEXKUM HE € «OE3lEeYHOI TaBaHHIO» BIJ
PO3CIiyBaHHS; BIH HE 3aMiHIOE O0OB'SI3KOB1 MOBITOMJIEHHS BIJIIOBIIHO O 3aKOHIB IPO
KOH(D1ICHIIMHICTh, KPUTHUYHY 1HGPACTPYKTYpY a00 TOBIJOMIIEHHS MPO BHUKPAJCHHS
JaHUX; BIH TaKOXX HE MOIIMPIOETHhCS Ha iH(MOpMaIlito, sika BXKe € MmyOsiuHo abo Oyrna
oTpuMaHa He3aexxHo. 1106 Oe3nmeyHo BUKOPUCTOBYBATHU II€H KaHAI, KOMMAaHIi MOBHUHHI
BIJIFOUMTH CXEMHU TPUUHATTS PIMICHh y CBOi IUIAaHW pearyBaHHS Ha I1HIUJEHTH,
BIJOKPEMHUTH JOOPOBUIbHE PO3KpUTTS 1HGOpMalii Bix 0OOB'SI3KOBOTO, MO3HAYUTH
KOH(1eHIHY 1H(OpMallil0, OYUCTUTH a00 OI[IHUTU OCOOMCTI JaHi Ha BiAMOBIAHICTH
3akoHy Mpo KOH(IIEHLIMHICTh Ta MIArOTYBAaTUCSA A0 MOBTOPHUX IMEPEBIPOK 3 OOKYy
oimiiHUX 0C10, JOTPUMYIOUMCHh NPH LBOMY BCIX BCTAHOBJIEHUX 3aKOHOM TEPMIHIB
nojaHHs 3BITHOCTI. [Ipu cTpaTeriuHoMy BHUKOPUCTaHHI pexXuM 3a0e3neuye Oe3neyHuit
KaHaJ I BIJIBEPTO1 CIIBIIpAIll 3 YPSJIOM, OJHOYACHO OOMEXKYIOUH HOPUIUYHI PUBHKH. . .»
(Frances Wheelahan, Michael do Rozario, Justin Gay and Amy Yu. Voluntary cyber
incident disclosure: legal guidance for Australian organisations // Corrs Chambers
Westgarth (https://www.corrs.com.au/insights/voluntary-cyber-incident-disclosure-
legal-guidance-for-australian-organisations). 02.12.2025).

*kx

Kurau, Iugiss, SAnonisi, IliBoneHHa Kopes Ta kpainum IHKO-
THUXOOKEAHCBEKOI'O PerioHy

«IHpia  BigMoOBMuIAacH Bi IJIaHy 3000B'si3aTM BHPOOHMKIB cMapT(OHIB
NnonepeJHbO BCTAHOBJIIOBATH YPSA0BY nporpamy «oesmekn» Sanchar Saathi na Bci
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HOBI Ta iICHYIOYI MPHUCTPOI micJA cCHpoTUBY 3 00Ky Apple, Samsung, rpyn 3 3axXucTy
rPOMAaJsIHCLKHUX CB0O0OJA Ta OMO3MIIHHMX MOJITHKIB. MIHICTEPCTBO KOMYHIKAIlIA
MOSICHWIO 1€ PIIIEHHS SIK BIATMOBIb HA BUCOKHH PIBEHb OOPOBIILHOTO BHUKOPUCTAHHS
IPOrpaMu, 3a3HAYMBIIIH, 110 OM3bKO 14 MITEHOHIB JIIO/ICH BKE 3aBAaHTAXKHIN MPOTPaMy,
sIKa TeTep MO3UIIOHYEThCS SIK JOJATKOBUN 1HCTPYMEHT, IO JOTIOMAara€ KOpHUCTyBadyam
NOBIJOMJIATH PO BTpaATy abo KpaalKKy Tese(oHIB Ta OJOKYBaTH iX...

Opnnak 3axucHUKHU KOH(1AeHIIHHOCTI, BKitoyatoun Electronic Frontier Foundation
Ta 1Ha1ichKl rpyny, Taki sk SFLC.in Ta Internet Freedom Foundation, nonepenumnu, 1o
IIUPOKI JJO3BOJHU JOJATKA, 5Kl JO3BOJSIOTH HOMY 31HCHIOBATH Ta KEPYyBaTHU JI3BIHKAMH,
HAJCWJIATU TOBIJIOMJIEHHS Ta OTPUMYBATH JOCTYI JO ICTOPIii JA3BIHKIB 1 MOBIJIOMJICHbD,
daiiniB, dotorpadiii Ta kKamepu, MOXYTh IEPETBOPUTH MOro Ha 3acid MacoBOTO
ctexxeHHs. Reuters moBimomuno, mo Apple 1 Samsung 3asBwin, 1o HE OYyIyTh
BUKOHYBATH 10 BUMOTY 3 MIPKyBaHb KOH(PIACHIIIHHOCTI Ta O€3MeKu, a JIJAePH OMO3HUIIii
MOCTABWJIM TI1J] CyMHIB TIPABOBI MiJICTaBU JJI TPUMYCOBOTO BCTAaHOBJICHHSI HE3HIMHOTO
J0JIaTKa Ha TPHUCTPOI KOPHCTYBauiB. Xo0dYa ypsa MOCHIAETHCA Ha I KiOepOe3mekw,
pi3Ka 3MiHa TIOJIITHUKU Ta MOPIBHSHHS 3 HEIIOAaBHLOIO BUMOroto Pocii mpo momnepenHio
THCTAJIAIII0 MECEH/KEpa, MO0 MATPUMYETHCS ACPIKABOIO, IMiIKPECITIOTh 3aHETIOKOEHHS
10710 HaJMIpHOTO BTpydYaHHs nepkaBu Ta ctexxkeHHs». (Will Shanklin. India will no
longer require smartphone makers to preinstall its state-run ‘cybersecurity’ app //
Yahoo (https://lwww.engadget.com/cybersecurity/india-will-no-longer-require-
smartphone-makers-to-preinstall-its-state-run-cybersecurity-app-171500923.html).
03.12.2025).

**k*k

«3a 1aHMMHU ceyJIbCbKOI KOMIIaHil 3 Ki0ep0e3nekn, y BiBTOPOK 0yJ10 BUSIBJIEHO
miApo0JieHi MOAATKOBI HAKJIAAHI 3 BOYJIOBAHUM HIKIIJMBUM KOJ0M, NMOB'SI3aHUM 3
NMiBHIYHOKOPEHiCbLKMMH  XaKepaMH, $IKi  CTAaHOBJATH  3arpo3dy  Oesmemi
NiBJeHHOKOpeHIIiB.

ESTSecurity 3asBuna, 1Mo BHUSBWIA B Mepexl ¢aiiam, 3apakeHl BIPyCOM
KimJongRAT, 3a3HauuBIIM, 10 LEW TPOSIH I BIAJAJICHOTO JOCTYIy, WMOBIPHO,
NoB's13aHM 3 XakepchKoro rpymnoio Kimsuky, siky ¢inancye [IxeHbsH.

@aiin, 3amackoBanuii mix PDF, HacmpaBal MICTUB SIpiUK, SKUH HampaBiIsiB
KOPHUCTYBauiB Ha MOCUJIAHHS, 1110 BEJIO JI0 3aBAHTAXKEHHS IIKIITMBUX (HaIiB.

Kommnanis 3 6e3neku 3asBuja, 10 MIKIIJIUBUN KOJ OyB CIEHialbHO PO3POOIEHUN
JUI TMiBICHHOKOpEHChKUX KopucTyBadiB...» (Cybersecurity firm warns of fake tax
invoices with North Korea-linked malware // JoongAng Ilbo Co., Ltd.
(https://koreajoongangdaily.joins.com/news/2025-12-
02/national/northKorea/Cybersecurity-firm-warns-of-fake-tax-invoices-with-North-
Korealinked-malware/2468107). 02.12.2025).

*

**

«@ininmincekuii iHcTuTyT (QaxiBuiBb 3 kidepoOesnexkn (PICSPro) 3akiamkas
yYPsA 1 JifepiB rajaysi NpoCcyHyTH JaBHO HeoOXiaHi pedopmu B chepi KidepOe3nexku
KpaiHW, TMoNepeIWBIIN, 10 HEN[0JABHIi BTOPrHeHHS B YPHAAOBI cCHCTEeMH
BHKPHUBAIOTH Cepiio3Hi HanioHanbHi Bpa3iauBocTi. ['onoBa PICSPro Auxenn Peno6Gie
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PO3KPUTUKYBAaB HUHIMHIN miaxing PiminmiH SK «peakTUBHHUN, (QparMeHTapHUN 1
[EPEMOHIAIbHMI, 3asBHUBIIM, W0 4Yepe3 OararopiuHe Heao(piHAHCYBaHHSA, IOTaHy
KOOPJIMHAIIII0 Ta HETPABUIILHO PO3CTAaBJICHI MPIOPUTETU JIEPKaBHI CUCTEMH 3aJTUTITIIIACS
«TPUBOKHO BPA3TMBUMUY», HE3BAKAIOYHM HA HOBI MPOEKTH 3 MOHITOPHHTY Ta 3aXHUCTY,
peainizoBaHi MiHicTepcTBOM 1HGOPMALIHHUX 1 KOMYHIKaIHHUX TEXHOJIOTIH. ..

[linkpecmroroun, 1mo «kiOepOe3neka — L€ HalloHalbHa Oe3leKa, €KOHOMIYHA
Oe3nexka Ta rpoMajcbka Oesneka», Penobne oxpecnuB OararopiBHEBY KOHUEHLIO
PICSPro, sixa nepen0Oauae rnodanbHe y3roIKeHHs 3aKOHOAABCTBA y cepl KibepOe3neku,
CTaHJApPTU3AIIII0 TPOTOKOJIIB O€3MEKH, KOOPIUHAIIII0 HAIlIOHAJILHOI CUCTEMH pearyBaHHs
Ha IHIUACHTU Ta TMOCTIMHMWI PO3BUTOK JIOACHKUX pecypciB. BiH 3a3HaumB, 1o s
CTBOPEHHS CIPaBJi CTIMKOI €KOCHCTEMH, 3/1aTHOI 3aXHUCTUTH IHCTUTYTH, €KOHOMIKY Ta
rpoMaJisiH KpaiHu, HEeOOXiJH1 3YCWIIsS BCl€i Hallli, 3aCHOBaHI Ha HaAIMHINA MOJITHIII,
MOCJIIIOBHUX CTaHAApTax, HaAIMHIN 1HQpacTPyKTypl Ta BUCOKOKBaTI(hIKOBAaHUX KaJpax y
chepi kioepoesnexkn». (ANNA FELICIA BAJO. Group calls on gov't, industry leaders
to improve PH cybersecurity Il
(https://www.gmanetwork.com/news/topstories/nation/968333/group-calls-on-gov-t-
industry-leaders-to-improve-ph-cybersecurity/story/). 03.12.2025).

*k*

«Snoncbka kommadiss Asahi Group, BUpOOHMK HamoiB, 110 BUILyCKA€ NMUBO
Super Dry, 3asBujia, 0 IVIAHY€ HOPMAJII3yBATH CBOK0 JIOTICTUYHY AIVIBHICTH 10
JIOTOro micjasi MacmrTadHOI Kidepataku 29 BepecHs, siKa mapaJidyBajia 00poOKy
3aMOBJICHb, 10CTABKY Ta po0ory call-ueHTpiB i npu3Besa 10 ae@inuTy NpoaAyKUii B
0araTbox pecropanax, 6apax i marazunax fAnonii. Komnanis BiiHOBHIIa BUPOOHHUIITBO
Ha [ECTH BITYU3HSHUX 3aBOJIaX, aje HE BC1 TOBapH OYyIyTh TOTOBI JI0 BIABAaHTAXXEHHS 10
3a3Ha4veHoi gatv. Asahi moBigoMmIIa, 1110 OCOOMCTI a1 0Ju3bKo 1,52 MinbHOHA KIIIEHTIB,
a Takox iHpopmartisg mpo 114 000 mimoBux koHTAaKTIB 1 275 000 HHHIMIHIX 1 KOJHIIHIX
CHiBpOOITHHKIB Ta IXHIX CiMEW, MOXJIWBO, Oy BHKpPAJCHI, X04a JKOJAHA 3 MHUX JaHUX
noci He 3'sBusacs B [HTepHeTi. ..

['pyna xakepiB Qilin B3suta Ha cebe BIANMOBIAAIBHICTH 3a Iel Hamaxd, ane Asahi
3asBIsIE, 10 HE IUIaTHiIa BUKYIL Ll mepemkoma 3Mycuiaa KOMITAHIIO —BiAKIaCTH
ONPWJIIOJJHEHHSI PE3yJbTaTIB 3a TPETIM KBapTad 1 NMEPEHECTH ONPUIIOJHEHHS PIYHUX
pe3ynbTariB Ha moHaa 50 AHIB micis 3akiHUYeHHS (piHaHcoBoro poky 31 rpymus 2025
POKY; JKOBTHEBI MPOJIaXi OCHOBHUX IIJPO3LJIIB KOMIMaHIi, 110 3aiMarThCs
BUPOOHMIITBOM HAIlOiB Ta Xap4yOBHX MPOAyKTiB, Brnamu Ha 10-40 % y mopiBHAHHI 3
AHAJIOTTYHUM TIEPIOJIOM MUHYJIOTO DPOKY...» (Anton Bridge. Japan’s Asahi Aims to
Restore Logistics by February Following Cyberattack // Wells Media Group, Inc.
(https://www.insurancejournal.com/news/international/2025/12/03/849681.htm).
03.12.2025).

*k*

«3rinHo 3 paHuMH «3BITY PO CTaH PUHKY NPOAYKTIB Ki0epOe3mexku B IHaii
3.0», omyOuaikoBanoro Panoro 3 Oesmexu nanux IHail, o0csir pUHKY HPOAYKTIB
ki0oepOesnexu B Inaii, Ak ovikyerbes, 3pocre 3 4,46 mupa aoaapis y 2025 poui xo
0mu3bK0 6 mupa goaapis y 2026 poui, B OCHOBHOMY 32 PaXyYHOK BHYTPIlLIHHOI'O
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MOMUTY, AKUH 320e3neuye moHax 45% A0X0AiB, MNPpUYOMY OlIbIIIE TPETHHH NMPHUIIALAE
Ha BFSI, IT-nocayru ta ypsia. Y mnpomy cektopi mpamroe noHan 400 kommaHiii-
BUPOOHHUKIB, 1 32 OCTaHHI M'STh poKiB BiH 3pic Ha 34% CAGR, npuuomy KIFOUOBUMH
nentpamu € Kapnaraka, Jlemi-NCR 1 Maxapamrpa, a OJIM3bKO YBEpPTI KOMITaHIH
NEPEHOCITHh CBOIO NIsTBHICTE 10 MIcT piBHA [ 1 Il y 3B'sI3Ky 3 mommpeHHsIM T10pUAHOI Ta
B1J1J1aJIEHO1 POOOTH. ..

bmusbko  55%  1HAIACHKUX KOMIIAHIM, 1[0 BHUPOOJISIOTH MNPOAYKTU  JJIs
ki0epOe3rneku, 3apa3 OOCIYroBylOTh CBITOBI PUHKHM, Xoya jume 17% 3 HUX MaroTh
¢b13uuHi odicH 3a KOPIOHOM, MOKJIAJAI0UYUCh B OCHOBHOMY Ha MapTHEPIB 3 JUCTPUOYIIIi
JUISL PO3IIUPEHHST CBOET AISTIBHOCTI. Y 3BITI 3a3HAYAETHCS, M0 KUIBKICTh (DaxiBIIB 3
ki0epoOesmneku, ska ctaHoBUTH npubnu3zHo 60 000 ocid, 3poctae nmpubmmu3HOo Ha 25%
IIOPOKY, ajieé TAaKOX IMiJKPECIIOEThCS MOCTIMHUN nediuT KBadihikoBaHHX KaapiB, IO
BUMaraTume IiJeCIpsSIMOBAHOTO TiABHINCHHS KBami(ikaliii, OUTbII TICHOI CITIBITpaIll MIX
aKaJeMIYHUMHU KOJIaMU Ta MPOMUCIIOBICTIO, @ TaKO CTBOPEHHS HaBYAIBHHX IIATHOPM
Ha OCHOBI MITY4HOTO iHTeNeKTy. LLITydHuit iHTeNeKT Ta CIPUSITINBI TEOMOTITHYHI YMOBH
BBAKAIOTHCS OCHOBHUMH KaTali3aTOpaMH MalOyTHHOTO 3POCTAaHHS, MPUYOMY TOPSIA 13
TpaIUIIHHUMU BHYTpIMIHIMU puHkamu Ta puHKamu CIIIA 3'4BisiOTbCS HOBI PUHKU B
axigniit A3zii Ta IliBnenno-Cxianit Aziin. (Cybersecurity product sector’s revenue to
hit $ billion by 2026: DSCI [/ THG PUBLISHING PVT LTD.
(https://lwww.thehindubusinessline.com/info-tech/cybersecurity-product-sectors-
revenue-to-hit-6-billion-by-2026-dsci/article70357981.ece). 04.12.2025).

**k*k

«TaBanb 3a00pOHMB [JOCTYHl [0 KHTaHCbKOro poaarky Xiaohongshu
(RedNote) Ha oauH piK, MOCHJIAYUCH HA CePHO3HI PU3UKM sl Ki0epOe3nmexku Ta
ioro BHUKOpPHCTAHHS SIK WEHTPY Mjis maxpaiicrBa. MiHicTepcTBO 1TUMPOBUX
texHomorii (MODA) monepenumno, mo RedNote Ta otupu iHmI KuTaichki miatGopmu
— Douyin, Weibo, WeChat i Baidu Wangpan — moxyTh 30upatu KOH(IIEHITIIHI
0CcOOMCTI JaHl Ta mepegaBatu ix 0Oe3 3roau KopuctyBadiB. RedNote He mnpoimios
xonaHoro 3 15 TectiB Ha kiOepOesneky, npoBeaeHux HamionaneHuM Oropo Oe3mneku, a
YMHOBHUKHM TAaKOXX BUCJIOBHJIM 3aHEMOKOEHHS, IO JOJATOK MOXKE CIYTyBaTh KaHAJIOM
JUTSl PONIEKIHCHKOT Ae31H(opmarii. . .

3abopoHa Oyyia BBelIEHA TICIAs TOro, sIK KOMIIaHIS HE BCTyHWja B Jiajior 3
pEeryJISTOPHUMH OpraHaMy 1 HE BIJMOBUIA Ha OQiIiiHI 3aUTH Bij omeparopa Xingyin
Information Technology, mo 06a3yerscs B Illanxai. Brnaga mos'sizana 3 mnatdopmoro
noHay 1700 BunaakiB ImaxpaicTBa, K1 3aBJalId KepTBaM 30MTKIB Ha cyMy OJM3bKO 7,9
MIJTEHOHA JTOJIAPiB Uepe3 Takl MaxpachKi CXeMH, SK MiApoOKa eIeKTPOHHOT KOMepIIii Ta
pPOMaHTHYHE IMaxpaiicTBO. lle pimeHHs BUKIUKANIO KPUTHKY 3 OOKY OMO3UIIIHHUX
3aKOHOJABLIB, SIKI IONEPEIKalTh, [0 BOHO MIIPUBAE CBOOOLY I1HTEPHETY Ha
TaiiBani...» (Maroosha Muzaffar. Taiwan bans popular Chinese app RedNote over
cybersecurity concerns // independent (https://www.independent.co.uk/asia/east-
asia/taiwan-rednote-xiaohongshu-chinese-app-fraud-b2878642.html). 06.12.2025).

***k
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«IBuake po3mupeHns cexkTopiB IT ta ITeS B benrauii, 0co06,1uB0 3pocTaHHs
neHTpy benranbcbkoi KpemMHi€BOI H0MHHM, OJHOYACHO NPHMBEPHYJIO MNiABHIICHY
yBary Ki0ep3/104MHIIB, fKi KepylThca pinancoBumu moruBamu. Pamxem YxabOpa,
reHepanbHuil qupekTop Acronis B Iuaii Ta IliBnenniii A3ii, momepepkae, M0 MIAPOKE
BIIPOBA/KEHHSI IITYYHOTO 1HTEJIEKTY 3HU3HWIO BAPTICTh 1 CKIAAHICTh KiOEP3IOUYHHIB, IO
J03BOJISIE  3JIOBMHCHMKAaM 3aCTOCOBYBAaTM CKJIAJHI IIAXpalChKi CXEMH, TakKl SK
KJIOHYBaHHS TOJIOCY 32 JIOMOMOIOK0 IITYYHOI'O 1HTENEKTY, MiApoOKa 11eHTU(DIKAIAHUX
JaHUX Ta aBTOMATU30BaHMM (QIIIMHT y Benukux maciradax. Llei nucbananc Bumarae
HaJ1iHOT OOOPOHHOT CTpaTertii. ..

Uxabpa 3akiIuKae yps] IITaTy BXKUTH HETAHHUX 3aXO[liB, BKIIIOUAIOYU BBEIACHHSI
0a3zoBux kiOepcranmaptiB y 22 IT-mapkax Ta KIHOYOBUX Tally3siX IMPOMHUCIOBOCTI, a
TaKOX BIPOBA/KEHHS MPOTOKOJIB MIBUIKOIO 3aMOPOKYBaHHS KOIITIB JJisi OOpOTHOHU 3
eckanaiier udpoBoro maxpancrea. BiH miakpeciuBs, Mo MTaTH, K1 JOCITIU YCIIXy B
060poTh0i 3 KIOEP3IOUMHHICTIO, MAIOTh CIIJIbHI PUCH: IHTETPOBAHY CHUCTEMY 3BITHOCTI Ta
AQHAMITHKU JUISI BIJICTEKCHHS 3JIOYMHHUX MEPEX, TICHY KOOPJIUHAIIID MIX TOJIIIE,
O0aHKaMH Ta OlepaTopaMM TEIEKOMYHIKAIIMHUX MOCITYT JUIsl IIBUIKOTO 3aMOPOKYBaHHS
KOIITIB, a TaKOX TOCTiIiHI KammaHii 3 MiABUIICHHS OO0I3HAHOCTI TPOMAJCHKOCTI.
[locunarourch Ha 1HTErpoBaHy KiOEpIOBIAKOBY ciiy>kOy MaxapamTpu Ta MOHITOPHUHT
(1HAaHCOBHX MIAXPANCTB y PEXUMI PEaJbHOTO 4Yacy [K Ha 3pa3oK JJid HaCHiJTyBaHHS,
Uxabpa pekoMmenaye beHramii mnocwidTA CBOi KiOEpmiApO3AUIM Ta I1HTErpyBaTH
perioHanbH1 JlaHl 3 HamloHaIbHUMHU TutaTdopmamu. [lapanenbHO 3 UM MHiATPUEMCTBA
MOBWHHI TPUUHATH CHUCTEMY «KIOEpCTIMKOCTI», HaJal4d TMPIOPUTET HE3MIHHUM
pe3epBHUM KOIisIM, OaraTodakTopHii ayTeHTH(]iKamii Ta 3a0e3nedeHHI0 Oe3NneKH
po6ounx mporuecis AI/ML...» (Experts call for cyber standards at Bengal IT parks as
Al-powered crimes escalate /l The Telegraph
(https://www.telegraphindia.com/business/cybersecurity-push-for-bengal-it-sector-as-
experts-warn-of-rising-ai-driven-fraud-risks-prnt/cid/2136702). 08.12.2025).

*k*

«...3anpononoBanuii Ilakucranom 3akoH npo kidepOe3nmeky 2025 poky mae
Ha MeTi cTBopuTH He3aje:xkHuid HamionaabHuii opran 3 murTaHb KiOepOe3mekn
(NCA), aje iioro BHIpPOBAI:KEHHSI BHKJIMKAE€ (yHIaAMEHTAJIbLHI NUTAHHSA 100
(inancyBaHHs, IHCTUTYWIHHOI Y3rOJ:KEHOCTI Ta PO3NOALTY NOBHOBAKEHb MIK
iICHyI0OUHMM OpraHamMu...

Apxitektypa NCA ctpareriuno BOyJOBaHa B TPOEKT 3 PO3BUTKY MHUGPPOBOI
exonomiku (DEEP), mo ¢inancyerscs CBITOBUM OaHKOM, TOJOBHUM YHHOM Yepe3
KOMIIOHEHT pearyBaHHS Ha HaJ3BWUYaiiHI cuTyarlii, mo (IHAHCYEThCA 3a PaxyHOK
HYJIBOBOTO Joiapa. Takuil Miaxiag MO3BOJIAE€ YpsAy 3adydaTd IMOMIPHI MIXKHAPOJIHI
1HBECTHIII] Ta BIPOBAKYyBAaTH HAMKpAIll CBITOBI MPAaKTUKH ISl OE3MEYHOTO PO3BUTKY
1H(PaACTPYKTYpH, HE MOKJIAJAI0UYNCh BUKIIOYHO HA HALlIOHATbHUI OFO/IKET. ..

Opnnak ctBopenHss NCA crtBoproe pusuk AyOmtoBaHHsS (PyHKOiM icHyrouoi PK
CERT (ITakucranchbkoi rpynu pearyBaHHs Ha KOMM'IOTEpPHI HaJA3BMYaliHI CUTYyallli), gKa
B)K€ YIIOBHOBa)K€HA pearyBaTH Ha TE€XHIYHI IHUMJEHTU. KIIOYOBUM MUTAaHHSAM € TE, YH
oyne NCA nisitu sk oprad Bucokoro piBHs, 3anumuBiu PK CERT B skocTi TeXHIYHOTO
MIJIPO3/1Ty, YU CIIPOOYE MOBHICTIO nepedpaTu Ha ceOe PyHKIIOHAIbHI TOBHOBAYKCHHS.
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Amnanoriuno, mnoBHOBaxeHHS NCA  cymepeuaTh KOMIUIEKCHIM — cucTeMi
kibepOesrekn, sko Bxke kepye [lakucTaHchbka TelleKOMYHIKAIIAHA aJMIHICTpaIlis
(PTA). Mdxmo NCA BumaratuMe TIOBHOTO KOHTPOJIIO Haja YCi€0 HHQPPOBOIO
1H(DPaCTPYKTYpOIO, 1€ MOKE MPU3BECTH 10 KOH(MIIIKTY MO0 BCTAHOBIEHHS TEXHIYHUX
cragaaptiB. Kpim toro, NCA mnoBuHHa 3abe3meunTH, 100 HaIllOHAIbHA CTpaTeris
K10epOe3neKkn HajaBaja MPIOPUTET TEXHIYHOMY 3aXUCTy Ta 3aXHCTy MpaB, YHUKAKOYH
teHjeHiii PTA 1o macoBux oOMexeHb 1 IEH3YpH, SKI 4acTO PO3MISIAAIOTHCS dYepes
NOJIITUYHY TPUZMY...

3pelTo0, HOBUM 3aKOH Ja€ MOKJIUBICTh a00 pallioHaIi3yBaTH Ta MOJIMIIATH
y3TOJIKEHICTh PO3Apo0sieHOro yrnpaBiiHHS KibepOesnekoro B [lakucrani, abo mpocto
JIOJIaTH I1Ie OJIMH piBEHb OIOPOKpATIi, 110 MOXKE MPU3BECTHU 10 BIICTOPOHEHHS TEXHIYHHUX
ekcriepTiB PK CERT Ha KOpPHCTh MOJNITHYHOTO KOHTPOJIO 3BepxXy BHu3». (Faran
Mahmood. Will the new Cybersecurity Act strengthen defences, or create bureaucratic
conflict? // The Express Tribune (https://tribune.com.pk/story/2581090/can-new-
authority-resolve-cybersecurity-paradox). 08.12.2025).

*

**

«3akon Cinramypy npo ki0epOe3neky (3 monpaBkamu) 2024 poky, YaCTHHHU
AKOoro HaO0yau 4yuHHOCTI 31 x0BTHs1 2025 poky, 3HAYHO PO3MMPIOE 3aKOH MPO
ki0epOe3nexy 2018 poky, mo0 BizoOpazuTu nmudposuii JanamwadT, opieHTOBaAHUI
HAa XMapHi TexHoJ1orii Ta ayrcopcuHr. [lo-nepie, komicap 3 KibepOe3eKu Ternep Moxe
MpU3HAYaTH 1HOPACTPYKTYpYy, IO HAJICKUTHh TPETIM CTOpPOHAM, — MyOJIuHy XMapy,
KepoBaHI TOCIyrd abo IHIII ayTCOPCHMHTOBI IUIaTGOpPMHU, Ha SKI TMOKJIAAAETHCSA
MOCTaYaJbHUK OCHOBHHMX TMIOCIYT, — SIK KpUTHYHY 1H(oOpMaIiiHy 1HQpacTpyKTypy
(CII)... BiagmoBimanbHICT, 3a OC3MEKy aKTUBIB IIOKJIAJA€ThCsl Ha IMOCTadajJbHHUKA
OCHOBHHX TIOCITYT, SIKWW TTOBUHEH OTPUMATH BiJl 30BHINIHBOTO MOCTaYaIbHUKA JOTOBIPHI
rapanTtii MOA0 HaAaHHS JeTanbHOI 1HGOpMAIi Mpo apxXiTeKTypy, MTOTPUMaHHS
BCTAHOBJICHUX KIOEpCTaHIapTiB Ta MOBIJOMJIEHHS MOCTadaJbHUKA MPO ICTOTHI 3MIHH.
[To-npyre, 3HuKIM reorpadiuHi KOPAOHU: KOMIT'FOTEpHA CHUCTEMa, pO3TallOBaHa
NOBHICTIO 32 Mexamu CiHramypy, moxke Oytu BuzHaHa ClI, skmio ii mopyiieHHs Moxe
NIPU3BECTH JI0 MOPYIICHHS OCHOBHHUX TMOCIYT y KpaiHi, IO Ja€ MocTadalbHUKAM MOCITYT
HOBl Ba)KeJll BIUIMBY [UJI HAaB'S3yBaHHS CIHTAIypCbKUX TIOJIOKEHb MPO Oe3neKy
3aKOPJIOHHUM TOCTadaJIbHUKaM ab0 IeHTpaM CHulbHUX mociayr. [lo-Tpere, HOBUIA Kiac
— Cucremu tumuacoBoi kioepoesneku (STCC) — no3Bonse Komicapy HaknagaTu Ha
OyIp-sIKy BHYTPIIIHIO CHUCTEMY, KOPOTKOYACHA HECIPAaBHICTh SKOi MOXE Cepilo3HO
3aIIKOJITH HaIllOHAIBHIN Oe3elli, eKOHOMIII, 3I0POB'I0 HACENIeHHS a00 TPOMaJICEKOMY
MOPSIAKY, HArjsa CTPOKOM 10 oxHoro poky. Bmacamkn STCC moBHHHI HamaBaTH
TEeXHIYHY 1HGOPMAIIiI0, TOTPUMYBATUCS HAA3BUUAWHUX TUPEKTUB, MPOXOIUTH aAyJIUTH Ta
MOBIIOMJISITH TIPO 1HIIMICHTH, HABITh AKIIO MPU3HAYCHHS B1IOYBAETHCS Yepe3 TPUBAIUN
yac Miclid 3aKyHiBii, 10 MOK€ 3MYyCUTH TEPMIHOBO MEPETISHYTH YMOBU KOHTPAaKTy a0o
nepeKoH(pIrypyBaTH CUCTEMY. ..

Ki1t040BI 1o0XkeHHs, 5K 1€ He Ha0yJIM YMHHOCTI, epea0ayaroTh 3alIPOBAKEHHS
HarJay 3a nocravaibHukamu 6a3oBoi 1udpoBoi iHPpactpyktypu (FDI) ta cy6'ekramu,
[0 CTAHOBJIATH OCOOJMBHUM 1HTEepec 3 Touku 30py KibepoOesneku (ESCI). Tum uvacom
orneparopu OCHOBHUX mociayr Ta ixHi [T-mocravanbHuku moBuHHI (1) meperiasHyTH
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KOHTPAaKTH Ha AayTCOPCHUHT Ta XMapHI TOCITyTH, 00 TEPEKOHATHCS, IO BOHH
BI/IMOBIAI0OTh BUMOTaM 3aKOHY IPO BHECEHHS 3MiH oA0 oOMiHy iH(opmMariero Ta
CTaHAapTIB; (2) CKIACTU KapTy BCIX 3aKOPJIOHHUX CHUCTEM, SIKI TETep MOXKYTb MiNaaaTu
nig giro CII Ciaramypy; (3) miaroryBaTu IlaH ecKajalli Ha BUIMAJOK PanTOBOTO
npusHaueHHs1 STCC; Ta (4) cTexxuTy 3a MaiilOyTHIMH TMOBITOMIIEHHSIMU Tpo mpaBmiia FDI
ta ESCI, mo0 nporpamu JOTpUMAaHHS BUMOTI 3aJIMIIAIKCS MOINEpeAy PO3LIMPIOBAHOT
chepu perymoBanns...» (Carolyn Bigg and Qiuyang Zhao. Singapore: Key
Amendments to the Cybersecurity Act Now in Force // DLA Piper
(https://privacymatters.dlapiper.com/2025/12/singapore-key-amendments-to-the-
cybersecurity-act-now-in-force/#more-7749#page=1). 03.12.2025).

***k

«..Tallanag BIOIKPUB HOBHH NPHCKOPEHMHA MAapuIpyT O0e3 TeHAepiB A4
JAep:KaBHUX OPraHiB, SIKUM HeOOXiIHO NpuAOATH TEeXHOJOorii ado mocayru ajsi
npoTuaii «KidepHeTHYHUM a00 BiMCBKOBHM 3arpo3amM», 10 MOXKYTb CTAHOBHUTH
He0e3nmeKy 1JIsl cTadlIbHOCTI oprany ado kpainu. OnyonikoBanuii y Royal Gazette 28
mucronaga 2025 poky, MmiHicTepchbkuil pernaMeHT Ne 6 (2568) BHOCUTH MHOIpPaBKU 10
3akoHy Mpo JAep>KaBHI 3aKyMiBIl Ta ynpaBiaiHHa noctaBkamu 2017 poky, 1100 J103BOIUTH
yCTaHOBAaM MPOITYyCKaTH KOHKYPEHTHI TEHJEPH Ta BECTU MEPEroBOPH OE3MOCEPEHBO 3
MOCTavYaJbHUKAMH, KOJIM 3BUYAiiHI TEPMIHU MOXKYTh 3QJIMIIUATH iX HE3aXUIICHUMU IIiJ
yac KPUTHUYHOTO mepioAy 3arpo3u. Lled 3axin po3mMproe padille BY3bKY KaTEropiro
«CTICIIAJIBHUX METOIB», siKa paHilie oOMexXyBajacsi HaA3BUYAWHUMH CHUTYallsIMHU,
3alMaTeHTOBAHUMH CUCTEMaMu a00 3BHYAHUMHM OTEpallisiMH 3 HalllOHAJbHOI Oe3MeKH, i
TEMep OXOIUII0E Cyd4acHi 1HIUIAEHTH B cdepl KidepOesnekn Ta OOOpPOHHI BIWCHKOBI
noTpeowu. ..

Jlnst mocTtadanbHUKIB TIaTGOpM BUSBICHHS 3arpo3, IOCIYr pearyBaHHS Ha
IHITUICHTH, 3ac001B 3aXUCTy BiJl MpOrpaM-BUMaradiB, OpaHaMayepiB, KOHCYIbTAIlIHHUX
MOCIAYr 3 MUTaHb Oe3MeKku abo CHeliagi3oBaHOr0 3aXMCHOro OO0JaJHaHHSA 1 3MIHA
CTBOPIOE Oe€3Mocepe/iHii KaHal I 3aJlydeHHs Jep>KaBHUX NOKYMNIIB 0€3 TpUBaIUX
myOJIIYHUX TOPriB. ATEHTCTBA BCE OJHO MOBHMHHI OOIpYHTYBaTH, IO 3aKYIIBIS JIHCHO
COpsIMOBaHa Ha YCYHEHHs aKTUBHOI 400 HEMUHYUOI Ki0ep3arpo3u 4u BiICEKOBOI 3arposu,
TOMY TOCTa4aJdbHUKHA TMOBHHHI OYTH TOTOBI HPOJAEMOHCTPYBATH, AK iXHI MPOMO3UIIIT
HEUTpali3ylOTh ~ KOHKPETHI PHU3UKH, 3a0e3MeuyloTh IIBHJIKE pO3rOpTaHHS Ta
BIJIMOBIIAIOTh  KPUTEPiSIM  TEPMIHOBOCTI, 1[0 BHUIIPABJOBYIOTh O0OXiJ  BIJKPUTOI
konkypenmii». (Chitchai Punsan. Thailand Expands Fast-Track Cybersecurity and
Defense Procurement // Tilleke & Gibbins (https://www.tilleke.com/insights/thailand-
expands-fast-track-cybersecurity-and-defense-procurement/). 04.12.2025).

*kx

«B'eTHaMm 00'ennaB 3akoH npo KidepoOe3nexky 2018 poky Ta 3akoH npo Oe3nexy
Mepe:keBol iHpopmanii 2015 poxky B €IuHuMii, OibIn mMUPOKMA 3aKoH Npo
ki0epOesneky, sskuii HaOepe YuHHOCTI 1 simnmHs 2026 poky. CraryT:

* BcranoBinoe neranbHUM mepenik 3a00poHEHHX A1 B IHTepHETI, BKIIIOYAIOYH
MOIIMPEHHS aHTHUJIEP)KaBHUX MaTepialliB, TOPTIBIIO a00 PO3rOJIOIICHHS JEepKABHHUX,
KOMEpIIHHUX a00 OCOOHUCTUX TAEMHUIb, TAEMHE 3alMKMCYBaHHS OHJIAWH-PO3MOB Ta
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BUKOPHCTAHHA 1HCTPYMEHTIB INTYYHOTO I1HTEJNEKTY [UIsl 3IIHCHEHHS OyAb-sKUX
3a00pOHEHUX iH.

» Hamae MinictepctBy rpomajicbkoi 0e3neku (MPS) moBHOBa>keHHS BUMaratu BiJ
OTIepaToOpPiB TEICKOMYHIKAI[IMHUX, 1HTEPHET- Ta IHIIMX OHJIAWH-TIOCIYT, a TaKOX iX
CHUCTEeMHHX aJIMIHICTPATOPIB, BUJAIATA KOHTEHT, L0 MOPYIIyE MpaBuiia KibepOe3nekH,
Ta nokianae Ha MPS 3aranbHy BIANOBIAQIBHICTH 3a MOMITHKY KiOepOe3neku Ta 0e3neku
JAHUX, YNOpaBliHHA 1AeHTH(diKamiero [P-anpec, mnepeBipky OONIKOBUX 3alMCIB
KOPHUCTYBauiB, MOMEPEIKEHHS PO 3arpo3u Ta 0OMiH iHpOpMALII€O. . .

« 30epirae icCHyIOUy M'ATHPIBHEBY Kiacu@ikamio iHGOpMAIIHHUX CHUCTEM Ha
OCHOBI MOTEHIIIMHOT IIIKOAW HAIlIOHAJIbHIN O€3Ielll Ta CollaIbHOMY MOPSJIKY.

* Posnoninsge iHcturywiviHi pomi: MPS  ouomoe mnuBUIBHY KiOepOesmeky,
MiHICTEpCTBO HAIIOHAIBHOI OOOPOHM KOHTPOJIFOE BIMCHKOBI CHUCTEMH, a YPSIOBUM
KOMITET 3 MU(PyBaHHS YIPABIISIE KPUNITOTPAPTUHUMHU MEPEIKAMH. . .

Xouya B mMi3HIA cTamii po3poOKM MpoeKTy Oyiau BIAHOBIEHI CyNEpeusInBI
MOJIOXKCHHS IOJI0 JIOKami3amii JaHuX, B OQIMIHHUX pe3toMe 3aKoHy, mpuiHsATOoro 10
rpyass 2025 poky, mpo HUX HE 3TaayeThCs, 0 3AIUINAE€ HEBU3HAYEHICTh MO0 TOTO, YU
30epermcs Taki BUMOTH B octaTouHoMy TekcTi». (Waewpen Piemwichai and Quang
Minh Vu. Vietnam Issues New Cybersecurity Law // Tilleke & Gibbins

(https:/lwww.tilleke.com/insights/vietnam-issues-new-cybersecurity-law/). 11.12.2025).
**x*

«3 1 ciuasg 2026 poky nepma pedopma Kuraw mogo 3akoHy mnpo
ki0oepOe3neky (CSL) 2017 poky nocu/I10€ MOKAPAHHS, PO3LIMPIOE eKCTEPUTOPIATILHY
Ail0 Ta (QopmaJjizye 3000B'sI3aHHA WIOA0 JIAHUIOTIB INOCTAYAHHS Ta IUTYYHOI'O
iHTeJIeKTYy...

binbm Bucoki, nudepenitiiioBadi mrpadu Ta MBI CAHKITIT

* Perymoroui opraHd Temep MOXYTb HakiagaTH ITpadu HeraiHo, 0e3
MOTIEPETHBOTO TIOTIEPEIKEHHS, 32 HEBUKOHAHHS 0a30BUX 00OB'A3KIB 3 O€3MeKH.

* IlopyuieHHs, O COPUYUHSAIOTH «CEPHO3HI HACIIAKW» (HAmpHKIaa, MaclTaOH1
BUTOKM JAaHUX, BTpara yactuHu QyHkuid CII), mMoxyTe kapatucs wmrpadpamu A0 2
MIJIBHOHIB I0aHIB; «J1y’e cephHo3H1» Hachiaku (BTpata ocHoBHUX ¢yHKUiH CII) — no 10
MUIBMOHIB  I0AaHIB, 3 OCOOMCTOIO BIAMOBIJAIBHICTIO KEPIBHUKIB Ta  «IHIIOTO
0e3rocepeIHLO BIIMOBIAAIHLHOTO TIEPCOHATY .

* Oneparopu, siKi He OJOKYIOTh a00 HE BUJAISAIOTh HE3aKOHHUI OHJIAaWH-KOHTEHT,
MOXYTb OyTH omrpadoBani Ha cymy 10 10 MiIBHOHIB 10aHIB 1 3aKpUTI CAWTH/TOAATKH. . .

binbi cyBopuii KOHTPOJIb 3aKyTiBETh

* [lpomaxx abo BUKOPUCTAHHS MEPEXKEBOTO OOJIAIHAHHA Ta CHEIiaTi30BaHuX
MIPOIYKTIB IS KiOepOe3neku, Kl He MaroTh HeOOXITHOT cepTH(IKAIIT/TECTyBaHHS, MOXKE
npu3BeCTH 0 KoH(pickamii mpulyTKy, mrpadiB y po3Mipi 0 AECATUKPATHOI BapTOCTI
NOKYIKH, MPU3YNUHEHHSA [IAJBHOCTI Ta aHyJroBaHHA JiueH3ii. Tomy omeparopu
KpUTUYHOiI  1H(hOpMaliiHOT  IHQPAaCTPYKTypH  MOBHHHI  MOCWIHTH  TEPEBIPKY
NOCTAYaJIbHUKIB, TAPAHTII 32 KOHTPAKTaMH Ta MpaBa HA ayauT. ..

ExcrepuTopianbHuii BILUTUB

* 3apa3 CSL nommproeTbest Ha Oy/b-sKi 3aKOPJOHHI opradizaiii abo ocoou, yus
KIOepIISUTBHICTh «3aBjaae mkoau kioepoesmemi Kuraro», a He Tinpku Ha ataku Ha CII.
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Bnaga Moke 3aMOpO3WTH aKTWBM a00 HAKJIACTH IHII CaHKIIl y pa3l BUHUKHEHHS
CEepHO3HMUX HACIIJKIB, M0 O3Hayae, IO TPaHCHAIIIOHAJIBHI KoOpIopallii MOBUHHI
OIIIHIOBATH KiOeppU3UKH, MOB's13aH1 3 Kutaem, HaBITh JU1sl OPIIOPHHUX OMEparii. ..

I Ty4Huil IHTENEKT Ta MOJOKEHHS PO MOM'IKIICHHS TTOKapaHHSI

 HoBa ¢opmynoBaHHS «IIATPUMY€E» AOCTIIKEHHS Ta pPO3POOKHM B Tamysi
MITYYHOTO I1HTENEKTy, PEeCypcH s HaBUAaHHS [aHUX Ta €TUYHI HOPMH, OJHOYACHO
320X0YYIOYM BUKOPHCTAHHSA INTYYHOTO IHTENEKTY MAJis TMOCHIICHHS Kibep3axucry, II0
nependayae NPUUHATTS rady3€BUX CTaHIAPTIB.

* Perymntoroui opraHu MOXKyTh 3MEHIIUTH a00 cKacyBaTH mITpadu 3a mepiil abo
HE3HauHI MOPYIIEHHS, sIKl OyJIM HeraiiHO BUIIpaBJICHI, BIAMOBIAHO 10 3akoHy KuTato npo
aJMIHICTPATHBHI MOKapaHHSI. ..

i mompaBku npuBoaaTe CSL y BignmoBigHicTh A0 3akoHy Kurtawo mpo Oesrnexy
JaHUX Ta 3aKOHY MPO 3aXUCT MEPCOHATBHUX JAHMX, IO CBIIYUTH MPO I1I€ OUIBII PilTyydy
MO3UIIII0 PETYISTOPHUX OpPraHiB y 3B'A3Ky 3 mparHeHHsAM llekina 3a0e3neuntu Oe3mexy
KPUTHUYHOT IMQPPOBOI iHPPACTPYKTYpH Ta HOBUX TexHoiorii». (Gabriela Kennedy,
Joanna K.C. Wong. China Finalises Amendments to the Cybersecurity Law What
Businesses Need to Know Before 1 January 2026 // Mayer Brown
(https://www.mayerbrown.com/en/insights/publications/2025/12/china-finalises-
amendments-to-the-cybersecurity-law-what-businesses-need-to-know-before-1-
january-2026). 15.12.2025).

***k

«bypximBO po3BuBaeTbes HUGpoBa ekoHOMika IHIOHe3ii, BapTicTh SAKOI
npudau3no BTpudi nepesumye BBII kpainu, cTukaeTbesi 3 HaBaJI0K Kidepmiparis:
3a mepwi ciMm MmicauiB 2025 poky Oyao 3agikcoBano 3,64 minbsipaa aHoMaJii
Tpagdiky Ta 133 MijbiioHH cpod aTak, 0 B CePeAHbOMY CTAHOBHUTH /I€B'SITh aTak
Ha cekyHay. CyyacHi 3arpo3u MOCTIHHO MYTYIOTh, BUKOPHCTOBYIOTh omyOmnikoBani CVE
Ta 00XOJATh IHCTPYMEHTH Ha OCHOBI CHTHATyp, a HalmomwupeHima texHika (Generic
Protocol Command Decode) no3Bossie 0014TH TpaauiiiiHil 3ac00H 3aXHCTy. X04a aTaku
BCE 1I€ B OCHOBHOMY MoxoJsaTh 3 Kuraro ta CHIA, KUIbKICTh BHYTPINIHIX 1HIUICHTIB
3pOCTa€, OCKUIbKU €J1a00 3aXMILEHI MICLEB] MapIIPyTU3aTOPU Ta MPUCTPOI O€3 OHOBIICHD
CTalOTh MIaTGOPMaMHU JIJIS 3aIyCKYy aTak...

VY rtakux Macimrtabax TpagulliiHI peakTUBHI 3aco0M Oe3leKku € Hee(hEeKTUBHUMHU.
Tiapku 1HTENEKTYyallbHI CUCTEMHM 3aXMCTy Bija Kibep3arpos Ha 0a3i MITYYHOTO 1HTEIEKTY
3aTHI OOpOOJIATH MUIBSIPAU >KypHAJiB, BUKOPUCTOBYBATH MAIIMHHE HaBYaHHS Ta
MOBEIIHKOBUM aHaji3 JUIsl BHSABICHHS HOBHX IIKIJJIMBUX MporpamM 1 3JI0BKHBaHb
IPOTOKOJIaMH, a TAaKOXX TE€HEpPYBAaTH NPOTHO3HI BHUCHOBKM NpO Te, A€ 1 SIK OyIayTh
pO3BUBATHCS aTakd. Taki IHTENEKTyallbHI CHCTEMH 3apa3 € HEOOXITHUMHU IS
JAOTPUMAHHS 1HJOHE3IMCHKUX 3aKOHIB Tpo iHGOpMaIiifHI TEXHOJIOTHi Ta 3axHCT
NEPCOHANBHUX JIAHMX, a TAKOX JUJIs BIANOBIAHOCTI cTanaapTam ISO 27001.

[TepeTBOprotoun HEOOpOOJEH1 AaHI B MPAKTUYHY <«JIOPOXKHIO KapTy 3arpos», I
J03BOJISIE SIK JIep>KaBHIN 1H(OPACTPYKTYpl, TaK 1 MPUBATHUM MIAMIPUEMCTBAM ITPOAKTUBHO
3MIIHIOBATH 3aXUCT, MIATPUMYBaTH Oe3nepeOiifHICTh poOOTH Ta 3aXHUILATH HalllOHAJbHI
nudpoBi aktuBu. ToMmy MOMITAYHI Jig4l Ta OpraHizaimii TMOBHWHHI ITABUITUTH
MPIOPUTETHICTh TporpaMm 30opy iHdopMmamii npo 3arpo3u Ha ocHoBi Il Ha
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HAI[IOHAJIbHOMY pPiBHI — 0€3 HHMX MIBUAKOIUIMHHHUM «UHU(POBHUI TOProBuil Kopaleib»
[HoHe311 pu3ukye OyTH 3aXOIUICHUHM, PO3rpabOBaHUI 1 MOCAKEHWN Ha MUIMHY, HE
JOCSATHYBIIIN CBO€ET MeTH — cTajioro udposoro npoisitanas». (Yudhi Kukuh. Al as the
Digital Fortress: Untangling Indonesia’s Massive Cyberattacks // JAKARTA GLOBE
(https://jakartaglobe.id/opinion/ai-as-the-digital-fortress-untangling-indonesias-
massive-cyberattacks). 09.12.2025).

**k*k

«HoBonpusHayennii HanioHaabHuii qupekTop 3 Kibepéesneku SAnonii Hoiui
lina Bu3Hae, mo kpaina Bce e Biacrae Big CIIA ta €sponu B rauaysi kidep3axucry
i MOBMHHA MiABHIIUTH CTAHAAPTH B KOPHNOPATHMBHOMY ceKTopi. Bucrynaiouum Ha
koHpepeniii CYDEF 2025 B Tokio, BiH 3a3Ha4MB, IO MiAKIOYEHI 10 IHTEpHETY
npucTpoi B SMOHIT 3apa3 CTUKAIOTHCS 31 3JTOBMUCHUM TpadikoMm KOxHI 13 cekyHI, 110
MJKPECITIOE Pi3Ke 3pOCTaHHS K 00CATY, Tak 1 cepho3HOCTI aTtak. HemaBHi mopyIieHHS,
BKJIFOYAIOYH BIJIKJIFOUEHHS TTporpam-BuMaraviB B Asahi Group, nepe0oi B €1eKTpOHHIM
komepitii B Askul 1 3apakennst Bipycom B Nikkei, Bukpuiau ciaabki Miciisi, sSIKi BIUTUBAIOTh
Ha Maii ¢ipMH, 110 HE MAIOTh PECypCiB, 1, BCE YaCTIIIe, Ha BEIHKI MiIPUEMCTBA, 1€ BCE
1Ie 3'SBISIOTHCS «IIPKU 1 TOMUIIKI. . .

Mertoro ypssly € JOCSITHEHHS MApUTETy 13 3aXiIHUMU cTaHjaapramu. HoBuii 3akoH
IpO  «aKTUBHY  KiOep3axucT»  JO3BOJSE  BIAJl  HEWTpami3yBaTh  3JOBMHUCHY
1H(}pacTpyKTypy Ta Ha3UBaTH IMEHA 3JIOBMHUCHHKIB, a mnpem'ep-miHicTp Canae Takaiui
BU3HAuMjIa KiOepOe3eKy MpiopuTeTHOK cPeporo IHBECTHUIIN. AMOHIs TaKoX MOTINOII0E
CHIBMpAII0 3 COIO3HUKAMH: Yy BEpPEeCHI BOHA IMpHUEAHANAcAd J0 OararoHalioHaJIbHOI
KOHCYJIbTATUBHOI TPYNH 3 MHUTaHb MMHUTyHChKoi rpymnu «Salt Typhoony, mos's3anoi 3
Kuraewm, xoua lina 3acrepirae, mo ocraroyHe BU3HaYeHHs npuieTHOoCcTI — Kuraro, Pocii
yn [liBHiuHOi Kopei — wyacro 3amumiaeTbcs HescHUM. He3Bakarounm Ha HEIIOAaBHI
JTUTUIOMAaTHYHI cynepedku 3 [lexkiHoM, BiH 3a3Hadae, 1m0 KiOEPAisUIbHICTh 3 KUTAHChKHUX
JOKEpEIT He 3a3Hajia MOMITHUX 3MiH.

CrBopeHHs KBai(PiKOBAaHOT poOOUOI CHIIM € HAaMOUIBIIIMM BUKIHUKOM sl SAMOHI,
noaae liga, mopsia 13 NpOCyBaHHSIM OCHOBHUX 3aXOJ1B Tri€HH, TaKUX K O0araTodakTopHa
aBTeHTU(IKAIll Ta PEryJspHE OHOBJIEHHS MapodiB — IMPOCTI KPOKHU, AKI MOXKYTh
3ano0irTy OaraTbOM arakaM, IOKHM KpaiHa [palioe HaJl YCYHEHHSM MpOTaluH Yy
kibepoOesnerti...» (Alastair Gale. Japan’s Cyber Chief Warns Nation Still Behind on
Cybersecurity Il Wells Media Group, Inc.
(https://www.insurancejournal.com/news/international/2025/12/10/850473.htm).
10.12.2025).

**k*k

«¥Ypan SnoHii mpeAcTaBUB NMPOEKT KePiBHUX NPUHUUIIB, B SIKUX JETAJbHO
ONMHCAHO, K BJajJa OyJe BIPOBAIKYBATH 3aX0IM aKTHBHOI Ki0ep3axucty (ACD),
30KpeMa cynepednBe MOJ0KEHHS, 10 A03BOJII€ BTPYYaHHS Ta HelTpaJjizauiio
cepBepiB, fiKi cTOATH 3a Kidepatakamu. L{i npuHIMNM MalOTh HAOYTH YMHHOCTI BXKE B
YKOBTHI HAaCTYIHOTO POKY. 3TITHO 3 MPOEKTOM, CEpHO3HI BHUMAJKU, 30KpemMa Ti, IIO
MOB'SI3aHI 3 aTakaMHM 3 3aKOPJOHHHUX cepBepiB abo cropsiMoBaHl mpotu cucteM Cuin
camooboponu (SDF) abGo amepukaHchbKkuX BIMChK B SmoHii, OyayTh MONEpPEIHBO
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posrisanatucs Pamoro HarionansHOi 6e3nexu (NSC)... V pasi araku, Paga namioHansHOT
Oe3neku, BKJIIOYAIOYM MpeM'ep-MIHICTpa Ta BIAMOBIAHUX MIHICTPIB, 30UpA€ThCS IS
3aTBEp/KEHHSI 3axofiB pearyBaHHs. Ilicins 3arBepmxenHss HamioHanbHe areHTCTBO
notimii a6o Cunu camoo6oponu SAnoHIT OTPUMYIOTH TO3BUT Ha BiJaleHE MiAKITIOYCHHS
70 IIHOBOTO CEepBEpa, BHUKOPMCTOBYIOUM HOTO BpasiWBl MICI, Ta HEHTpamizalliio,
HAIMPUKJIA], TUITXOM BUIAJICHHS MPOrpaM-aTaKyrodynx. ATakd 3 3aKOPJOHHHUX CEpPBEpPIB
OynyTh 00OpoOsaTHCs chiibHO Toiriero Ta SDF abo BUKIIOYHO MOMIII€I0, TOA1 SK
IHUMIEHTH, 110 crocytoThess SDF abo amepukaHChKMX BiMCbK B SnoHii, OyayTh
BianoBiganbHicTIO SDF. [Ins 3a0e3nedeHHsl Hariasiay B KBITHI IJIAHYETHCS CTBOPHUTH
HE3aJIC)KHUHN OpraH, KOMICIIO 3 HarjIsy 3a iHpopMallier npo KibepkomyHikariii, sika 0ye
KOHTpoOtOBaTH poOoTy cuctemu». (Draft on Japan’s Active Cyber Defense System
Moves Ahead // The Japan News (https://japannews.yomiuri.co.jp/politics/defense-
security/20251212-298090/). 12.12.2025).

*kx

«HemonaBue omnuTyBaHHs, npoBeneHe kommnaHiclo Kaspersky B perioni
bausskoro Cxony, Typeuunnu ta Adppuku (META), BusiBWJI0 3HAYHUIT PoOiI y
3HAHHAX 3 Ki0epOe3nexku cepen ¢gaxiBuiB y Ilakucrani: gume 41% 3 HUX npoimm
Oyab-sike HABYAHHA 3 NMUTaHb nUdpoBux 3arpo3. Lle ocobmBo TypOye, OCKITBKU
OUTBIIICT, TOpPYIIEHb OE3MEeKU TIOB'sI3aHl 3 JIIOJACHKUMHU TOMMWJIKAMH, $IKI YacTo
BUKOPUCTOBYIOTBCS B CXEMaX COLIaJIbHOI 1HXEHEPIi, TakuxX K QimuHr, 3 skumu 68,5%
ONMUTAHUX (PaxiBIIB CTUKAJIUCSA MPOTATOM OCTaHHBOrO poky. [Tonax monoBuna (51,5%)
PECIIOHJICHTIB 313HAJIMCS, 1110 POOUIIM TOMUJIKH, TIoB's13aH1 3 IT, uepe3 Opak 3HaHb y cdepi
KibepOe3reku, Mo MIAKPECTIOE HarajdbHy NMOTpedy B CTPYKTYPOBAHOMY MPAKTUYHOMY
HaBuyaHHi... CHiBpOOITHUKM BU3HAYMIM HaBYaHHS SK HaledeKTUBHIMUN 3aci0d
MIJIBUIICHHS 0013HAHOCTI, HAJAl0YM IMPIOPUTET TaKMM TeMaM, SK Oe3neka MOOUIbHHX
MPUCTPOIB, VYIPaBIIHHSA TApoasMu Ta Oesmeka enekTpoHHoi momrTu. Kaspersky
MiIKpecTioe, Mo KidepOe3neka € BiAMOBITANBHICTIO BCi€i kommadii, a He nume IT-
BIIUTY, 1 IO HaJaHHS KOXHOMY CHIBpPOOITHHKY HAaBHYOK pO3II3HABAHHS LIaxpancTBa
Mae BUpIIIAJIbHE 3HAYECHHS J1J1s1 TOOYJOBH CTiMKOiI opraHizamii. s mocuiieHHs 3aXucTy
oprasizailii MOBMHHI BIPOBA>KyBAaTH HAJA1HI pILIEHHS 3 MOHITOPUHTY Ta KibepOe3rekH,
3a0e3mnedyBaTd TMOCTIMfHE HaBUYaHHS Ta 3a0XOYYyBaTH CIIBPOOITHUKIB 1O AKTHBHOIO
MOBIIOMJICHHS TIPO Migo3piiay aistibHICTB...» (Only 41% of Pakistani professionals
trained against cyber threats: Kaspersky survey /[ Daily Ausaf
(https://dailyausaf.com/en/technology/only-41-of-pakistani-professionals-trained-
against-cyber-threats-kaspersky-survey/). 10.12.2025).

*k*

«Ka0iner miHicTpiB Ha 4oui 3 mpem'ep-minictpom Canae Takaiui (Sanae
Takaichi) npuiinsiB HOBY n'siTHpiuHy cTpaTeriio SlnoHii B ramy3i kidep0e3nexu, aka
3HAYHOK MipOI0 30cepel:KeHa HA NPeBEHTUBHMUX 3aX0/1aX «aKTHUBHOI Ki0ep3axucry»
AJS NPOTHUAIlI 3POCTAlOYOMY PH3MKY aTakK, MO (PIHAHCYIOTHCH [1epP:KABOK i
BBAKAKTBLCHA CEPiio3HOI 3arpo30 HamioHaJdbHill Oe3meni. Crtpareris mnependauae
«TIOCTIMHE HAKJIAJEHHS BUTPAT» HA 3JIOBMHCHUKIB HAaBITh y TIEPIOAN BIJICYTHOCTI aTak Ta
«MPOAKTUBHE MPOTUCTOSIHHS Ta CTPUMYBAHHS KiOep3arpo3». 3 METOI BIOCKOHAJICHHS
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aHaNi3y HallOHAIBHHUX 3arpo3 iHQopmalis Oyae arperyBaTUCs y HOBOCTBOPEHOMY
Hamionansnomy odici 3 kibepoOesneku. ['onoBHult cexperap kadiHeTy MiHICTpiB MiHOpy
Kixapa 3asBuUB, 110 METOIO € JOCATHEHHS «HAWBUIIOTO PIBHS MWJIBHOCTI y CBITD» TPH
OJTHOYACHOMY 3aXHCTI TAEMHHUIIl KOMYHIKAI[iil 32 JOTIOMOTOI) «CYBOPHUX MPOTOKOJIIB Ta
yYMOB» BUKOPHUCTaHHS 310paHoi iH(popMmalii, 1o BUpilrye npoOiaeMu KOH(IASHIIHHOCTI.
I{s cTparerid € HAC/IIJIKOM MPUUHATTSA B TPaBHI 3aKOHY, SIKAW 3alpOBaUB KOHLEILIO
aKTUBHOI K10ep3axucTy, 1o Jo3Bosisie moiiuii ta Cuwiam camMoOOOpOHU OTPUMYBATH
JOCTYIl 10 CepBEpiB-IDKEpeN Ta HEUTpanizyBaTu iX, IPyHTyHOUHMCh Ha mneperysal 2021
pOKy, B sikoMy Brepuie Oyino npsmo Ha3zBaHo Kwutaii, Pocito Ta IliBHiuny Kopero sk
OCHOBHI KiOep3arpo3u». (Japan adopts new cybersecurity strategy focusing on
preemptive defense // Kyodo News (https://english.kyodonews.net/articles/-/67362).
23.12.2025).

**k*k

«CKaHIMHABCHKI KOMIAaHIil, 0 PO3MHPIOITHCH HA IBUHAKO3POCTAKYMM
a3iaTCbKUIl PHMHOK, CTHUKAKTbBCH 3 CEPIHiO3HOI0 Ta 3POCTA4Y0I0 3arpo30l0
ki0epOe3nekn, ockiiibkn B 2024 poui Ha A3iaTcbKO-THXO00KEAaHCHKHMH perioH
npunanago 34% riaodajJbHUX Ki0epiHIUIEHTIB, a 30UTKH Bil NMOpyUIeHb Oe3NmeKHn
KOIITYBaJM KommaHiasM 10 4,88 wminbitona poaapiB. lle cxiagHe cepenoBuiie
XapaKTEPHU3yEThCS BEIUKUM OOCATOM CKIQIHUX aTak, 30KpeMa IporpaM-BUMaradiB Ta
¢bimuHry (10 cTaHoBIATh 16% ycix arak), a TaKoX ClIaOKUM 3aKOHOJABCTBOM Y JIEIKUX
kpainax. KpiM Toro, Iojchbka TMOMHUJIKA 3aJIUIIAETHCS OCHOBHOIO BPa3UBICTIO,
BiAmoBigapbHOIO 3a 60% arak, mpore mumie 47% MICHEBUX MaluX 1 CEpPeIHIX
M1ITPUEMCTB TTOBHICTIO YCBIIOMITIOIOTH 111 PU3HKH. . .

Jis mocuneHHa kiOep3axucTy A3ii 00O0B'A3KOBO MOTPIOHO 3aCTOCOBYBATH
cTpaTeriyHuil Ta JioKami3oBaHuil miaxiA. KomnaHii MOBUHHI CTBOPUTHU JOCTaTHI
OrO/KEeTH, TIEPETBOPUTH TEXHIYHI PU3UKU HA BIUIMB Ha O13HEC Ta HAAATH TMPIOPUTET
JOTPUMAHHIO BUMOT, PO3YMIIOYM Ta JOTPUMYIOUKCH YHIKAJIBHUX PETYJISATOPHUX BUMOT
KOXHOI KpaiHW. 3aXHMCHI 3aX0Jld MOBMHHI OyTH CIPSMOBaHI Ha 3MEHILEHHS JIIOJICBKUX
NOMMJIOK Ta (IIIMHTY 3a JOTOMOTOI0 OO0OB'SI3KOBO1 OaraToakTopHOi aBTEHTH(IKAIi
(MFA), perynsapaux HaB4aHb 3 (IIMHTY Ta IUIECIPSIMOBAHOTO JIOKAJIi30BaAHOTO
HABYaHHS MEpPCOHATy, 110 MPOBOAMTHCS MICIIEBUMU MOBamMHu. BakinBoO, 110 KOMIIaHii
MOBUHHI 3aCTOCOBYBAaTH CYBOPY CTpPATEril0 «HYJbOBOI JAOBIpW», MPUITYCKAIOYH, IO BCi
KOPHUCTYBadl Ta MPUCTPOi € HEOE3NMECYHUMH JI0 MOMEHTY iX TEPEBIPKU, TOTPUMYIOUHCH
NPUHITMIY MIHIMaJIbHUX TPUBLUIEIB Ta BIPOBAKYIOUM CETMEHTAIII0 MEpeXi. 3aXUCT
MOBUHEH IIOIIMPIOBATUCS HAa CTOPOHHI Ta XMapHi 3'€AHAHHS NUISIXOM BHMAaraHHS
BukopuctanHs VPN, mepeBipku TOCTadyadbHUKIB Ha JOTOBIPHIA OCHOBI Ta
NiATBEp/KeHHS ~ Oe3neyHux — KoHdirypamid.  Hapemri, opranizaiii  MOBHHHI
BIIPOBA/)KYBAaTH Ta TOCTIMHO TECTyBAaTU 3aXOJM pearyBaHHS Ha IHIMJECHTH, TaKl SK
mm@pyBaHHS JaHUX Ta Pe3epBHE KOMiIOBaHHS (BIAMOBIAHO A0 mpaBmia 3-2-1), a Takox
MOCTIITHO OHOBJIFOBATH CBOi CHUCTEMH 3a JOIMIOMOTOI0 TEXHOJIOTiM Oe3MeKd Ha OCHOBI
MITYYHOTO 1HTEIEKTY, 1100 3a0€3MeUYnTH MOCTiiHE BIOCKOHAICHHS Ta CTIMKICTh 10 HOBHX
3arpo3». (How Scandinavian Companies Operating in Asia Can Strengthen Their
Cyber Defenses // Scandasia (https://scandasia.com/how-scandinavian-companies-
operating-in-asia-can-strengthen-their-cyber-defenses/). 17.12.2025).

**k*k
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«MiHicTepcTBO HU(PPOBUX TexHOJIOriH MaJsai3ii moBiIOMUIO0, IO CTAHOM Ha
BepeceHb HbOro poxky a0 Cyber999, minposminy CyberSecurity Malaysia, Hagiiumio
3arajioMm 5735 mnoBinomuieHb mpo KidepiHumaeHTH, Mo Ha moHaa 1000 Bumaakis
OiJIble, HiK 32 AHAJIOTIYHMH MEPio MUHYJIOI0 POKY, IO MiATBEPIKYE, 0 HHU(POBIi
3arpo3M CTaJdd NOBCSKIEHHOI0 peajbHICTIO. 3a CJIOBaMU T'e€HEpPaIbHOI'O CEeKpeTaps
@abiana birapa, 1l IHIMAEHTH OXOIUIIOIOTH PI3HI 3arpo3d, BKJIIOYAKOUM IIaXpaiCTBO,
nopyuieHHs: Oe3neKku JaHuX, aTakh 3JIOBMUCHOIO KOJYy Ta CHpoOM BTOPIHEHHS, 1
COpsIMOBaHI MPOTH BCIX KopuctyBauiB IHtepuery. Llg curyamis me Ouiblie
nigKpecaoeTsess  noBigomiieHHAM KopomiBepkoi momimii  Manaizii npo  3HayHe
30LIBIIEHHST KUTBKOCTI BHMAJKIB OHJIAMH-IIAXpaiicTBa, 30KpeMa TeJIEeKOMYHIKAI[IHOTO
axpaicTBa, B IKUX MOCTPAXKIAIH TUCSY1 KEPTB, a 30MTKH 1O BCiH KpaiHi OI[IHIOIOTHCS B
nmoHany 700 MITBHOHIB Majal3iiChKUX pUHITITIB... birap migkpecnuB, 1o, Xoua
«KapnaBan uudposoi ob6izHanocti 2025» 3abesneuye HeoOXigHy iH(OpMaIio Mpo
3axoau KibepOesmeku Ta Oe3mneuHi MUQPOBI MPAKTUKUA Il TOOYJOBH OUIBII CTIMKOTO
cycrninbeTBa, [lman miit mraty Ilepak y cdhepi nudposoi ekonomiku o 2030 poky
OJTHOYACHO 30CEPE/DKCHUI Ha 3MIMHEHHI mudpoBoi 1HOPACTPYKTYpH, ITiABUIICHHI
e(EKTUBHOCTI JEp>KaBHOIO YIPAaBIIHHSA Ta PO3LMIMPEHHI MOXIJIMBOCTEH Oi3Hecy Ta
CyCIUIbCTBA 32 JIONOMOIOK TAaKUX 1HINIATHUB, SIK PO3LIMPEHHS JOCTYIY 10 LU(POBUX
TEXHOJIOTIH y CUIBCHKIM MICIIEBOCTI Ta MpPOCYBaHHS O€3roTiBKOBHX IartexiBy. (Over
5,000 cyber incidents reported in 2025 Il The Star
(https://www.thestar.com.my/news/nation/2025/12/21/over-5000-cyber-incidents-
reported-in-2025#goog_rewarded). 21.12.2025).

***k

«HeyxmibHe po3mmpenHsi uugpoBux texHosoriii B Imgii — miarexi UPIL,
MiAMPUEMCTBA, III0 BUKOPHUCTOBYIOTHL XMAPHI TEXHOJIOrIl, MIAK/JIIOYEHi 10 Mepexi
AepKaBHI CJIyKOM, BIPOBAIKEHHSI IITYYHOI0 IHTEJEKTY — 30UIbIIWIO TUIOLKY
aTaky WBHU/IIE, HiZK 3aXMCT MOYXKe BCTHraTH 3a MM TeMnom. Y 2025 poll KoxHa
1H1CchbKa opraHizaiisa 3a3Hae npubnauzHo 2000 kibepaTak Ha THXKAECHB, 0 HA 96 %
NEPEBUIIY€E CEepeIHI CBITOBUM IOKA3HUK, IO CTaBUTh KpaiHy B psAJ HaWOUIbII
ypa3iauBUX JIepKaB CBITY...

Ki1r04oBi OKa3HUKHU

 KinpkicTh 3apeecTpoBaHUX 1HIMJEHTIB 3pocia 3 1 muH (2022 p.) go 2,27 muH
(2024 p.) 1 TpOJIOBXKYE 3pOCTATH.

 30utrkum Big  KkiOepmraxpaiictBa (MepeBaXHO  (IMIMHT-IIAXPANCTBO 3
Bukopuctanusam UPI, ¢eiikoBi Biieo 3 BUKOPUCTAaHHSM IITYYHOTO 1HTENEKTy Ta SIM-
CBOTIM) MEPEBUINYIOTH 364,5 MIIpA pyii.

» KinbKicTh BUSBICHUX BHIIQJIKIB Kpamikkw iHMopMmarii 3pocia Ha 58 %; Bif
BUKpaJaviB JaHUX cTpaxaatotb 7—10 % opranizaimiii, a B OCBITHIN cdepi 1ell moKa3HUK
nocsrae 12 %...

* HenpaBuibHa KOH(Irypaiisi XMapHUX CEpBICIB € MPUYUHOI 34 % mopylieHb
Oesneku; nume 9 % KoMMIaHId BUSBISAIOTH MOPYLIEHHS O€3MEKH XMapHUX CEPBICIB
MPOTATOM T'OJUHHU.
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* Hagmipna kinbkicTs iHCTpyMeHTiB (71 % kommaHiii BUKOPUCTOBYIOTH ToHay 10
MPOJYKTIB i 3a0e3MeueHHs] O€3MeKHM XMapHUX CEPBICIB) MPU3BOAHUTH O BTOMH Bij
CIIOBIIIEHB; 76 % MKIIIUBHUX (DailiIiB Bee 1MIe HAXOAATh €JICKTPOHHOIO MOIITOXO.

* 76 % artak 3apa3 MoOXoAaTh 3 iHGpacTpykTrypu, po3Mimenoi B CIHIA; murme
Lumma Stealer 3apa3us 44 000 inaiiicekux 1K 3 Windows 3a Tpu micsiii. ..

V¥ ¢dokyci yBaru: ocBita

[IIxonu Ta yHIBEPCUTETH LIOTHXKHS 3a3HAIOTh OJM3bko 4250 aTak, COPUUYMHEHUX
3aCTapUIMMU CUCTEMaMH, CTA0KUM KOHTPOJIEM 1IGHTHYHOCTI Ta BIIKPUTUMH MEpEekKamu.
bornetn, iH(poKpanii, OaHKIBCbKI TPOSHU Ta NpOrpaMH-BUMAaradi BUKOPHCTOBYIOTb
HAMpYyTy MiJ yac icnuTiB; 78 % yCcTaHOB MalOTh HEJOIIKUA B PO3KPUTTI 1H(OpMaIlii.

EBounronis TakTHUKH

bannu, mo BUMararTh BUKYI, TeNep BIAAIOTh IepeBary KpaabKIl JaHuX 1
BUMaraHHio, a He mu@pyBaHHIO. [JEHTUYHICTH CTajla HOBUM IEPUMETPOM: TICIIS
BUKpasieHHa oOmikoBux pgaHux TiopuaHi [T/OT-cepenoBuima g03BONSIIOTH IIBUAKO
nepemimarucs BOIK. Y cdepi irop KuUmbKicTh (aiiaiB, MO MICTATh HPOTpPaMH IS
BUKpaneHHsa iHdopmari, Ha moyatky 2025 poky 3pocna Ha 180 %. 310BMUCHUKH
BUKOPHUCTOBYIOTh INTYYHUH 1HTEIEKT ISl TJIMOOKOI MiAPOOKM Ta aBTOMATHYHOIO
(GIUHTY; 3aXMCHUKM MPOTHIIOTH IM 3a JIOMOMOTOK KOpENSLii Ta MPOTHO3yBaHHSA Ha
OCHOBI IITYYHOIO 1IHTENEKTY, 110 poouTh 2025 pik 3maranusam «II npotu HI»...

ITapanokc xmapu

[IIBunka wMirpaiisi 3a0e3neuye MacmTaOyBaHHS, aje TaKOoX MPU3BOJIUTH 10
NopyIiIeHb 0a30BO1 TIr€HU: BIIKPUTI KOHTCHHEPH, BUTIK TOKEHIB, HAATO 103BLIbHI API.
dparmMeHTOBaHAa CHUCTEMa YMPABIIHHA Ta PO3PI3HEHI IHCTPYMEHTH YIIOBUIBHIOIOTH
BUSIBJICHHS Ta YCYHEHHS IpoOJeM.

CrpareriuHi HaCJIiIKA

KibepOesmneka Oinbiiie HE MOoxe OyTu i30mpoBaHO ceporo IT. Cmabkicts [Hmii
noyisirae 'y (parMeHTarlii iHCTpyMEHTIB, YIpaBiIiHHSA Ta BigmoBigambHOCTI. CTIHKICTH
3aJIeKUTh BIJ KOHTPOJIKO 1AEHTHYHOCTI HAa OCHOBI MOJEINI «HYJBOBOI JIOBIpW»,
NOCTITHOTO MOHITOPUHTY, aHalI3y 3arpo3 3a JONOMOIOK IUTYYHOIO IHTENIEKTY Ta
IIBUIKOTO BIJHOBJIEHHS, a HE BiJ 3an00IraHHs KOXKHOMY nopyiieHHto. [{udposi amoimii
Ta BPa3NMBICTh KpaiHM 3pOCTAIOTh MapajelbHO, YCYHEHHsI IIbOTO PO3PUBY 3apa3 €
BU3HAYaJIbHUM BHUKJIMKOM i KepiBHMITBA...» (Poonam Mondal. India faces over
2,000 cyberattacks weekly per organization in 2025: What it reveals about India’s
digital vulnerability // ET Edge Insights (https://etedge-insights.com/technology/cyber-
security/india-faces-over-2000-cyberattacks-weekly-per-organization-in-2025-what-it-
reveals-about-indias-digital-vulnerability/). 23.12.2025).

**k*k

*

Kpaiun Appuxwn

«Y Ttperbomy kBaprajgi 2025 poxy B Hirepii Bin0yBcs pi3kuii cruieck
Ki0dep3arpo3: KUIbKICTh BUNAAKIB NMOpPyHIeHHs Oe3nmexku aaHux 3pociaa Ha 1047%
NMOPiBHSIHO 3 MomepeaHiM KBapTajaoM. 3rigHo 3 nomnoBiaaio Esentry Eagle's Eyes 3a
TpeTii kBapTan 2025 poky, B cepeIlHhOMY B KpaiHi BigOyBaiocs 6101 aTaka Ha THX/ICHb,
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IO CBIAYHTH MPO PIITyduid Mepexia T0 BHCOKOTEXHOJOTIYHUX KaMMaHid, CIIPSIMOBAaHUX
Ha OTPUMAaHHS OCOOMCTHX JaHMX 1 HAI[UICHMX Ha BHCOKOIIIHHI YCTaHOBH, 30KpeMa y
cdepi GhiHaHCOBUX TEXHOJOTIH. ..

3I0BMUCHHUKK BCE 4YaCTillle OOXOJATh TEXHIYHI BPA3JIMBOCTI Ta MPOHHUKAIOTH Y
KOPIIOPATHUBHI CUCTEMH, BUKOPUCTOBYIOUH JIHCHI OOMIKOBI IaHi, SIKI 4aCTO OTPUMYIOTH 13
MUHYJIMX BUTOKIB a00 HEAKTUBHUX CIIy’)KOOBHX OOJIKOBHX 3allMCIB, 3acTapuInX
1AeHTU(IKAIHHUX TOKEHIB Ta MPONYIIEHUX IpaB AOCTYIY, IO 3AIUIIAI0THCS] AKTUBHUMHU
nicis 3BUIbHEHHS CHiBpOOITHHKIB. LI cTpaTeris 103BOJsSE 3JI0BMUCHUKAM 3aKPIMUTUCS
Ta TAEMHO TOTYBaTHCS JO BHIJIYyYEHHS TaHUX y BEITUKUX OO0CATaX, MAcCKyIOUYHUCh TMif
3aKOHHY JISUTbHICTh KOPUCTYBAYIB. ..

lNomoBHmit koMmepuiitHui gupektop Esentry ['6omabo ApeneBa MiIKPECIHB, IO
Hirepis 3apa3 cTUKAa€eThCS 3 OpraHi30BaHOI0, TEPIUITYOI0 1 TOUHE KiOEp3JIOUYMHHICTIO, 1110
BiloOpakae To0aabHI TEHJEHINlI, aje 3 HEe3BHYAMHOI 1HTEHCHUBHICTIO 4Yepe3 IIBUIKY
1(poBI3aIIiIo 1 HEMOCIIIOBHE YIIPABIIHHS 1IeHTH(IKAI€r0. Y 3BiTI pOOUTHCS BUCHOBOK,
0 1JEHTUYHICTh CTajla «HOBOIO TOYKOK BXOJy» Ta «HAaWMEHII 3aXHUIICHOIO
MOBEpXHEO». HirepiiichkuM opraHizamisiM HACTIHHO PEKOMEHIYETHCS TEPMIHOBO
NEPEOIiHUTH CBOI CHUCTEeMH O€3MeKH, HAAaTH TMPIOPUTET TMOCTIMHOMY KOHTPOIIO
IIGHTUYHOCTI Ta BIPOBAAUTH MOJENI, 3JaTHI BUSBIATH 3JIOBXKHBAHHS OOJIKOBUMHU
JaHUMU, 1100 CTBOPUTH CTIMKICTh 1O 3arpo3, $Ki, 3a MPOTHO3aMH, BHU3HAYATUMYTh
HactynHuii pik». (OLAMIDE OJUOKAIYE. Cyber Threats Spike In Nigeria, Surge By
1,047% // Leadership Media Group (https://leadership.ng/cyber-threats-spike-in-
nigeria-surge-by-1047/). 03.12.2025).

***k

«3rilHO 3 HOBUMM JaHUMU YHnpapJaiHHA 3B'sa3Ky (CA), y nepmomMy KBapTadii
¢inancoBoro poxy B KeHnii 3aikcoBaHo pi3ke 3HH:KEHHSl KIJIbKOCTI Kibdep3arpos,
NpH HbOMY KUIBKICTH aTak 3MeHmmjaca Ha 81,6 Bincorka go 842,3 miabiioHa
IHIMIEeHTIB.

3HIKEHHS B1IOYBA€ThCS MICHS CIUIECKY B 4,6 MUIbspAa 3arpo3 y MONEpPEeIHbOMY
KBapTaJl.

HesBaxkarounm Ha pi3ke MaJiHHS, PETryJSATOPH CTBEPKYIOTh, IO CEPEIOBUIIE
3arpo3 3allMIIAETbCS HECTAaOUILHUM, a OpraHizaiii Bce 1€ IiJJal0ThCA BIUIUBY
BPa3JIMBOCTEH, 1110 EKCILTyaTYIOThCSl Yepe3 3acTapiyii CUCTEMHM, CIa0Ki MapoJsii Ta MOorany
Kibepririeny.

«Hamionansna tpyna KE-CIRT/CC BusiBuna 842,3 wMinbiioHa KiOep3arpos
MPOTATOM KBapTany», — 3a3Haudae CA.

Kinbkicte momepemkers 3pocia 10 20 MUIBHOHIB 3aBIOSKH  PETryJISpPHUM
OHOBJICHHSIM CHCTEMH, KOHTPOJIIIO IOCTYITy Ta TIOCHJICHHIO IHCTPYMEHTIB O€3IeKH.

CucTtemMH1 Bpa3lMBOCTI CTAaHOBWJIM OCHOBHY YaCTHHY BHSIBICHHX 3arpo3 — /76,5
MUIbMOHA BUMAJIKIB, HABITh MOMPH T€, IO KUIbKICTh MIKIJJIMBUX MPOrpaM, aTak METOJIOM
rpy0oi cuiu ta DDoS-arak ckopoTuiacst Ha 1BO3Ha4YH1 Udpu.

[leit 3cyB mokasye, 110 3JIOBMUCHHUKH BCE YACTIIIEC HAIUIIOIOTHCS HA CIaOKI TOUYKHU
BXOJly B KOPHOpPATUBHI CUCTEMH, a HE HA IIMPOKOMACIITAOHI aTaku 3 BEJIMKUM OOCATOM
JTaHUX.
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KinpkicTh momepemkeHb, BHAAHUX HalllOHAJIBHUM IIEHTPOM KibeppearyBaHHs,
3pocia Ha 15,5 Bigcotka g0 19,95 minbiioHa, M0 CUTHANII3YE MPO MOCUIICHE BTPYYaHHS,
100 TOTIOMOT'TH OpraHi3ailisiM BUIIPABUTH CJIa0Ki MICIIsl, BIOCKOHAIUTH OpaHaIMayepH Ta
nocuauTH Tiporiecu aBrentudikaii...» (Phidel Kizito. Kenya: Cyberattacks Down 82pc
but Threat Still There, Ca Warns I AllAfrica
(https://allafrica.com/stories/202512080467.html). 08.12.2025).

**k*

«TaiiBo Akinpemi, renepaabHuii aupekTop Compsoftnet Technologies,
BUCTYIIUB i3 3aCTepeKEeHHAM, 110 KPUTUYHA HauioHaAbHA iHppacTpykTypa Hirepii,
BKJIIOYAKOYH EHEProMepe:xky, 0OaHKH Ta JIKApPHi, CTHKACTbLCH 3 MOTEHIIIHOI0
3arpo3o10 ria00ajJbHUX Ki0eparak, I 3akJuKaB (eaepajbHuil ypsaa 1a ¢iHaHCcOBI
YCTAHOBM HeTraiiHO MOJEPHIi3yBaTH CBOi CHCTEMM 3aXMCTYy. AKIHpeMI MiJIKPECIUB, 1110
3aJIEKHICTh CYYaCHOTO CBITY BiJ HU(PPOBUX CHUCTEM, SKI KOHTPOJIOIOTH (I3UYHY
peanbHICTh, 3poOwmia kputuuHy iHGpacTpyktypy (CI) «HOBOIO IiHi€l0 (poOHTY B
T€OMOJIITUYHOMY KOHQJIIKTI», 110 CTAaHOBHUTH ICHYBAJbHY 3arpo3y Ui HalllOHaJIbHOI
Oe3MeKu, eKOHOMIKM Ta TPOMAAChKOro 370poB's... OCHOBHa MmpoOieMa 3aXUCTy IHX
CEKTOPIB MOJISIrae B iX MIMOOKII B3a€MOIIOB'A3aHOCTI Ta B3aEMO3AJIEKHOCTI, /1€ HEBEJIMKA,
Ha TEPIIMH TOTJIAJ HE3HayHa 3MiHAa MOXKE CIPUYMHHUTH JIAHIIOTOBY pEaKiiio B
HENIHINHIA CcHUCTeMI, IO MPHU3BEAE /10 PYMHIBHUX HACHIJKIB, TAKUX SIK 3a0pyIHEHHS
BOJIOTIOCTa4YaHHs a00 mapaid CIy»K0 eKCTPeHO1 JOMOMOTry. AKIHpeMi BUCTYIIA€ 3a BiAX1]
BiJl TPaIUIIAHUX MoOJIeJell Oe3MeKd Ha KOPUCTh CHUCTEMHOTO MiAXOAY SK OCHOBH
oboponu. lla cuctemHa crpareris OOOpOHM HEOOXigHA IS BUSBICHHS HETIHIHHUX
B3a€EMO3AJICKHOCTEH, 1eHTudikaiii ciainux 30H y kouepreiii [T/OT ta BumiproBanHs
3pUIOCTI  CTIMKOCTI 3 HAYKOBOK TOYHICTIO, IO MOXe OyTH WIATBEP/KEHO B
CHeIiaTi30BaHUX TECTOBUX CepeloBHINAx Kidepoesneku. BiH MiiIoB BUCHOBKY, IO Yac
130JIb0BAHO1, PEAKTUBHOI O€3MEeKHU MUHYB, 1 HEOOX1THI TEPMIHOBI Ail 1711 BIPOBAKCHHS
CUCTEMHOI CTIHKOCTI NpOTH eKkcrutyaTarlii ckiaaaaocti». (Adeyemi Adepetun. FG urged
to protect power grids, others against global cyber threats // GUARDIAN Newspapers
(https://guardian.ng/technology/fg-urged-to-protect-power-grids-others-against-global-
cyber-threats/). 24.12.2025).

***x

IHwi kxpainu

«Ki0epnernuna ta IIII exkocucrema I3paiiio He TUIBKH 3aJMIIAJIACH CTIHKOI0
mig 4ac KOHQUIIKTIB, ajie i MpoNBiTAJIa, [0 CBIAYUTH MPO HAIIOHAJLHY CTPATErilo,
sika BHKOPHCTOBYE KPHU3Yy SIK KaTaJji3zarop imHoBauiii. Ile mimepcTBo 0a3yerhcs Ha
TPHOX OCHOBHHUX €JIEMEHTAX: IHKEHEPHIN CTIMKOCTI, CTPATErTYHOMY JIFOJACHKOMY KaIliTasl
Ta KyJIbTYpl TEPMIHOBOCTI. ..

Pe3unbeHTHICT 3a 3aMOBYYBaHHSAM: KiOepiHpacTpykrypa I3paimio, Bix
HauionansHoro kibepaupekTopaTty 10 JACLEHTPATI30BaHUX ONEPaTUBHUX CTPYKTYP,
CIIPOEKTOBaHa 3 YypaxyBaHHSM HaJIMIPHOCTI Ta IIBHAKOro pearyBaHHsA. Ilim dac
KOH(UIIKTY KOOpPJMHAIS MK YPSAJIOM 1 MPOMUCIOBICTIO B PEXHMI PEAIHHOTO Yacy
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3a0esneuye Oe3nepeliifHy poOOTy KpuTH4HOI 1H(QpacTpykTypu. Ll cucremna
PE3UNLEHTHICTH OyJia JoBeneHa B >KOBTHI 2024 poky, KOJIM KOMIIaHIl MiATPUMYBAIU
111710,1000B1 0OOpPOHHI omepaillii, HaBiTh MEPEHICIIN iX Yy MiJIBaJl TOTEI0, B TOM 4ac sK
TpEeTHHA IXHBOTO MEePCOHATY TiepedyBalia Ha pe3epBHil CITykOi. ..

JIrogchkuit Kamitan sk cTpareriuHa iH@pactpykrypa: HaiGinpmum HagOaHHSM
[3painto € oro KagpoBHil pe3eps, KUl BUKOPUCTOBYE HALIIOHAJIbHI MIPOTrpamMu Ta €IITHI
nigpo3au 30poiHux cui I3painto (Taki sk miapo3ain 8200) sik MOTyKHI IPUCKOPIOBayl,
0 TOTYIOTh THYYKHX EKCIEpTiB CBITOBOro kiacy. lledt kaapoBuii pe3epB 103BOJIsIE
IIBUJIKO pearyBaT Ha IHLIUJIEHTH, PO IO CBIAYUTH HMIBUAKE PO3rOPTAHHS IHCTPYMEHTIB
JJI €BPOIEHCHKUX CYTHOTUIABHUX KOMITaHIM, SIKi MOCTpaKAald BiJ porpaM-BUMaradib
y 2025 porii...

TepMmiHOBICTH TOpOKYye 1HHOBalli: Kpuza mgie sk cTUMyNOROYHN  (akTop,
MIPUCKOPIOIOYN PO3BUTOK HOBUX TUIAT(OPM IS aHAJI3y 3arpo3, IHCTPYMEHTIB BUSBIICHHS
Ha OCHOBI IITYYHOT'O 1HTEJIEKTY Ta OE3MEeYHUX CUCTEM KOMYHIKaIlii B TEpMiHH, K1 OyJu O
HEMUCITUMUMU B CTaOUIbHMX yMoBax. [l KynbTypHa MEHTAJIBHICTH MEPETBOPCHHS
oOMeKeHb Ha TMPHUCKOPEHHS 3apa3 BH3HAYAE TPAEKTOPIIO PO3BUTKY I3painmio B ramysi
HITYYHOTO 1HTEJIEKTY, /1€ T€ caMe MPOTUCTOSHHS, IKE€ BUKOPHCTOBYEThCA B KiOEpP3axHCTi,
3aCTOCOBYETHCS J1JIs1 3a0€3MEUEHHS HAIIMHOCTI MOIeIIel Ta O€3MEYHOr0 BIPOBAIKEHHS.

[eit imMmyJibC TIATBEPAKYETHCS MOTOKOM KalliTaldy: 13paifibCbKi KiOepKoMmaHii
sanyuuwnu 3,79 mapa gonapiB 'y 2024 pomi (Ha 56% Ounemie, Hik y 2023 por) i
3adikcyBanu 20 BUXOJIB HA cymMy 59 mMipa nonapiB 3a mepiii BiciM micsiiB 2025 poky,
BKUIFOUaroun Benuki npuabanHs Google 1 Palo Alto Networks. I3painkcbka Mojenb
MIPOTIOHYE JIOPOXKHIO KapTy ISl CBITOBUX JIJEPiB, JEMOHCTPYIOUH, IO CTpaTerivHi
1HBECTHUIIlI B JIOJIEH, apXITEKTypy Ta KYJbTypy TEPMIHOBOCTI CTBOPIOIOTH CTIHWKY
KOHKYpPEHTHY TIepeBary B HemepemdadyBaHomy cBiti...» (Isaac Ben-lIsrael. Built in
Crisis: The Strategic Playbook Behind Israel’s Cybersecurity Leadership // The Times
of Israel (https://blogs.timesofisrael.com/built-in-crisis-the-strategic-playbook-behind-
israels-cybersecurity-leadership/). 08.12.2025).

*k*

«Y rpyani 2025 poky PecnyoOaika Cep0is npuiiHsijia HOBMI 3aKoH mpo
iHpopmaniitny Oe3meky («CepOcbkmii NIS2»), 1m0 € 3HAYHOK 3aKOHOJABYOI)
pedopMor0, CIPIMOBAHOK0 HA TAPMOHI3aNLII0 HALIOHAJIBLHOI CMCTeMH Ki0epOe3neku 3
JMupextuBorw €C NIS2. 3 1 ciuns 2027 poky 3aKOH PO3IIUPIOE PETYISATOPHUN HATJISI,
knacudikytoun omnepatopiB IKT-cuctem ocobmuBoro 3HaueHHS Ha [BI KaTeropii:
orepaTopu, IO MaloTh BAXKIWBE 3HAYCHHsS (HANPUKIAJ], CHEpPreTHKa, TPaHCIOPT,
0aHKIBChKA CIpaBa, OXOpOHa 3/I0POB's, IudpoBa 1HPpacTPyKTypa) Ta OmepaTopu, IO
MalTh BAXJIMBE 3HAYCHHS (HANPUWKIIAQA, TOIITA, YIPaBIIHHSA BiIXOJaMH, €JIEKTPOHHA
KOMeEpIIisi, BAPOOHUIITBO). ..

HoBa cucrema BBOAMTH O(iliiiHI 3000B'I3aHHS 3 yIpaBiIiHHS, BUMAararmudu Bij
OMEepaToOpiB BCTAHOBJICHHS TMOJITUKUA 1H(OpMaliiHOT O€3MeKH Ta TMOJITUKH OLIHKH
PU3HUKIB Ha OCHOBI y3rojpkeHoi MeTtojoJiorii HarioHaapHOro IEHTpPY pearyBaHHS Ha
iHnuaeHnt  iH@opwmariiinoi  6e3neku  (CERT). Texniuni 3axoaud  BiAMOBIIAIOTH
npuniunam [SO 27001:2022 1 oxorio0Th 0e3Meuny KoHDIrypaiito, KOHTPOJIb JOCTYIY
Ta Oe3nepediiiHICTh O13HeCy. 3aKOH TaKOX BCTAHOBIIIOE CTPYKTYPOBaHY YOTHPHUPIBHEBY
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cucTteMmy kiacugikaiii IHIIMIEHTIB 1 BUMarae CyBOpOro 3BiTyBaHHs, BKJIIOUAIOUN HEraiHe
a00 24-roguHHE MOBIIOMJICHHS TIPO 3HAYHI 1HIIUJICHTH. . .

BaxxnuBoro 1HCTUTYLIMHOO 3MiHOIO € cTBOpeHHs 3 1 ciunst 2027 poxky YnpaBiiHHS
3 iHpopmarliitHoi Oe3neku, ske Oyne BUKOHyBaTH GyHKIIT HarioHanpHOTO IEHTPY
pearyBaHHS Ha IHIMIEHTH B oOinacti iHdopmamiitHoi 6esnexku (CERT), ynpasastu
HAI[IOHAJTBHOIO 0a3010 MJaHWX TPO BPa3IMBOCTI Ta KOOPAMHYBAaTH pearyBaHHA Ha
cepiio3Hl 1HUMAEHTH. Jlo mporo wacy mi (QyHKUID 3alIMIIAIOTBCS B KOMIIETEHLIIT
VYrpaBiiHHs 3 1HPOPMALIMHUX TEXHONOTIN JIepKaBHOTO yrpaBiiHHA. [licisa npuiHATTS
ypSIIOBOTO AEKpeTy (ouikyeThes 10 KiHug 2025 poky) oprasizailii, Ha K1 HOIIUPIOETHCS
Jis 3aKOHy, TMOBMHHI KiacudikyBaTH ceOe Ta 3apeecTpyBaTucs MpoTsirom 90 mHiB.
HenorpuMaHHs BUMOT, BKJIIOYAIOYM HEPEECTPAIit0, HETIOBIIOMJICHHS PO 1HIMACHTH a0
HEBUKOHAHHS 3ax0/1B O€3MeKH, TATHE 32 cO00I0 mTpadu Ajs OnepaTropis, M0 HATAIOThH
MOCIIYTH 3arajiIbHOT0 3HA4YeHHs, y po3mipi Ao npubnuzno 17 000 eBpo, a 1Jig onepaTopis,
0 HAJalTh BaXJWBI mocayru, — 10 8550 €Bpo, mpuuOMy BIANOBIAAIBHICTD
MOIIUPIOETHCST Ha BIANMOBIAANBHUX 0Ci0». (NadeZda Miljanovié. NIS2 and the New
Serbian Law on Information Security // Kinstellar (https://www.kinstellar.com/news-
and-insights/detail/3904/nis2-and-the-new-serbian-law-on-information-security).
12.2025).

**k*k

«3a panumu BeHuyypHoi kKommadil YL Ventures, i3paiibcbki crapranu B
raay3i kibOepOe3nexu 3aayumwiaun B 2025 poui Oe3npeunenentHi 4,4 mJapa xoJapis
CHIA, mo Ha 9 % Oinbiue, Hixk y 2024 poui. Kanitan OyB posnoauienuit mix 130
yroiaMu TpOTH 89 y MHHYJIOMY polli, MO CBIAYUATH OPO OLIBII TIMOOKY Ta IIMPOKY
TISUTBHICTD. 3@ KUTBKICTIO nepeBakai PAyHIH HOYaTKOBOTO (1)1HchyBaHH>1 — 71 payHI
Ha cymy Omm3bko 680 MinbiloHIB ,Z[OJ'IaplB — 3a HUMH Wi 50 TpaHHIIB cepm A 1B,
KOXEH 3 SIKUX MpUHIC Npubanu3Ho 920 MiIBHOHIB J0JapiB, 1 IEB'SITh payHAIB Mi3HIIIOL
craaii (cepist C+), siki pazom 3abe3neuniu 6au3bko 1,9 MiJ’IBpr):[a ;:[onapiB AMepUKaHChKI
1HBeCTOpI/I ouosniii 44 yroau mo4aTkoBOro (1)1HchyBaHH$I 13painbebki — 35, a 13 Oynu
cnutbHUMU. K 1 O‘IIKYBEU'IOCH cTaprand B ramy3l Oe3MeKH IITYy4YHOTO lHTeJ'IeI(Ty
BUKJIMKAIK MiABUIeHUNA 1HTEepec (12 payHaiB ¢diHaHCyBaHHA Ha IMOYATKOBIA CTajii,
MOPIBHSHO 3 BICbMOMa), @ KOMIMaHii, 1110 3aiMar0Thcsl OE3MEeKOI0 KIHIIEBUX TOYOK, 3pOCIU
3 OJIHOTO payHy (1)1HchyBaHH;1 Ha To4atkoBii crajii B 2024 poii 10 11 115010 poky..
3HayH1 1HBECTHIIIi B Takl komnaHii, ssk Armis, Cato Networks, Cyera, Dream Ta Island
CIOPUSUIM 3POCTAHHIO 3arajbHUX IIOKAa3HUKIB, @ YacTHMHA IUX HOBHUX KOILUTIB BXeE
BUKOPUCTOBYETHCS ISl (l)iHchyBaHHﬂ npuabanb. 3a octanHe aecaTwmTrs YL Ventures
3a(b1KcyBaJ1a 3POCTaHHA IOPIYHOTO (1)1HchyBaHH;1 ki0epOesmneku B [3paini Ha monazn 500
%, cepeJ:[Hn/I pO3MIp MOYATKOBUX IHBECTHIIHN 3pic 3 2,9 muH go 9,6 miH gonapis, a
KUIBKICTh yroJ 3a pik 30uibmmnacs 3 72 po 130. Anamituk Op CanoMm kaxe, 1o i
udpu CcBiAYATH MPO Te, MO0 €KOCHUCTEMA 3apa3 PEeryJsipHO MPOIYKY€E MPOBIIHI B CBOIM
KaTeropii KOMITaHii CBITOBOro Macitaly, a He JIUIIe MOoTyXHi TexHosorii. [loBHi netami
OynyTh omyOmikoBadi B 3BiTI YL Ventures «Cran kiOepHanii 2025» B ciuHi 2026 poky».
(Eduard Kovacs. Israeli Cybersecurity Funding Hits $4.4 Billion Record High // Wired
Business Media (https://www.securityweek.com/israeli-cybersecurity-funding-hits-4-4-
billion-record-high/). 10.12.2025).

***k
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«IudpoBa excnancis Ha biam3bkomy Cxoai — po3yMHi MmicTa, mpiopurter
XMAPHHUX TEXHOJIOrii, 3pocTaHHA (iHTeX-CeKTOpYy — 30iJbLIMIA IJUIOLLY AaTAKH B
perioni: 18 % ruodaabHuX IHHUAEHTIB, 3aikcoBanux Obrela B nepmomy miBpivyi
2025 poky, TopkHyJucst MicueBux opranizamin. SOC xommanii Obrela mpoananizyBaB
16,8 I1b tenemerpuunnx nanux i 876 000 croimens, mo06 miaTBepautw Jmme 11 351
peanbHUX aTak, U0 LIICTpye npobaemy oocsary/mymy. LLITydHuil iHTENEKT 3ByKy€e Lel
BOpPOHKY, asie Mapk Mopnanja, BukoHaBuuii Bine-nipe3usieHT Obrela y perioni MENA,
MoMepe/kae, 10 L€ HE € aBTOHOMHUM IIaHAILIEE€I0: MOJEINI 3MIHIOIOTHCSA, BHIAIOTh
MOMUJIKOBI CITpaIlbOBYBaHHS 1 MPOIYCKAIOTh TAKTUKH, CHEHU(IYHI AJI1 PErioHy, SKILIO
JIOJM HE HaJallTOBYIOTh iX mocTiiHo. CynpotuBHuku 3 Ilepchkoi  3aToku
BUKOPHUCTOBYIOThH 1HIIII MOBH, IHPPACTPYKTYpy Ta MOBEAIHKOBI CUTHAJIM, HIXK 1XHI KOJIETH
3 CHIA/€C, Tomy «yHIBepcallbHa» MOJIEIb HE MPAIIIOE. . .

Otxe, maitOyTHi SOC € riopunnum: 11 npuckopioe BUSBICHHS Ta COPTYBAHHS;
KBaM(piKOBaHI aHAIITUKUA 3aCTOCOBYIOTh PETIOHAJIBbHUN KOHTEKCT, MEPEBIPAIOThH
pe3ynbTaTH Ta MPUUMAIOTh PIIIIEHHS HA OCHOBI PU3UKIB, IO € HAJA3BUYANHO BaXKJIMBUM
JUISE eHEPTEeTUIHOTO0, (PIHAHCOBOTO Ta JEePKaBHOTO CEKTOpiB, Ae KoHBepreHmis OT/IT Ta
npaBUiia CyBEpPEHITETY HaHHMX AOAAr0Th ckiagHocTi. Tomy bamspkuii Cxin motpelye
OUIBII MOTY>KHOTO KaJpOBOTIO pe3epBy KiOep(daxiBIiB, 3JaTHUX IHTEPIPETYBATH
BrucHOBKH 1. Kopotko kaxyuu, Il moxe nmporuo3yBaTtu Ta MacliTabyBaTH, aje TIIIbKH
JIIOJIM MOXKYTh OXOIIUTH 3arajibHy KapTUHY...

Opranizanii banzekoro Cxomy Bce 4YacTillle BUKOPUCTOBYIOTh IITYYHHUI 1HTEIEKT
(IOI) y xibep3axucTti B Mipy po3MIUpeHHs CBOEl UQPPOBOi iHPpacTpykTypu. 3rigHO 3
nonosinmo Obrela «IludpoBuit BcecBity, I Bimirpae BupimanbHy poiib B 00poOIi
BEJIMUE3HUX 00CSTIB JJAHUX, IO JO3BOJIUIIO B Mepiii mojoBuHi 2025 poKy 3BYy3UTH KOJIO
876 000 crioBimens 0 11 351 miaTBEpKEHHX aTaK. ..

Kpim Toro, IIII He 3amiHIOE HEOOXITHICTH JIIOACHKOI €KCIEPTU3U; KBamidikoBaHi
aHAMITHKU € HeoOXimuumu s inTtepnpertamii ganux I Ta mpuitHATTS 0O0rpyHTOBaHMX
pilieHp 1moao0 Oe3neku. PerioHaabHUN KOHTEKCT Ma€ BUPIIIATIbLHE 3HAYEHHS, OCKUIbKH
3arpo3u Ha bauzbkomy CXo/1 MOXKYTh BIAPI3HATHUCS B1J 3arpo3 B IHIIUX perioHax. [
BpaxyBaHHS PEriOHAJIbBHUX HIOAHCIB PEKOMEHAY€EThCS TIOpUIHUHN MiAX1] 10 O€3MeKH, 10
noennye I 3 noACbKUM HAriasAoM, OCOOJMBO B TaKUX CEKTOpPAX, K €HEpreTuka Ta
dinaHcH, A€ cyBepeHiTeT gaHux Ta KouBepreiis OT/IT qomxaroTh CKIaaHOCTI.

HesBaxaroun Ha 3poCTaHHs, CUTyallil 3 3arpo3aMH 3aJUIIA€ThCS CKIIAHOIO:
HalyacTille 3yCcTpiyaloThCs aTaku METOJIOM I'py0oi CUIIM, CKaHYBaHHS BPa3JIMBOCTEH Ta
37IOBMUCHI 1HAMKaTtopu. KiGep3nounHIill Bce YacTilie BUKOPUCTOBYIOTh aBTOMAaTHU30BaH1
METOJIU B IOEJHAHHI 3 TAKTUKaMHU MPUXoBaHoro BropracHHs». (Andrea Benito. Why the
Middle East needs hybrid, human-led cyber security in the age of Al // TechTarget,
Inc. (https://www.computerweekly.com/feature/Why-the-Middle-East-needs-hybrid-
human-led-cyber-security-in-the-age-of-Al). 22.12.2025).

*k*

81



KiBepcrpaxyBaHHs

«...JlocrtayanbHuk kidepcrpaxyBanusa Coalition Inc. po3mmproe cBoi noJicu,
00 MOKPUTH 3POCTAKOYY 3arpo3y, Ky CTAaHOBJATH (peiikoBi Bixeo, cTBOpeHi 3a
JA0MOMOTOK IITY4YHOro inrejekty. HoBa mocmyra kommanii «Deepfake Response
Endorsementy», sxa 3apa3 npononyetbcs B CIIA, Benuko6puranii, Kanani, ABcrpauii,
Himeuuuni, [anii, [lIBenii Ta ®panmii, komneHcye 30uTku, koiau chabprukoBaHi aymio-
a00 BIJICOPOTUKH IIKOAATH peryTalii KOMIaHii a0 MaHIMyJIIOKTh IIHOK ii akmiil —
Hanpukiaaa, (ajablIMBe BIAEO T'€HEPAIbHOIO IUPEKTOpA, SIKUA POOUTH MPOBOKALIWHI
3asBA... OKpiM  BIOIIKOAYyBaHHS  30MTKIB, JOJAaTOK HaJa€ MakKeT MOCHYT:
KPUMIHAJIICTUYHUN aHaJI3 CIHEeliali30BaHUMHU KOMIAHISIMU JJisi MEepPEeBIPKU MiIPOOKH,
IOpUIMYHA JIOTIOMOTa I TPUMYCOBOTO BHuajdeHHs iHdopmaiii 3 IaTepHeTy Ta
MIATPUMKa B KPU30BHUX CUTYyaIlisx Bia ekcreptiB 3 PR. 'onoBuuii crpaxoBuii arent Tiaro
Enpikec 3asBuB, 110 METa MOJISATA€ B TOMY, 11100 JOMOMOTTH KOMITaHISIM «pearyBaTH Ha IIi
MOTEHIIIMHO MIKIJIUBI CUTYaIlli Ta BIJIHOBIIIOBATHCS TICIS HUX». 3aIlyCK BiAOYBCS TiCIs
Toro, sk y auctomnasi Coalition mpuadana mpoBaiiiepa MocayT 3 KEPOBAHOTO BUSBIICHHS
ta pearyBanHs Wirespeed Inc., uni moxkmuBocti MDR, mio mpaioroTh 111710106080,
Oynyth iHTerpoBaHi 3 Active Data Graph Ta iHCTpyMeHTamMu YNpaBIiHHS PU3IUKAMH
Coalition mis OopoThOM 3 MIBUIAKOIUIMHHUMHU KiOep3arpo3amu». (Duncan Riley.
Coalition expands cyber insurance to cover deepfake-driven reputation attacks //
SiliconANGLE Media Inc. (https://siliconangle.com/2025/12/09/coalition-expands-

cyber-insurance-cover-deepfake-driven-reputation-attacks/). 09.12.2025).
***

KiGepBium Ta npoTmaist BOBHimHiM kibepHeTMuYHiM arpecii

«Jdocainxenns LleHTpy mociaimxkeHb Oe3nekd MBeHIAPCHKOT0 YHiBepPCUTETY
ETH Zurich nin na3Bow «IlogosiaHHsi OCTAaHHBLOI MeXi: Ki0epomepauii mporu
KOCMIYHOI0 CEKTOpPY» IOKa3ye€, 10 3 MOMEHTY HOYaTKy BiiHM Mixk I3paigem i
Xamacom y koBTHi 2023 poky KkiOepmpocTip craB Bce OLIbII CyNepe4JIMBHM
(ppoHTOM, HA AKOMY KOCMIYHUI CEKTOP Temnep € BUAUMOIO HiLIo. Jlo cepeaunn 2025
poKy nochimHuku 3adikcyBanu 237 kiOeporepaliiii TpOTH KOCMIYHHMX OpTraHi3alliid,
npudoMy OJIM3bKO TPETWHU 3 HUX BimOymwmcs mig vac 12-menHoi BiiHM Mik [3painem Ta
IpaHOM y YepBHI, KOJM aKTHBHICTh JIOCSTIIA MKy B 72 omeparlii 32 OJIUH MICSIlb, a aTaKH
CTaju Jenio OUIbII BUTOHYEHUMH, TOJJOBHUM YHMHOM 3aBJISKH MOKJIUBOCTSM, MOB'SI3aHUM
3 Ipanom... bauzbko 71% 1HUMIAEHTIB CTAaHOBWIM PO3MOIUIECHI aTakKu TUIYy «BIIMOBA B
ob6ciyroByBanHi» (DDoS), pemnita — HeCaHKIIIOHOBaHUM TOCTYII 1 TPOJIAX TaHUX, BUTOKU
Ta TIOPYILIEHHs JaHUX, BTOPTHEHHS, a TaKOXX HEBEJIMKAa KUIBKICTh BHIIAJIKIB
BUKOPUCTAaHHS MporpaM-BUMarayiB 1 TICyBaHHS BeO-calfTiB. Yci omepauii Oymnu
COpsIMOBaHI Ha Ha3eMHI CHUCTEMM Ta OpraHizailii, 10 3alMaloThCs MPOEKTYBAHHSIM,
BUPOOHUIITBOM, €KCILUTyaTalllel0 Ta BUKOPUCTAaHHSM KOCMIYHUX TIOCIYT, TakKi SK
aepokocMiuHl Ta oOopoHHI kowmmanii, iHpacTpykrypa VSAT Ta GNSS, a Ttakox
13paibChKi CUCTEMU TOBITPSIHOI Ta MOPCHKOT HaBIrailii, a He Ha CYIyTHUKUA Ha OpOITI. ..
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3aranom Oyno atrakoBaHO 77 opraHizaiiii, cepen aKux i3painbebki komnanii Rafael
Advanced Defense Systems, Elbit Systems, Israel Aerospace Industries ta Israel Space
Agency, a TakoX MDKHaponHi opraxizaiii, Taki sk NASA ta Starlink. Opnak y
JOCTIPKEHH] 3p00JIeHO BUCHOBOK, IO 11l KibepaTaku Majnu He3HAyHUi abo B3araii He
MaJM MpsIMOTO BIUIMBY Ha BIMCHKOBI omeparii Ha moji 0010 1, CyAsud 3 ychboro, Oynu
CKOpIIlIE CHMBOJIIYHUM akKTOM JecTaOuli3amii Ta MNpONaraHjaol, HIXK ONEPaTUBHOIO
HeoOx1aHicTI0. He Oyno BHABIEHO XOAHMX JOKa3iB Toro, mo Xamac abo odimiiiHi
Kibepmiapo3aiu [3painto 6e3mocepeHbO aTaKyBajlu KOCMIYHUI CEKTOP.

Jocnigauku  BUSBWIM 73 pI3HMX  CyO0'€eKTIB  3arpo3u,  IEPEBa)KHO
MPONAJIECTUHCHKUX XaKTUBICTIB Ta MPUHAWMHI OJHY MPOi3paibChKy TPYIy, 1 3a3HAUNIIH,
mo 68% uuiboBUX 00'eKTIB OynM 13painbChKUMH, a pemta — mnepeBaxHo 3 CIIA,
Benukoi bputanii, [aaii Ta OAE. Bonu Takox 3ayBakuiu, 1o KibepBuMip KOHQIIKTY B
['a3i moenHaBcs 3 MapajeNbHUM TIPOTUCTOSHHSAM MK [3painem Ta Ipanom, a
MPOIMANIECTUHChKI TPYNMHU HATArOAWJIA 3B'SI3KM 3 TMPOPOCIACHKUMHU CyO'ekTamMu Ta
3aMO3WYUIN TaKTHKYy 3 POCIHCHKO-yKpaiHChbKOi BiiiHHM, Bkirodaroun DDoS-kammanii,
nedeiicuar Ta mnepenpodinpoBaHi iHcTpymeHtH. ETH Zurich mnomepemxkae, 1o
IHIIUICHTH, K1 CTaJIH BIJOMUMH IPOMAJCHKOCTI, UMOBIPHO, € JIMIIE YACTUHOIO 3arajibHOT
TISUTBHOCTI, 1 IO XaKTHBICTH BCE OLIBIIC IIKABISATHCS KOCMIYHHMHU CHCTEMaMH, HABITh
IIyKarouyu 3aco0u ajis 0e3mocepeHbOro Hamajay Ha CymyTHUKH. L TeHnaeHuis Moxe
MaTu CEepHO3HI HACHIJKU B pa3i OyIb-IKOro MaOyTHHOTO KOHQIIKTY MK KOCMIYHHUMHU
Ta kibeprnoryramu, Takumu sk CIIIA ta Kuraii...

Jlns [3painto 111 BUCHOBKH TIITBEPKYIOTH T€, 110 AB1 beprep, riaBa YnpasiaiHHs
KOCMI4HOI TiporpamMu MiHicTepcTBa OOOpPOHW, Ha3BaB HarajibHOK HEOOXITHICTIO
1HBECTYBaTH B 30€peKEHHSI KOCMIYHOI TIEpeBaru: BiH 3a3HA4MB, 10 CYIyTHUKOBA Ipylia
I[3painto Bigirpana BupimanbHy posib 10, Mg Yac 1 micis onepaiii «[ligiiom neBa» npotu
Ipany, 3a0e3medyroun Oe3nepepBHY BHCOKOSKICHY 3HOMKY JCCATKIB MIIbHOHIB
KBQ/IPATHUX KUTOMETPIB 1 O€3MeUHNH 3B'I130K /IS MiATPUMKH IIIJIEBKA31BKH Ta OTeparii y
PeXHMMI pearbHOTO 4Yacy. 3arajioM, TOCHIIPKeHHS € OJHOYACHO TOIMEPeKEHHIM 1
3aKJIMKOM JO Jii: Xouya MPAaKTHYHUWA BIUIMB OCTaHHIX KiOepkammaHii Ha KOCMIYHHIA
CEKTOp TMOKHU II0 € OOMEKEHUM, CyMyTHUKHA Ta €KOCHCTEMH, IO iX MIATPUMYIOTH, € SIK
KPUTUYHO BaXXJIMBOIO 1H(PACTPYKTYpOIO, TaK 1 CUMBOJAMHU HallIOHAJIBHOTO MPECTHKY,
10 POOWTH 1X JeAani MpUBAOIMBIIIUMHU IUIIMU B CydacHid riOpuaHii BiiHD». (ANNA
AHRONHEIM. Pro-Palestinian hacktivists launched hundreds of cyberattacks on
Israeli space sector // Jpost Inc. (https://www.jpost.com/defense-and-tech/article-
879045). 03.12.2025).

*k*

«...PocilicbKi 3JIOBMMCHUKH, [0 MiATPUMYIOTBHCS JAePKABOI0, 30KpeMa rpymna
Calisto, noB'sizana 3 IlenTtpom 18 ®CBH (BiilicbkoBa yacTuna 64829), npoBoasiTh
AeAadi OiJbII BHUTOHYEHI IIMUTYHCHKI KaMmaHil HAa OCHOBi (QIiIIMHIY npoTH
pocaignunbkux opranizanii NATO, NGO Ta aHajiTHYHHUX HEHTPIB y KpaiHax, 110
miaTpuMyoTh Ykpainy Ta Cxigny €spomy. I'pyna BHKOPUCTOBYE TaKTHUKY
comiasnibHoro 1HXUHIpUHTY ClickFix, po3cunaroun (IMIMHrCOBI JIMCTH, IO IMITYIOThH
MOBIJIOMJIEHHST BIJI HaIIHHUX KOHTAaKTIB, Ta 3JIMCHIOIOYM OaraToeTalHl aTakd 3a
JOTIOMOTOI0  IIKIJJIUBUX TOCWJIaHb, PO3MINIEHUX Ha 3ilaMaHux cepBepax. JKeprTs
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3aMaHIOIOTh 32 JOIOMOTOO JINCTIB-MIPUMAHOK 13 BiJICyTHIMU BKJIQICHHSIMH, 110 CIOHYKA€E
iX 70 B3aeMojii, MIiCAS 4YOro 3JOBMHCHUKH JOCTABISAIOTH IIKIJJIWBI TporpamMu 3a
nonomororo PHP-ckpunTiB Ta mkimmusoro JavaScript...

Amnanitukn Sekoia BUSBUIU cCreliadbHUN (DIMMHTOBUN HaOIp, pO3MIIIEHUN Ha
caiTi account.simpleasip[.]org, sIKuii criemiaJbHO HaIlJIeHUH Ha akayHTH ProtonMail i
BUKOPHCTOBYE  TexHIKy  «Adversary-in-the-Middle». Habip 3mymye  Kypcop
(oKycyBaTHCS Ha MOJISIX JJIs1 BBEICHHS NapoJis KoxHI 250 MUTICEKYH/I, TEPEIIKOIKA0UN
HaBiraiii, OJHOYacCHO Tmepenaroun oOJikoBi fgaHi 10 API, KoHTponboBaHMX
3noBMUCHUKamMu. He3Bakaroun Ha myOmniuHe BUKpuTTs, Calisto mpoaoBxkye po3BUBATH
CBOIO 1H(PACTPYKTYpPY, BUKOPHUCTOBYIOUH peecTtparopiB Namecheap 1 mpokci-cepsicH,
taki sk Big Mama Proxy, miaTpumyrooud TOCTIHHI omeparlii MpoTd TyMaHITapHUX
opraHizamii 1 3aXMCHUKIB CBOOOJIM TMpecH, IO BIAMOBIIAIOTh IUJIAM POCIMCHKOL
posiaku...» (Tushar Subhra Dutta. Russian Calisto Hackers Target NATO Research
Sectors  with  ClickFix  Malicious Code // Cyber  Security  News
(https://cybersecuritynews.com/russian-calisto-hackers-target-nato-research-sectors/).
05.12.2025).

**k*k

«Ki0ep-arenTrctBa CIIHA Ta iX COIO3HHMKIB T¢ONEPEIKAKNTH, W0 CJIa00
OpraHizoBaHi MPoOPoOCiiicbKi XaKTUBICTCbKI YTPYNIOBAHHA BCe YACTillle NIPOHUKAKTH
B onepauiiHi TexHoJsorii (OT) — BoA0OYHMCHI cTaHuil, MiANPHEMCTBA Xap40BOIL
IPOMMCJIOBOCTI, €HEepPreTH4YHi 00'€KTM — HUIAXOM CKaHyBaHHs IHTepHery Ha
HasiBHicTh He3axuumeHuX VNC a0o iHmux iHTepdeiiciB «IIOIMHA-MAIIMHA» Ta
nigdopy caadbkux napoJaiB meroaom rpyooi cuiu. Taki rpymnu, sk Cyber Army of
Russia Reborn, NoName057(16), Sectorl6 ta ixus mouipHs opranizamis Z-Pentest,
BUKOPUCTOBYIOTh TOTOB1 PO3BIyBaIbHI IHCTPYMEHTH, @ MOTIM IMyOIIKYIOTh CKPIHIIIOTH B
COLIIATILHUX Mepexax 3 MPOIaraHAuCTChKOI0 METOI0; TUM HE MEHII, iM BAAJIOCS 3MIHUTH
napamMeTpu NPHUCTPOIB, BUMKHYTHM CHUTHANI3alll0 Ta 3MYCUTH ONEPATOPIB MPOBOAMTH
nopore pyuse BigHoBieHHS. CISA, ®bP, AHb Ta mixkHapoiHI napTHEPH 3asBISAIOTh, 1110
JesKl 3 IUX yrpylnoBaHb OTPUMYIOTH MpsIMy ab0 HENpsiMy MIATPUMKY BiJI POCIMCBKUX
JIEP’)KaBHUX CTPYKTYp 1 3HaUHO 3pociu 3 2022 poky...

ChninbHa ~ peKOMEHJAIlisl ~ 3aKJIMKae  BJIACHUKIB ~ aKTUBIB  TMPUITYCTUTH
KOMIIpOMETaIlito, Ko Oyab-ska cucrema OT migkmouena po [aTepnery 3
BUKOPUCTAaHHSAM CTaHAApPTHUX a00 MPOCTUX OOJIKOBUX MJaHUX, 1 BXUTH HEralHuX
3ax0/iB. PekoMeHJ0BaHI 3aXOAu 3aXHUCTy BKJIIOUYAIOTh BifkiatoueHHs OT-akTUBIB Bij
myOJIiYHUX MeEpeX, BIPOBAPKCHHS HaAiitHOI abo OaratodakTopHOi ayTeHTHdIKAIII,
BEJICHHS TOYHUX KapT aKTHUBIB 1 MOTOKIB JAaHWX, CETMEHTAIlI0 MEpPEeX 13 CyBOPUMH
npaBuiaMu OpaHIMayepa, OHOBJIEHHS MPOTPAMHOI0O 3a0e3MeyeHHs] Ta BiANpPalFOBaHHS
pYUYHUX omepaliil Ha BUMAAoK Haa3BuuaiHux curtyauid. Hik Angepcen 13 CISA nonae,
10 BUPOOHMKH TOBHHHI BIPOBAKYBATH MPUHIUIHN OE3MEYHOTO MPOEKTYBAHHA, 1100
3amo0iraTd TakKUM HHU3bKOKBai(hiKOBaHUM, aje PyWHIBHUM aTakam, MepHl HiX BOHU
NepepPOCTyTh B IHIMICHTH 3 OUThII cepiio3HUMH (iznyHuMu Haciigkamu». (Alessandro
Mascellino. Pro-Russia Hackers Target US Critical Infrastructure in New Wave //
Reed Exhibitions Ltd. (https://www.infosecurity-magazine.com/news/russia-hackers-
target-us-critical/). 10.12.2025).

**k*k
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«He3paskaroum Ha penyrauilo I3paiiio sik cBITOBOI Ki0epmoryru, Xxakepwu,
NMOB'fA3aHi 3 MOro0 roJIOBHMM CYNPOTHBHUKOM, IpaHoMm, mpoBeu cepilo yCHilIHHUX
IINUTYHCBKUX KaMIaHiii «Xak 1 BHTIK», BHKOPHMCTOBYKYM BIIOMi, HpOCTI
BPa3JMBOCTI B YCTAHOBAX, AKi He BU3HAYEHI IK KPUTUYHA iH(PPACTPYKTYpa, TAKUX
sk JiikapHi. L1 araky, K1 yacTo BKJIFOUarOTh 0a30BHI (IIIMHT a00 CKaHYBAaHHS MEPEXI,
NpU3BEIM JO TaHEOHMX BUTOKIB JIaHMX, BKJIOYAIOYM TNACIOPTHY 1H(opMailito
13paiJIbChKUX TEHEepajiB Ta aMEPUKAaHCHKUX/IHAIMCHKUX YMHOBHUKIB 3 HarioHanbHOTro
KOJIEJKY OOOpOHH, a TaKOX JOKYMEHTHM MIHICTEpCTBAa IOCTHUINI Ta JOKYMEHTH Ha
OTPUMAaHHS J103BOJY Ha 30polo. ..

HuninmHi Ta KonuiHi 13painbehki KibepdaxiBili CTBEPIKYIOTh, IO 1151 BPa3IUBICTh
€ HACJIJKOM MPOTAJIMHU B 3aKOHOJABCTBI: X04a KPUTHYHA 1HGPACTPYKTypa (HaIPpUKIA],
CJIEKTPOCHEPTeTUYHI MIANPUEMCTBA) JOTPUMYETHCS BUCOKMX CTaHAAPTIB KibepOe3rekH,
HII Ba)XJIMB1 YCTaHOBH, 30KpeMa JIIKapHi, HE 3000B's3aH1 3a 3aKOHOM BIIPOBAJKYBAaTH
3axX0/JM KIOep3axuCTy 1 HE MOXYTh OyTH TOKapaHi 3a HEBUKOHAHHS IIhOTO OOOB'A3KY.
Excriepti  migKpecaOTh, IO Tpynu, ToB's3aHi 3 IpaHOoM, B OCHOBHOMY
BUKOPHCTOBYIOTh BIJOMi1 BpPa3JIMBOCTI, HE MAalOYM MOKJIMBOCTI BUSBJISTH BPA3JIHBOCTI
HyJIbOBOrO JHA. Hampukiian, HempaBHIN 3710M OCOOMCTHX JAaHHMX KOJHUIIHBOTO MpeM'ep-
Mminictpa Hadrani bennera, iMOBIpHO, OyB 3/11iICHEHHI 32 AOMOMOTOI0 IIPOCTOI «3aMIHU
SIM-kapTu».

s  po30iXKHICTH MIDK  MNEPEJOBUMHM  TEXHOJOTIYHUMHM  HACTYNAJIbHUMU
MOXJIMBOCTSIMU [3painio (Takumu sk Stuxnet Ta eKCIOpTOBaHI KiOep30poi, HampUKJIIal
Pegasus) Ta #ioro I1MBUIRHOIO HOPMAaTHBHOK 0a3o cTae jAedaii  OUIbII
MpoOIeMaTUYHO. ATaKH, SIKI BKIIOYAIM MPOHUKHEHHS B KaMEPU B1JACOCIOCTEPEIKECHHS
JUISL OTPUMAaHHS Bi3yasibHOI 1H(pOpMAIlii B PEKUMI peaTbHOTO Yacy Ta MOPYUIEHHS pOOOTH
MEIUYHOTO IEHTPY Ziv MiJ 4ac BiiHU B ['a3i, migKkpeciroTh HarajabHy HEOOXIIHICTH
npuitHATTSS KHECeTOM KOMIUIEKCHOTO 3aKOHYy TIpO KiOepOe3meKy, SIKUW PO3IIUPIOE
HEOOX1/IHI CTaHAapTH Oe3MeKH 3a MeXi KPUTHUHOI 1HPPACTPYyKTypH Ta UITKO BH3HAYAE
BIIMOBIAANBHICTh 3a HArjsi[, 100 3amo0irTd MOJAIbIIOMY MiAPUBY HaIllOHAIBHOL
Oe3reku Ta JOBipU TPOMAJCHKOCTI 3 OOKY rpym, moB's3anux 3 Ipanom...» (Anat Peled.
How a string of hacks embarrassed cyber powerhouse Israel // Dow Jones & Company,
Inc. (https://www.wsj.com/world/middle-east/israel-iran-cyberattacks-hacks-ddcd10dO0).
22.12.2025).

***

«bpUTaHCBLKHHA YpPSiA OroJIOCHB, IO PO3CIHIAYE «KiOepIHIUIEHT» Yy
MinicrepcTBi 3aKOpaAOHHUX cnpaB, CHiBAPY:KHOCTI Ta PO3BHUTKY IiCJf MOSIBH
noBizomiieds y 3MI npo Te, mo nos'a3ana 3 Kuraem xakepcebka rpyna Storm 1849,
WMOBiIpHO, OTpHUMAJIa JOCTYN 10 THCAY KOH(iIeHUIIHUX JOKYMEHTIB, cepel AKHUX,
MOKJINBO, € iHpopmaniss npo Bi3u. Minictp topriBm Kpic bpaitant miarBepaus, 110
PO3CIiyBaHHS PO3MOYAIOCS B KOBTHI, aji€ BIJIKMHYB IOBIJIOMJICHHSI, 1[0 TOB'SA3YIOTh
aTaky Oe3nocepeaHbo 3 Kutaem, 1 KOHKPETHUN XapaKTep BUKPAJICHUX JIaHUX SIK «YUCTI
CHEKYJAIi», 3asBUBILIM, 110 YpsSJ BBaXae, M0 PHU3UK BUTOKY OyIb-SKOi OCOOUCTOI
iH(opMalii € «J10CUTh HU3bKUMY... 111 3BUHYBaueHHS 3'SIBUNMCS B JACITIKATHUN MOMEHT,
ko ypsan mnpem'ep-miHictpa Kipa Crapmepa HamaraeTbCs BIJTHOBHTH HaIpyXeHI
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TOPTOBENIbHI Ta MUILIOMATUYHI BiTHOCWHU 3 [IekiHOM, HaBITh BIIKJIABIIH PIIICHHS IIOJI0
OyIIBHUIITBA HOBOTO BEJIMYE3HOTO mocojbcTBa Kutaro B JloHmOHI Yepe3 moOOHOBaHHS
00 IINUTYHCTBA. bpaitanT migkpecnus, 1mo BenukoOpuTaHis JIOTPUMYETHCS
«IParMaTHYHOrO Miaxoay» 10 Kuraro, «3 BIIKpUTHMH OYMMay CITIBIIPAILIOIOUN B JICSIKUX
cdepax, ane BogHOUYAC BHCIOBIIOIOYH [lekiHy cBOi 3amepedeHHs 3 iHImmMX nmutanby. (UK
Government Acknowledges It Is Investigating Cyber Incident After Media Reports //
SecurityWeek ® (https://www.securityweek.com/uk-government-acknowledges-it-is-
investigating-cyber-incident-after-media-reports/). 22.12.2025).

**x*

CTBOpPeHHsT Ta QYHKILiOHyBaHHsI Ki6epBiMCBK

«Haunionaabni cuwiu o0oponu IliBgeHHoi Adpuxku mnomeperkamTb, IO
Ki0ep3/109uHII He 0epyTh BIANYCTOK I 10 3aTHILIIIS HANPHUKIHLI POKY MOKe CTAaTH
MOIAPYHKOM Ui 3J0BMHMCHMKIB. bpuranumii renepan Kcomani Mabanra, rososa
Ki6epxomannyBanus SANDF (ITiBnenHoadhpukaHChKi HalliOHATBHI 30POMHI CHIIN), KaXe,
IO COIliaJibHA 1HXKEHEpis, (QIIIMHT HAa TeMy CBAT, IpOrpaMu-BUMaradi Ta MOPYLICHHS
O€3MeKy JIAHIIOTIB MOCTAYaHHS 3a3BUYail Pi3KO 3pOCTaloTh, KoJU B odicax Malo
CIIBPOOITHUKIB, KOMaH/IMU O€3MEKU 3MIHIOIOTHCS, a MEepPCOHAJ IMOYWHAE IMiIKII0YaTH
0CcOOHUCTI TpHUCTPOi 10 OodimiiiHUX Mepex. Jlep’kaBHI Tpynu Tak0X BUKOPUCTOBYIOThH
CBATKOBY p03CiabIeHICTh, 00 3aKPIMUTH MO3UIT IS TOBFOCTPOKOBOTO IIMUTYHCTBA. . .

KibepkomaHtyBaHHs, CTBOpeHE B pamkax HarioHanbHOI MOJITHKU KiOepOe3neKu
JUIS 3aXMCTy KPUTHYHOI 1H(opMaIiiHoi 1HGpacTpykTypu MiHicTepcTBa OOOPOHH,
MPOTH/IIE IBOMY IIUISIXOM IPOBEICHHS 00OB'SI3KOBHX IIPOTpaM IIiJIBUIIECHHS 0013HAHOCTI,
CIUTMBAIOYUX BIKOH B 1HTpaHeTi, OpudiHriB Ha 6a30BOMY PiBHI Ta 0araTOpiBHEBUX KypCiB
3 iHdopMariifHoi Oe3reku. TexHIYHO II¢ O3HAa4ya€ TMIOCWICHHS MOHITOPUHTY Ha
mwiatpopmax CuCTeMH yOpaBmiHHS 1HOOpPMAIEID Ta TOMIIMH OE3MEeKH, BBEICHHS
CYBOPOTO KOHTPOIIIO JIOCTYIy, OararoakTopHOi ayTeHTu(diKallii, CerMeHTaIlii Mepexi Ta
YKOPCTKOI MOJITUKUA «IIPUHECH CBOE BIACHE OOManHaHHs». [111po3aiin MOBUHHI NPONUTH
NEPEICBATKOBI HABYaHHS, BCTAHOBUTH IMaTyl Ta CTBOPUTH PE3EPBHI KOMIi CHUCTEM,
onyOiikyBaTu rpadiki YepryBaHb, BAMKHYTH HEAaKTHBHI po0OOUl CTaHIli Ta 3a0JI0KyBaTH
po3BaxkasjbHEe 00JaAHaHHS B Mepexxax MiHicTepcTBa 000POHH.

«Cama mo co0i TEXHOJOTis HEe 3aXHCTUTh KpaiHy», — Miakpeciatoe Mabanra.
«JIuCIUIIIIHOBAHI JTIOJIH, K1 JOTPUMYIOTHCS palllOHAILHUX MPOIECIB 1 BUKOPUCTOBYIOTh
paBUIbHI 1HCTPYMEHTH, CTBOPIOIOTH CIIPaBXKHIO CTIHKICTHY. BiH mojae, Mo KOXeH
COJIIAT 1 IUBUIBHUM MPAIIBHUK Y BIJOMCTBI € KiOep-BapTOBMM Ha MEpEeOBii: o0epexHe
KJIAIlaHHS MUIIKOI, HaJIMHUK mapojb a00 CBO€YacHE IOBIIOMJICHHS MOXYTh OyTH
€IMHUM, IO CTOITh MK 000poHHMMHU cucTemamu [liBneHHoi AQpuKK Ta MOPYIICHHIM
Oe3meku i yac cBITkoBoro ce3ony...» (SANDF Cyber Command issues festive season
cybersecurity warning // DefenceWeb (https://defenceweb.co.za/cyber-defence/sandf-
cyber-command-issues-festive-season-cybersecurity-warning/). 10.12.2025).

*k*
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Kibepsaxmucr xpuTndHOl iHPpacTpyxTypmn

«..EqekTpu4Hi Mepeki IO BCbOMY CBIiTY HIBHAKO NEPETBOPIIOTHCH Ha
IHTeJIeKTyaIbHi Mepexki, 3 BeJIMKMMH iHBeCTHLisIMH B Hu@poBizauil, 0cod0J14B0 B
Aziarcbko-TuxookeancbkoMy perioni. 3amicTsh Toro, o0 OymyBaTH CUCTEMHU 3 HYJI,
KOMYHaJIbHI MAMPUEMCTBA HAKIAJAIOTh Ha CTapy IHPPACTPYKTypy TaKi TEXHOJIOTII, fK
aBTOMAaTH30BaHI MACTaHIi, IHTENEKTyaIbHI EIEKTPOHHI MPUCTPOI, MEPEKEBl JATUYUKH,
cy4dacHi ABocTopoHHI komyHikalli Ta SCADA, 100 3a10BOJIbHUTH HOBI MTOTPEOH, TaK1 K
BEJIMKOMAacIUTaOH1 BITHOBJIIOBAHI JKepena eHeprii Ta po3MoAlJIeHl eHEPreTUYH1 pecypeu.
OpnHak Taka 3B'S3HICTh 3HAYHO PO3ILIMPIOE IUJIOLLY aTaKU: CepeAHs MOTHKHEBA KUIbKICTh
kibepaTak Ha KOMyHalbHI mignpuemctBa B 2024 poii 30uIpIIMIIACS B YOTHPU pasu
nopiBHAHO 3 2020 pokoM, a 3HauHA YaCTHHA KPUTHUYHOI iHPPACTPYKTypHU MEpEki Tenep
noctynHa yepe3 [HrepHeT. MeTonu atak € pi3HOMAHITHUMU 1 TOCTIMHO PO3BUBAIOTHCS:
Bl aTaKk THUIy «BiAMOBa B OOCIYroByBaHH1», sIKi OJIOKYIOTh JICTITUMHUN Tpadik, A0
HIKIJJIMBOTO TPOTpaMHOro 3a0e3MEeUeHHs Ta MporpaM-BUMaradiB, a TaKOX aTaKk Ha
CUHXPOHI3aIIiI0 Yacy, Kl GpanbcudiKyOTh ONEPaTUBHI JJaH1 B PEXKUMI peabHOTO Yacy...

Y 1bOMy KOHTEKCTI MITYyYHHH I1HTEJEKT CTa€ JBOCIYHUM MedeM. 3 OOOpPOHHOI
Touku 30py, LIl BUKOPUCTOBYETHCS JIsI MOHITOPUHTY MPUCTPOIB, CUCTEM Ta YTUIIT Ha
mpeaMeT  aHoOMajid, MIATPUMKH  TPOTHO3YBaHHS  HABAaHTAXEHHS,  BUSBJICHHS
HECIIPAaBHOCTEM 1 HaBITh «CaMOBIJHOBJEHHS». 3 1HIIOIO OOKy, KiOep3JI04MHIIi
BukopuctoBytoTh LI ang aBromarusarii atak, 0o0Xxojy 3aco0iB 3aXUCTy Ta CTBOPEHHS
HAJ3BUYAaHO MEPEKOHIMBUX (DIIIMHIOBUX Ta COLIAIbHO-1HXKEHEPHUX KaMmaHii. Jlmis
VOPaBIIHHSA LHUMH pPU3UKAMH YypAIMd BIOPOBAKYIOTH Takli HOPMATUBHI aKTH, SK
HupextuBa €C NIS2 Ta 3akoH mpo KiOepCTIMKICTh, K1 MOMIMPIOIOTH 3000B'A3aHHS 3
KibepOe3nekn Ha eHepreTudHi Mepexi Ta 1udposi mpoaykTtu. IlapanensHo 3 IIUM
MDKHapoJiHi opranu cranpaptuszaiii, 3okpema IEC ta ISO/IEC, HamaroTh TexHIYHI
pamku: cranaapt IEC 62351 onucye, sik 3a0e3meuntr 06e31eKy B MEPEKEBHX CHCTEMaX Ta
omepainisx (M0 OXOIUIIOE ABTCHTU(IKAINIO JaHWX, KOHTPOIb OCTYITy, 3aXHCT BiJ
MPOCIIyXOBYBaHHS Ta BUSBIECHHS BTOpPrHeHb), a cranaapt IEC 62443 BuzHauae, siKUM
3axojaM KiOepOe3neKky MOBUHHI BIAMOBIJATA CUCTEMHU MPOMHUCIOBOI aBTOMaTHU3allli Ta
YOpaBIIHHSA B KPUTHYHIN 1HQPACTPYyKTypi, 1 aJanTye€Tbcsd OO0 KOHKPETHHX NOTpPeO
enepretuudoro cekropy. Crangaptu ISO/IEC 27000, siki TpaAUIIHHO 30CEPEIKYIOTHCS
Ha 1HQopmamiiiHiii Oe3meri B IT, Bce wuyactime JOMOBHIOIOTHCS —TaTy3€BUMHU
pekomenaamismu, Takumu sk [SO/IEC 27019 nns eHepreTHYHUX MIAIPUEMCTB, IO
BijioOpakae po3mMuTicTh Mexi Mix IT Ta OT.

ATOMHA €HEpreTMkKa J0Ja€ JIOJaTKOBUH PIBEHb UYYTJIMBOCTI, OCKUIbKU
€JIEKTPOCTAHIll CTalOTh BCe OUIBII HU(PpOBUMHU. YCHilIHA aTaka MOXE HE TUIBKH
MOPYIIUTH POOOTY EHEProMepeski, ajae i, y HaWripmioMy BHUIIAJKY, MOCTaBUTH Tij
3arpo3y Oe3leky peakropa. Y IbOMY TNMTaHHI MIiKHApoOJHA EJIeKTPOTEXHIYHA
koMicist (IEC) ticHo cmiBmpairoe 3 Mi>KHapoIHUM areHTCTBOM 3 aTOMHOI €Heprii dyepes
excrieptHi rpymnu, Taki sk TWG-NPPIC, 1 po3zpobuna cranaaptu, Taki sk IEC 62645, nis
3ano0iranHs abo MOM'SKIIEHHs Ki0epaTak Ha sIepH1 MpUIaJu Ta CUCTEMHU YIIPaBIIHHS.
Leit cranmapt Bignosinae IEC 62443 1 BCTaHOBIIOE KOMILJIEKCHI BUMOTH JI0 KUTTEBOTO
LUKJTy Ta OpTraHi3aliiHol Oe3MeKH. ..
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3aranoMm, 3a0e3neyeHHs O€3MEKW IHTEICKTYalbHUX, MeAalll OUTbII CKIIATHUX
CHEPreTUYHNX CUCTEM € MOCTIMHOIO TOHKOIO 3 MIBUAKOIUIMHHUMH CYNPOTHBHUKAMU Ta
TexHoJoTisiMU. Hapasi cexkTtop Mae TOTYXKHUW I1HCTpyMEHTapiii y BHIJISAI 3aKOHIB,
HOPMATUBHHUX aKTIB Ta TEXHIYHUX CTaHJAPTIB, ajie I paMKH HEOOXIJHO IOCTIHHO
OHOBJIIOBAaTM Ta BIPOBAKYBaTH Ha TMPAKTULl [UISIXOM TICHOI CHIBOpami MiX
PETYIATOPHUMH OpraHaMH, ONIepaTopaMu Ta TEXHIYHUMH €KCTIepTaMHu, 00 BOHU MOTJIN
WTH B HOTY 3 Jenayii OUTbII BUTOHYCHMMHM KiOep3arposamu». (Keeping the smart grid
cyber secure // pv magazine (https://www.pv-magazine.com/2025/12/05/keeping-the-
smart-grid-cyber-secure/). 05.12.2025).

***k

«..JdecaTupiyHuMid [0CBiA YKpaiHM Yy 3aXHCTi CBO€I EHEProcucTeMu,
0aHKIBCBHKOI cMCTeMH Ta HU(PPOBOI IHPPACTPYKTYPH Bix Oe3nmepepBHUX POCIiCBKUX
ki0eparak, siKi 4aCTO CYNPOBOKYIOTHCH (PI3UYHUMH yIapaMH, NMPONMOHYE CBITOBI
peajibHUI NJIaH Aiil o010 3a0e3neyenHs Kidepizuunoi criiikocrti. Kideparaku 2015—
2016 pokiB, SKI CHOPUYMHWIM TEPIIl B 1CTOpii 3aradbHOHAIIOHAIBHI BiJIKIIIOUYCHHS
CJICKTPOCHEPTii, BUKIMKAHI MIKIAJUBAM TPOTPAMHHM 3a0€3MCUCHHSM, BUSBWIHA SK
Bpa3IuBICTh LU(POBUX CHCTEM, TaK 1 HECHOJIBAHY IEpEBary aHaJIOIOBHX PE3EPBHUX
CHUCTEM: IHXKEHEpPH BpPYYHY 130JIIOBaJld  CETMEHTH  MEpEXi Ta  BIJHOBUIU
CJICKTPOTIOCTAaYaHHsI 3a JIOMOMOTOK MEXaHIYHMX TEepPeMHUKadiB 1 JIOKAJIbHOTO
yIpaBJIiHHSL. ..

OCHOBHI ypOKHM BKJIIOYAIOTh BIJIMOBY BiJl BUKJIIOYHO HHU(PPOBOI MOAEpHi3alii Ha
KOPHUCTh T1OpUIHUX apXITEKTYp, M0 MOEAHYIOTh MUGPOBY €(PEKTUBHICTh 3 aHAIOTOBOIO
HAJMIPHICTIO, (PI3UYHOIO CETMEHTAIlIEI0 Ta PYYHUM nepeMukanHsaM. Hamonansuuii 6aHk
Ykpainu MpoAeMOHCTPYBaB IIHHICTh 1HCTUTYIIMHOI aBTOHOMIi, IIBUJIKHX OHOBJICHb
pPEryIsTOPHUX HOPM Ta 1HIIIATUB, Takux sk Power Banking — BimnmineHHs, ocHaieHi
pPE3ePBHUM KUBJICHHSM, CYIMyTHUKOBHM 3B'S3KOM Ta MOMJIMBOCTSAMH OQJaiiH-
TpaH3akIid, o 3a0e3nedyyloTh Oe3nepeliiHICT, (IHAHCOBUX oOmepamlid Mg  dYac
BIJIKJTIOYEHb €JIEKTPOCHEPTTi. ..

1106 BuTpuMaTH 3MilIaHy KiOEpKIHETUYHY BiiiHY, CTIMKICTh OBUHHA CTaBUTH Ha
nepiie Miclie MiATPUMKY OCHOBHHUX IOCIYT HaBITh y pa3l yCHIIIHUX HopylieHsb. Lle
BUMArae JelEHTPaIi30BaHOTO MPUUHATTS pIIEHb, CTBOPEHHS Taldy3€BUX MIIPO3/ALIIB
pearyBaHHs Ha IHIUJEHTH, OOOB'I3KOBOr0 OOMIHY 1H(OpMAIlIED MK JEpKAaBHUM 1
PUBATHUM CEKTOpaMH, a TaKOX I1HBECTUIIA y MIKpPOMEPEXi, CUCTEMH PE3epBHOTO
KOIIIOBaHHA Ta 3MillHEHY 1HMpacTpykTypy. BunpoOyBana B 60six Monens Ykpainu, 1o
MOEHYE TEXHIYHY HAAMIPHICTh, OTICPATHBHY aBTOHOMIIO Ta JIIOJICBKUN JOCBiJ, JO3BOJISE
il o"4onMuTH MiXKHApOAHI 3ycwuis 3 ¢opmyBaHHs noktpuan HATO Tta €C, mporpam
HABUYaHHS Ta TJIOOATBHHUX CTAHIAPTIB CTIMKOCTI 1HPPACTPYKTypH B €MOXY ecKamarii
riopuaHux 3arpo3...» (Oleksandr Bakalinskyi, Maggie McDonough. Ukraine’s wartime
experience provides blueprint for infrastructure protection // Atlantic Council
(https://www.atlanticcouncil.org/blogs/ukrainealert/ukraines-wartime-experience-

provides-blueprint-for-infrastructure-protection/). 08.12.2025).
**x*
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«AKTHBH KOCMIYHOI0 CEKTOPY — CYNYTHHMKH, Ha3eMHIi CTaHIII Ta Mepe:Ki, 110
IX 00'€IHYI0OTH — 3apa3 € OCHOBOI KOMYHiKalii, HaBirauii, 000pOHU Ta KPUTHYHOI
iHppacTpyKTYypH, 110 pOOUTH IX FOJIOBHUMHM LiIsIMH Ki0epaTak Ta 00'€KTOM HOBHX
peryasitopumux 3axofiB. JlepxaBHi cyO'ektu 3armymamu GPS, 3mamyBanu HaiioHanbHI
KOCMIYHI areHTCTBa Ta, K y BUNaaKy iHmuaeHty 3 Viasat KA-SAT y 2022 poi,
BHUBOJIMJIM 3 Jaay KOMEPLINHUN [UPOKOCMYTOBUI NOCTYN A0 [HTEpHETY IS MATPUMKH
KIHETUYHOTO KOH(MIIKTY. I'pynu XakepiB, 10 BUKOPHCTOBYIOTH MpOTrpaMu-BHMaradi,
HacHiAyoTh ixHid npukiaa: Space-ISAC 3adikcyBaB ataku Ha nOpuOIM3HO 25
opraHizaiii kocmiuHoi ramy3i y 2024 pomi. HecTaGiabHICTh JAHIIOTIB MOCTa4aHHS
(OHOBJICHHSI TIpOTpaMHOI0 3a0e3nedyeHHs Ha 3pa3ok SolarWinds, iHo3eMHe 00nagHaHHS)
Ta JCCATWIITTAMH HE OHOBIIOBaHI OpOiTadbHI IUIATGOPMHU TMOCHIIOIOTh PHU3HK, a
IHCTPYMEHTH IITYYHOTO 1HTEIEKTY JOMOMaraloTh CYNPOTUBHUKAM aBTOMATHU3YyBaTH
GimuHT Ta pO3pOOKY EKCIIONTIB. . .

PEI'YJIITOPHMI IMITYJIBC

Cnonyueni Illtatu. He icHye enmuHOTO perynsropa KOCMiuHOT KibepOe3meku, aje
bopmyeThcsa MO3aika 3axX0/iB:

* Posnopsxenns 14144 (ta EO 14306) Bumarae goTpuMaHHs MonoxkeHb FAR,
Neperasay Ha3eMHUX CUCTEM Ta OHOBJICHHS NOJITUKH CNSS.

e JlupexktMBa 5 100 KOCMIYHOI MOMITUKM Ta mnpaBwina DoD/CNSSP
BCTAHOBJIIOIOTh 0a30B1 TEXHIYHI 3aXO0JU KOHTPOIIO Jsi (efepalibHUX MICId Ta MicCiid
HaI[l0OHAJbHOI O€3IEKH.

* NIST IR 8270, 8401 Ta 8441, a Takox pekomenaarii CISA HanaroTh 7100pOBUIbHI
paMKH.

Konrpec Takox posrisgae 3akoH MPO KOCMIYHY 1HMPACTPYKTypy Ta 3aKkoH Mpo
KibepOe3reKy CymyTHHUKIB, SIKI BU3HA4YaTh IIEH CEKTOP SK KPUTHYHY 1HPpaCTpyKTypy Ta
CTBOPSATH TOOPOBIIBHI CTAHIAAPTH 1]l KEPIBHUIITBOM MiHICTEpCTBA TOPTIBII. ..

€pponeiicekuii Coro3. NIS2 Bxke mokiagae 00OOB'SI3KM 3 YNPaBIiHHA PU3UKAMU Ta
MOBIJIOMJICHHSI TPO I1HUMUJIEHTH Ha TMOCTAYaJbHHUKIB HAa3€MHOIO0 CErMEeHTa Ta 1HIII
«BaXJIMB1 cy0'ekTn», mependavaroun mrpapu 10 2 % Big ro0adbHOrO O0OpPOTYy Ta
BIJINOBIIABHICT KepiBHUKIB. [Ipoexkt 3akony €C mnpo kocmoc (uepBeHb 2025 p.)
nepeadayaTUME BUMOTH IIOJ0 aBTOpHU3allii, Oe3neKkHu Ta KiOepCTIMKOCTI AJisi OYy1b-SIKOTO
omeparopa, Mo Hajae KocMmiyHl mociayrd B €C, HaBiITh KO KHOTro ITad-KBapTHpa
3HaXOJUTHCS 32 KOPJOHOM, a 3aKOH MpO KiOEpCTIMKICTh J0AacTh 3000B'sI3aHHS IIO0
oesnekn mpoxaykuii 3 2027 poky. 3BiT ENISA npo kocmiuHi 3arpo3u, xouya i HE €
00O0B'A3KOBUM, BCTAHOBITIOE€ HAWKPAII[l TPAKTUKH. . .

HACJIIJIKU 1J1 TPAH3AKIIIM TA YIIPABJIIHHS

» CTpyKTypyBaHHs Cy0'€KTiB rocniofiaptoBanss. [lepen 3muttam, BigayKeHHIM a00
3MIHOIO MICIISI peecTpallii HeoOXiHO BH3HAYMTH, SKi JOYIPHI KOMITaHii, MPOIYKTOBI
JHIAKY Ta Ha3eMH1 00'ekTH miamanaroTs mig airo CRA a6o NIS2.

« [HTerpamis micis ykiaAeHHS yroau. ['apMoHizamis KiOeprnomiTHKH, 3acoOiB
KOHTPOJIIO Ta TMPOUEAyp TMOBIJOMJIEHHS TMPO IHIOWACHTH B 00'€qHAHIN Tpymi;
HEBIAMOBIHICTh MOKE 3aTPUMATH 1HTETPaIlit0 a00 CIPUUUMHUTH ITpadu.

* VYmnpapniHHg pusukamu. O4IKyeTbCd, IO paad JTUPEKTOpPIB  OyIayTh
KOHTPOJIIOBaTH KIOGPPU3UKHU; PEECTPH Ta JIiHII 3BITHOCTI MOBHHHI BiJoOpa)kaTH pi3HI
HaIllOHAJIbH1 BIPOBAJIKEHHS. . .
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ITPAKTHUYHI KPOKU JIJI51 OITEPATOPIB

1 CtBOpiTh 3aIOKyMEHTOBaHy Mporpamy Oe3meku, 1o 0a3yeTbcs Ha PHU3UKAX,
BiamoBigHO A0 pexkomenamiii NIST a6o ENISA Ta mponopiiftHo 10 GyHKIIH, KPUTHIHO
BAYKJIMBUX TSI BUKOHAHHS MICII.

2 3abesreuTe aKTUBHUM Harjsn 3 OOKy mpaBiiHHS; BimmoBimHo mo NIS2 Ta
3ammaHoBaHoro 3akoHy €C mpo KoOCMOC, AHPEKTOPH MOXKYTh HECTH OCOOUCTY
BI/IITOB1QIbHICTb.

3 BkIrOYITH IOJIOKEHHS OO0 JIAHIIOTA MOCTABOK, IO OXOIUIIOIOTH MIHIMAaIbHI
3aX0I1 KOHTPOJIIO0, PO3KPUTTSI Bpa3IMBOCTEH, IIpaBa Ha ayJIUT Ta IIBHUAKE MOBIOMIICHHS
PO 1HITUJICHTH.

4 TlpoBeniTh HaBYAHHS 3 pearyBaHHs Ha IHIIUICHTH, MOB'SI3aH]1 3 CyyTHUKAMU, Ta
y3roabTe Tanu a1 3 NIS2 (24/72 roguan) ta CRA.

5 CnigkyiiTe 3a HOBUMHU TpaBuiaMu — oHoBJIeHHsIM FAR, 3akonomasctBom CIIIA
npo KOCMIYHY 1H(GPACTpyKTypy, meperoBopamu mojo Kocmiunoro 3akony €C — 1
OyJbTe rOTOBI J0 aJanTarlii. . .

BrnpoBanuBiim kibepOe3neky B KOPIOPAaTUBHY CTPYKTYpY, CUCTEMY 3aKyIliBEb Ta
yHOpaBIiHHS, ONEPaTOPH KOCMIYHUX MOCIYT MOXYTh 3al00IrTH €cKajialii 3arpo3 3 00Ky
JIep’KaB Ta 3JIOYMHIIB, BUKOHATH MalOYyTHI IOPUAMYHI 3000B'S3aHHA Ta 3aXUCTUTH
OCHOBHI TOCIyTH, IO 3alle)karh Bix iXHIX cymyTHUKOBHX cuctem». (Veronica R.
Glick, Ana Hadnes Bruder, Aaron Futerman, Katie Steval, Hadassah G. Diament and
Zach Wawrzyniak. Securing the Final Frontier: Cybersecurity Risk, Regulation, and
Compliance Trends in Space and Satellite Operations // Mayer Brown
(https://lwww.mayerbrown.com/en/insights/publications/2025/12/securing-the-final-
frontier-cybersecurity-risk-regulation-and-compliance-trends-in-space-and-satellite-
operations). 11.12.2025).

**k*k

«TpaHCIOPTHMH  CEKTOP HeAOCTATHBO MiArOTOBJEHMH [0 TNPOTHUAIl
AMHAMIYHMM CYYaCHHMM 3arpo3aM, OCKIJIbKH HOro cucreMu Oe3lmeKH TpaauuUiiiHO
0asyBaJIuC HA MEPUMETPAJIbHOMY MHiAXO0[i, MPHUILyCKAKYH, 10 3arPO3H MOXOAATH
330BHi, a BHYTpilIHi cucremMu € HaaiiHuMu. lleil 3acrapimuil miaxig 3apa3 €
HEaKTyaJIbHUM Yepe3 CTPIMKE 3POCTaHHS XMapHUX CEpPEIOBUIN, MOOUIBHHX POOOYHX
MpoIieciB, CUCTEM iAeHTH(IKalii Ta IHTErpalii CTOPOHHIX pecypciB, IO (PaKTHIHO
PO3MIIIO TIEPUMETP 1 CTBOPUIIO BEJIUYE3HI «CIIIIT 30HW. ..

CyyacHi 3J0BMUCHUKHM OUIbIIE HE «XaKaloTh», a «BXOASITh B CHCTEMY,
BUKOPUCTOBYIOYM BKpajeHl OOJIKOBI JaHi, JIeTaJbHI I1HCTPYMEHTH Ta pO3BIAKY 3a
JIOTIOMOTOI0  INITYYHOTO 1HTENEKTy, MO0 JiSTH IIBUJIIE, HDK MOXYTh pearyBaTH
3aXUCHUKU-TTIoaA. DIIOTH Temep MOBUHHI 3aXHINATUCS BiJl IMIUPOKOTO CTHEKTPY CKIATHUX
TaKTHK, BKJIIOYAIOYM KOMIIPOMETAIlII0 IJEHTUYHOCTI B  BEJIMKUX MacmTabax,
3noBxkuBaHHA API, ekcruryaranio JaHIIOriB NOCTaBOK, 0OMaH 3a JOMOMOTrOI0 IITYYHOTO
IHTEJIEKTY Ta KIOEpKpaJDKKM BaHTaXIB, OPraHi3oBaHl CHEliali30BaHUMU 3JOUYMHHUMH
MEpeKaMH. . .

EdexTuBHuil 3axuct xibepOe3neku AJig aBTOMAPKIB Telep BUMarae aJarnTUBHOIO,
IHTEJIEKTYaJIbHOTO MMIJAXOJYy, IO OXOIUIIE BeCh OiI3HeC 1 TMependadyac HEMUHYYICTh
koMmmpomertarlii. [{ei miaxinx BuMarae KOHBEpreHilii kioepoe3neku, ¢hi3udHoi OE3NeKn Ta
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orepariiiHoi Oe3neku, po3risAgalodM iX sIK B3a€EMO3aJE)KHI PiBHI. 3aXHUCT, TOTOBUH 0
MaiOyTHHOTO, 30CEPEIKYETHCSI HA MOCTINHIA Bepudikailii BCiX KOPUCTYBAYIB 1 CUCTEM,
BUKOPHUCTaHHI PO3BiKK (0OMIH 1H(OpMAIII€I0 MPO 3arpo3W Ta BUSBICHHS aHOMAJIN y
peasbHOMY Yaci), MOCWJICHH] YMPaBIiHHS JJI 33J0BOJICHHS 3POCTAIUMUX PETYJISTOPHUX
BUMOT, (OpMyBaHHI CHJIBHOI KyJbTYpH O€3MEKM Ta JOCSTHEHHI KOHBEPIeHIii BCiX
JUCHUIUTIH O€3MeKU I 3aXUCTy JIOJIeH, BaHTaXiB, AOXOAIB 1 AoBipu KiieHTIB. 11[00
BIDKUTH B ITbOMY HOBOMY CEPEIOBWIII, /1€ 3JIOBMHUCHHUKHA aBTOMATH3YIOTh CBOi Jii i
PYXarThCs 31 IMBHUAKICTIO MAIIWHW, 3aXWCHUKHW TIOBHHHI aNanTyBaTHUCA 3 TaKOKW K
mBUAKICTIO 1 cremianizamieron. (Ben Wilkens. Wilkens: How cybersecurity defense is
changing for fleets and transportation Il FleetOwner
(https://www.fleetowner.com/perspectives/ideaxchange/blog/55338464/wilkens-how-

cybersecurity-defense-is-changing-for-fleets-and-transportation). 19.12.2025).
*kx

KibepsaxmucT BakjlagiB OXOPOHM BOOPOB’#

«/likapui Ta kiaiHikm mo Bciii Kopei ayske BpasjuBi 10 arak mnporpam-
BHMAra4iB Ta BHUTOKY JaHUX 4Yepe3 cJalKi cucremmu Ki0epOe3nmeku Ta BHYTPILIHI
3arpo3m, 1IN0 CTaBUTh Wix 3arpody KoHigeHuiliny wMeauuyHy iHdopmauiro.
HemonaBuo nikapua B Ceyini 3amiaTuiia BEJIMKUN BUKYI y OITKOMHAX MICis TOTO, SIK
HIKIJJIMBE TpOorpaMHe 3a0e3MeyeHHsl 3apa3wio 1l eJEKTPOHHI MEIUYHl1 3amucH,
BUPILIUBIIY HE MOBIIOMJIISITH PO 1HIUJIEHT, IK TOTO BUMArae MeJM4He 3aKOHO/IaBCTBO. ..

baraTo 3akiajiiB He MalOTh HAJIEKHOTO PiBHS OE3IEKH, 1 JIUIIIEe HEBEJIMKA YACTHHA 3
35 npuBaTHUX 3aranbHUX JikapeHb (19) ta 270 3aranpHux mgikapeHb (20) kpaiHu
BUKOPHUCTOBYIOTh MOCIYTH MOHITOPUHTY Kopeiichkoi ciny>k0u comiaibHOTO 3a0€3neYeHHs
(SSIS). barato xTOo BaraeTrbcs BOPOBAKYyBaTH MOHITOpUHT SSIS wyepe3 miopiuHy
BapTicTh g0 12 000 monapiB. SSIS yacTo BUsBISE KiJIbKa €TaIliB aTaKH, SKi 3a3BHYal
BKJIFOYAIOTh ITTOYAaTKOBE BIIPOBAKCHHS IIKIUIMBOTO KOAY, a TMOTIM pPO3TOPTaHHS
nporpaM-BuMaradiB 1 CpoOH BUKPACTH BHYTPIIIHI J1aHi. ..

BuayTpimai 3arpo3u Takox momupeHi: y 2023 pomi 17 BenuMKuX JTIKapeHb
BUTOKYBaJin ocobucti AaHi mnpubmmu3Ho 180 000 mnaiieHTiB, KOJIU CHIBPOOITHUKH
dbotorpadyBanu abo 3aBaHTaxyBainu 1H(OpPMAILIO JJIS HAJCUIAHHS (papMalleBTUYHUM
koMmranisiM. CriemianizoBaHi KIiHIKHM, Takl K IEHTPH TUIACTUYHOI Xipyprii, /Ie 3amucH €
Jly’Ke 4y TTMBUMH, CTHKAKOTECS 3 aTaKaMH, i 9ac SKUX XaKepu BUKPAJIAioTh q)OTorpa(bu
70 1 michs omeparii, 1moo 663HOCGPGI[HBO TOTPOKYBaTH nanieHTaM. MeHI KIiHIKH
4acTO HE MAaloTh JKOJHUX 3aXOMAIB O€3MeKH, KpiM Hapojsi Ha TOJOBHOMY KOMI'IOTE,
noOOKI0UNCh, 10 BOHW OyayTh Oe3mopajaHi B pa3i ataku. SSIS 3apa3 posrismgae
MO>XKJIUBICTh 3POOUTH CBOIO CIIy’KOYy MOHITOPUHTY OOOB'A3KOBOIO JUIsl TPETUHHUX
JiKapeHb 1 PO3pOOUTH CHEIianbHI CHUCTEMHU I MEHINUX KIIHIK, 100 BHPIIIUTH
npobaemy nomupeHoi BpasiuBocTi». (Weak cybersecurity leaves hospitals vulnerable to
ransomware  attack, data leaks //  JoongAng I1bo Co., Ltd.
(https://koreajoongangdaily.joins.com/news/2025-12-08/national/social Affairs/Weak-
cybersecurity-leaves-hospitals-vulnerable-to-ransomware-attack-data-leaks/2471697).
08.12.2025).

***
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«...2025 pik 3akpinuB Ki0epOe3neKy B rajaysi 0XOpOHM 310pPOB'fl AK MUTAHHS
MEePLIOYEProBoi BAKJIMUBOCTI 1A 0e3leKU MALIEHTIB, a He JIMIIe SIK MpodjeMy 1JIs
aIMIHICTPATUBHOI0 MEPCOHAJY, OCKIIBKH CEKTOP 3iTKHYBCHl 3 €CKAJIAli€l0 3arpos,
NMOCHJIEHHSIM PeryJsiTOPHOro THUCKY Ta mocTiiHUMH atakamu. Ha mouatky poky
KEpIBHUKHM BU3HAJM, 1110 O€3MeKa MOBUHHA JIE)KAaTH B OCHOBI BCIX 1HHOBAI[1}, BKIIFOYAIOUH
BIIPOBA/PKCHHSI TEHEPATHUBHOI INTY4YHOI iHTeNnekTy Ta 5G. YV JTI0TOMY MOCHIIMIIHCS
JTUCKYyCil MIOI0 PEryJIOBaHHS, 30CEPe/KeHI Ha TMPOMO3UINSIX IIOA0 CKaCyBaHHS
oOMexxeHb Ha mTpadu 3a nopyuweHHs HIPAA, mo mniakpecauno Hampyry Mix
MOCUJICHHSM BIJIITOBIIAJIHOCTI Ta PENIbHICTIO VISl IEPEBAHTAXKEHUX MOCTAYAIbHUKIB. . .

VY OGepesni, Ha koHbpepenuii HIMSS 2025, minepu migkpeciuiv, 1o JOJChKa
MOBEJIHKA, SIKA 4YacTO EKCIUTyaTyeTbCcsd 3a JIOMOMOIOI0  COINalbHOI  1HXEHepii,
3QIMIIIAETHCS HAMCIIA0IIO0 JIAHKOK, HaBITh HE3BAXKAIOUM Ha Te, M0 INTYYHHH 1HTEIEKT
MOoYaB IHTETPYBATHCS SK B OOOpOHHI, TaK 1 B HacTymajabHI poOouil mporecu. Hacminku
HEJIOCTAaTHBOI IJITOTOBKK OOOPOHHM CTaJIM HE3allepeYHHMMH B KBITHI, KoJHM OyI0
3a(piKCOBAaHO PEKOPJHY KUIBKICTh aTaKk TMpOrpaM-BHUMaradiB Ha CHCTEMY OXOPOHHU
300pOB'. Y UEpBHI TMOJITHKH BigpearyBajld JBONApTIHHUM 3aKOHOIABCTBOM,
CIpsIMOBaHUM Ha noJinieHHsa koopaunamii mixx HHS 1 CISA...

OciHp mpuHEcHa TPUBOXKHI JAaHl, SKI MOKa3ajld, M0 MaiKe TPU 3 YOTHUPHbOX
opraHizaliii OXOpOHU 3JI0pPOB'S 3a3HaIW TNepeOOiB y HaJaHHI MEIMYHOI JOTIOMOTHU
narieHTam 4yepes KidepaTaku, 10 MIATBEPIHKYE NPsIMUM 3B'SI30K MiX KiOepOe3neKow Ta
O€3IeKoI0 MAaIll€HTIB, OCOOJMBO B HEIOCTATHbO 3a0e3MEeUYeHUX TpoMajax. Y 3BiTax
MIJKPECIIOBANIOCS, IO OXOPOHA 30pOB'sl 3a3HA€ HENPONOPIIHHUX (IHAHCOBUX 1
omepaliifHuX BTpaT 4epe3 BUCOKY IIHHICTh MEIUYHHUX JAHUX 1 BPA3IHUBICTh KITHIYHUX
CHUCTEM, a BPa3JMBICTh JIAHIIIOTIB MOCTAYaHHS TPETIX CTOPIH CTA€ OCHOBHHUM BEKTOPOM
3arpo3u. Jlo KiHIIS POKY ray3b 31TKHYJACS 3 «1/I€alIbHOI0 Oypero» CKIIaIHUX 3arpo3, 1o
0a3yr0ThCA Ha MITYYHOMY 1HTEJEKTI, Ta 3acTapuioro iHppacTpykryporo. Jlinepu y chepi
kiOepOe3nekn MIMIUITM BUCHOBKY, IO €AMHMNA >KUTTE3AATHUN muiax a0 2026 poky
BUMarae rnocTIMHUX 1HBECTHUI[IN, YIIPABIIHHS Ta HABUYAHHS MEPCOHANTY, IO CBIAYUTH MPO
Te, 0 MaiOyTHE 3aBIaHHS € HE TUIBKM TEXHIYHUM, a W KynbTypHuM». (Pietje Kobus.
2025 Year in Review: Healthcare Cybersecurity Enters a High-Stakes Era // Endeavor
Business Medi (https://www.hcinnovationgroup.com/features/article/55340080/2025-

year-in-review-healthcare-cybersecurity-enters-a-high-stakes-era). 22.12.2025).
***k

«..JJag 1mocTavyajJbHUKIB MeIUYHMX TMOCJHYI BiIKJIaJeHHS OHOBJIEHHS
CUCTEMH Kil0epOe3neKu CTAJ0 HAWJIOPOXYMM PIilIECHHSAM, fIKeé BOHH MOXYThb
NpuiiHaATH. 3piura mporpamMa 3apa3 KOIITyE MEHIIEe, HIX TMOCTIHHO 3pocTarodi
3000B's13aHHS HE3PLIIOT IPOTPAMH. . .

Puznk BUTOKY aHux

* Butoku manux y cdepi 0XOpoHH 300pOB'St KOMITYIOTH B cepenHbomy 11-12
MUIBMOHIB JI0JIApIB KOXEH — 1€ HaWBUIIUMK T[OKa3HUK Cepell YyCiX CEKTOpIB.
@®parMeHTOBaH1 IHCTPYMEHTHU Ta HEYITKa BiAMOBIIANBHICTD 30UIbIIYIOTH K YacTOTY, TaK
1 BIUTMB TaKUX 1HIMJICHTIB, IEPETBOPIOIOYN KEPOBaHI1 1HIIUJICHTH Ha KaTacTpOoQHu. ..

Kuiaigauit mpocToit
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 bararonenni nepe®oi B poOOTI 3yNUHAIOTh MPUHOM MAII€HTIB, B1IBOMIKAIOTH iX
Ta YIOBUIBHIOIOTh BUCTABIICHHS PaXyHKIB, IO MIBUAKO 00XOIUTHCS B MUIBHOHU JIOJIApiB.
[Iporpamu 3 HU3BKUM pPIBHEM 3PUIOCTI MOBUIBHO BIAHOBIIOIOTH POOOTY, 30UIBITYIOUH
30UTKH. ..

[Tinpus pemyTarii

* [Ticns nmopymeHHs: O€3MeKu MalleHTH, JIKapl Ta IUIATHUKY EPEXO0ATh 10 1HIIUX
komnaHid. Opranizaiii, $Ski HE MOXYTb MPOJIEMOHCTPYBATH JUCIUIUIIHOBAHE
YIpaBIIiHHS, 3a3HAI0Th HAHOUIBIINX 30MTKIB Y BUIJISAL BTPATH JOBIPH Ta TOXO/IIB.

[Itpadu 3a mopymeHHs HOPMATUBHUX BUMOT

» HItpadu 3a nopymennss HIPAA, yroqu OCR Ta 3axoau Ha piBHI IITATy TENep
3ajiexarh  Big  jgoBeneHoi  3putocti  (MFA, BeneHHs  KypHadiB,  yHOpaBiIiHHSA
BpaznuBOCTsAMHU). Ci1aOKuil KOHTPOJb MPU3BOAUTH 0 IITpadiB Yy po3Mipi CEMU3HAYHUX
CyM Ta 0araTopiyHHX IJIaHIB KOPUTYBAJIbHUX 3aXOIIB. ..

Tuck 3 00Ky KiOepcTpaxyBaHHS

» CTpaxoBi KOMIIaHIi BUMAararTh MIATBEP/DKEHHS CerMeHTalli, 6ararodakTropHoi
aBTeHTU(DIKAIli Ta KOHTPOJIO MPUBUICHOBAHOTO MOCTymy. HemockoHani cepemoBuIna
CTHKAIOTHCS 3 JBO3HAYHUM IIJBUIICHHSIM CTPaXOBUX MPEMil, 3MEHIICHHAM JIMITIB a0
B1JIMOBOIO y CTpaxXyBaHHI.

BuyTpiuHi BuTpatu

* PO3MOBCIO/IPKEHHS 1HCTPYMEHTIB Ta [JIyOJIIOBaHHS JIILEH31H BUCHAXYIOTh
OI0JIKETH; HEJIOCTaTHhO BHKOPUCTOBYBaHI (yHKIII He 3a0e3MedyroTh PEeHTa0eIbHOCTI
iHBeCTHUIlINA. Py4Hi, cutyatuBHI poO0OUl MPOIECH HAKIAAAI0Th MPUXOBAHUHN «I10JIaTOK Ha
MpaIoy, 1o CHpUsI€ BUTOPAHHIO aHATITHKIB. ..

be3nisnbHICTh Olbllie HE M03BOJSE 30€perTu KamiTal, a MPUCKOPIOE (hiHAHCOBI
BTpaTH — BiJl IOPYIIEHB, MIPOCTOIB, mTpadiB, mpemiii Ta HeedhekTUBHOCTI. [linBuIIeHHS
PIBHS 3pUTOCTI KiOepOe3neKkn 3apa3 € OCHOBHOIO (DIHAHCOBOIO CTPATETIEI0 Ta CTPATETIEIO
CTIHKOCTI, HEOOX1THOO TSl MATPUMKH JAOTJISITY 3a MamieHTaMu B ndpo3anexHii ramysi
3 Hu3bKOW peHrabenbHicTIO». (Russell Teague. Cybersecurity Stagnation in
Healthcare: The Hidden Financial Costs I BNP Media
(https://www.securitymagazine.com/articles/102060-cybersecurity-stagnation-in-
healthcare-the-hidden-financial-costs). 23.12.2025).

**k%x

SaxmucT nepcoHanbHMX JaHMX Ta coliansHi Mepexi

MacwrabHi BHTOKM NEPCOHAJNBHUX HaHUX

«MAG Aerospace, miApPSAHUK 3  PO3BIAKH, CIIOCTEPEKEHHA  Ta
pexkorHocuupoBKku AJid 30poitHux cuil CIIA, mo 6asyerscs y @epdakci, noBizomus
PO BHTIK [aHUX, IO CTOCYHThCcHA IHopMauii nmpo cHiBpoOITHUKIB, micas
BUSIBJICHHS IMIJ03pLIOI aKTHBHOCTI B Mepexi HanpukiHui cepmHs 2025 poky.
Kowmmanist 3asBisie, 1m0 BOHA TMOMICTWJIA AaKTHBU B KapaHTHH, 3a0JIOKyBalla ypaKeHi
OOJIKOBI 3amMCH Ta JIOMEHM, 3a0JIOKyBaja IOCTYN IO MEpexki, CKHHyJa Mapojii Ta
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NOBIIOMUJIA TPABOOXOPOHHI OpraHd, I00 JOKali3yBaTh I1HUUACHT... [lomamnbiue
pO3CHiAyBaHHS BUSBWJIO HECAHKI[IOHOBAaHUW JIOCTYH JI0 «OOMEXKEHOro Habopy»
€JIEKTPOHHO 30€peKEHUX MEPCOHANBHUX JAaHUX, MPU LbOMY J10CI HE BUSBIEHO >KOJHUX
JI0Ka31B IXHBOTO HENpaBOMIpHOro BUKOpucTaHHS. MAG He Bka3ajia TUNM JaHUX, aje
MPOIIOHY€E 0c0o0aM, sIKi MOTEHIIHHO MOTJH TMOCTpaKaaTH, 24 Micsii Oe3KOMTOBHOTO
BUSBIICHHS IIaXpaiCTBa Ta 3aXUCTy B1A KpaAbkku ocoouctux nanux. Kommanis MAG,
ska Mae koHTpakTu 3 apmiero CIIIA, FEMA, GSA, DIA, [lepkaBHUM JernapTaMeHTOM,
Kocmiunum komanayBanHa CHIA Ta iHIIMMM OprasizalisMi, 3a3Hadyuiia, 1o 30epirae
ocoOucTy 1H(QOpMaIIIO B X0/l 3BUYANHOI AISUIBHOCTI. 3 OTJISAy Ha JENIKaTHUI XapakTep
poOOTH KOMITaHii, JaHl CHIBPOOITHUKIB, 110 MOTPANUIU B PYKH 3JJOBMUCHUKIB, MOXYTb
OyTH IIHHUMM IS IIJIeCTpsiMOBaHOro (immHTy abo coIlalibHOI 1HXXEHepii, HaBITh 3a
BIJICYTHOCTI Oe3mocepennix o3uak 3iopxkuBanHg...» (Vilius Petkauskas. US military
contractor breach expose employee data Il Cybernews
(https://cybernews.com/security/mag-aerospace-military-contractor-data-breach/).
07.12.2025).

**k*k

«7 mucronana 2025 poky xakep, mo aie mig ncepgonimom «Kazy», 3aaBuB, 110
BukpaB 353 I'b panmmx, mo wmicrare 1,24 wmiubiioHa ¢ailaiB 3 ocoducTor0
indpopmaniero nauientis (PPI), 3 Doctor Alliance, komnaHii 3 MeIMYHUX TEXHOJIOTIH,
mo Oazyerbcst B Jannaci. Cepen BukpajeHuX MaHUX HIOUTO € Taki KOHQIJICHIIHHI
BIJIOMOCTI, SIK 1M€Ha, ajpecu, Homepu Medicare Ta HOMepu MeauyHUX KapTok. Kazu
3akaaaB BUKyN y po3Mmipi 200 000 momapiB, MOTpoOKYHOYH MPOJATH JaH1, SKIIO BHUILIATa
He Oyne 3aificnena. Doctor Alliance Bu3Hana 1110 3asBy, 3aJIy4riia 30BHINTHIX aHATITHKIB
3 Ki0epOe3neku 1 Hapasi nepesipse 200 Mb 3pa3ka BUKpageHUX JaHUX, 100 MATBEPIUTH
iXHIO aBTEHTUYHICTh 1 BU3HAYUTH MacCIITaOW MOPYIIEHHS, X04a BOHU BXKE MIATBEPINIU
HECAHKITIOHOBAHHUM TOCTYII MPUHAWMHI JI0 OJTHOTO KIIEHTCHKOTO 00JIIKOBOTO 3aIHUCY ...

Llel 1HUMOEHT MIAKPECIIOE PU3HKU O€3IEKH, MPUTAMaHHI CY4acHUM IUTaTopmam
OXOPOHHU 3JI0pOB's, Kl TOKJIAJalOThCAd HA IMIHPOKY 30BHIIIHIO IHTETPALII0 JId
onTHMI3alli MOCIyr, HEHaBMHUCHO CTBOPIOIOYM B3a€MOIIOB'A3aHI TOYKU BXOHYy, SKi
3JIOBMUCHUKH MOXYTh BHKOPHCTOBYBATH JUJII OJTHOYACHOTO JOCTYITy JO JACKUIbKOX 0a3
nanux. o6 3amo0irTd TakuM KacKaJHUM MOPYIIEHHSM, KOMIMAaHIsM, 110 MPaloTh Y
chepl OXOpPOHM 3A0POB'S, HACTIMHO PEKOMEHAYETHCS BXKMBATH MPOAKTHUBHUX 3aXO/lIB
0e3neKu, BKITIOYAIOUM BIPOBAKEHHS apXITEKTypHU HYJIbOBOI JOBIpH JIJIsl BCIX 3'€/IHAHD,
CEerMEHTAIlII0 MEpeX I OOMEXKEHHS MOMEePEeYyHOro MEPEeMIIICHHS MK KIIHIYHUMHU Ta
aAMIHICTPAaTUBHUMH CHCTEMaMH, TTOCHJICHHS O€3MeKH mocTadanbHUKIB Ta APl muisxom
pEryIsipHUX TEPEBIPOK Ta CYBOPOTO YIMPABIIHHS TOCTYIIOM, a TaKOX MU(PyBaHHS
3axuineHol MeauuHoi iHpopmarii (PHI) Ha Bcix inTerpoBanux miatdopmax...» (Hacker
Demands $200,000 after Siezing 1.24 million Healthcare Files // HALOCK
(https://www.halock.com/hacker-demands-200000-after-seizing-1-24-million-
healthcare-files/). 12.2025).

*k*

«..Ipranacbka ciayxba oxoponu 3a0poB's (HSE) mouasa npomonyBatu
103aCyA0Bi yYroau JIOAAM, 4YHi ocoOMcTi MaHi OyJM BHMKpaJeHI mig 4Yac araku
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nporpam-sumaraviB Conti B TpaBHi 2021 poky, sika mapanaizyBaaa cucremun HSE.
3T1IHO 3 JIUCTaMHM, SIK1 MOO0AYMIHM KYPHATICTH RTE News, 61u3pko 620 mo3uBadis, siKi
MoJIalii M030BU, OTpUMarOTh 1o 750 e€Bpo kommeHcallli 3a 30utku mitoc 650 eBpo Ha
MOKPUTTS CYJIOBUX BUTPAT; MPUUHSITTS MPOMO3MUIlI O3HAYATHME «IIOBHE 1 OCTATOYHE
BpETyJIIOBaHHI». ATaka, sIKy MpUIUCYIOTh MOB'sa3aHiil 3 Pociero rpymi Conti, moctaBuia
mig 3arpo3y nani moHag 90 000 oci®6 1 Bukpwia Ha TOM yac HemoctaTHio [T-
iH(ppacTpykTypy Ta ki0epOesneky HSE, mo mnpusBeno 10 3HAYHUX NOAATBLINX
IHBECTHUIIIA Yy 3axucHI MoxJuBocTi. Xoya HSE miarBepawna, mo choiBmpaifioe 3
Jlep>)kaBHUM areHTCTBOM 3 MPETEH31M MoA0 IUX KOHQIICHIINHUX OPUANYHUX MUTaHb,
IOpUIUYHI QipMH, IO MPEACTABISIOTh o3uBayviB, Taki sk O'Dowd Solicitors, oTpumanu
IPOMO3UILI0, aje BiAMOBMIMCS KOMEHTYBATH ii myomidyso...» (Brian O'Donovan. HSE
begins offering €750 compensation to victims of cyberattack // RTE
(https://www.rte.ie/news/ireland/2025/1209/1548056-hse-cyberattack-compensation/).
09.12.2025).

*kx

«YHniBepcurer @eHiKkca MOBIIOMHUB NMPO CePilO3HUI BHUTIK JAHUX, NOB'A3aHUN
3 XaKepChbKOKW KaMmaHi€ew BJIITKY 2025 poky, B xoai sikoi OyJM BHKOPHCTAaHI
ypazauBocTi HyaboBoro aHsa B QOracle E-Business Suite (EBS). Artaka, sKky
npunucywtb kiaacrepy FIN11 i mpo saky mosinommiaa rpyma xakepis ClOp,
TopKHYyJacs noHajx 100 opraxizanii mo BCboMy CBITY, BKJIKYAKYHU KiJIbKA BiIOMHUX
YHiBEpPCHUTETIB...

BuyTpimmHe po3ciigyBaHHS BHUSBUJIO, IO 3JIOBMUCHUKM BUKpaIM JaHl 3
cepenoBuiia EBS yuiBepcurery B mepiog 3 13 mo 22 cepmus 2025 poky, xoua
HABUYAJIBHUM 3aKJIaJl JI3HABCS NPO BTOPTHEHHs juiie 21 nucTomana — Ha HACTyIMHUUN
JICHb TIICJIS TOTO, K 3JIOYMHIN JOJAJIM HOTro Ha3By Ha CBIM CaWT 3 BUTOKaMH iHGOpMaIIii.
Cepen BukpazeHoi iHdopmalii — iMeHa, JaTH HAPOJKEHHS, HOMEPH COIiaJbHOIO
CTpaxyBaHHS, HOMEpH OaHKIBCBKMX PaxyHKIB 1 MapmipyTu3amii (xouya i1 «0e3 3aco0iB
JOCTYITY»), 1110 3a4eniio Maibke 3,5 MinbiioHa 0Ocl10, 3riTHO 3 JOKYMEHTaMu, OJaHUMU
710 TEHEPATILHOTO MTPOKYypopa mraTy MeH...

Xoua ClOp Bxke omy0OiKyBaB BEIM4€3H1 MacUBH JIaHUX 1HIIUX kepTB EBS, daitnu
VYHiBepcutery deHikca nmoku mo He 3'sBuiuca. Cepea MATBEPIKEHUX aKaJIeMIYHHX
XKepTB 1€l )k KamnaHii — YHiBepcuteT [lencunbBanii, ['apBapaAchbKkuil yHIBEPCHUTET 1
JlapTMyTCBKHMI KOJICJIK; XaKepu TakoX Ha3Banu [liBneHHuit yHiBepcuteT lmiiHoOiCy 1
VYuiBepcurer TyneiH, Xo4a Il MOpYIIEHHA Iie He Oynu MyOMiYHO MiATBEPIKEHI.
(Eduard Kovacs. 3.5 Million Affected by University of Phoenix Data Breach //
SecurityWeek ® (https://www.securityweek.com/3-5-million-affected-by-university-of-
phoenix-data-breach/). 23.12.2025).

*k*

«Xakepu YyCHilIHO BHKpaaW ocoducry iHdpopmaniro npudamsno 21 000
kiieHTiB Nissan, 31amaBmm nudpoBe cepenoBuille CTOPOHHbOro miapsiaHuka Red
Hat, saxuii po3podiasie cucremu ynpapiaiHHa kiaieHtamu. Red Hat BusiBuna
HECaHKIIOHOBaHUN jgoctyn 26 BepecHs 2025 poky B ex3eMmuiapi Gitlab, sxuii
BUKOPHUCTOBYBajia 1i KOMaHJa KoOHCydbTaHTiB. Nissan, kimieHT Red Hat, Oys
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noBiiomyieHnid mpo 1e 3 xoBTHA 2025 poKy 1 HEraHO MOBIJOMHB MPO IHIUICHT
Kowmiciro 3 3axucTy nepcoHaibHUX JaHUX. ..

Cepen BHKpaJeHHX JaHUX € 1IMEHa, aJpecu, HOMepu Tene(oHiB, aJIpecu
€JICKTPOHHOT MONITH Ta 1HhOpMAIIis PO MPOJaXi, MOB'sI3aHa 3 KIII€EHTaMH, aje (DiHAHCOBI
naHl He Oy CKOMIIPOMETOBAHI. X0ua BTOPUHHE BUKOPHUCTAHHS BUTOKY iH(opmarlii He
Oyno migTBepakeHO, Nissan 3aKjuKaB MOCTPAXKIAIMX KIIEHTIB OyTH HaI3BUYAIHO
00EpeKHUMHU 100 MiAo3pUIMX TmoBimoMIeHb. [Huuaent y Red Hat mnotenuiitHo
nocTaBuB mif 3arpo3y noHan 5000 iHmUX BIIOMUX KJIi€HTIB, BKItouaroun ING Bank 1
Delta Airlines, mo CHOHyKaJO [OOCHIAHMKIB y Taidy3l Oe3leKu peKOMEHAYBaTH
NOCTPAXIAIUM OpraHizalisiM HerailHo 3MIHUTH cepTudikatu Ta 30epekeHi OOJiKOBi
JlaHl, PUITYCKAaIOUH, 110 BUKPAJCHI JaHl OyayTh OnpuiIroHeHi. Nissan 3aBepIIrB CBOIO
3a5By OOIISHKOIO TOCHJIUTH CHCTEMY MOHITOPUHTY TIAPSAHUKIB Ta 3arajibHy
iHpopmartiitny Oesmeky». (Anton Mous. Nissan leak affects 21,000 customers //
Cybernews (https://cybernews.com/security/nissan-leak-affects-21000-customers/).
24.12.2025).

**k*k

«Kommnamnist Nova Scotia Power nogaJjia 10 npoBiHIiliHOT eHepreTHYHOI KoMicii
43-cTOopiHKOBMI 3BIiT MpPoO IHUMAEHT, MOB'sA3aHMil 3 Ki0epaTakow B Oepe3Hi 2025
POKY, B pe3yJibTaTi Kol 0yJid BUKPaJeHi 1aHi KJII€HTIB, ajle 3HAYHA YaCTHHA 3BiTY,
BK/IIOYAKYM OijblIy YacTHMHY XPOHOJIOrII pearyBaHHsl Ta 3aXOAiB 3 YCYHEHHS
HACJIIKIB, 3aJMIIAETHCA 3aceKkpeuyeHoro. Kommanis 3asBisie, 110 MOPYIIEHHS, SIKE,
HMOBIPHO, OYJI0 CKOEHO POCIMCHKUM XaKepoM, SIKM OTpUMaB JOCTYyM 10 ii cuctem 19
Oepe3Hs, OyJO <«JIOKali30BaHO, YCYHYTO Ta PO3CIITyBaHO... JYyXe CBO€YACHO Ta 3
BHUCOKHMM piBHEM KoopauHaiii». Kommanis He ycBimomioBaina, Mo ocoOUCTI aHi Oyiu
BHKpaJCHI, K J0 25 KBITHS, a yepe3 JiBa JHI MOBiAOMUIIA PO 1ie dheaepanbHi areHTCTBA
ta ®BbP. Xoua kommaHis Hamonsrae, 1m0 omepaTWBHA iHGpacTpykTypa He Oyna i
3arpo3010, KUIBKICTh MOCTPAXKIAIMX KIIEHTIB 3pocia 3 mnoyatkoBux 277 000 o
npuonu3no 375 000 micns HOBoro meperiisiay... Nova Scotia Power ctBopuia st nux
kJieHTiB call-uenTpu Ta BeO-caliT, a pajga TaKOXK pO3CIIAye€ CKaprd Ha 3aBUIICHI
PaxyHKH, BUCTABJIEHI MICJS XaKEPChKOI aTaku. Y 3BITI MICTUThCA Majio 1HGOpMaIlii Ipo
NPaKTUKY 30epiraHHs JaHux abo NpPOCTPOYEH! IUIATEeXl MIAPSAHUKAM, ajne OOIIsIHO
HaJgaTh J0JaTKOBY iH(opMmarito B moTomy. Kommnanis mnompocuna pamy 30epertu
KOH(IEHIIIMHICT, peJaryBaHb; pajia BUHECE PIIIEHHS 100 I[bOTO 3alMTY IMI3HIIIE.
(Josh Hoffman. Nova Scotia Power incident report sheds some light on cyberattack
response // CBC/Radio-Canada (https://www.cbc.ca/news/canada/nova-scotia/nova-
scotia-power-incident-report-cyberattack-energy-board-9.7027003). 23.12.2025).

**k*k

Kibepbesneka Ta xMapHi TexHosOrii

«BuKOHaHHSA P0o00YMX 3aBIaHb Y JEKiJIbLKOX XMAPHUX MPOBa/IepiB NMiABUIILY€E
piBeHb 0e3leKH, 4Y0ro He MOKHA JOCAITH, BHUKOPHUCTOBYKYM IOCJIYTH OJHOIO
nocravyajbHuka. OCKUIbKM JaHl, JOJATKU Ta Pe3epBHI KOIi AyOIIOIOTHCS B PI3HUX
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XMapax 1 perioHax, *OJHE BIIKIIOYECHHS, MOPYIICHHS a00 CTHUXIHHE JHXO HE MOXE
BHUBECTH CUCTEMHU 3 JIaJly; IHIIUNA MPOBAKIEp MOKE MUTTEBO B3ATH Ha ceOe ympaBIliHHS, 1
013HEC MPOJOBXKYE MPAIFOBATH. 3aJEKHICTh BiJ] TEXHOJOT1H, MOJITUK 200 Bpa3IMBOCTEH
OJIHOTO TIOCTaYaIbHUKA 3HUKAE, 1 apXITEKTOPU O€3MeKu MOXKYTh KOMOIHYBaTH HaKpaii
BOy10BaH1 3ac00U 3aXucTy — ciyx0u mudpysannsi, [AM, aHamiTUKy BUSBICHHS 3arpo3
— 3 KOXHOI IuarQpopMu, W00 CTBOPUTH HaAliHUI OaraTOpIBHEBUM 3aXHCT...
Mynberuxmapa (multicloud) Takox ycyBae €equHy TOUKY BIAMOBH: SIKILIO OJMH MPOBanIep
3a3HA€ aTaky, 3JIOBMUCHUKM HE MOXYTh MOLIMPUTH I1i HAa BCl AaKTUBU KOMIaHIi.
MixniatpopMoOBUii MOHITOPUHI Ta CHUIbHA 1HQOpMaLis MpO 3arpo3d HaJIalTh
KOMaHJaM 3 Oe3MeKH IIMPIITY BHIMMICTh, IIBUAIIC BHUSBIICHHS Ta IIBUIIIC pearyBaHHS
Ha 1HOWAEGHTH. JlOTpUMaHHS HOPMATUBHUX BHUMOT  TOKPAIIYETHCS, OCKUIBKH
KOH(IIEHIIIMHI JaHI MO)KHa TPHUB'S3aTH 10 FOPUCIUKIINN, SIKI BIAMOBIIAIOTH MICIIEBUM
3aKOHAM MpPO KOH(D1ICHIIMHICTh, & MEHIII KPUTHYHI POOOUYl HABAHTAXKEHHS BUKOHYIOTHCS
B IHIIMX MICIISIX; JA€TAbHUNA KOHTPOJIb JOCTYIy Ta CETMEHTAIlisl Mepexi 3a0e3MeuyoTh
130JIA111F0 KPUTUIHO BAXIIMBUX cucTeM. HapemTi, THyuKi 1m1abJoHU MOMITHK JT03BOJISIOTh
KOMaHJIlaM HaJallTOBYBAaTH pPiBHI IMM(pPyBaHHS, MpaBwia ineHTH(]iKamii Ta Mepexesi
Oap'epy BIAMOBIJHO O TOYHOrO MPOPUII0 PU3UKY KOXKHOTO PoOOYOro HaBaHTAKEHHS,
CTBOPIOIOYM aJaNTUBHY, CTIHKYy Ta TEPCHEKTHBHY cUCTeMy KiOep3axucty». (Naveen
Goud. Why multicloud environments offer utmost Cybersecurity // Cybersecurity
Insiders (https://www.cybersecurity-insiders.com/why-multicloud-environments-offer-
utmost-cybersecurity/). 02.12.2025).

***k

KiGepbesnekxa IHTepHeTy peuen. llTyuHmit iHTeNEKT

«lITyyHnil IHTeJEKT IBHAKO 3MiHIOE SIK Ki0epHamajau, Tak i Kidep3axucr:
3JI0BMMCHMKHM BHKOPHCTOBYHOTb TI€HEPATHBHI IHCTPYMEHTH /Jsi CTBOpPEHHA
(deiikoBuX Bigeo, CKJIAAHUX (PINIMHIOBHX aTAK I HOBUX BHMAIB aTaKk (BKJIIYAKYH
IIBU/IKE BBEJEHHSI KOAY B CaMi CHCTeMH IITYYHOI'0 iHTEJIEKTY), a HeoOepexkHe ado
HECAHKIIOHOBAaHe BHKOPHUCTAHHSI INTYYHOrO iHTeJEKTY («TIHbOBHI INTYYHHIl
IHTeJIeKT») NMPU3BOAUTH J0 BUTOKY KOH(QIIeHUIHUX AaHUX. BogHoyac 3axucCHHKH,
AKI HE BUKOPUCTOBYIOTh IITYYHUH IHTENEKT, BiAcTatoTh. 3BIT IBM «BapTicTh
nopyiieHHss Oe3neku gaHux y 2025 pori» BUSBUB, IO OpraHizaiii, SKi IIUPOKO
BukopuctoBytoTh LI y cBoiX cuctemax Oe3nekH, CKOPOTHIM Yac BiJIHOBJICHHS IiCIIs
nopymeHHs Ha 80 JHIB 1 3a0MAIWId B cepeaHboMy 1,9 minbiioHa go0jlapiB Ha KOXEH
IHIIUJICHT, TOAI SK BUCOKHH piBeHb TiHBOBOro Il momaB Omuspko 670 000 momapis
J0JTATKOBUX BUTPAT Ha NopyIieHHs. [locTayanbHUKN MOCHIIIAIOTh IHTETPYBATH IITYYHHHA
IHTEJICKT 1 TEHEPATUBHUN IITYYHUH 1HTEJIEKT y MPOIECH pearyBaHHS HA IHIUJCHTH Ta
poboui mportecn SOC, BUKOPHCTOBYIOUM iX JJisi BHSBJICHHS 3arpo3 1 COPTYBaHHS,
BUSIBJIICHHSI aHOMaJIii, aBTOMAaTH30BaHO1 3BITHOCTI Ta XpPOHOJIOT1], 3alIUTIB HA MPUPOJIHIN
MOBI IIOJO >KYpPHaIIB, a TaKOXX areHTIB IITYYHOTO IHTENEKTY JJs aHaJli3y HIKIJIMBOTO
nporpaMHoro 3a0e3ledeHHs Ta MOoulykKy 3arpo3. KepiBHukM ciyx0 i1H(popmariiiHoi
0e3neky MOBIAOMIISIIOTh NPO HAWMOMNYJISPHIIII BHUMAJKH BUKOPUCTAHHS, MOB'A3aHI 3
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COPTYBaHHSIM CIIOBIIIIEHb, 3allUTOM JaHUX OE3MeKHu, aBTOMATH3aIlI€l0 pearyBaHHS,
aHaM30M QIIIUHTY Ta KEPOBAHUMU PO3CIIITYBAHHSIMM. . .

[lepmr HIX 3aTyyaTd MOCTA4YabHUKIB, KEPIBHUKU CITYXO 1H(POpMaIiifHOi Oe3neKu
MOBUHHI 3PO3YMITH, K IITYYHUH 1HTEIEKT PO3IIMPIOE IXHIO BIACHY MOBEPXHIO aTaKH
(kmacrepu TpadiyHHX MPOLIECOPIB, HOBI MPOTpamMH IITYYHOTO IHTEIEKTY, BOyJIOBaHUMN
IITYYHUH 1HTENEKT y SaaS Ta JaHII0KKY I[OCTAaBOK, BHYTPIIIHI Ta CTOPOHHI BEJUKI
MOJIeJIl MOBHOI'O MOJIETIOBAHHS), IXHIO TOJICPAHTHICTh JI0 PHU3UKIB Ta pPEryJsTOpPHI
OOMEKEHHsI, a TaKOX SKI KOHKPETHI NpoOJeMH BOHM HaMararoTbCs BUPIIIMTH (BUTIK
JaHUX, TIPOrpaMH-BUMaradi, pearyBanis Ha iHiuaeHTd, DevSecOps, Oe3meka XMapHHUX
TEXHOJIOTIM TOIIO0), a TAKOXX YM XOYYTh BOHHM BJIOCKOHAJICHHS IIATGOPMH YU OKpEMi
npoaykTH... [Ipu ominiil npono3utiiii y cdepi 6esnexu 111 k1ro4oBUMU MUTAaHHAMHU €: SIK
IHCTpyMEHT BUsBJIs€ Ta KOHTpomtoe TiHboBui IIII 1 3amoGirae 3710BXKUBaHHIO
CaHKI[IOHOBAaHMMHU 1HCTPYMEHTAMHU; JIe 1 SIK 3aXHIIAI0ThCS JaHl Ta MOJiell (JIOKaJbHO YU B
XMapi, PHU3HKH «4opHOro smuka» LLM, 3axuct Big BBEJCHHS KOMaHI, YH
BUKOPUCTOBYIOTHCA JIaH1 KIIEHTIB JUIsl HABYAHHS MOJIEJIe MOCTavyaIbHUKIB); Ta K Oyze
BuMiptoBatucs miHHICT,  (momimmennss MTTD/MTTR, 3MeHmeHHS  KUJIBKOCTI
NOMMJIKOBUX CIIPallbOBYBaHb, MpoAyKTUBHICTE SOC, TouHICTh BUsBJICHHS). KepiBHUKH
cyk0 1H(popMaliitHOT Oe3MeKH TaKOK MOBUHHI OI[IHUTHU BIUIMB Ha MEpCOHAN (HaBYaHHS,
MPAKTUKH 3aTyYCHHS JIFOJICH JI0 TTPOIIeCy, 3MEHIIICHHS] BUTOPAHHS, YCYHEHHS MTPOTaINH y
HAaBUYKAaX), IHTerpaiito 3 icHyrouuMm ctekoMm (API, roroBi KOHHEKTOpH, €IuHI MaHemi
MOHITOPUHTY, 3pUIICTh OCTAHHIX MpHUI0aHb), BIAMOBIAHICT HOPMATUBHUM BHUMOTaM,
MOSICHIOBAHICTh 1 JoBipa g0 pekomenaarii LI, macmraboBaHicTh I pi3HUX OOCHTIB
JAHUX 1 TJIOOAJIBHUX PO3TOPTaHb, a TAKOX JIOPOXKHS KapTa MOocTadalibHUKA, ITUTICHICTh
Mojieni (yHepeKeHICTh, TOUYHICTh, aKTyaJIbHICTh), HaJIHHICTh, (PIHAHCOBE 3/IOPOB'S Ta
inoytBopeHHs/SLA. Kopotko kaxyuu, iHCTpymMeHTH Oesnieku LI mMoxyTh mpuHecTH
3HAYHI BUTONM, ajie JJis Oe3Me’Hoi peaiizarlii mux mepeBar HeoOXigHE YITKE YSIBICHHS
PO BaIlle CEPEJOBHINE, IPIOPHTETH Ta OOMEKCHHS, a TaKOX JUCIMIUTIHOBAaHUMH,
perensHUH miaxin g0 BuOopy nmocradanbHukay. (Neal Weinberg. Key questions CISOs
must ask before adopting Al-enabled cyber solutions // FoundryCo, Inc.
(https://www.csoonline.com/article/4094763/key-questions-cisos-must-ask-before-
adopting-ai-enabled-cyber-solutions.html). 02.12.2025).

*

**

«Ki0ep-arenrcrBa CIIIA, BeaunkoOpuranii, Kananu, Himeyunnu,
Hinepaanaie ta Hosoi 3enanaii onyOjikyBaaM CHiJIbHI pekoOMeHIaWii 11010
Oe3me4Hol iHTerpamii MITY4YHOro iHTeJdeKTy B omnepauiini texnoJsorii (OT) Ta
npoMuc/oBi cucremu ynpasiainasa (ICS), oco0imBo B kKpuTu4Hiii iHppacTpyKTYypI.
VY 25-cropiakoBomy nokyMeHTI «[IpuHIumnm 6e3mneyHoi iHTerpalii mMTy4YHOTO IHTEIEKTY
B OIEpalliifHl TeXHOJIOr11», 3a3HavyaeThes, mo I Moxe mpuHecTu 3HAYHI TepeBaru JJis
OT: BUKOpUCTAHHS JAHUX JATYUKIB 1 BUKOHABUMX MEXaHI3MIB JIJIsl BUSIBIICHHS aHOMaJIii,
3aCTOCYBaHHSI MOJENe mporpamMoBaHux JioriyHux koHTposepiB (PLC) Ta BimmaneHHHUX
tepMiHaibHUX npuctpoiB (RTU) gns  knacudikaiii HaBaHTaKEHb 1 BUSBICHHS
HecnipaBHocTel, anamiz TteneMmeTrpii SCADA/DCS/HMI  nns paHHBOTO BUSBJICHHS
HECIpaBHOCTEH OOJaTHAHHS, MPOTHO3YBaHHS MOTPEO y TEXHIYHOMY OOCIyTrOBYBaHHI,
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OiATPUMKAa TPUUHATTSA pIIeHb OIepaTopaMu, ONTHMI3allis poOOYMX TMPOIECiB 1
noJTiniieHHs BusiBiieHHs 3arpo3 B [T/OT-nanux. ..

Boaunouac y kepiBHuiTB1 Harosomryerbes, mo Il Hece B co01 yHiKanbHI pU3UKH,
BiJl KiOep3arpo3 1 MpocToiB 10 (piHAHCOBMX Ta OE3MEKOBMX HACHIJKIB, a TaKOX Taki
npoOiemMu, SK HHU3bKa SKICTh HABUYAJIBHUX JAaHWX, BIAXWICHHS MOJCNICH, HETOYHI
CTOBIIIEHHS, 3HIDKEHA JOCTYMHICTh Ta IIKOAA pemyTallii. Y HbOMY BUKIAJCHO YOTHPHU
OCHOBHI NPUHUMUIIK: MO-Tepiue, po3yMiHHs xapaktepuctuk I, pu3ukiB Ta BIUIMBY Ha
OT, uiTke BU3HauYeHHs poJiel Ta 000B's3kiB po3poOHuKiB LI, mocravansHukie OT Ta
MOCTAYaJbHUKIB TOCIYT, a TAaKOXX 3a0e3MeYeHHs HAaBYaHHS IMEpPCOHAly, 1100 BIH MIr
eKCIUTyaTyBaTH CHCTEMH, HE MOKJIAIal04yich HAJAMIpHO Ha aBToMartu3amito. Ilo-mpyre,
Bu3Hautre, uu JidcHo Il € mnpaBuibHUM pIIEHHSM [ KOHKPETHOTO BHUMAAKY
BUKOPHUCTAaHHA B Oi3HECi, Ta BHUPIIIITh MOB'A3aHI 3 UM MpPoOJIeMHU O€3MeKu JaHUX Ta
iHTerpanii mocradanbHUKIB. [lo-TpeTe, BCTAHOBITH YIpaBIiHHA Ta 3a0€3MEUYCHHS
MITYYHOTO 1HTEJIEKTY, IHTETpylOYM HOro B ICHYIOUI CHCTeMH O€3MEKH, MPOIECH
TECTyBaHHS Ta OI[IHKH, a TAKOX BPAaXOBYIOYH PETYISATOPHI Ta HOPMATHUBHI 3000B'sI3aHHSI.
Hapemri, 3a6e3nedre Harisg Ta BIAMOBOCTIMKI MPAKTHKU 33 JOTIOMOTOK HAAIHHOTO
MOHITOPHHTY, MEXaHI3MiB O€3MEeKH Ta Pe3epBHUX BapiaHTIB. AT€HTCTBA 3asBISAIOTH, IO
SKIIO OTMEPATOPH KPUTHYHOI 1HPPACTPYKTYypHU JOTPUMYBATUMYTHCS IUX TPHHIMIIB Ta
MOCTIHHO KOHTPOJIIOBATUMYTh, TIEPEBIPATUMYTh Ta BIIOCKOHAIIOBATUMYTH MOJIEINI
IITYYHOTO 1HTENEKTY, BOHU 3MOXYTh [OCSITH 30aJIaHCOBAHOTO Ta OE3MEYHOro
BUKOPUCTaHHA IITYYHOTO 1HTENEeKTY B cuctemMax OT, 1o miarpumMytoTh KUTTEBO BaXKIIMBI
nepxasui mociyru...» (Eduard Kovacs. Global Cyber Agencies Issue Al Security
Guidance for Critical Infrastructure OT // Wired Business Media Publication
(https://www.securityweek.com/global-cyber-agencies-issue-ai-security-guidance-for-
critical-infrastructure-ot/). 04.12.2025).

*k*

«Ki0epOe3nexka mnepekMBa€ CTPYKTYPHY 3MIHY BiI PpeakTHBHOI MojeJi
«BUSIBJIEHHSI Ta pearyBaHHS» 10 NPEBEHTHMBHOrO0 MiaXoay, 0 0a3yeTbcsi Ha
IITYYHOMY IHTeJeKTi. 3apa3 3JIOBMUCHUKH BUKOPHUCTOBYIOTh I'€HEPATUBHHUU IITYYHUN
IHTeNeKT JUIsl PO3BiIKH, JAHIIOTOBUX Bpa3JMBOCTEH Ta CTBOPEHHS KOPHCHHUX
HaBaHTAXXEHb 3a JIIUCHI CEKYH]IU, MIEPEeBaAHTAXYIOUH JIIOJICHKI poO0Ul MPOIIECH, 5K BCE I1I€
MOKJIAJAI0THCS HA YePryd KBUTKIB, MIOMICSIYHI CKaHYBaHHS Ta BUIIPABJIEHHS B BIKHI 3MiH.
Tpaauiiiini OCHOBM — BUIPABJICHHS, YMPABIIHHA KUTTEBUM IIMKJIOM, Tiri€Ha
KoH(piryparii, 10cTym 3 MiHIMaJIbHUMU MPUBLICSIMH — HE € TIOMIJIKOBUMU; MPOCTO iX
HEMO>KJINBO BUKOHYBATH 0€3MEPEPBHO 3 CYYACHOIO MIBUJIKICTIO O€3 JJOTIOMOTH MAIIIHH. . .

[IpeBeHTHBHA KiOEp3aXUCT 3aCTOCOBYE INTYYHUM IHTEJEKT 1 MAllMHHE HaBYAHHS
JUTSE peaizailii X OCHOBHUX MPHUHIIUIIB y PEKUMI peaTbHOTO Yacy, MEPEHOCSIN aKIICHT
y JIAHIIOXKKY 3HUIICHHS 3 «pearyBaHHs» Ha «iJeHTH(IKaLII0 Ta 3aXUCT». BoHa 6a3zyeThes
HA IIECTH B3a€MOJIOTIOBHIOIOYMX OCHOBAX:

[IpoakTUBHE TEepepHBaHHS NUIAXIB aTaKd — IITYYHUH I1HTENEKT BigoOpaxkae Ta
pYWHY€ JaHIIOTH, SIKI MOXYTh OyTH BHKOPHUCTaHI 3JOBMUCHUKAMHM, MEpPUI HIXK BOHHU
BCTUTHYTH 1X 3aCTOCYBAaTH.
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VYrpaBiaiHHS )KUTTEBUM IMKJIOM Ta MOBEPXHEIO aTaKu — IMOCTIHHE BUSBIICHHS Ta
BUIIPABJICHHS 3aCTAPUIMX OINEpaIlifHuX cucTeM, 010110TeK, cCepTU(IKATIB Ta MPUXOBAHUX
XMapHHUX PECYPCIB.

[TocTifina 0O0I3HAHICT, TPO BPA3IUBICTh — BUIUMICTh PECYpCIB/IHBEHTapIO B
PEKKMI peasibHOTO Yacy, 110 BiJMOBIAa€ aBTOMATU30BaHIi PO3BIL 37TOBMUCHUKA. . .
[locTiiHMM KOHTPOJbL 1 MepeBipKa KOHPIrypamli — MHUTTEBE BHUSBICHHS Ta

BUIIPABJICHHS BIIXWJIEHb Y pa3l MOPYLIEHHS peecTpallli, areHTiB a00 MOJITHK.

['irieHa 1A€HTUYHOCTI Ta NPHUBLIEIB — O€3NMEpEepBHUI MEperisj MpaB JroAeH 1
MaIIMH JIJ1s1 3a0€3MeUeHHs] MIHIMaJIbHUX TIPUBLIEIB 1 BUSABJICHHS 3JI0BXKUBAHb.

ABTOoMaTnyHe (hOPMYBaHHS CTaHy Ta BUIIPABJICHHS BiIXWJICHb — HAJIAINTYBaHHS Ha
OCHOBI IITYYHOTO 1HTEJEKTY, 10 3a0e3MeuyroTh BIAMOBIJIHICTh HaJaIITyBaHb XMapH,
KIHIIEBHX TOYOK 1 MEpex1 repeadadyeHoMy O0€3MeYHOMY CTaHy...

ITy4yHuii 1HTENEKT CTa€ CUCTEMOIO YMPAaBIIHHS TMOJIHOTOM Kibepomepariii: BiH
BUKOHY€ 1 KOOPJMHYE THUCSAYl MIKPOKOPEKTYBaHb 3a CEKYHIy, TOJl SK JIIOJH
BCTAHOBJIIOIOTH CTPATETiIO, MOMITHKY Ta mpioputeTH 0i3Hecy. lle He ycyBae HeoOXiTHOCTI
BUSIBJICHHSI, pEaryBaHHs Ta BIJHOBJICHHS; II€ JOIMOBHIOE iX, (UIBTPyrOUM mIyM,
KOOPAMHYIOUH JIOKATI3aI0 Ta MePEBIPSIOYN BIAHOBICHHS 31 IIBUIKICTIO MAIIUHU.

Tomy KepiBHUKK CiIyk0 Oe€3neKkd CTOSTh mepen BUOOpoM: abo mnepepoOuTH
IporpaMu 3 YpaxyBaHHSIM MOMJIMBOCTCH INTYyYHOTO IHTEJIEKTY Ta Oe3mepepBHOTO
BUKOHAHHS OCHOBHUX 3aBJlaHb, a00 3aJUIIUTUCA B MOJOHI pobouux mporeciB 2010-x
POKIB, sIKIi HE B 3MO31 UTH B HOTY 3 NPOTUBHHUKOM, IO BXKE MpaIlO€ Ha IIBHUJKOCTI
mammnd...» (Preemptive Cyber Defense - A natural evolution // HALOCK
(https://lwww.halock.com/preemptive-cyber-defense-a-natural-evolution/). 12.2025).

**k*k

«CTpaxoBHil CEKTOpP €Ta€ AKTHBHUM KOPHUCTYBayeM IITYYHOIO iHTeJIeKTY,
3aCTOCOBYIOYHM MOJeJI JJIs1i aBTOMaTH3allil CTPaXyBaHHM, MepPCOHAJI3amil WiH,
BUSIBJICHHS LIAXpaiicTBa, aHAJi3y PHU3HMKIB Ta B3aemMoAii 3 KJieHTaMH. OCKUIBKH
CTpaxoBl KOMITaHil Ta OpOKepH HAAAIOTh UM MOJEINISAM BEJIHYE3Hl, YHIPIKOBaHI HAOOpH
JaHUX — JaHl npo ocoOy, MEeIWYHI 3anucy, (PIHAHCOBY 1CTOPIO, MOBEAIHKOBI OLIIHKH,
re0JIOKaIlll0 Ta BUIbHI TEKCTOBI 3alMCH MPO CTPAXOB1 BUNAAKU — HACHIAKU MOPYIICHHS
abo 3J0BXKMBaHHS € cepiio3HuMMH. KiOep3nouMHIll 3HAIOTh MOpPO 1€, TOMY aTaku 3
BUKOPHUCTAaHHSM IpOrpaM-BUMarauiB, KpaalKKi OOJIKOBUX JaHMX Ta aTaky Ha JAHLOTH
MOCTaYaHHS BCE YACTIIIE CIPSIMOBAaHI HAa CTPAXOBHKIB Ta CTOPOHHIX MOCTaYalbHUKIB, SKi
00pOOIISIIOTH TXHI JTaHi.

Ha mipomy T711 KOMNaH1i TOBUHHI OPIEHTYBATUCS B J1aOIpUHTI HOPMATUBHUX aKTiB:
Monensuuii 3akoH NAIC mpo 0Oe3mneky cTpaxoBUX JaHUX (MPUAHATHA y Oaratbox
mrarax), HIPAA, mo crocyerbest 3axumienoi meauanoi iHpopmaiii, GLBA nns meBHuX
raiy3ei, 3aKOHH MTaTiB npo KoHbineHmiiHicTh, Taki sk CCPA/CPRA Kanidopnii, Ta
J0JIaTKOB1 MpaBuia KibepOe3neKy, BCTAHOBIIEH] ITaTaMu Uil IEPEBI3HUKIB 1 OPOKEPIB.
[ITyyHuii IHTENEKT MOCUITIOE 111 3000B'I3aHHS, PO3LIUPIOIOYU 00CITH OOMIHY Ta 0OpOOKHU
JAHUX, TOMY KOMIaHii MNOBUHHI wmU@pyBath 1H(GOpPMALiO I Yac Mepeaadl Ta
30epiraHHs, MiHIMI3yBaTH ii 30epiraHHs, HaJaBaTH CIOXKMBa4YaM 4YiTKY 1H(OpMaIio Ta
3aCTOCOBYBATH CYBOPHI KOHTPOJIb 10 MOCTa4YaIbHUKIB 1 XMapHUX CEPBICIB. ..
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[IpakTH4HO, CTPaXOBUKM MOBHHHI B110OpaXaTu MOTOKU JAHUX MIX MiAPO3ILIaMu
3 YKIQJaHHS JIOTOBOPIB CTPaxyBaHHsS, PO3IJISAY CTPAXOBUX BHIIAJIKIB, aHAJIITUKU Ta
30BHINIHIMKM TapTHEpPaMH; OIIHIOBAaTA MOJENl Ha TMpeaIMeT PHU3UKIB TMOPYIICHHS
KOH(D1ICHIIIITHOCTI, YMEepPeIKEHOCTI Ta HEMPOMOPIIIHHUX pe3yibTaTiB; MiAMUCYyBaTH
yroau TpO [IOBE MapTHEPCTBO ab0 iX eKBIBAJIGHTH Tpu OOpoOIli KOHQIIESHIIHHIX
JAHWX; TOCWIIOBAaTH CHUCTEMHU I1JeHTU(IKAIli Ta BUSBJICHHSA IIAaXpailcTBa, a TaKOX
npoBoauTu TectyBaHHd API Ta aBTOMarn3oBaHuX IpoleciB HAa NMpOHUKHEHHs. Haniiina
nporpama yrpaBJiHHS IITYYHUM 1HTEIEKTOM Ta KiOepOe3neKo He TUIbKU 33JI0BOJIbHSIE
BUMOTH PETYJIATOPHUX OPraHiB, ajie i 30epirae JoBIpy KIIEHTIB Ta 3MEHIIY€E MMOBIPHICTb
pyhHiBHUX 1 jgoporux mnopymenb». (Al and Cybersecurity Risk in the Insurance
Industry /[ Halock  (https://www.halock.com/ai-and-cybersecurity-risk-in-the-
insurance-industry/). 12.2025).

***k

«Komanna Threat Intelligence kommanii Anthropic po3kpuiaa indopmaniro
npo Te, MmO, HA 1i JYMKY, € TMepHIOK BeJIUKOMACIITAOHOI KaMIIAHI€I0
Ki0epmIMUIyHCTBa, MPOBEIEHOI0 T'OJJOBHUM YHHOM CHCTEMOIO IITYYHOI0 iHTEJIeKTY
Claude Code Bin imeni rpynu, mo ¢QiHAHCYETHCA KHTAWCHKOK JIePKABOIO.
[Tpubnuzno 80-90% poOIT 3 BTOprHEeHHs (PO3BijKa, po3poOKa EKCIUIOWTIB, JlaTepaibHe
nepeMilleHHs], aHall3 JaHuX, JOKyMEHTallis1) OyJio aBTOMaTHU30BAHO; JIIOJU BTPYUaIUCT
JUIIe HAa KJIIOYOBHX €Tanax MNpUUHSATTS pilieHb. BukopucroByroun mporokon Model
Context Protocol, 3m0BMUCHUKHM pO30MIIM CKJIQ/JHI Omeparlii Ha HEIIKIJIMBI HAa BUTJIS
mig3agadi, oOiMmumM 3axucHi Oap'epw, Bugaruu cebe¢ 3a TECTyBaJbHHKIB Ha
MPOHUKHEHHS, 1 arakyBanu Onm3bko 30 rmo0anbHUX OpraHizaliid, y KUTbKOX BHUIAIKaX
nocsariau ycmixy. s 1OpuCTiB 1 MEHEDKEpIB 3 PHU3HKIB I TMOAIS MEPEOCMUCIIOE
KiOEppHU3UK: TENEP «aKTOPOMY € aITOPUTM, IO TOPYIITY€E HOBI MUTAHHS MO0 aTpUOyIIii,
nepea0avyBaHOCT1, 000B'SI3KY MOAMIMBOCTI Ta PO3KPUTTS 1H(OpMaITii. . .

BianosimaneHicTe Ta cynoBl cnopu. Ilo3uBadl Ta peryiasiTopHi opranu OyayThb
3alMTYBAaTH, YA BIPOBAIAMINA TTOCTAYaILHUKHA Ta KOPUCTYBadl BU3HAHI 3aCO0M KOHTPOIIIO
oesneku IIII — TecTyBaHHS Ha CynepedMBICTb, MEXKI MPUBLIEIB, aBapiiiHl BUMHKaYl,
JIOJCBKUN  (aKTOp TOMIO — 3 OBy Ha IIUPOKO 3aJ0KYMEHTOBaHI PU3UKHU
JDKeMNOpeiiky Ta mBuakoro BBeaeHHs. [Iperensii moao AedekTiB KOHCTPYKIii ado
HEHAJIE)KHOTO TMOMEPEKEHHSI MOKYTh BUHUKHYTH, SIKIIIO aBTOHOMHI 1HCTPYMEHTH OyJu
MOCTaBJieHI 0€3 HAJIe)KHMX 3aXHCHUX 3axo0J]iiB. MOXyTh OyTH 3aCTOCOBaHI JIOTOBIpHI
3alieBHEHHS, TapaHTIi Ta BiAIIKOAyBaHHS, MOB'sA3aHl 3 TakKUMHU cTaHaapTtamu, sk NIST Al
RMF a6o ISO/IEC 42001...

Perynaropai oomexennsa. 3akoH €C mpo mTy4dHUI 1HTENEKT (3000B'sS3aHHS, 110
0a3yr0ThCA Ha PU3MKAX, MOBIMIOMJICHHS NPO IHIUAECHTH, MOHITOPUHT TICIS BUXOIY Ha
PUHOK) Ta HEOJJHOPIAHICTh 3aX0/11B 3 3a0€3MEeUCeHHS TOTPUMaHHs 3akoHoAaBcTBa y CIIA
(omepauis FTC «Operation Al Comply», ramy3eBl mnpaBuia) O03HA4aKOTh, ULIO
BIIPOBA/PKCHHSI IITYYHOTO 1HTEJNEKTY BKe MIANAAa€e MiJl CyBOpl BUMOTU. 3aKOHOIABCTBO
PO NOpYyIIeHHs 0€3MeKU JaHMX BCe 1€ 3acTOcoBYyeThes: 3riiHO 3 GDPR, nmpo Oynb-axe
BUTOKY TICPCOHAJIBHUX JaHUX, CIPUYMHCHE BTOPTHCHHSIM 3a JIONMOMOTOIO IITYYHOTO
1HTENIeKTY, HEOOXIJHO TMOBIJOMUTH MPOTATroM 72 ToauH. 3akoHWM Kwurtaro Ta iHIIMX
IOPUCUKIIIN TI0AAI0Th TPAHCKOPIOHHOI CKJIATHOCTI.
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VYnpaBniHHSA Ta KOHTpakTH. Paau AupekTopiB MoBUHHI iHTerpyBatu 6e3mexy LI
B ICHyIoul KiOepmporpamu, BHUMaratd NEpIOJIMYHOTO TECTYBaHHS Ha MPOTHIII0 Ta
OQIIIHHOTO 3aTBEP/KCHHS, a TAKOX Y3TOAUTH MOMITUKY 3 pekomenmarismu NIST/ISO.
VYroau nipo Hananus nmocayr (MSA) ta Texaiuni 3aBnanns (SOW) MOBHHHI MICTUTH YiTKi
TIOJIOKEHHST IIIOJI0 TTPAKTUK OE3MEYHOTO PO3BUTKY, aBapIMHNX BUMHUKAUIB, IPAB HA ayIUT
Ta CHIBIpall y pa3l IHIMAEHTIB; KiOepcTpaxyBaHHS CIIIJI MNEPErJISIHYyTH Ha MpeaMeT
BUKJIIOYEHb a00 oOMeskenb monao HII...

BucHoBoK 111010 onepaliifiHoi JisJIbHOCTI. ABTOHOMHUU IITYYHUN 1HTENEKT TETep
MO€e TTOCHJIIOBATH aTakM SIK 3a MIBHJKICTIO, Tak 1 3a MacmTaboM. Opranizaiii moBUHHI
BIIPOBAJIUTH 3aCOOM KOHTPOJIO IITYyYHOTO IHTEJIEKTY, IO BIAMOBIAAIOTH pPaMKaM,
3a0€3MeUYnTH JIFOJICHKUN HArJIAl Yy KPUTUYHUX CUTYaIlIIX, MOCHWIUTHA ONEpaTUBHI 3aCO0U
3aXMCTy Ta IHTETPYBAaTH CHEIlabHI 32C00M 3aXUCTY MITYYHOTO 1HTEJIEKTY B CBOI CUCTEMHU
Oe3mneku, JOrOBIPHI Ta HOPMATHUBHI PEKUMHU, OCKUIBKH HACTYITHUM XaKepOM MOKe OyTH
MoJelb, a He oauna...» (Lloyd J. Wilson. ""When Artificial Intelligence Becomes the
Hacker: Legal Risks and Compliance Strategies for Autonomous Cyber Threats" //
Shumaker, Loop & Kendrick, LLP. (ttps://www.shumaker.com/insight/when-artificial-
intelligence-becomes-the-hacker-legal-risks-and-compliance-strategies-for-
autonomous-cyber-threats/). 12.12.2025).

**k*k

«..Meau4Hi nmpUCTPOi Ha 0a3i IITYYHOrO IHTEJIEKTY IOBHICTIO 3MIHIOIOTH
TPAAMUiHHY MOJeJIb 0e3leKH IPUCTPOIB, AKA 0a3y€ThCHA HA NPUHLMUII «HAJAIITYBAaB
i 3a0yB». OCKUIbKM MOJIENII MOXKHA TEepEeHaBYaTH, HAJAIITOBYBATH a00 OHOBJIIOBATH B
Ipolieci eKCIUTyarailii, a Tako)X BOHU MOXYTb CAMOCTIMHO aJanTyBaTHCS, MOBEPXHS
aTaky, TOBEJIHKA Ta KIIHIYHI Pe3yJbTaTH MPHUCTPOIB MOXKYTh MOCTIHHO 3MIHIOBATHCS.
Perymiorodi opranu Tenep po3risIarTh 10 JUHAMIKY SK MpoOiemMy Oe3NeKH Malli€HTIB,
a He JUIIe K mpobaemMy 1HGOPMAIITHIX TEXHOJIOTIH. . .

OCHOBHI HOBI PU3UKH BKJIIOYAIOTh:

» JluHamiyHl MOJEl Ta JaHi 3 AaT4YMKIB. MaHIMyTIOBaHHA [aHMMHU HaBYaHHS,
JAHUMU 3 JAaTUYMKIB Yy pealbHOMY 4Yaci ad0 mapaMeTpaMy HaBKOJIHUIIHBOTO CEPEIOBUILA
MO>K€ 3MIHUTH J1arHo3 ado Tepamiio MpUCTPOr0 0e3 HOro BIIKIIOYEHHS, IEPETBOPIOIOYH
KIOCPIHITUEHT Ha KJIIHIYHY MO0,

* BuTik KoH(DI1IEeHIIHHUX JaHUX. 3TOBMUCHUKH MOKYTh BUKOPUCTOBYBAaTH METOAU
BWIYYEHHs MoJieieli abo iHdepeHiii s BIIHOBJICHHS KOH(DIACHIIMHUX JaHUX
MaIlI€HTIB, HaBITh SKIIO BOHM He 30epiraroThes siBHO. 3rigHo 3 HIPAA, me Bce oaHO
BBakaeThCsl BUTOKOM PHI.

* 3anexHICTh Bi XMapu Ta cucteManit BIuB. [Ipuctpoi I cunbpHO 3anexarts Bif
MEPEeXKEBUX TMOCIYT; KOMIPOMETAIlii MOXKE TMOIIMPUTUCS BiJl KIHIIEBOI TOYKH Ha
ananituyHi maatpopmu, EHR ta xmaphi 6ex-ennu. ..

» ATaku Ha JIAHITIO’)KOK TIOCTaBOK. [Ipoiiec OHOBIIEHHS MOJIeli — Baru, MPOIINUBKA,
daiinu KoH(Irypaiii — HaJae 3JIOBMUCHUKAM €JUHY TOYKY, 3 SIKOi BOHM MOXYTb
3apa3UTH TUCSYI IPUCTPOIB.

» Henpozopi pexxumu BiaMoBu. Koin pe3yiabTaTy 3MIHIOIOTHCS, BAXXKO BU3HAYHUTH,
YM € IPUYUHOIO IIHOTO 3JI0M, 3MiHA MOJIEJi, HEMPABUJIbHI JIaH1 Y PIAKICHUNA KITHIYHUN
BUIIAJIOK, IO YCKJIAJHIOE pearyBaHHs Ha 1HIUEHT Ta BU3HAUYCHHS BIAMOBIIAIBHOCTI. ..

102



Perynstopna tpaekropis: KepiBuuurso FDA 3 kibepOesnexkun Ha 2023 pik Bxe
BUMAra€e YIpaBJiHHS PU3UKAMH IPOTSITOM YCHOTO >KHUTTEBOTO IHUKIY; MPOEKT MpaBMIl
aKIICHTY€E yBary Ha o6e3reri Ta cTiikocTi xmapHux texHonorii. OCR, FTC Ta renepaibHi
MPOKYPOPH IITATIB TOB'A3YIOTH «PO3yMHY O€3meKy» 3 mependadyBaHOI KITHIYHOO
mkoao0. KoHBepreHuis crnpsMoBaHa Ha CTaHAApPT OOOB'SI3KY 10aTH, SKUWA BUMAarae
JOKYMEHTAJIbHOTO OOIPYHTYBaHHS SIK OOpaHUX 3aXOJlIB KOHTPOJO, TaK 1 MPUUHSATHOTO
3aJIMIIKOBOTO  pU3MKY. AHam3 pusukiB 000B'a3ky n0atu (DoCRA) mnpononye
CTPYKTYpOBaHUM criociO NpUHHATTA Ta (iKcalii TAKUX PillIeHb.

OuikyBaHHs, K1, HMOBIPHO, KPUCTaJI3YIOThCSI HABKOJIO:

* IOCTIAHOT OLIIHKY PU3UKIB T4 MOHITOPUHTY IICJISl BUXO/ly HA PUHOK;

* MojCNIOBaHHS 3arpo3, creuudiunux aas Il (otpyenns nanux, ¢anbcudikarris
MojieNiel, aTaKi Ha BUCHOBOK);

* Ha/1IiTHOT O€3IeKH KaHaTy OHOBJICHb Ta KOHTPOJIIO IMMOXO/KCHHS;

* YITKUX IHCTPYKIIM 3 pearyBaHHS Ha IHIIMJCHTH, SIKI MOB'SI3yIOTh KiOepmomii 3
COPTYBaHHSM ITAIIEHTIB 3a piBHEM O€3IeKH;

* JIOKa3iB TOrO, LI0 3aJULIKOBUN pHU3UK OyB 30aJlaHCOBaHUI 3 KIIIHIYHOIO
KOPHCTIO. ..

MenuuHi npaniBHUKH, BUPOOHHMKM Ta MOCTAYaJIbHUKH XMapHUX IMOCIYT, SIKI
3aCTOCOBYIOTH ympaBiiHHS y ctuiii DoCRA, BKIIOYaIOTh PEKUMU BIIMOBH IITYYHOTO
IHTENIeKTy B HAaBYaHHS 3 pearyBaHHS Ha IHIUJACHTH Ta BEAYTh KypHAIH PillleHb, IO
N1UISITal0Th ayJIuTy, OyAyTh HalKpalle MiAroTOBIECH] 10 33JI0BOJICHHS IIUX 3pOCTal0uuX
BUMOT Ta 3aXHCTy CBOIX pimieHb y pasi nopymensas». (What is New with Al-Enabled
Devices and Cyber Risk? // Halock (https://www.halock.com/what-is-new-with-ai-
enabled-devices-and-cyber-risk/). 12.12.2025).

*kx

«Ocranniii mporuo3 Palo Alto Networks — «6 mporHosiB AJis1 €KOHOMIKH
ITY4YHOro inreaexkty: Hosi npaBuia kidepOe3nexkn 2026 poky» — CTBepAKY€E, IO
cBiT mepexoauth Bin «Poky pyiinyBanb» 2025 poxky, KM O3HaMEeHYBaBCS
MACIITAOHUMHM TOPYIIEHHAMM Oe3lekM Ta 3JI0BKMBAHHSIMM B JIAHUIOrax
nocrayanus, 10 «Poky 3axmcHukiB» 2026 poKy, B SIKOMYy AaBTOHOMHI CHCTEMH
3aXUCTy Ha 0a3i ITYYHOro iHTEeJNeKTY MOYHYTh BUNEPEIKATH 3JIOBMUCHHUKIB, sIKi
TAKO’K BHKOPHUCTOBYIOTb IITYy4HMii iHTesexkT. Kommanis mnependavae wIicTh
BUPIIIAJIBLHUX 3MIH, SIKI KEPIBHUKH CIIY>KO 1HQopMarliiiHoi 6e3neku Ta paju JUPEKTOPIB
MOBUHHI BPaXxyBaTH y CBOIX CTpaTErisX:

[neHTUYHICTh CTa€ TOJOBHUM TojieM OuTBU. be3moranHi ¢elkoBi 300paxeHHS,
CTBOPEHI 3a JOMOMOTOI0 INTYYHOTO IHTEJICKTY B PEKHMI peaJbHOTO 4Yacy, 3po0JATh
migpoOieHi ayio- Ta BiICOKOMAaHIU BiJl «IBIMHUKIB TEHEpPAJIbHUX JUPEKTOPIB» HE
BIIPI3HUMH Bi1Jl PE€AJIbHOCTI, @ MPOTHO30BAHE CIIBBIJHOIICHHS 1ACHTUYHOCTEH MAIIMH 1
moaen 82:1 nmepeBepIINTh MOXKIMBOCTI TPAAMLIIIHUX 3ac001B KOHTpoto. [TinnpuemcTna
MOBUHHI MepelTH a0 Oe3NepepBHOI, MPOAKTUBHOI MEPEBIPKU 1I€HTUYHOCTI KOXKHOT
JFOJIMHY, KOXKHOTO MPUCTPOIO Ta KOXKHOTO areHTa IMTYYHOTO 1IHTEIEKTY.

ABTOHOMHI areHTH CTBOPIOIOTh HOBUH KJIac BHYTpIMIHIX 3arpo3. [locTiitHO akTUBHI
npariBauku I, skuM HajgaHo mNpuUBLIEHOBAHUN NOCTYN JUIsl BHUPILMIEHHS NpOOJIeMH
HecTaul KiOepHaBMYOK, OyyTh BHKpPAJCHI, SKIIO OpraHizalii He BIPOBAAIThH «IITY4YHI
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IHTEJIeKTyalbHl OpaHaMayepu» Ta 3aco0M yOpPaBIiHHA 4YacoM BHUKOHAHHS, IO
3a0€3MeuyI0Th JIOTIKY HYJbOBOI JI0BIpY Ha MIBUAKOCTI MAIIHHH. ..

OTpy€eHHS NaHUX BHUKJIMKAE «KPU3Y MOBIPH 1O JAHUX». 3ITOBMUCHHUKU OyIyTh
HEMOMITHO TOIIKO/KyBaTu Habopu AaHux juisi HaBdyanHs [1II, BukopuctoBytoun po3pus
MDK KOMaHJaMH 3 HayKd mpo JaHi Ta Oesmeku. Jlyis 3axucty moTpiOHa yHidikoBaHA
matdopmMa, sika MOEHYE YNPaBIiHHS O€3MEeKO0 JaHuX, ynpapiiHHs Oesnexoro LI ta
Opanamayep K KOJI JUIsl 3aXUCTy BChOro kKoHBeepa nanux LI,

3'IBNSA€THCS BIANMOBIIANBHICTh KepiBHUKIB. Jlume 6% kommaHiii MarwTh 3puii
nporpamMu O€3MeKHd ITYYHOTO 1HTENEKTY, ToMy B 2026 poill 3'dBISTHCS MEpIll CyA0Bi
M030BH, B SIKUX OKpPEMI KEPIBHUKHU OYIyTh HECTH BIAMOBIIANBHICTD 32 IIKOY, 3aMOAISHY
HEJJOOPOCOBICHUM  IITYYHMM  1HTEJIEKTOM. [IpaBiiHHSAM KOMIIaHIM  3HATOOUTHCA
nepeBipeHa CUCTeMa YMPaBIIHHSA, a IesIKI KOMITaHi1 TpU3HavYaTh TOJIOBHOTO CIEIialicTa 3
PHU3HKIB MITYYHOTO 1HTEJIEKTY...

KBaHTOBa TEXHOJIOTIS NEPEXOJUTh BIJl BUIJANICHOI 3arpo3d A0 TPUPIYHOTO
imriepatuBy. Kammanii «30upait 3apa3, po3mudpoByil Mi3HINIE» 03HAYAIOTh, IO JaHi,
BUKPAJICHI ChOTOJ/IHI, CTAHYTh JOCTYHMHUMH ISl YUTAHHS, KOJIM KBAaHTOBI KOMITIOTEPH
JIOCATHYTh 3pUIOCTi. Ypsaau OyayTh BUMaratu IIBUJKOTO IMEPEXOay Ha MOCTKBAHTOBY
Kpunrorpagiro, 3MyLIyIOYM OpraHi3alnli po3BHUBaTH «KPHUIITOJIOIIYHY THYUKICTB», a HE
MOKJIAJATHCS Ha OJTHOPA30B1 OHOBJICHHSI.

Bbpay3ep cTae HOBOIO OMEpAIIHOI CUCTEMOIO MIJMPUEMCTBA — 1 HAHOUIBILIOIO
HE3aXUIIEHOI MOBEPXHEW. Y Mipy TOro, sk Opay3epu €BOJIOLIOHYIOTH y areHTHI
mwiatpopMu, IO BHUKOHYIOTh 3aBJIaHHA, iX HEOOXIJHO 3aXUINATH 3a JOMOMOTOI0
BOYZIOBaHUX y caM Opay3ep XMapHHX 3ac001B KOHTPOJIO Ha OCHOBI HYJIbOBOI JIOBIpH Ta
3aXMCTY JaHMX, 110 PearyoTh 3a MUTICEKYH/IH. ..

3aranom, y 3BiTi cTBepKy€eThCs, 1o I «pylinye Hamni ysBiaeHHS Mpo JA0BIpy». Y
BIIMOBIAb HA II¢ 3aXMCHUKH TIOBHHHI 3M00YyTH BHIUMICTh IIEPEA MOKIHBOCTSIMHU,
oOMexxuTn «moBepxHi0 BuBY» LIl Ta 3ampoBaguTHl MOMITUKY HYJIHOBOI JTOBIPH IS
KOXHOI JIIOJIMHM, MallMHK Ta Mozenl. Opranizamii, gKi MOXYTh CIOCTEpIraTH,
KOHTPOJIIOBaTH Ta BUIMPABIATH pU3MKHM, NoB's3anil 3 LI, B pexumi peanbHOro yacy,
MaTHMYyTh CTiHKICTh, HEOOXiIHY /Ui €HOXH aBTOHOMHOI ekoHomikm». (Palo Alto
Networks makes 2026 cyber predictions Il Ventura Media
(https://asiapacificdefencereporter.com/palo-alto-networks-makes-2026-cyber-
predictions/). 09.12.2025).

**k*k

«Ha uporopiunomy cumno3siymi « Hapirauisi mo nporajimHax i msax» 3 NUTaAHb
Ki0epOe3nmekn Ta MIXKHAPOJAHOIO TMpaBa TIpyna eKCHepTiB Mil KepiBHUUTBOM
Incruryty Jlibepa Becrt-IloiiHTa poO3rJisiHyJia NHUTAHHS 3aCTOCYBaHHSI MpaBa
30poiiHux KOHQIIKTIB (LOAC) y BUmagkax BHKOPHUCTAHHS 3aC00iB IITYYHOIO
iHTeJIeKTYy /151 poBeJeHHs 200 MiATPUMKHM Kidepomepauii. Y4aCHUKHU ITOTOJINAIINCS,
IO IITYYHUH 1HTENEKT NPUCKOPUTH 1 MOCUIIUTh KIOEpBIiiHY — BUSIBJICHHS BPa3JIMBOCTEM
HYJIbOBOT'O JIHA, CTBOPEHHS LIKIJJMBOIO IMPOTPaMHOTO 3a0e3MeveHHs, aBTOMaTH3allis
3axucty abo BHOIp LUIEH — SK 1€ BXE MNPOAEMOHCTPYBAJIM 13pailbChKi CUCTEMU
«Gospel» 1 «Lavender» Ha 6a3i mtyuHoro iHTenekty B ['a3i. I{g peanbHICTh MOPOIKYE
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YOTHUPH TPYIU MPABOBUX MHUTAHb, KOJIHE 3 SKUX HE CTBOPIOE HOBOTO TIPaBa, aje KOXKHE 3
SAKUX MOTJIUOIIOE ICHYI0Y1 3000B'sI3aHHS JICPKaB. ..

1 | [IpunGanns Ta oIy 030pOEHHS

Xoua OUTBIIICTh OOMOBUX IITYYHUX IHTENEKTIB PO3POOISETHCS MPUBATHUM
CEKTOPOM, JIep>KaBU HE MOXKYTb MEpelaBaTH CBOI JOTOBIpHI 3000B's13aHHS HA Ay TCOPCHUHT.
BignoBigno o crarti 36 JlogatkoBoro mpotokony I, a mis Crnonydyenux IlltatiB —
BIJIOBIJTHO JIO MOJITUYHUX 1HCTPYMEHTIB MiHicTepcTBa 000pOoHH, TakuX sK [lociOHUK 3
BoeHHOro npasa, DoDD 5000.01 ta vemonasuo nepernsinytuit DoDD 3000.09, 6ynb-ska
HOBa 30posi, 3acoOu abo METOAW BEJEHHS BiMHU, BKIIOYAIOYHM AaBTOHOMHI abo
HaIIBaBTOHOMHI KiO€pIHCTPYMEHTH, TMOBHHHI MPOUTH IOPUAUYHHMI OIJIsi] Tepen
npuitHATTIM. TOoMy HaI3BHYaAlHO BaXXIMBUMHU € TOYHA (HOPMYJIIOBAHHS KOHTPAKTIB Ta,
MO>KJIUBO, CTaHAAPTHU 3aKymiBenb, no's3ani 3 LOAC (y tepminax FAR/DFAR).

2 | IlpoBeneHHs BIMICHKOBUX JIii: aTaku, pO3pI3HEHHS Ta MPOMOPILIHHICTb

Uu e kibeporepaliisi «aTakowy, SK 1 paHille, 3ajJeXuTh BiJ ii HACTIAKIB, a HE Bij
TOTO, UM 3aJlisiHa B HiM MITy4YHA 1HTENIreH . 3rigHo 31 crarrero 49 Ilepmoi KeneBchkoi
koHBeHIT Ta TammiHHChkUM ToCciOHWKOM 2.0, BUBEIEHHS 3 Jjany (YHKIIIOHATBHUX
MO>KJIMBOCTEH, 110 BUMAara€ 3aMiHU OOJIaIHAaHHS, BBAXKAETHCS IMOIIKOKEHHSM; TOYKA
3opy CIIIA noennye crangapt 3actocyBanHs cwid jus ad bellum 3 anamizom in bello.
[Ilogo nponopuiiHOCTI, KOMaHJIMPU NOBUHHI OyTH 37aTHI INepeadayuTd BHITAJIKOBI
30uTKHM I 1uBinbHOro HaceneHHs. Skmo Il aBToMaTn3ye Taky OIIHKY, Iep>KaBU
MOBUHHI 3a0€3MeYUTH TOYHICTh 1 HAIIMHICTh BUXIJHUX JaHUX, a TaKOX PO3YMIHHS
oriepaTopaMu PiBHIB HAJIMHOCTI CUCTEMH. ..

3 | BianoBigagbHICT, KOMaHIUPa Ta PU3UK

KoManmupu HeCcyThb KpUMIHAJIBHY BIANOBIAAIBHICTh 32 TMOPYIIEHHS, CKOEHI
mignermuvu  (quB. crartio 86 gomarka | ta mpeneaeHt Sflmacita), a 3rigHO 3
3akoHogaBcTBOM CIIIA BOHM «BIAMOBIMAIOTH 3a BCE, MO poOUTH ab0 HE POOUTH iXHE
KOMaHIyBaHHsS». OTke, BUKOpUCTaHHS aBTOHOMHOI KiOep-IIII wakmamae 00O0B's30K
KOHTPOJIIOBaTH ii TMOBENIHKY, BHUSBIIATH HECHPABHOCTI a00 OTPYEHHS JaHUX 1
NPU3YNUHATU 11 BUKOPUCTAHHS, SKIIO € CYMHIBU IIOJ0 3aKOHHOCTI, IO TOCHIIIOE, a HE
3MEHIIY€E BIAMOBIIATbHICTh JIFOJUHHU.

4 | CyMiCHICTb MK COFO3HUKaMH

CninbHe BukopuctanHs MoxiauBocted Il abo mokmamanHs Ha i1H(opMailiito,
orpumany 3a nornomoror IIII Bijg mapTHepiB, MOXKE CHIPUYUHUTH KOHQIIKTH, OCKUIBKU
KOKHa JiepKaBa BC€ OJIHO MMOBMHHA JoTpumyBatucs BiacHux BuMor LOAC Ta
BHYTPIIIHHOTO 3aKOHOAABCTBA. [[s1 y3ro/ikeHHs po301KHUX CTaHIAPTIB MEPEBIPKU Ta
3a0e3MnedeHHs TOTo, o0 OaraToHaIllOHAIBHI OTIepaIlii He 3MiIHIOBalu a00 HE PO3MHBAIH
BIJIMOBIAANBHICTh, HEOOX1HI CIIIJIbHI HABYAHHS Ta IOIEPEIHS IOPUINIHA TIEPEBIpKa. . .

3arajom, Tpyma eKCIepTiB IANUIA BUCHOBKY, IO KiOEpIHCTpyMEHTH Ha 0asi
IITYYHOTO 1HTEJIEKTY He 3MiHIOITh cyTTeBuX mnpaswil LOAC; BOHM 30UIBLIYIOTH
CKJIQJHICTh 1 HEOOXIJHICTh MOMNepeaHiX, Oe3nepepBHUX IOPUANYHUX MpoleciB. [lepxasu,
AK1 0aXXar0Th PO3KPUTH TAaKTUYHI I€PEBArd IITYYHOTO 1HTEIEKTY, HOBUHHI 1HBECTYBATH B
peTenbHy mepeBipKy 30poi, HajaliiHe YyNpaBlliHHS JAAHUMH, HABYAHHS KOMaHAMPIB Ta
CYMICHI TpaBOBiI paMKH, a HEe 4eKaTh Ha mosiBy HoBux HOopm». (Emily E. Bobenrieth.
Gaps and Seams in the Law of Armed Conflict for Al-Enabled Cyber Operations //

105



United States Military Academy (https://lieber.westpoint.edu/gaps-seams-law-armed-
conflict-ai-enabled-cyber-operations/). 10.12.2025).

**k*k

«...Y Mipy NpUCKOPEHHS TeMIIiB iHHOBaWii 3 00Ky 3JIOBMHCHHKIB, 0C00.JINBO B
o0J1acTi 030pPO€HHS MITYYHMM IHTEJNEKTOM, TPAAMUIWHI YSIBJIeHHSI NPo Oe3neKy
PYHHYOTBCH, i B 2026 poui rojiOBHUM mojieM OUTBHM CTaHE iJEHTHYHICTb, a He
ingpacrpykrypa. L{g 3mina Oyae nmo3HadyeHa m'sitbMa KIFOUOBUMHU MTPOTHO3AMM. . .

[lo-nepiue, 1I€HTUYHICTH MOBHICTIO 3aMIHUTh MEPEXKY SK OCHOBHY IOBEPXHIO
ataku. Ilopymennas Oe3neku OyIyTh 30CEpeIKEHI Ha BXOJII B CHCTEMY 3a JOIOMOTOIO
MetoniB 06xony MFA (takux sk migmina SIM-kapTu Ta mepexoruieHHs ceaHcy). Lle
BUMAara€ IHBECTHUIIIM, W0 BHUXOJATh 3a MeEXl 0a30BUX 3axO0JiB 3 YNPaBIIHHSA
inenTudikamieto ta gocrynom (IAM), y HanpsiMmky Oe3nepepBHOTO BUSIBICHHS 3arpo3s
IZIEHTUYHOCTI TIPOTSTOM YChOTO KUTTEBOTO ITUKITY 1ICHTHYHOCTI.

[To-npyre, I cTane MyIbTUILIIKATOPOM CHJIM aTaKyKO4YOro 1 HEOOXIMHICTIO s
3axucHuka. ['enepatuBaun LI crane crangapTHOW TPOUEAYPOIO IS MaCHITa6YBaHH$I
BHCOKO TMEpPCOHANI30BAaHUX (DIMIMHTOBUX aTaKk 1 aTak COIMaJIbHOTO I1HXXUHIPHUHTY,
BKJIFOYAFOYH IMITAIlif0 TOJIOCY B PEXKUMI PEATBHOTO 4acy, sKa MOXKE yCHIITHO O0IypHUTH
CHUCTEMH 1 JIIOJICBKUX areHTIB — PHU3HK, SKHH BXE MPOJEMOHCTPYBAJIO KIOHYBAHHS
rojiocy >xypHaiuicra. OTxke, 3aXMCHUKH MOBUHHI 3acTocoByBatH Il B 000pOHHUX ILIAX
31 IIBHUJAKICTIO MAIIMHM, 100 CHIBBIAHOCUTH CHUTHAJIM 1JEHTHYHOCTI Ta HOBEIIHKOBI
aHoOMaJlii, OCKUIbKH JIFOJICHKI aHATITUKA HE MOXKYTb BCTUTaTH 32 LIUM TEMIIOM. . .

ITo-tpete, Deepfakes cnpuuuHUTH Kpu3y J0BIpU 10 LH(PPOBUX B3AEMOJIIMN.
Ockinbku gemieBi, BucokosikicHi deepfakes mnepexkoHINBO IMITYIOTh KEpIBHHUKIB Ta
HaJIHHUX TOCTAYaJIbHHUKIB, BIJICO Ta TOJIOC MEPEeCcTaHyTh OyTH HAIIMHUMHU JOKa3aMu
imeaTuaHOCTI. Opranizamii MOBUHHI NMEPENPOSKTYBaTH poOOUl MPOIECH 3 ypaxyBaHHSIM
kpunrorpadiyHoi MOBIpH, MOCTiHOI Bepu@ikailii Ta KOHTEKCTHHX CHTHAJIB PU3HKY,
BIIXOSTYM B1J] 3QJICKHOCTI B1J] JIFOJICHKOTO PO3MI3HABAHHS 00 CTATUYHUX 3aTBEP/IKEHb.

[To-ueTBepTe, Oe3meka, Opi€HTOBAHA Ha JOTPUMAHHS HOPMATUBHUX BUMOT,
BUSBUTBLCS HEIOCTaTHHOIO. He3Bakaroum Ha IMOCHIICHHS PETYJISTOPHOTO THCKY, OIHE
JUIIEe JOTPUMaHHS HOPMATHBHUX BHUMOT HE 3MOXE TapaHTyBaTH CTIMKICTh JI0 aTak,
cIpsiMOBaHUX Ha ieHTUdIKaliiHI AaHi. Lle mpuckoputh nepexia A0 cTparerii 6e3nekw,
OpPIEHTOBAHUX Ha PE3yJIbTAT, 3MYIIYIOUM KEPIBHUKIB 1 paJid TUPEKTOPIB 30CEPEAUTUCS HA
TOMY, UM 3JJaTHI KOMaH/I1 3 O€3MEeKN aKTUBHO BUSIBJISITH Ta MPUIIUHATU TOTOYHI aTaKH. ..

Hapemiri, komanau 3 6e3neku OyayTh OI[IHIOBATHCS 3a PIBHEM CIPUSHHS O13HECY,
a He 3a KUIbKICTIO 1HCTpYMEHTIB. PO3MOBCIOKEHHSI 1HCTPYMEHTIB OyJ/le BU3HAHO SIK
3000B's13aHHs. YcIix Oyjie OIIHIOBATUCS 3a THM, HACKUIBKU T0Ope Oe3mneKka 1HTeTrpy€eThCs
B ieHTH(}IKAIII0, KIHIIEBI TOYKH Ta TOBEMIHKY KOPUCTYBadiB, MO0 WITKO BU3HAYHUTH
pU3UKHA B Oi3HEC-TepMiHAX 1 3MEHIIUTH KOH(IIIKTH, MO3UI[IOHYIOYH KEPIBHHUKIB CITyXO
Oe3neKH SIK CTpaTeriyHUX MapTHEPIB, a HE MPOCTO OXOPOHIIB. BU3HAYaNbHOIO TEMOIO
2026 poky Oyne HEOOXITHICTh KapJAMHAJIBHO TMEPEOCMUCIIHUTH, SK BCTAHOBIIOETHCS 1
HNIATPUMYEThCS JI0BIpa B CEpe/lOBULII 0€3 mepumMeTrpa, A€ CTaTU4HI 3aCO0M KOHTPOJIIO €
3acrapinumu...» (Torsten George. Five Cybersecurity Predictions for 2026: ldentity,
Al, and the Collapse of Perimeter Thinking // SecurityWeek ®
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(https://www.securityweek.com/five-cybersecurity-predictions-for-2026-identity-ai-and-
the-collapse-of-perimeter-thinking/). 17.12.2025).

*kx

«HoBuit 3BiT Boston Consulting Group (BCG) mix nHazBow «lITyuynmid
IHTeJIeKT MiBUIIY€ CTABKH B Ki0epOe3meni» momepenkae, o ITYYHUHA IHTEJEKT
(IIT) xkapaMHAJbHO 3MiHIOE JaHAMAQT 3arpo3 i BUABJISAE CePiO3HI MPOraJuHU B
KOPNOPATUBHUX CHCTEMAX 3aXHCTy, OCKiibkH 60% KkommaHiii BBaxkawTh, 10 3a
OCTaHHIM PpIK BOHM 3a3HaJM KiOepaTtaku, 3aiiicHeHol 3a gomomoror L. I
MPUCKOPIOE MIBUJIKICTh 1 BATOHYEHICTh aTaK, YMOXKJIUBJIIOIOYM TaKi TaKTUKH, K Bijeo-
JI3BIHKM 3 BUKOpPUCTaHHSIM TexHosorii deepfake, 1o npusBenu 10 maxpaicTBa Ha CyMy
25 MUIBHOHIB J0JIapiB, Ta MIKiJJIMBE IporpaMHe 3a0esnedeHHs Ha Oasi I, ske
HaBYa€ThCH 1 aganTyeThes. He3Bakaroun Ha 11e, nuiie 7% KoMImaHiid BIPOBAIUIN 3aCO0H
3axucty Ha 6a3t LI, i nume 5% 3HauHO 30UMBIIMIIM OMOKETH Ha KiOepOe3meKy y
BIJIMOBIAb HA ITI0 3arPo3y...

KepiBaukn mepembayaroTh, M0 HAWCEPHO3HIMIMMU  3arpo3aMyd  MPOTITOM
HACTYIHUX JBOX POKIB OynyTh (hiHAHCOBE MIAXPANCTBO 3 BUKOPUCTAHHSM IITYYHOTO
iHTenekty (43%), couiaibHa 1HXKEHEpIsl HAa OCHOBI IITy4HOro iHTenekry (39%) ta
MIPUCKOPEHHS BUSIBIICHHS BpaznuBocTed (28%). OaHak peaxiiisi oprasizaiiiii € MIIsIBOIO:
69% NOBIAOMIISIIOTH TPO TPYAHOUI 3 HailmMoMm (axiBLIB 3 KiOepOe3nmeku B Traiysi
IITYYHOTO 1HTENIEKTY, a Juiie 25% iCHyI0YuX 3ac001B 3aXUCTY BiJ] IUTYYHOT'O 1HTEIEKTY
BBAXKAIOTHCS TEPEIOBUMU. Y 3BITI MICTUTHCSA 3aKJIMK JO BIPOBAHKEHHS MOJBIMHOI
MOJIeJII KepIBHUIITBA /JIsi YCYHEHHS i€l MPOTajuHU, a TaKOX 3aKJIHMK /10 TeHepaIbHUX
JUPEKTOPIB HAJATH TPIOPUTET 3aBIaHHAM Yy cdepi kibepOesnekn Ha PIBHI pajau
JTUPEKTOPIB 13 BIAMOBIAHUM (DIHAHCYBAHHSIM, TOJI SIK KEPIBHUKH CIYX)O 1H(MOpMAIiHHOT
0e3neKky MOBUHHI MPUCKOPUTH BIPOBAKEHHS BUCOKOC(PEKTUBHHUX 3aCO0IB 3aXUCTy Ha
OCHOBI IITYYHOTO IHTEJEKTYy Ta 30CEpPEAUTUCS Ha 3ale3neueHHl Oe3MeKu CUCTEM
IITYYHOTO 1HTENEKTY, AKi cTBOpro€ ixHs opranizamis. BCG poOuth BUCHOBOK, IO €pa
MacUBHOT KI0OEP3axXUCTy 3aKIHUMIIACS, 1 HAroJIOUIYy€, 0 OpraHizallli MOBUHHI BIJMOBIIaTH
IIBUJKOCTI AaBTOHOMHHMX aTaK aBTOHOMHHM 3aXHCTOM 3a JOTIOMOTOK PO3BiJIKH,
aigepcTBa Ta Bimmanocti crpasi». (Al-Driven Cyber Threats Are Outpacing Defense
Capabilities /l Technology Marketing Corporation
(https://www.tmcnet.com/usubmit/2025/12/18/10307441.htm). 18.12.2025).

***

«Jlangmadr kKiOepOe3nekn KAPAMHAJIBHO 3MIHMBCH, BHUXOIAYM 32 Mexi
BPa3JIMBOCTI, BUSAABJIEHOI JIMTOBCHKUM maxpaem EBannacom Pimacayckacom, sikuii y
nepioxa 3 2013 mo 2015 pik o0xypus riranTiB Big Tech na cymy nonaa 100 minbiioniB
10J1apiB, MPOCTO BUKOPUCTOBYIOYH NiAP0o0JieHi paxXyHKU-GaKTypH Ta BUAAKYH cede
32 MOCTAYAJIbHUKA, [0 EKCIOHEHUIMHUX 3arpo3, M0 BHHUKAKTHL Yy pe3yJbTarTi
NMOEAHAHHSA JIIOACbKOI BHHAXIVIMBOCTI Ta wmTy4yHoro inresnekry (IHI). Cxema
Pimacayckaca ycmilmiHO mpaioBajla MpOTIroM JBOX POKIB 0€3 CKIAJHOrO KOAY, aje
CydacHl 3arpo3u Temep Oa3yroThcsi Ha reHeparuBHomy II, sxuii aBTOMarHu3zye
KibepaTaky B MPOMUCIIOBUX MaciTadax...
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I'enepatuBHa LI no3Bossie cTBOprOBaTHM Oyke YacTi Ta €(EeKTHBHI aTakw,
BKJTIOYAIOYM  KPaJiKKy MUGPOBOI 1JIGHTHYHOCTI 3a JIOMOMOTOK JundeiikiB  Ta
KJIOHYBaHHS TOJIOCY, SIKI BUKOPUCTOBYIOThCS JUIsl (DIHAHCOBOTO IIAaXpaicTBa, IUGPOBUX
apeIlTiB MiJl BUTJSAOM MPABOOXOPOHHUX OPraHiB Ta MIMPOKOMACINITAOHMX KammaHId 3
nesindopmariiii. MoxknuBocTi Benukux MoBHUX Mmoxeneh (LLM) momo aBTomMartumzariii
PO3POOKH MIKIJJIMBOTO MPOTPAMHOTO 3a0€3MeUeHHs Ta (PIIUHTY pOOJIATh X NOTYXKHUMU
napTHepaMu ISl 3704dHLIB. Ll 3arpo3a BU3HA€TbCSd KOMMAHISIMU, IO MPALOITh Y
cdepl coullagbHUX MeJia, AKI HaMaralThCsl CTPUMATH IIBHJIKE MOIIMPEHHS AUMQEHKIB,
PO IO CBIIYUTH TUMUYACOBE 3a00pOHA MOIIYKY 3a KIOUOBUM clioBoM «Teinop Cidpt»
Ha X...

BucHoOBOK mosisirae B ToMy, 1110 3arpo3a Ouiblie He nojsrae B «I1I abo moauni», a
B OUbII OTyXHOMY <«wtroauH1 + [I». Xoga I Mmoxxe aBTOMaTH3yBaTH 3aBJIaHHS, SIK1 HE
]l CUJIy JIFOJIMHI, BIH CXHJIBHUHM /IO «TaIOIMHAIINY 1 €JIeMEHTapHUX MOMUJIOK, SK 1Ie
BUJIHO 3 Oe3rmy3aux mopan LLM abo HemomikiB y 300pakeHHsx deepfake. OpnHak
KiOep3nmounHIll akTUBHO BrpoBakytoTh LI mus ivgycTpiamizamii cBoiX omeparriid, 1o
J03BOJISIE IM CTBOPIOBATH MPOQIIi )KEPTB 1 3MIMCHIOBATA MIJILUOHU aTak OJTHOYACHO. Sk
HACTIZIOK, KOMaHJgaM 3 O€3NeKW He 3aJHMIIA€ThCs HIYOTO 1HIIOTO, SK OOpoTHCS 3
JOTIOMOT'OK0 HE MEHII 1HTeJIeKTyalnbHux pimensb LI, ockuibku 3axuct, mo 0a3yeTbes
BUKIIIOYHO Ha JIIOACBKHUX pecypcax, € HEIOCTaTHIM NpOTH TaKoi IIBUIAKOCTI Ta
MacmTabiB. MaitdyTHe kiOepOesneku Oyle BU3HAYATUCA MOJAENAMH, 11O OOPHOTHCA 3
KOHTpMOJIeNsiMU, 1o BuMarae pimeHb I, 3maTHUX TPOTUCTOSTH aBTOMATU30BAHUM
3arpo3aM Benmkoro oocsary». (Ankush Tiwari. Will Al Ever Be Smarter Than A Con
Artist — The Future Of Cyber Crime Vs Cyber Defence // BW BUSINESSWORLD
(https://www.businessworld.in/article/will-ai-ever-be-smarter-than-a-con-artist-the-
future-of-cyber-crime-vs-cyber-defence-583694). 15.12.2025).

**k*k

«CBITOBa €KOHOMiKa MEPeXOAUTh BiJl IITYYHOI0 iHTEJEKTY SIK JOMOMIKHOIO
3aco0y [0 IUTYYHOI0 IHTEJeKTy SIK OCHOBHOIO, BiAKpMBaI4H Te, IO ABTOPH
HA3MBAalOTh «EKOHOMIKOKW WITYYHOro iHtedaekty». Jlo 2026 poky aBTOHOMHI
IpOrpaMHI areHTH B)KE€ INEepeBepllaTh 3a KUIbKICTIO JIIOJCBKUX CIHIBPOOITHHUKIB Y
crmiBBigHomeHHi 80 mo 1, 3aliMaro4yuch ycCiM: BiJ COPTYBaHHS TPUBOT LIEHTPOM
omnepaTuBHOro ympabiiHHs Oesnekoro (SOC) no d¢inancoBoro mopemoBaHHs. lleit
HECIMO/IIBAaHUHN MPUPICT MPOAYKTUBHOCTI CYNPOBOIKYETHCS HOBUMHU PU3UKAMMU, 3 SKHUMHU
TpajMiliiiHa peakThBHa KibepOesrieka He wMoke Broparuca. [licte cun OyayTh
JIOMIHYBaTH B I1iHi cdepi:

[ITaxpaificTBO 3 BUKOPUCTAHHSIM IITYYHOTO IHTEIEKTY. [ 'eHepaTUBHI MOJEIN Terep
MOXXYTh CTBOPIOBaTH Oe310raHH1 (eHKOBi1 300pakeHHSI KEPIBHUKIB Y PEXKHUMI pEaTbHOTO
yacy («IBIMHMKM F€HEepaJbHUX AUPEKTOPIB»). OCKUIBKM OJHA MipoOJeHa OCOOHUCTICTh
MO’KE€ CIIPOBOKYBATH JIAHITIOKOK aBTOMATH30BaHUX [iii, Oe3leka 0COOMCTHX AaHHUX CTa€
TOJIOBHHUM I10JIEM OUTBH.

ArenTt-iHcaitaep. [linnpuemcTBa Oy 1yTh pO3ropTaTi poi aBTOHOMHUX areHTiB, 1100
3aMOBHUTH MPOTAJMHY B KiOEpHAaBUUYKaX, sika CTAHOBUTH 4,8 MiJIbiiOHA 0OCI10, ajge areHT 13
HEMPaBUJIBLHO BCTAHOBJIEHUMHU MpHUBLIEsMU (200 BUKpaAJEHUHN 3a JOMOMOTOI0 BBEICHHS
KOMaH/I) CTa€ HEBTOMHOIO 3arpo30i0 3CEpeMHH, IO MPALIO€ 31 MBUIKICTIO MaIlIUHU.
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Tomy B 2026 poui BinOyaeTbcs mapajieiabHU OyM 1HCTPYMEHTIB yNpaBiIiHHS areHTaMu
Ta ITYYHOTO 1HTENEKTY-OpaHaMayepiB, Kl BUSBISIOTh, KOHTPOIIOIOTh 1 OJIOKYIOTh i
yac BUKOHAHHS 3JIOBMHUCHI KOMaH/IH, KOJ 200 37T0OBKMUBAaHHS IHCTPYMEHTAMH. . .

Kpuza nmoBipu m0 gaHuX. 3JIOBMHCHHKH TEPEHAyTh BiJl BUKPAJICHHS JaHUX 10
iXHBOTO OTpPYEHHS, TOIMIKO/HKCHHS HABYAIBHUX HAOOpIB INTYYHOTO IHTENIEKTY Ta
BBEJICHHS MPUXOBAHUX «3aJHIX JBepei». Komanau 3 Oe3neku Ta HayKH MpoO JaHl, sKi
3apa3 MpaltolTh 130Jb0BAHO, MOBUHHI 00'€THATUCS HABKOJO IUIATQOPM, 110 MOEAHYIOTh
cnocrepexyBaHicTe DSPM/AI-SPM 13 mporpamHumu  OpaHamayepamu IiJ  4ac
BUKOHAHHSI, 11100 OTPY€EH1 JJaH1 BUSBIISUIACS SIK I11]1 Yac BBEJEHHS, TaK 1 ITiJ1 Yac mepeaayi.

BignoBiganeHicTh KepiBHUIITBA 3a pusuku, moB's3ani 3 III. Ockinbku paau
IUpeKTopiB BuUMararoTh Tpancopmarii LI, nume 6 % xomnaHiii MalOTh PO3BUHEHI
nporpamu  Oesneku 1. Ilepmri cynoBi MO30BM Ta PEryisTOPHI 3aXOOU 3MYCSTh
KEpIBHHUKIB BHIIIOTO PIBHS HECTH OCOOMCTY BIAMOBIAANBHICTh 32 30WUTKH, CIPUYMHEHI
HEZI00POCOBICHIMH areHTaMu, IO MPHU3BEAE O CTBOPEHHS TaKMX TOCAJl, SIK TOJOBHHI
mupexTop 3 pusukiB III, Ta meperBopenHs yHibIKOBaHUX, MiAKOHTPOIBHUX IUIATHOPM
YIPABIIHHS 3 «IIPUEMHOI HAJOABKI» Ha O0OB'SI3KOBY BUMOTY...

KBanroBuii Bijik. «30upaii 3apa3, po3mmdpoByii Mmi3HIlIE» MEPEXOAUTH B TEOPii
710 HaraJbHOi HEOOX1THOCTI, OCKUIBKH IUTYYHHUU IHTEJEKT MPUCKOPIOE MPOrpec y raiysi
KBaHTOBUX OOYHMCIICHB. YPSJIOBI PO3MOPSIKEHHS 3MYCITh MOCTAYaJbHUKIB KPUTHYHOT
1H(QPACTPYKTYpH Ta iXHIX TMOCTaYaJlbHUKIB pO3MOYATH MeEpexiJ] Ha IOCTKBAaHTOBY
kpunrorpadiro. KiHiieBUM pe3ynbTaTOM € KPUNTO-aIalTUBHICTh — IMOCTIMHE BUSIBICHHS
MICIIb, JI€ TPAIIOIOTh AJITOPUTMH, Ta MOXKIIMBICTD 1X 3aM1HU 0€3 TIepeOyI0BU CHCTEM.

bpay3ep sk HoBa omepaliiiiHa cucTemMa. 3 TIOSIBOIO Opay3epiB, OCHAIEHUX
IITYYHUM 1HTEJIEKTOM, SIKIi BUKOHYIOTH CKJIAJHI 3aBJaHHS, Opay3ep CTa€ «BXIIHUMH
nsepuMay mignpuemcrba. Tpadik Gen-Al Bxe 3pic Ha 890 %, 1m0 MOJABOIIO KITBKICTH
BHIMAJKIB BUTOKY AaHuX. OpranizamisiM, 0COOJMBO MajiM 1 CEpeIHIM ITiANPHEMCTBAM,
OymyTh MOTPIOHI 3aCO0M KOHTPOJIIO B Opay3epi Ha OCHOBI MOJIEN1 «HYJIBOBOI TOBipW», SKi
MOXYTh HEPEBIPATH BMICT mepe]] MHU(PpPyBaHHSAM, penaryBatd KOH(iIEHIINWHI 3amuTH,
OJIOKYBaTM HE3aKOHHE TNepeMillleHHs (ailyliB 1 3amobirati 3J0BMHCHUM 3HIMKaM
eKpaHa...

B uimomy, 1i 3MIHM BUMAaraloTh IEPETBOPEHHsI O€3MeKHW 3 aJMIHICTPATUBHHUX
BUTpAT Ha MPOAKTUBHY, 00'€HyIOUy IUIATPOpMy, sIKa 3aXUINAE AaHl, 1I€HTUYHOCTI Ta
areHTH MITYYHOTO 1HTEJEKTY 31 MBUIAKICTIO MAIlIMHU, 3a0€3euyoun HaiiiHy OCHOBY, Ha
AKiii OyJe mpairoBaTd eKOHOMika ITy4dHoro iHtenekty». (6 Cybersecurity Predictions
for the Al Economy in 2026 // Harvard Business School Publishing
(https://hbr.org/sponsored/2025/12/6-cybersecurity-predictions-for-the-ai-economy-in-
2026#prediction-1). 19.12.2025).

*kx

«OcCKIIbKN OCHOBHI KOMepUiliHI mopTH CcBIiTY 00p00sA0TH 0aM3bK0 90 %
CBITOBOI TOpriBJi — NPUOJU3HO JA€B'ATH MIiJLSAPAIB TOHH BAHTAXKIB Ha pPik —
nepexia 10 «poO3yMHHX MOPTiB» Pi3K0 30LILIINB IXHIO BPa3JIMBiCTh 10 Kideppu3HKiB.
ABTOMatu3anisi, npucTpoi [HTEepHEeTYy pedeil Ta BigmaleHUN IOCTYIl 1O OINepaliiHUX
texHosorid (OT) ta iHpopmariinux TexHosorii (IT) (o me OiibIne MOMUPUBCS i
yac maHjaemii) Temep 3'€IHYIOTh Taki TepmiHanu, sk fnmanb, Porrepmam 1 I'amOypr,
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HOiABUINYIOYM €(QEeKTUBHICTh, aje i 30UIblIyloYM IuIomy Juis artak. KiibKicTh
KIOEpIHIIMEHTIB, 0 BIUIMBAIOTh Ha pOOOTY MOPTIB, 32 OCTAHHI POKH 3pOCIiia B YOTUPH
pas3u; MOTHBHU BapirOIOTHCS BiJI BUMAaraHHs BUKYIy Ta IIMUTYHCTBA JIO T€OMOJITUYHOTO
caboTaxy, 10 03HAYAE, IO OJHE MOPYIICHHS MOXE MOPYIIUTH HallIOHATHHY €KOHOMIKY.
[Ipote GaraTo opraHiB BiIaJM BCE 1€ HAAAIOTh MPIOPUTET MPOMYCKHIM 3AaTHOCTI Hax
Oe3MeKor0, 3aNMINAI0YM  MPOTPAMHI  BUNPABJICHHS  HEBUKOHAHMMH, a  3aXHUCT
(parMEeHTOBAHUM. ..

[Ilo6 3MiHMTH 110 TeHAeHLito, AupektuBa €C npo Oe3neky i1HGopMaiiHUX
cucTeM Kiacudpikye MOPTU SIK OO0'€KTH >KUTTEBO BAXKIMBUX IOCIYT 1, CHUIBHO 3
€BpONENCHKUM areHTCTBOM 3 MepekeBoi Ta iHpopmartiitHoi 6e3neku (ENISA), 3akiukae
JI0 peastizallii 4YOTUpPUETAIMHOI IporpamMu: KapTorpadyBaHHsS aKTHUBIB, aHalli3 PHU3HKIB,
BU3HAYEHHS 3aXOJIB KOHTPOJIIO Ta OLiHKa 3puiocTi. [IpakTuuHi 3axolu BKIIOYAIOTH
CerMeHTaIlil0 Mepexi, 6araTopakTopHy aBTeHTU(IKaIliI0, AHTUBIPYCHE 3a0€3MEUCHHS Ta
peTenbHe HaBYaHHS TIEPCOHAyY, a CIIBIPAIls MK JIEpKaBHUM 1 MPUBATHUM CEKTOpPaMH,
npukiaaoM skoi € Maritime-CERT, no3Boiisie oOmiHIOBaTHCS 1H(GOPMAITIEIO TIPO 3arPO3H
Ta CHUIBHO pearyBaTH Ha 1HOHAEHTH. KopoTko kaxyuu, 3a0e3neyeHHs Oe3neku
PO3yMHHX TIOPTIB 3apa3 BUMAarae€ CKOOPJWHOBAHOTO MIXKHAPOIHOTO MiTXOy: MOETHAHHS
3aKOHO/JABYMX TMMOBHOBAXXEHb, TEXHIYHOT'O 3MIIHEHHS Ta MIKIraJly3eBO1 CHIBOpAIll s
3aXHCTy BCe Ot 1UQpPoBOi OCHOBH CBITOBOI Toprieimi». (Securing Smart Port
Networks: Addressing Port Cybersecurity Challenges // Maritime Fairtrade
(https://maritimefairtrade.org/securing-smart-port-networks-addressing-port-
cybersecurity-challenges/). 20.12.2025).

**k*k

«...OnuryBanus Unit 42/Wakefield, B sikomy B3siiim yyactb 2800 xkepiBHUKIB
3 JecATH KpaiH (BepeceHb-KOBTeHb 2025 p.), mokaszasno, mo 100% opranizanii
3a3HAJIM NMPUHANMHI oaHi€el aTaku Ha cBoi cuctemMu III nmpoTriroMm MUHYJIOTO POKY.
Hocnigauku Palo Alto Networks naiiinm BucHoBKy, mio 3axuct LI He moxe OyTu
«IMOTOYHUMY» 3aBJAHHSAM: OCKUIbKH OUIBIIICTh MOJEJIEH, KOHBEEPIB AaHUX 1 poOOUMX
HAaBaHTAK€Hb HA BUBEJICHHS MpALOIOTh y Takux cepsicax, sk AWS, Azure 1 Google
Cloud, Oe3neka III €, mo cyti, npobieMoro xmapHOi 1HPpacTpykTypu. Crnabkuii
KOHTPOJIb 1JIGHTUYHOCTI, HECETMEHTOBaHI MEpexi ad0 MOTraHO KOHTPOJbOBAaHI KaHAIH
nepeaadi JaHUX y XMapl JarTh 3JTOBMHUCHUKAM HEOOXIJIHI MOXJIMBOCTI JJIA KPaaiKKH
JAHUX, TOPYIIEHHS pOOOTH CEpBICIB Ta MAaHINMYJIOBAaHHS MOJEISIMU MAIIMHHOTO
HaBYaHHA... Y 3BiTi «CtaH 0e3meKku XMapHUX TeXHoJorik y 2025 pori» 3po0iieHo
BHCHOBOK, III0 €JIMHUM JKUTTE3JATHUM PIIICHHSIM € KOMIUICKCHUN 1 MPOAKTUBHHUM ITiIX1]T
710 3aXUCTy 0a30BOi XMapHOiI IHPPACTPYKTYPH 3a JOTOMOTOI0 HAIIHHOTO MUbpPyBaHHS,
pPETYJSpPHUX ayAWTiB Ta 130JA1ii poOOYMX HaBaHTaXXEHb. Y MIPY BIOCKOHAJICHHS
LITYYHOT'O 1HTEJIEKTY Ta MOTO 1HTErpauii B KpUTUYHO BAXKIIMBI CEKTOPH, BIH TAKOX CTa€
BPa3JIMBUM JI0 «BOPOXKHX aTaky, Kl MAHIMYJIIOIOTh aIrOPUTMAMHU, [0 pOOUTH HAYKOBU,
CHOUIBHUM MIAX1 A0 3aXUCTy XMApHUX CEPEAOBHIL HEOOXITHUM JJid OPIEHTYBAHHS B
MminmBoMy JanmmadTi 3arpo3...» (Naveen Goud. Every organization faced at least one
Al-related cyberattack within the last year, says research // Cybersecurity Insiders
(https://www.cybersecurity-insiders.com/every-organization-faced-at-least-one-ai-
related-cyberattack-within-the-last-year-says-research/). 25.12.2025).
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*k*k

IITyyHwuy iHTEJNeKT, SIK 1HCTPYMEeHT 60poTeEbM i3 KibepBJIOYMHHICTIO

«..Jdocainnuku 3 YHiBepcurery Iloprecmyra, VYHiBepcurery Peninra ra
itaniiicbkoro Consiglio Nazionale delle Ricerche po3po0unau cucremy BHUSIBJICHHS
BTOPrHeHb Ha ocHOBI mrTy4uHoro inteaexkty, LFT-1DS (Label Flipping against Deep
Learning Intrusion Detection System), 1y 3aXuCTy PO3yMHHMX i HMiAKJIIOYEHHX 10
Mepeki TPaHCHOPTHHX 3aco0iB Big kideparak. Po3poOiieHa s MiAKIIOYEHUX 0
XMapu 1iaThopM 3 BEIUKOK KUIBKICTIO JIATYMKIB, TAKUX SK aBTOHOMHI a00 MepeKeBi
6oiioBi TpancnopTHi 3acodu, LFT-IDS Biactexxye Oe3nepepBHUM MOTIK JaHUX JATYUKIB
(HampukJaa, TeMmmepaTrypa, TUCK y IIMHAX, MICIE3HAXO/KEeHHs), 00 MI3HATHCS, SK
BUTJISIIA€E «HOPMAJIbHUW» CTaH, a MOTIM aBTOMATHMYHO MO3HAYa€e Ta OJIOKYE€ aHOMAaJIbHI
abo cdanbcudikoBaHi BXiJHI JaHl, MEPII HI)X BOHU MOXYTh CIIPOBOKYBaTH HeOE3MeuHi
nii abo mopymmtu poOoTy Mepex... [lpamroroun sik GimbTp Ha piBHI Mepexi, BIH
3armobira€ MPOHUKHEHHIO 3JIOBMUCHUX CHUTHAJIB Yy TJIMOII CHUCTEMH TPAHCTIOPTHOTO
3aco0y 1 CHOpSIMOBaHMN Ha TPOTHAIID 3pOCTAIOUOMY pPU3HKY, SKUH CTBOPIOIOTH
TpaHcnopTHl Mepexi 4G/5G, mo cTaroTh Aenainl OUIbII MIJKIOYEHUMHU. 3a CIOBaMU
MPOBIJTHOTO JOCHIIHUKA JToKTopa Paxima Taxepi, iHTerpailiss MaliMHHOTO HaBYaHHS B
CHUCTEMY BHUSBIJICHHS BTOPTHEHb 3HAYHO TOKPAIy€E 3/aTHICTh BUSABIISATH HOBI Ta paHiIle
HeOauyeHl aTaku, yCyBalO4M KIIOYOBY C1a0KicTh Tpamuiiiaux meronaiBy. (Akhsan Erido
Elezhar. New Al ‘Bodyguard’ Fends Off Malicious Attacks on Mission-Critical
Vehicle Systems // NextGen Defense (https://nextgendefense.com/ai-bodyguard-
malicious-attacks/). 05.12.2025).

*kx

«...Google BHpoBamgKye cepilo3Hy MoaepHizanilo Oe3mexku s GyHKUin
neperyiaxy Chrome Ha OCHOBI IITYYHOro IHTEJEKTY, W00 3aXMCTUTHCH Bij
HENMPAMHUX ATAK 3 BBEJACHHAM KOMAH/, KOJM 3JI0BMHUCHI IHCTPyKIil, NPUXOBaHi y
Be0-KOHTEHTi, BAKOPUCTOBYKThCS /sl 3aXOIUIEHHSI ATeHTIB IITYYHOr0 IHTEJIEKTY.
[{s1 HOBa KOMILJIEKCHA CUCTEMa 3aXHUCTY, sIKa € BAXXJIMBUM OHOBJICHHSIM, BpaxoByroun 65%
yactky Chrome Ha puHKY, 30Cepelke€Ha Ha TeHlalbHIN cTparerii MmoABIKHHOI MOAEII 3
«KPUTUKOM BHPIBHIOBAaHHS KOpHCTyBaday. lleli BTOpUMHHUM, 130JbOBAHUMN IITYYHUN
iHTeNeKT Ha 0a3i Gemini i€ K OXOPOHEIb, PETEIbHO MEPEBIPIIOYN KOXHY IO,
3aMpOTNIOHOBAHY OCHOBHHMM areHTOM IITYYHOTO IHTENEKTY, MEperyisialouu JIMIe HOoro
MeTaJIaHi — HIKOJIM caM HEHaJIHHMA BEO-KOHTCHT — 1 OJIOKYIHOYHM OyJIb-sIKi Jii, 10 HE
BIJIMOBI/IAal0Th OPUTIHAIILHOMY 3aIllUTy KOPHUCTYBaya. ..

Jlns  mopampmmoro  migBuieHHs Oesrneku  Google  BmpoBamKye — «Habopu
MOXOJ/KEHHSI areHTiB», SKI CTBOPIOIOTH CyBOpi HUGPOBI Mexi, Kiacu(ikyroun BeO-
JDKEpelia Ha pO3AUIH, TOCTYITHI TUIBKU JIJIS YUTAHHS, Ta PO3AUIH, TOCTYIIHI JI1 YATAHHS 1
3anucy, 3anoOiratoun noctymy areHTiB Il no He moB'a3anux abo HeOe3nmeyHux BeO-
caitiB. Kpim Toro, cucrema BUmMaraTuMe SIBHOTO CXBAJICHHSI KOPUCTYBaya JUIsl Uy TIMBUX
T, Takux sK (pIHAHCOBI TpaH3akIlli abo BXiJ B OOJIKOBUHM 3amuc, rapaHTyIOUH, IO
mozeni I Hikonm He 0aYUTUMYTh J1aH1 apoJiiB 6€3MocepeHbO. . .
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[Ilo6 mnepeBipuTH edEKTUBHICT, NHMX 3aXHCHUX 3axofiB, Google 3amycTuB
nporpaMy BUHAropoaud 3a BUSIBICHHS TOMWJIOK, B paMKax SKOI JOCIITHUKAM, SKi
3MOXYTh YCHIIIIHO 3JlaMaTh HOBY CUCTEMY, MPOMOHYETHCS BUHAropoja B po3Mipi 10 20
000 momapiB. Kpim TOro, KOMIaHis BUKOPUCTOBYE aBTOMATU30BaHI CUCTEMH «YEPBOHOI
KOMaHAW» JUIsl aKTHMBHOTO TOMIYyKy cia0kux wicib. He3Bakaioum Ha I 3HAuHI
NOCSTHEHHs, ekcneptd 3 HamionansHoro nenrpy ki0epoesnexku CIIA Tta kommanii
Gartner momepemKalOTh, IO IMIBHJIKE BBEACHHS MIKIJJIMBOTO KOy 3aJHINAETHCS
MOCTIMHOIO 3arpo300, MIAKPECTIOIYN BHUCOKY BaXXJIUBICTh 3a0e3MedeHHs Oe3NeKu
MaiOyTHBHOI BeO-HaBIralli Ha OCHOBI IITYYHOTO 1HTENEKTY». (Google Chrome’s New Al
Security Aims to Stop Hackers Cold Il TechnologyAdvice

(https://www.techrepublic.com/article/news-google-chrome-ai-security/). 10.12.2025).
***k

«KoMmiiekcHM# OrJIsiI HAYKOBOI JiTepaTypH, OMyOJiKOBAHOI B KYpHAaJi
Technologies, moka3sye, o pimeHHsi 3 KidepOe3neKH HA OCHOBI IITYYHOI' 0 IHTEJIEKTY
3a0e3Mme4yl0Th O4YeBHJIHE MiIBUIIEHHS NPOAYKTHUBHOCTI B KPUTHYHO BaKJINUBUX
CEKTOpax, BKJIKYAIOYM TNPOMMCJIOBY aBTOMATH3aIlil0, OXOPOHY 3/10pPOB'S Ta
¢inaHcH, YacTo MOCATral4YM TOYHOCTI BHUSIBJIEHHSI BTOPrHeHb NoHaa 95% nuas
NOUIMPEHNX KATEeropid arak, TAKMX fIK BiAMOBa B 00CJIYroByBaHHI Ta NMporpamMmu-
Bumaravi. Mojeni riambOOKOro HaBUYaHHs, 30KpeMa, JEMOHCTPYIOTh UyJOBY 3JaTHICTh
BUSIBJISITH TOHKI O3HAKU CKJIQJHMX aTak, AKl MPOMYCKalOTh CUCTEMHU Ha OCHOBI CUTHATYP.
OpHak AOCHIIPKEHHS JTOXOAUTh BUCHOBKY, IO Mepexif BiJi BHCOKHX JabOpaTOpHUX
YCIIXIB J0 HAAIHHOTO 3aXUCTy B pPEATbHOMY CBITI 3aJUIIAETHCA HEPIBHOMIPHHM,
BUSIBJISIFOYM 3HAYHI IPOTATUHUA B KOPIIOPATUBHUX CUCTEMAX 3aXHUCTY...

s po301KHICTE B MEpITy Yepry 00yMOBJIEHA 3HAYHOIO 3aJIEKHICTIO Bij] 3aCTapLINX
abo cmpomieHnX eTanioHHUX HaOopiB nanux (takux sk KDD Cup 99), ski He
BiJIOOpaXaroTh CKJIAJIHICTh CY4acHHUX 3arpo3, 10 MPHU3BOIAUTH JO CTBOPEHHS MOEJEH,
SIK1 IOCATAIOTh Malike 1/IealIbHUX Pe3yJIbTaTiB B KOHTPOJIbOBAHUX YMOBAX, aje HE MalOTh
aJIaTUBHOCTI B peanbHOMY CBITI. KpiM TOro, cepea mocTiiiHux mpoOiem € aucOaiaHc
KJIaciB (KOJIM MOJENl HE BUSBIAIOTH PIAKICHI, ajl€é KPUTUYHO BAXIIMBI aTakHh), BHCOKa
oOuuciOBallbHA BapTICTh, M0 pPOOUTH TJIMOOKE HAaBUYAaHHS HENPAKTUYHUM IS
o0MeXeHUX y pecypcax nepudepiiHUX CEpeIOBHUIL, a TAKOXK «YOPHHUM SIIUK» OaraThbox
iHcTpymenTiB I, 1o 3aBaxkae mJOBIpi JIIOJIEH, pO3CIIyBaHHIO 1HIIMJEHTIB Ta
JOTPUMAHHIO HOPMATUBHUX BUMOT ...

[nsx Bmepen BUMarae CKOOPJIWHOBAHUX KPOKIB: CTBOPEHHS PEATICTUYHHUX,
aKTyaTbHUX HAOOPIB MaHMX 3 OMEpAIifHUX CepeNoBHUIL; MpoeKkTyBaHHs apxitekTyp I
st €EeKTUBHOCTI Ta MAacIITabOBAaHOCTI (3 BUKOPUCTAHHSM TaKUX METOMIB, SIK
dbenepatuBHe HaBuYaHHS), Ta BOyAoByBaHHS mosicHIOBaibHOro IIII 3a nuzaitHom s
MiATPUMKH MA3BITHOCTI Ta 3aXHCTY Bif aTak, cuerudivgaux st I, Takux sk oTpy€eHHS
JaHuX. Y OISl TAaKOX HaroJOLIyeThbCsl HAa HEOOXIAHOCTI MOCWJICHHS JOCHIIKEHb Y
chepi 3arpos, CIpsSAMOBaHUX MPOTU camux Mojernei 3axucty LI, a TakoX MiArOTOBKHU
3ac001B  3axMCTy BIJI TIOCTKBAaHTOBUX MOJENe 3arpo3. 3pelrToro, epeKTUuBHA
ki0epoesmneka I 3anexxutp Big MKIMCUMILIIHAPHOL CHIBOpALll, KA Y3TO/UKY€E TEXHIUHI
IHHOBAIIIT 3 MiHIIMBUMHA HOPMaTUBHUMHU paMKaMH Ta OpraHi3aliiHumMu npaktukammy. (Al
strengthens  cyber  defenses across critical sectors //  Devdiscourse
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(https://www.devdiscourse.com/article/technology/3728320-ai-strengthens-cyber-
defenses-across-critical-sectors). 16.12.2025).

*kx

«Y Cy4YacHOMY TriNepmiIKJIIYeHOMY CBITI TpaguuiiiHi peakTHBHI Moaedi
ki0epOe3nexn, modyaoBaHi Ha OpaHaMayepax i BUSIBJIEHHI HA OCHOBi CHTHATYp, He
BCTUTAK0Th 32 CKJIAJHUMMU 3arpo3amMu, mo 0a3ylThCsl HA IITYYHOMY IHTEJIeKTi, Ta
CKJIAJHICTIO 0araToxXMapHMX apxitektyp MikpocepsBiciB. Pimennsam € Predictive
Cyber Resilience (PCR) — HoBmii migxija, 3aCHOBaHHMI Ha IITYYHOMY IHTENEKTI, SIKUH
CIpSIMOBAaHUIN Ha CTBOPEHHS CaMO3aXHCHHMX CHCTEM, 3JaTHUX MPOTHO3YBATH 3arpo3d B
peXHUMI pealbHOr0 Yacy Ta 3a0esneuyBaTd HyJIboBHM uac mnpoctoro. PCR 3MiHioe
TpaauIIMHUN 00OPOHHUH ITiIX1/l, BAKOPUCTOBYIOUHN ITYYHUH 1HTENeKT (Al) nms aHamizy,
nependayeHHsT Ta HeWTpamizaimii 3arpo3 10 TOro, SK BOHU 3aBAaAyTh IIKOJHU, IO
JI03BOJISIE 3BMEHIITUTH KIJIBbKICTh MOpy1ieHb Ha 90%...

PCR mpaitoe 3a [0MOMOrOI0 YOTUPHOX TEXHOJIOTIM HAa OCHOBI INTYYHOTO
IHTENEKTy: (enepaTUBHOTO HaBYaHHS, SKE KOJICKTUBHO IIOCHIIIOE PO3BIIKY 3arpos,
OJTHOYACHO 3aXUIIAI04U KOH(IAEHIIIIHICTh; CHHTETUYHUX cyrnepewinBux Mepex (SAN),
AK1 IMITYIOTh aTaKu JJI1 HaBYaHHS 3aCO01B 3aXUCTY; BUSBJICHHSA aHOMAJlH, SIKE BUSBIISE
paHHI O3HAaKM BTOPTHEHHsS; Ta ABTOMATHU30BAHOTO pEaryBaHHA Ha IHIMJCHTH, SKeE
MUTTEBO 130JII0€ Ta YycyBae mpoOiemu Oe3 BTpydaHHs moauHu. Ll apmantuBHa
€KOCHCTeMa TaKOXX BKJIIOYAE 1HHOBAIIMHI MOXJIMBOCTI, Taki K pedaKTOPUHT KOy Ha
OCHOB1 IITYYHOT'O IHTEJEKTY, SKUH BHUKOPUCTOBYE MOJI€JI MAIIMHHOTO HaBYaHHS
(manpuxnan, CodeBERT) nns mocriiiHOro ckaHyBaHHSI, BHUSIBICHHS Ta YCYHEHHS
BpaziuBocTel y KoHBeepax DevSecOps.

PCR Bxe mposiBIs€THCA B pealbHOMY CBITI: BEIHKI OaHKKM BUKOPUCTOBYIOTH I1II
JUISL aHAI3y MIaXpaicTBa B PEKUMI PEAbHOTO 4acy, a «PO3yMHI MiICTa» 3aXUINAIOTh
KpUTUYHY 1HPPACTPYKTYypy. Xoua MaiOyTHE OOIls€ KBAaHTOBO-CTiKe MUGPyBaHHS Ta
camopo3BuBarounii 111, 3anumaroTbcst BUKIMKY IIOAO 1HTErpauli 31 CTapUMH CUCTEMAMMU
Ta 3a0€3MeUeHHsl MOCIIIOBHOIO yIpaBiiHHsI. BaxiuBo, 1m0 eTuyHi mpoOieMH, MoB'sI3aHi
3 HagaHasaM 1lII mMOBHOBaX€Hb MO0 MPHUHATTS PIIICHb, BUPIIIYIOTHCS 32 JOTIOMOTOO
Explainable AI (XAI), mo 3a0e3nedye MNpo30picTh, MIA3BITHICTb Ta BIAMOBIAHICTb
BUMOTaM, HaJlalouu 4iTke oOrpyHTyBanHs pimenb I, 1o 103Bossie q0a8M 3aMUIIaTUCS
B Kypcl MOAiN, MOKM aBTOMaTH3allis BUKOHYEe Baxky pobory. PCR mpexacrasise
MalOyTHe Oe3MeKH, Mepexo/IsIYM Bl MPOCTOr0 3yIMUHEHHS 3arpo3 Ha BXO/I1 10 0Oy 10BU
CHCTEM, SIKI MUTTEBO HABUYAIOThCS, aIaNTyIOThCS Ta 3axuInarTh cebe...» (Bhupendra
Singh. AI’s New Frontier: How Predictive Cyber Resilience Is Building Self-Defending
Systems Il Forbes Media LLC
(https://www.forbes.com/councils/forbestechcouncil/2025/12/22/ais-new-frontier-how-
predictive-cyber-resilience-is-building-self-defending-systems/). 22.12.2025).

*k*

«.. Tan Konennep, cniB3aCHOBHUIS TA reHepaJibHa JUPEKTOPKA cTapramy 3
Oesneku Remedio (panime Gytpol), cTBepaxkye, o0 AJsi 3aXUCTYy Mepex Temep
NOTPIOHO «MHMCJIMTH SIK XaKep», TOMY BOHAa CTBOpPHJA ILUIATGOPMY IITYYHOIO
inTenekTy, sika came 1e i poouTsh. CamMoyuka-XxakepKa-IijliToK, Ska KOJHUCh 3J1amana

113



0a3y IaHuX 13paillbCbKOi OHIAMH-TPU MICIS TOTO, SIK «HEMOXJIUBHID BUCOKUN PE3yNbTaT
BUOMB ii 3 mepmoro Mici, Kommenmep 3romom 3mamana irpu s PlayStation 1 gat-
J0JIaTKH, mepil Hix 30poitHi cuiu [3painto mepeBenu ii 3 MATOTOBKU MUIOTIB IO CBOTO
nigpo3auty kidbepoesneku. Ilicis pobotu apxitekropom cuctem 6e3neku B Dell EMC
BoHa 3amyctmia Remedio B 2019 poui pazom 3 I'imagom Pazom 1 SIkoBom Koranow. ..

[Iporpamue 3abe3nedueHHss Remedio BHKOpHUCTOBYE IITYYHUH IHTENEKT HJis
CKaHYBaHHS KOPIOPAaTUBHUX TIPHCTPOIB Ha MpEAMET HENMPABWIHBHUX HAJAIITyBaHb,
c1abkux 3aco0iB KOHTPOJIIO Ta HEBIJAMOBIAHOCTEH BHUMOraMm, a MOTIM aBTOMATHUYHO
BUTIpaBisie X 0e3 mepeboiB y poOoti OizHecy; cepen kmieHTiB kommanii — Colgate-
Palmolive ta Kraft Heinz. Komnanis moiHo 3anyyunia cBiil nepiiuii 30BHINIHIN KamiTal
— 65 MiunbiioHIB nojapiB npu oiiHil B 300 minsioHIB gonapiB. Komnenaep kaxke, 110
IMITYYHUH 1HTEJIEKT CKOPOTHUB 4ac rnepeOyBaHHS 3JIOBMHUCHUKIB 3 MICAIIB J0 JAHIB, TOMY
3aXMCHUKU TOTPEOYIOTh BJIACHUX aBTOMATHM30BAaHUX IHCTPYMEHTIB, IO MPAaIlOIOTh 3a
MPUHITUTIOM «XaKEePChKOTO MUCJCHHS», IHAKIIE BOHM PHU3UKYIOTh NPOTPATU TOHKY
IITYYHOTO IHTEJIEKTY MPOTH MITYYHOTO iHTENeKTy...» (Jessica Lyons. From video games
to cyber defense: If you don't think like a hacker, you won't win // The Register
(https://www.theregister.com/2025/12/26/video_game_hacker_turned_ceo/).
26.12.2025).

**k*k

«..lTyynuid IHTEJeKT TpaHcPoOpMy€ MOCAYrH 3 YNpaBJiHHA 0e3leKoro:
ABTOHOMHHUII MOHITOPUHI, aHaJiTUKA HA ocHOBi LI Ta aBTOMaTH30BaHa peakuist
A03BOJIIOTH MOCTAYAJIBLHUKAM KepoBaHuX mociayr Oesmeku (MSSP) oOpoOuasitu
Oiible TeJleMEeTPUMYHHUX JAaHMX 1| 3a0e3medyyBaTH uiion000BUii 3axucT 0e3
30uIbmenHss mwrarty SOC. OnHak MBHIKICTH cama MO €001 HE JIOPIBHIOE CTIHKOCTI.
Cucrema 111, sxa 61okye HEmpaBWIBLHUHN Tpadik ad0 MPOMyCcKae MPUXOBaHE BTOPTHEHHS,
CTBOPDIOE HOBMI ONEpalliiHUIl PU3UK, TOMY KOXKE€H aJIrOpUTM IMOBUHEH OyTH
NepPEeBIPEHUI, KOHTPOJILOBAHUM 1 IOCTIHHO MEPENpOBIPEHU Ha peaJbHUX 3pa3zKax
aTax...

Tum dYacoM 3J0BMHCHUKH B)XE€ BUKOPUCTOBYIOTh T'€HEPAaTHBHI MOJAENl s
MacoBOr0 TMPOBEJEHHS PO3BIAKK, OaraToMOBHOro (IMIMHTY Ta  JOCHIIKCHHS
Bpa3IMBOCTEH, 3MYIIYIOUM 3aXMCHUKIB aBTOMATU3YBAaTH IMpPOILIECH, HI00 MPOCTO HE
BijicTaBaTu. [lutanHs monsrae He B ToMy, ud noBuHHI MSSP BnpoBamxkysatu I, a B
TOMY, SIK BOHM MOXYTh JIOBECTH, 1110 IXHS aBTOMaTH3allisl MPAIlO€ MPaBUILHO B YMOBax
€BOJIIOLIT 3arpo3...

KitouoBi Bumoru:

* Iloctifinuii OeHUMapKiHT — CTaTHU4YHI, OJHOPAa30BI TUIOTHI TIPOEKTH €
3actapinumu. PimeHHs, TpUAHITI MaIWHOIO, TOBHHHI OIIHIOBATHCS TMapalelbHO 3
JIOJCBKUMHU aHAJTITUKAMHM, B PEATICTUYHUX CLEHApIsAX MPOTHli, 1 MEPEOLIHIOBATUCS
[opasy, KOJIM MOJIEN1 3MIHIOIOThCSI A00 3MIHIOIOTHCS METOIU POOOTH.

e IligBumenHs kBamidikaimii — aHAJTITUKKM HE 3aMIHIOIOTHCS; BOHU CTalOTh
cynepBaiizepaMu, siKi IHTEpIPETYIOTh HEOAHO3HAYH1 pe3ynbTaTu podotu 11, BUsSBISIOTH
3MIHU B MOJIEJIl Ta CKAaCOBYIOTH Aii, SIKI MOXKYTh 3aBJIaTH IOPUAMYHOT a00 KOMEpIIHHO1
mKkoau. HaBuaHHs Terep Mae OXOIUTIOBAaTH SIK TAaKTHKY, TexHIKy Ta mnpouenypu (TTP)
3JI0BMHUCHHKIB, TaK 1 MUCTELITBO «YTPABIIIHHS MAIIUHOIOY. ..
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* CninpHI BOpaBH JIOAMHU 1 MammHU — TpeHyBaHHsS SOC MOBUHHI MiJaBaTH
AQHAMITHKIB 1 THCTPYMEHTH IITYYHOTO IHTEJIEKTY CHUMYJIAIISAM peajbHUX CUTyalliH, 100
KO)KEH 3 HUX MIT BJIOCKOHAJIFOBATHCS Ha OCHOBI BIATYKIB 1HIIIOTO, ITiIBUIIYIOYH TOYHICTh
MO/ Ta AKICTh CyI)KEHb aHAJIITHKIB. ..

EdextuBHoto omepamiitHolo wmomemwto € riopumaa  SOC:  aBToMartwuzariis
3a0e3Mevyye COpPTyBaHHS BEIMKHX OOCSTIB JaHWX Ta iX MOYATKOBE YTPUMAaHHS, a JIIOAU
HAJal0Th KOHTEKCT, Y3rOJKYIOTh MOJITUKY Ta MPUKUMAIOTh OCTaTOYHI piieHHs. KiienTtu
obupatumyTh MSSP, sKi MOXYTh TOKYMEHTAJILHO IMiATBEPAUTH TAaKU HATJIS: JOKA3H
MOCTITHOTO TECTYyBaHHA, MPO30pl LUISIXH NPUHHATTSA pILIEHb Ta MEPCOHAN, 3AATHHM
KWHYTH BHKJIMK IITYYHOMY IHTEJIEKTY...

Kopotko kaxyum, Il mporonye BenmuuesHi nepeBar, ajiae Tiabku MSSP, sxi
MOETHYIOTh MOT0 3 CYBOPUM YTPAaBIIIHHIM, O€3MepepBHUM OCHUMAPKIHTOM Ta CEPUO3ZHUM
PO3BUTKOM TaJIAHTIB, 3MOXKYTh MEPETBOPUTH IO MIBUAKICTh HA HAJIHHY, JOBTOCTPOKOBY
kibepcriiikicth». (Haris Pylarinos. Is Al in cybersecurity an opportunity or a risk for
MSSPs? /l Kadium Ltd (https://networkingplus.co.uk/opinion-
details?itemid=9363&post=is-ai-in-cybersecurity-an-opportunity-or-a-risk-for-mssps--
321050). 24.12.2025).

*k*

Wlryyuuit iHTEeJNeKT, sk B6poss kibepB3JOYMHIIIB

«IITyYHH#l IHTEJEKT HIBHMIKO 3MIHIOE XapaKTep 3JI0YMHIB, POOIsYH CKJIAIHI
aTaKM JelleBIIMMH, MIBUAIIMMHA TA NPOCTIIIMMHU Y BUKOHAHHI, BiI maxpaicrsa 3
BHKOPHUCTAHHSIM (peiikOBUX BiTe0 Ta HANMMCAHUX IITYYHUM iHTEJEKTOM IPOrpam-
BHMAradiB /10 MacoOBOI0 BHKPAaJeHHSI 0COOMCTHUX JAHMX TAa XaKEPCHKHUX aTaK Ha
KpUTH4YHY iHpacTpykTypy. HenaBHi IHIMIEHTH 3 MpOTpaMHUM 3a0€3MEYCHHSIM IS
BUMaraHss BUKyy npoTtu nopty Cierna ta my0miunoi 6i0mioreku CieTna, Xo4a i He Oyiu
SBHO TOB'SI3aH1 31 IITYYHUM IHTEJIEKTOM, MOKAa3ylOTh, HACKIJIBKH PYyHHIBHUMH MOXKYTh
OyTH Taki aTaky HaBITh 0€3 IMITYYHOr'O IHTEJIEKTY: KIOCKH B a€pOMNOPTYy, CUCTEMU Oaraxy
ta Wi-Fi Oynu BuBeneHi 3 nany, a gani npo 6au3bko 90 000 mronei Oyiau BUKpaJeHi B
MOPTY, TOJI sIK 010/110TeKa BTpaTUia CBIM KaTajlor, KOMI'IOTEpU Ta €IEKTPOHHI KHUTH Ha
KUJIbKa MICSIIIB, 1110 KOIITYBaJIO OJIM3bKO 1 MUJIbIOHA JT0M1apiB. ..

Excnieptu monepemkaroTh, 110 TOTOB1 PIIIEHHS HAa OCHOBI IITYYHOTO IHTEIEKTY
TErep JO3BOJISIOTh HEBEJIMKUM TpylaM aBTOMAaTH3yBaTH CHPOOM BTOPTHEHHS,
«BIIMUKAIOUM» CUCTEMHU MUIBMOHHU pa3iB Ha CEKYH]Y, a TIOTIM BUKOPUCTOBYIOUHU JOCTYT
JUISE KPAJi’KKA OCOOMCTUX JAHWX, MAaHIMMYyJTIOBaHHS pPUHKAMH a00 MOPYIIEHHS POOOTH
BOJIOOYHMCHUX CTaHIIH, pO3YMHUX OYIUHKIB 1 JIIKAPEHB; MIAPOOIICHI TOI0CH Ta (PabIIUBi
JOKYMEHTH MOXKYTh 3MYCHTH >KE€PTB BiIJIaTH Tporri abo crpusaty (anbcudikaiii BUOOpiB
1 He3akOHHUM apemraM. KuTalicbkl Xakepu, HIATPUMYBAHI JEpXkKaBOIO, HEIIOJABHO
BUKOPUCTOBYBAJIM 1HCTpyMeHTH Anthropic /uisi aBToMaTH3aLli 3J10MIB BETUKUX KOMITaHIM
1 ypsaiB y TOMy, 110, Ha AYMKY (IpMHU, € TEPIIOI BEIMKOMACHITaOHOI KibepaTakoro,
3/IIACHEHOI0 0€3 1ICTOTHOr0 BTpy4YaHHs MoauHu. Jani denepabHOro pe3epBHOro OaHKy
bocrona Ta Entrust mnoka3yiooTh, 10 TIeHEpaTUBHA INTYyYHA IHTEJITEHIIS PI3KO
MPUCKOpHUJIA IIaXpalCTBO 13 CHUHTETUYHOIO 1neHTUdikaieo: y 2024 pori ataku 3
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BUKOPHUCTAHHAM IITHOOKUX MiAPOOOK BiAOyBanucs KOXHI MM'ATh XBUJIMH Yy BChOMY CBITI, a
niapoOKku MUGPOBUX TOKYMEHTIB 3pociu Ha 244% y MOpIBHSIHHI 3 TIOMEPETHIM POKOM.
Deloitte mporuosye, mo g0 2027 poxy 36utku CIIIA Bix maxpaiicTBa 3 BUKOPUCTAHHIM
MITYYHOT IHTENIreHIlIi MOXYTh CITHYTH 40 MITBSPAIB A0JTAPIB...

Y BIAMOBig, HA II€ 3aKOHOABIIl MOCHIMIAIOTH HA3JOTHATH CHUTYAIllF0: IIITAT
BamHrron Ttemep KpuUMIHAMI3Y€ IIKIJIMBI Jen(elKd Ta BUMara€ MapKyBaHHS
CUHTETUYHHUX MOJITHYHUX peknam, a Konrpec npuiiasaB 3akoH TAKE IT DOWN Act i
po3riidae OUTbII MIMPOKI 3aX0/IM, BKIIOUYAIOUX MPOIO3ULi0 ceHatopku Mapii Kantsemnn
npo O0OOB'A3KOBE MapKyBaHHS KOHTEHTY, CTBOPEHOTO 3a JOMOMOTOK IITYYHOTO
iHTeneKTy, s Woro Biacrexenns». (Christine Clarridge, Russell Contreras. How Al is
supercharging cybercrime Il AXios Media Inc.
(https://www.axios.com/local/seattle/2025/12/03/ai-crime-ransomware-deepfakes-
seattle-washington). 03.12.2025).

**k*k

«HemoaaBHO KUTANCHKI XakepH 3J1aMaJid CUCTEMHM BEeJIHKHUX TEXHOJIOTiYHHX
KOMIIAHiii Ta iHO3eMHHMX YPSJAOBMX YCTAHOB, BHUKOHABIIM [eCATKH PYTHHHHX
XaKepPChKUX Jill, KOKHA 3 IKUX 0yJia CIVIAHOBAHA Ta CKOPUI0OBaHA reHePATUBHUMU
MOJEJAMH IITYYHOro iHTeJeKTy Anthropic 3 MiHiMaJlbHUM BTPYYaHHSM JIKOJAWHU.
HoBuzHoro Oynu He THCTPYMEHTH — (DIIIMHT, CKaHyBaHHS, MIJBUILIEHHS MPUBLICIB — a
Croci0, y SKUM OKpeMi «cecii» IITYyYHOTO 1HTEJIEKTY KOOPAMHYBaJlW aTaky, sKa Morja
aJanTyBaTUCsS TICIS KOXKHOI HEBJadl, TapaHTylO4Yd, LI0 OJIHA Topa3ka OuIblIe HE
MPUNHUHSIA KAMIIAHIHO. . .

[{s amanTUBHICTH Bpa)kae B came ceplie KJIACUYHOI MOJENl «TJIMO0KOT 0OOPOHM.
Tpagumiiino Oe3neka mokiagaeTbess abo Ha (1) JOCTaTHIO KUIBKICTh HE3aJCKHUX
Oap'epiB, OJIUH 3 TKUX BPEHITI-PEIIT BUTpUMaAE, a00 Ha (2) KoxkeH Oap'ep, IO CIIOBUILHIOE
37I0BMHCHHKA, JOKHM 3aXHCHUKH HE BUSBIATH 1 HE BIDXKEHYTh Horo. IIpoTu HeBenmkoi
Ipyly JIIOJACBKUX 3JIOBMUCHHUKIB OOMJBa MIAXOAW MPALIOOTh; MPOTH  TUCAY
37IOBMHUCHHKIB, KEPOBAHHMX IITYYHHUM I1HTENEKTOM, 3JaTHUX 3MIHIOBAaTH TAaKTHKy B
IPOIIEC], MATEeMaTHKa PYUHY€ETHCA.

106 mpOTHUCTOSATH aTakaM Ha PiBHI IUTYYHOT'O 1HTENIEKTY, Oprasi3auii NOBHUHHI
o0'eqHaTH 1Bl 1]1€i: KOXEH pIBEHb MOBHHEH 3MYIIYBAaTH 3JOBMHUCHHUKIB MOBTOPIOBATH
cnpoOu 1 JaBaTH 3aXMCHMKaM HOBUM IIaHC iX BUsABUTH. Ha mpakTuii 1e o3Havae
MeperpoOeKTyBaHHS 3aC001B KOHTPOJIIO, 1100 YKOJICH OKPEMUM 3aXUCHUN MEXaHI3M HE MIT
OCTaTOYHO 3YMUHUTH CYNPOTHUBHHUKA, @ TAKOXK OCHAIIEHHS KOXXHOIO 3ac00y KOHTPOJIIO
BUCOKOTOYHHMHM CUTHAJIAMU BUSBJICHHS. ..

Komannu 3 Oe3meku, siKi BBaXalTh cede «OE3NMEYHUMU», OCKUIBKA MOXKYTh
OJOKyBaTH BYOpAIlHI 1HAMBIAyaldbHI TEXHIKH, MOXYTh MPOIYCTHUTH OUIBII Ba)KJINUBE
NUTAHHS, SIKE 3apa3 3aJal0Th TeHEPAIbHI AUPEKTOPU: UM BUTPUMAE HAIl CTEK HACTYITHUHN
KPOK IITY4YHOTO IHTEJIEKTY IICJsI TOro, SIK Mepumuid OJIoK mnpoBanutTbes? Tinbku
KOMOIHOBaHa apXiTeKTypa OJIOKYBaHHS Ta BHUSBIEHHS, PO3pOOJIEHA CHELiaJIbHO IS
aNlaliTHBHUX, aBTOMATH30BAHHX CYNPOTHUBHUKIB, TPOMOHYE «CTIMKYy 1O IITYYHOTO
IHTEJIEKTY» CTpaTerito ajasi MailOyTHboi enoxu». (Andrew J. Lohn. Anthropic’s Al
Attack Threatens the Strategy at the Foundation of Cybersecurity // Center for the
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National Interest (https://nationalinterest.org/blog/techland/anthropics-ai-attack-
threatens-the-strategy-at-the-foundation-of-cybersecurity). 22.12.2025).

*kx

KibepsnoumHHiCcTE Ta kibepTepopmsm

«Ce30H cBAT, AKUH 1 0e3 TOro € HAWHANPYKEHIIIMM NEpPiOAOM POKY s
OHJIAIH-TIOKYIIOK, CTAB IIe OiJbl He0e3MmeYHUM /ISl CIIOKMBAYiB, OCKIJILKH HIaAXpai
Ta Ki0ep3/10YMHIlI BUKOPUCTOBYIOTH Xa0C i MOCHiX, 0 MaHYKTh HABKOJ0 YopHOL
n'ATHULI Ta KiHeBUX po3npoaaxis. Jociigauku Guardio mornepenxarwTs, 0 T€, 10
KOJIUCh OYJIO «JIHEM MOKYMOK», IEPETBOPHUIIOCS Ha MUCIIUBCHKE IMOJI€ JJIsS 3JI0BMUCHUKIB,
AKl 3apa3 aKTMBHO BHUKOPUCTOBYIOTh IITYYHHMH I1HTEJNEKT JUisi MacliTaOyBaHHS Ta
BJIOCKOHAJICHHS CBOiX cXeM... Y 2024 polli aMepuKaHIll BTpAaTHIN MMOoHAT 432 MUTbHOHH
J0JIapiB Yepe3 IaxpancTBO B 1HTepHET-MarasuHax, 1 Guardio ouikye, mo B 2025 poi
e pekopn Oynae «moOuTui», 3a3Hadardu, 1o 76% (QIIIUHTOBHX CaWTIB 3apas
BUKOPUCTOBYIOTh KOHTEHT, CTBOPEHHH 3a JOMOMOTOI INTYYHOTO IHTENEKTy, 3
0€370raHHOI0 TPaMaTHUKOIO, BHUIIYKAHUM JIU3aiHOM 1 TMEPEKOHJIWBUMH TEKCTAMH, IO
poOUTh TpaAMIIiHI O3HAKU IIAXpalCTBa, Takl sK opdorpadiyHi MOMUIKKA a00 MOraHe
dbopmaTyBaHHs, MNOPAKTUYHO 3acTtapuiuMmu. Ilcuxomoris, MmO CTOITh 3a I[UMHU
axpaicTBaMu, MPOCTa — B1IBOJIIKAHHS TUTFOC TEPMIHOBICTH JTOPIBHIOE BPA3JIMBOCTI — 1
3IOBMUCHUKHU TIIOMPAIOTh Yac AJis CBOiX (DaNbIIMBUX MPOIO3HUIIii, TOBIAOMIIEHb PO
JOCTaBKy Ta «CIHOBIIIEHb MPO CTaH paxyHKy» caMe€ Ha Ti MOMEHTH, KOJH JIOIH
HaWIMOBIpHIIIE KJIAIHYTh, HE 3aMUCIIOIOYKCH, 110 3MYIIyE HaBIThb Amazon BHJIaBaTH
MOTIEPEKEHHS CBOIM KIIIEHTAM. ..

Momnitopunr Guardio B pexuMi peaJbHOTO 4Yacy IMOKas3ye, 110 3a OCTaHHI MiCsIl
KUIbKICTh SMS-maxpaiicTB, moB'ss3aHMX 3 MOKyNKamH, 3pocia Maibke B 30 pasiB, a
KUIBKICTh YHIKQJIBHHUX JJOMEHIB €JIEKTPOHHOI TOIITH, 1[0 PO3CUIIAIOTh TTOBIAOMIICHHS TPO
Yopuy n'stHUIO, 3pocia Oumei HiX HA 500%, OCKUIBKU 3JT0YMHIN BUKOPUCTOBYIOTH Ti
caMi THCTPYMEHTHU IITYYHOI'O 1HTEIEKTY, Ha SIKl MOKJIAIal0ThCS JIETalIbHI MiANMPUEMCTBA
IUIsL aBTOMaTH3alli Ta IepCcOHai3alii CBOiX KaMmmaHiil. Pe3yabTaToM € pi3ke 3poCTaHHS
AK 00CsTy, TaKk 1 CKJaJHOCTI CBATKOBUX IIaXpauCTB, 10 3MYyUIy€ HaBITh TEXHIYHO
MiJIKOBaHUX 1 CBIJIOMHUX O€3MEKH MOKYIIIIB MEPETITHYTH CBOT 3aco0u 3axucty...» (Kevin
Harrish. Online Shoppers Face New Growing Threat, Expert Warns // The Arena
Media Brands, LLC (https://www.mensjournal.com/news/online-shoppers-face-new-
growing-threat-expert-warns). 04.12.2025).

*kx

«...3rinHo 3 onuryBaHHsAM Pew Research Center 2025 poky, 73% nmopociaux
aMepMKaHIIB Xo4a 0 pa3 CTHKAJUCA 3 OHJIANH-IAXpPaicTBOM a00 aTakamu,
NPUYOMY OUIBIIICTH 3 HUX HIOHAWMEHIIIE Pa3 HA THKIeHb OTPUMYBAJIU IAXPAiChKI
n3Binku, SMS-noBinoM/ieHHs 200 eJekTpoHHI Juctu. Y 2024 poui ®BP nosigoMumno
PO PEKOPIHI 30MTKH BiJl IHTEPHET-3JI0YMHIB Y po3mipi 16,6 mupa nonapis. Ha moyatky
2023 poxy Walmart ouonuB cnucok OpeH[IB, sKi HalvacTillle BUKOPUCTOBYIOTHCS B
(GIMHTOBUX MIaXpancTBax, Ha sKi npunagae 16% ycix rinodanbHUX (PIIMHIOBUX aTak...
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Y BignoBiap Ha wMacmtabHy adepy, biopo 3 mnHTaHb NpaBO3acTOCYBaHHS
®denepanbHoi komicii 3B's13ky (FCC) Bumarano Bij moctayaibHUKa rojlocoBux nociayr SK
Teleco HeraitHO MPUMUHUTH JO3BLJT HA aBTOMATHYHI J3BIHKM BiJ] IMEHI CIIBpPOOITHUKIB
Walmart. ¥V miit adepi BUKOPHUCTOBYBAIHMCS TOJOCH IITyYHOTO 1HTENEKTY, Kl
npencraBmsuucs «Kapiaom» ab6o «Emmoro» 3 Walmart, momepemkarodn XepTB Mpo
danpmBuil paxyHoK Ha cymy 919,45 nonmapiB 3a PlayStation 5, a motim 3anutyrouun
ocobucty iH(popmamio, TaKky SK HOMEpPHU COLIAIBHOIO CTpaxyBaHHS, y THX, XTO
BianoB1aaB Ha a3BIHKKA. FCC BiacTeXXKMIIO Maiike 8 MUIBHOHIB TaKUX JA3BIHKIB 1 gajino SK
Teleco 48 roauH Ha Te, MO0 3MEHIIMTH HE3AKOHHUN Tpadik, 1HAKIIE KOMIIAHIs
pu3MKyBaia OyTH BIAKIIOYEHOO BiJl KoMyHikaliiHux mepex CIIIA — pingkicHe 1 cyBope
MOKapaHHS. . .

[Ilo6 3axucTuTH cebe, CIOXKMBa4l MOBHWHHI 3BEpPTaTH yBary Ha TaKl TPUBOXHI
O3HaKHW, K HeOaXaH1 MOBIJOMIICHHS, IPOIO3MIN, SKi 3/Ial0ThCA 3aHAIATO XOPOIIUMH,
o0 OyTH MpaBIUBUMH, TAKTUKA TEPMIHOBOCTI Ta THUCKY, a TAKOX 3alUTH HAa HAJTaHHS
ocobuctoi 1H(popmarii abo 3milicHeHHs maTexy. [lomymspHi mIaxpaiichbki CXeMmH,
noB's3adi 3 Walmart, BKITIOYaroTh IIaxpaicTBO 3 MOJaPYHKOBUMHU KapTKaMu, €JICKTPOHHI
JUCTU 3 OMUTYBAHHSIMHM, LIAXPaAiCTBO 3 IOCTABKOIO MO TeJIEPOHY, CXEMHU 3 TAEMHHUMHU
NOKYNIIMUA Ta MIAXpaicCTBO 3 po3Jayero noAapyHkiB. Tuibku TeneoHHE IMIaxpaiiCTBO
KOLITYBAJIO aMEpHUKaHUsAM 46 MUIbApAiB AoJjapiB y nepuid mojsoBuHi 2023 poky...»
(Nina Zdinjak. Millions of Walmart customers victims of major scam // The Arena
Media Brands, LLC (https://www.thestreet.com/retail/millions-of-walmart-customers-

victims-of-major-scam). 03.12.2025).
***

«3a panumm 3BiTy Check Point Software «A¢dpukaHCbKI NepCHEeKTHUBH
Ki0epOe3nekn 2025», Hirepiiicbki opranizamii 3apa3 CTHMKawOTbCA 3 HAHBHIIUM
cepeaHiM 00CATOM IIOTH:KHeBHX Ki0epartak B Adpuni — O0am3pko 4200 arak Ha
opraHizanilo Ha TwkKAeHb. L{s1 nudpa 3HAYHO MEpEBUILYE SIK CEPEIHINA MOKA3HUK IO
Adpuin (3153), Tak 1 cepeaHii moka3HUK 1o cBiTy (1963). 3BiT MOB's3y€e Takuii cCTpruOOK
0e3nocepeIHbO 3 MIBUAKUM MOLIMPEHHSIM 1HCTPYMEHTIB JJIsl aTaK HAa OCHOBI IITYYHOTO
iHTenekty... Kinrcai Ocerane, perionansHuii menemkep Check Point y 3axigHiif
Adpuri, 3a3Havae, MO 3TOBMUCHUKM BHUKOPUCTOBYIOTh INTYYHHH IHTENEKT IS
aBToMarTu3allli macmTaOHuX (QIIIMHIOBUX aTak, KpaJbKOK OCOOMCTHX JaHUX Ta
0araTOBEKTOPHUX KaMIlaHii 3 BHUKOPUCTAHHSM I[porpamM-BUMaradiB, arpecHBHO
eKCILTyaTyl0ud Bpas3iuBil OCOOMCTI JaHl Ta HEMPaBUIBLHO HAJAIITOBAHI CHCTEMH B TaKUX
CeKTopax, sk (iHAaHCHU, CHEPreTUKa, TEJICKOMYHIKAIlli Ta Jep)KaBHE YIpaBIiHHA. Y TOM
yac sk Hirepiss oco0nmBO cTpaxkaae Bij KOMIIpOMeETaIlii iI0BOI €IeKTPOHHOT MOIMITH Ta
eKCILTyaTarii XMapHuX TexHojoriH, [liBnenna Adpurka CTUKAEThCS 3 OUTBIITOI0 KUTBKICTIO
BUMAJKIB BUKOPUCTAHHS MporpaM-BuMaradis, cMmoinry ta 6otaeriB (Vold, XorDDoS);
Keniss mocTpaxnana BiJ LUIECHPSIMOBAHMX aTaKk NIpOrpaM-BUMaradiB Ha KpUTUYHY
eHepreTuyHy 1H(QpacTpyKTypy; a Mapokko 3ITKHyJOCs 3 KoopAauHoBaHUMHU DDoS-
aTakaMy Ta aTaKaMH Ha yPsA0B1 Ta OCBITHI CATH 3 METOIO IXHBOT'O NICYBaHHS. . .

VY 3BiTI BU3HAYEHO M'SITh OCHOBHUX 3MiH y JaHamwadTi Kibeppusukis B Adpuii,
BKJIFOYAIOYM €BOJIIOLII0 MPOrpaM-BUMarayiB y BUMaraHHsl JaHHUX, MOLIMPEHHS OoOMaHy,
IO TEHEPYEThCS IITYYHUM 1HTEJIEKTOM, Ta MOSABY 1JEHTUYHOCTI K HOBOI'O MEpUMETpa
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Oe3mnexu. Y 3BiTI MICTUTbCA MOMNEPEKEHHS MPO Te, 10 clladKa 3aXUCT 3apa3 3arpoxye
MDKHApOJIHIA TOPTiBII, OCKUIBKM Takl HOpMaTuBHI akth, sk NIS2 €C, miaBuiyorsh
iaHKy kibepOesneku. Bin 3aknukae adpukaHChKi ypsad Ta  TANPUEMCTBA
BIIPOBAKYBATH OE3MEKy, 10 0a3yeThCsl Ha MPUHIIUII «ITPEBEHTUBHOCTI», MOETHYIOUH
NPO30PICTh, YHPABIiHHSA Ta 3aXHCT MITYYHOI'O IHTEJICKTY, a TaKOXX IOCTIHHY OIIHKY
PU3UKIB 1 OUTBII TICHY CIBIPAII0O MDK JCP)KaBHHM 1 NPHBATHUM CEKTOPAMHU...»
(Timothy Enietan-Matthews. Nigerian firms hit with Africa’s highest weekly cyber
attacks, fueled by Al-enabled threats /l Ripples Nigeria
(https://www.ripplesnigeria.com/nigerian-firms-hit-with-africas-highest-weekly-cyber-
attacks-fueled-by-ai-enabled-threats/). 04.12.2025).
**k%*

«Kopoaiscbkuii paiion Kencinrron i Yesci (RBKC) 3asaBuB, mo Bpanui 24
JIICTONA/AA BUABUB Ki0epaTaky i 3 TOro 4acy i3oJ1i0BaB Ta 3aXHCTHB CHCTEMH, aje
niATBepAMB, M0 JAesiKi AaHi Oyam ckomiiioBaHi Ta BuJiydeHi. Pajga BBaxkae, 110
MOPYIIEHHSI CTOCYETHCS JIMIIE ICTOPUYHMX JAaHWX; BOHU HE Oynu 3amudpoBaHi i
3aJUIIAIOTECS  JIOCTYIMTHUMH, XO04a MOXYTh cTath myOmiuao goctymaumu. RBKC
nepeBIpsie, YA MICTIATHCS B HUX OCOOMCTI a00 (pIHAHCOBI JaHI MEUIKAHIIIB, KIIEHTIB a0
KOPHUCTYBauiB MOCIYT — MpPOILIEeC, KUK, 3a 1i CIOBaMHM, 3ailMe yac — 1 monepeansa mnpo
IIIOHAWMECHIIIC JBOTM)KHEBE IIEPEPUBAHHS IIOCIYT, ITOPAJWUBIIA MENIKAHISAM OyTH
NWIBHUMU 100 IIaXpaWChKUX €JIEKTPOHHUX JIMCTIB, TEKCTOBUX IOBIJOMIJIEHb Ta
JI3BIHKIB. ..

[HIIMACHT TakoX BIUIMBA€E Ha MIChKY pagy Bectmincrepa ta XammepeMit 1 Dyrem,
K1 BUKOpUCTOBYIOTH criibHI [T-cuctemu 3 RBKC: BectmiHcTep OLiHIOE MOTEHIIHHI
Hacaiaku, a H&F 3asBise, mo BkKujia 3aXMCHHUX 3aXO0/(iB, HC 0aYUTh Ha JAHUH MOMEHT
O3HAaK TOPYIICHHsS OE3IeKH, aje THMYacoBO BIIKIIOYMIIA TaKi cepBicH, sAK «Mii
oOmikoBwmii 3anucy. Llei BUMagok € mpoJOBKEHHSIM cepii MoNepeIHIX MOPYIIeHb Oe3MeKH
MICLIEBUX OpraHiB Biaau y Benukiid bpuranii, Bkitouyaroun ataky Ha XakHi y 2020 poui
ta moxaibiie 3ayBaxeHHs [CO momo HemomikiB y cucremi Oesmekmy». (Matthew
Broersma. Council Says Data Taken In Cyber-Attack // NetMedia International
(https:/iwww.silicon.co.uk/security/cyberwar/council-data-taken-627740). 02.12.2025).

**k%x

«Asus MoBiAOMJISIE, 0 CTOPOHHIN MOCTAYAJbHUK OYB 3JIaMaHMU MICJISA TOrO,
K rpyna xakepiB Everest 3asiBuiia npo Bukpagennsi nonag 1 Th nanux xkommnanii,
BKJIIOYAKYM BUXiTHUA KOJ Kamepu JJis TejiepoHiB Asus. Y CBOill 3asB1 TalBaHCHKUI
Bupobnuk [IK migrBepauB, 1m0 Aeski BHYTPIIIHI JaHi OyidM BHKpaJCHI, 30Kpema
BUXITHUN KOJ, TIOB'SI3aHMI 3 KaMepolo, aje MiJAKPECIuB, MO II¢ HEe BIUIMHYJO Ha
OpOAYKTH Asus, BHYTPIIIHI CUCTEMH, JaHI KOPUCTYBadiB ab0 CIiBpOOITHUKIB, a TAKOX
Ha KOH(QIIEHUIWHICTh KIi€HTIB. L{g 1Hdopmanis 3'aBuiiacss Ha HACTYNHHHA JE€Hb MICII
Toro, sk Everest BUCTaBuUB Ha mpojax «06a3zy naHux po3MmipoMm noHan 1 Th» Ha cBoemy
JTapKBeO-caiiTi, OmyOJiKyBaBIIM CKPIHIIOTH, Ha SKUX OyJIM BKa3aHl MAamKW, Takl sK
«AlCameray, 1 ¢ainu, nop'sizani 3 ROG Phone 9, a Takox 3asBM NpPO HAsBHICTh
BHYTPIIIHIX 1HCTPYMEHTIB, MPOIIMBKUA Ta €KCIEPUMEHTAIbHUX JTOJATKIB, 1 MiHIMAJIbHY
iy B 700 000 gonapis... Asus He Ha3BaB MOCTAYAIbHUKA 1 HE TIOSICHUB, SIK CTABCS 3JIOM.
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Everest, pocifickkoMoBHa Tpyma, mo gi€e 3 2020 poky, BigoMa TuM, 10 3JaMye€ T 9epe3
BiIajieHnit poboumit cri1, moctyn g0 VPN ab6o mpuabani oOMIKOBI JaHi, a TaKOX
BUMAarae rpoill y KOMIIaHii, MOTPOXKYIOYH ONPIIIOAHUTH BUKpPAJCHI JaHi. Y >KOBTHI
BOHA MPHUBEPHYJIA yBary THUM, I[0 BUKpajia Ta ONPIIIOAHIIA 1HPOPMAIIIIO PO KIIEHTIB
Under Armour. Asus 3asBisie, 110 IPOJIOBKY€E MOCHIIOBATH OE€3MEKYy CBOrO JAHIIOTa
NIOCTaBOK BIAMOBIAHO 10 cTraHmaprtiB Kibepoesmekm». (Michael Kan. Asus Faces Hack
Involving Company Supplier Il Ziff Davis, LLC
(https://uk.pcmag.com/security/161856/asus-faces-hack-involving-company-supplier).
05.12.2025).

***k

«Excnepr 3 kioepOe3nexku Anaproc byiiHosckic 3 NordLayer nporuosye, mo B
2026 poui 3arpo3u OyayTb BHU3HAYATHCH IMOEIHAHHSM AaTAK HA OCHOBI IITYYHOIO
iHTeJIeKTYy, 30IbIIEHHAM KIIbKOCTI IporpamM-sMMaravis, Be0-3arpo3 Ta nmocTiiHHMX
BHYTPIillIHiX 3arpos...

[IIBunke BOPOBADKEHHS MITYYHOTO IHTEJIEKTY KiOCP3IOYHHIIIMU TPU3BOIUTH J10
aBTOMaTH3aIlii Ta MacITaOyBaHHs aTaK, CTUPAIOYN MEXY MK 0a30BOIO Ta MPOCYHYTOIO
COLIIAJIBHOKO 1HXXEHEPi€r0. BI3HEC CTUKAEThCS 13 3pOCTAIOUMM PU3HKOM BIJI COLIATbHOI
IHXKEeHepll Ha OCHOBI IUTYYHOI'O 1HTEJNEKTY, BKJIIOYAIOYM HAJI3BUYANHO NpaBAONOAIOHI
B1JI€O Ta T'OJIOCOBI JI3BIHKH, 1110 BUKOPHUCTOBYIOThCS JIJIs1 BUJIaBaHHS ce0¢€ 3a KEPIBHUKIB Ta
oOMaHy CHiBpOOITHHUKIB 3 METOI0 BUMaHHUTH KOH(]iAeHIIHHY 1Hpopmaliio. OgHOYacCHO
3'SIBISETHCS MIKIJITUBE IPOrpaMHe 3a0€3MeUEHHS Ha OCHOBI IITYYHOT'O 1HTENIEKTY, TaKe K
Just-in-Time (JIT), sike AuHAMIYHO TeHEPY€ IIKIAIUBUN KO IIiJ Yac BHKOHAHHS, 1100
aJanTyBaTH aTakd 10 KOHKPETHUX BPA3JIMBOCTEH CHUCTEMHU, YHUKAIOYU TPAAMUIIHHUX
IHCTPYMEHTIB CTATUYHOTO aHaJI3y..

[IporHo3yeThCs, MO TEHICHINS 0 3POCTaHHS KUIBKOCTI BHITAJIKIB BUKOPUCTAHHS
mporpaM-BUMaradiB mpoJoBxkuThcs (Ha 47% y 2025 porri) 3aBAsiKd BIPOBAKEHHIO
MITYYHOTO IHTENEKTY, SKUH aBTOMATH3y€ aTakd, 3MEHIIye TOoTpedy B JIFOJICHKUX
pecypcax 1 JI03BOJISI€ TPyIaM, 10 BHKOPHUCTOBYIOTH MpPOTpaMH-BUMaradi, OTpUMYyBaTH
Outbmid ¢inancoBuid mpuOyToK. Kpim Toro, Opay3ep craB OCHOBHOIO MOBEPXHEIO JIA
aTak, 110 MPHU3BENIO N0 30UIBIICHHS KIIBKOCTI BeO-aTak 3a JIOMOMOIOK IIKIJJTUBUX
pO3IIUpEHb, (PIMMHTY Ta HIKIJIMBOTO MPOTPaMHOIO 3a0e3MEeUeHHs JIsi BUKPAJICHHS
iHopMallii, OCKUIBKM OpraHizailii BHKOPHUCTOBYIOTh He3axulleHl BeO-TaTdhopMu
IpOrpaMHoOro 3abe3neyeHHs K nmociayru. Hapemri, o4ikyeThCs, 110 BHYTPIIIHI 3arpo3H,
Kl € TPUYUHOI0 HANJIOPOKYMX BHUIAJKIB TOPYIICHHS O€3MeKH JaHuX, OyIyTh
MOCHWIIIOBATUCSL 4Yepe3 PO3IIMPEHHS IUION[I aTaKu BHACIIIOK BiAJajeHoi poboTu Ta
3poctanHsi TiHboBux IT/III, 110 ycKIamHIOE CIIOCTEPEKEHHS 3a  ISUIBHICTIO
KOPUCTYBaUiB.

ByWHOBCKIC MiIKpECTIOe, IO MiAMPUEMCTBA, OCOOIWBO Malli 3 OOMEXEHUM
OIO/)KETOM, TOBHHHI HaJaBaTH [MPIOPUTET PO3pOOIl KOMIUIEKCHUX CTpaTerii
KiOepOe3neKku Ta MiJIBUIICHHIO 0013HAHOCTI CHIBPOOITHUKIB, 1100 MOM'SKIIUTH 111 301%KH1
sarposm». (Tim Sandle. Al-powered social engineering to more dangerous
ransomware: Key cybersecurity threats to businesses in 2026 // DIGITAL JOURNAL
INC. (https://www.digitaljournal.com/tech-science/ai-powered-social-engineering-to-
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more-dangerous-ransomware-key-cybersecurity-threats-to-businesses-in-2026/article).
08.12.2025).

*kx

«He3Bakaoum Ha 30UIbIIEHHA OIOKeTIiB HAa 0e3leKy, KUIbKICTh MOpPyLIeHb
ki0epOe3nexn 3pocrae: y mnepumiii mosoBuHi 2025 poky Bigdyaoca monax 8000
rj00ajJbHUX MOpPYylIIeHb Oe3leKH JAaHUX, B Ppe3yJbTaTi AKUX O0yJ0 BHKPaAEHO
npudau3Ho 345 wmigabiioniB 3anuciB. 13-if mopiunuii mporHo3 Experian 1momo
MOPYILIeHb OE3MEKHU JTaHUX IMependayae, 10 HOBl TEXHOJIOTIT, 30KpeMa MTYYHUNH THTEIEKT
(), cranyTh mAxepesnoM MailOyTHIX 3arpos...

Maiikn Bprommep, Bime-mpesuaent Experian Global Data Breach Resolution,
3a3HA4YMB, 10 M'ATh 13 MIECTH MPOTHO31B Ha 2026 piK CTOCYIOTHCSA MITYYHOTO 1HTEIEKTY,
30CEpPE/PKYIOUNCh HA TaKWUX 3arpo3ax, SK areHTHUM IITy4YHHH 1HTENEKT, IMO€JIHaHHS
MITYYHOTO IHTEJEKTY Ta KBAaHTOBUX OOYHMCIICHBb, @ TaKOX 3pPOCTaHHS MOJIIMOPQHOTO
IIKIJJTMBOTO TMPOrpamMHOTo 3a0e3nedeHHs (IIKIUTMBE MporpamMHe 3a0e3NedeHHs, SKe
3MIHIOE CBif KOa). €IMHUM TPOTHO30M, IO HE CTOCYETHCS IITYYHOTO IHTEICKTY, €
OUiKyBaHE MOJIBOEHHS KUIHKOCTI JKIHOK y CBITI XakepiB y 2026 por, 1mo BigoOpaxkae
3arajibHe 3pOCTaHHs KIJIBKOCTI XIHOK y cdepi kibepOesneku, sika 3 2017 poky 3pocna 3
11% no maitke 35% 3aBasku nporpamam STEM Tta Ouib1Iiil KITBKOCTI pOOOYHX MICUb. . .

[I106 3aXUCTUTHUCS BiJ IMX HOBUX 3arpo3, bproMMep paauTh ClioKMBaYaM YHHKATH
HATUCKAHHS Ha IIKIJUIMBI IMOCHJIAHHS, HIKOJIHM HE KOPHCTyBaTHCS rpomMancbkuM Wi-Fi,
yHukatd QR-komiB (OCKUIBKK JIFOJAM HE MOXYTh BIAPI3HUTH TiapoOJieHi) Ta
BUKOPHCTOBYBATH BIPTyaJIbHI KPEAUTHI KapTKU IS MOKYMOK. BiH Takoxk pekoMeHaye
BUKOpucTOBYBaTH MmudpyBanHs Ta VPN Ha Bcix mpuctposx». (Fallon Howard.
Cybersecurity new data breach study 2026; how to protect your identity? // Sinclair,
Inc.  (https://cbsaustin.com/news/nation-world/cybersecurity-new-data-breach-study-
2026-how-to-protect-your-identity). 07.12.2025).

*k*

«®BP BunmycTnjo cyBope monepenxeHHs HamepenoaHi cBat (PSA 1-120525)
Npo CIUIECK IIAXPAlCbKUX CXeM «BIpTyaJIbHOr0 BHKPaJAeHHS», B SKHX
BHKOPHUCTOBYIOThHCSI 3MiHEHi 300pakeHHs], BUKPAa/IeHi 3 cCOMiaJJbHUX Mepesk Ta iHIMX
nyoJiyHuX caiTiB. 37T0YMHII 3B'SI3YIOTBCS 3 JKEPTBAMHU 4Yepe3 TMOBIJOMIICHHS,
CTBEP/UKYIOUH, IO iXHIA OJM3bKUN OyB BUKpPAJICHHM, 1 JOAAIOTh J0 TMOBIIOMJICHB
dotorpadii abo Bizeo, SKI 3MAIOTHCS CHPABKHIMU «IOKa3aMH SKUTTS» (aje sKi Bce
yactimme € cdadpukoBaHuMU ab0 MiAPOOICHUMH), W00 3MYCHUTH >KEPTB HETAHHO
CIUIATUTH BUKYII, YaCTO CYIMPOBOUKYIOUM II€ SBHUMH IOTPO3aMH HacWibCTBa... 1100
3MEHIIIUTA PWU3UK BUSABJICHHS, Iaxpai MOXYTh BHUKOPHUCTOBYBAaTH THUMYAaCOBI
MOBIJJOMJICHHSI, SKI IIBUIKO 3HHUKAIOTh. 3 OISy HA MOBCIOJHY MOLIMPEHICTh TaKUX
mnatdopMm, sk Facebook, Linkedln Tta X, Owopo 3a3Hauvae, 1mo pusuk 3pic, mopsa 3
IHIIMMHU CY4YaCHUMH 3arpo3aMu, TaKMMHU SIK MiApoOKa TOProBUX MapoOK Ta IIKIJJIMBE
nporpamHe 3a0e3rneueHHs sl Kpaaikku rpoireid. [lopagu OBP mono 3anobiranss:
OynpTe oOepexHi, myOJiKyoud 1H(opMalio npo 3HUKIMX oci0 B IHTepHeT! (maxpai
BUKOPUCTOBYIOTh Il  MyOJjikallii), YHHMKaiTe OOMIHY OCOOUCTMMH JaHUMHU 3
HE3HAMOMIISIMH TI1]] Yac MOJAOPOKEH, TOMOBTECS MPO «KOJOBE CIOBO», SIKE 3HAETE TITLKU
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BU Ta Baml OJW3bKi, 3yMUHITHCA, MO0 OIIHUTH, Y1 MAOTh CEHC BUMOTH BHKpaaaya, i
3aB/IM HaMarauTecs 3B's3aTHCA 3 HIOWTO >KEPTBOIO, TIEPII HIXK PO3MIISIATH MOXKIIUBICTh
Buruiatd Bukymy». (Davey Winder. FBI Issues Critical Facebook, Linkedin And X
Photo Attack Warning Il Forbes Media LLC
(https://www.forbes.com/sites/daveywinder/2025/12/07/fbi-issues-critical-facebook-
linkedin-and-x-photo-attack-warning/). 07.12.2025).

**k*

«TpancmopTHi Ta JIOTICTHYHI KOMNAHII CTaJM TOJOBHMMH LiISIMHU
Ki0ep3/oynHUiB. Cy4acHi JIAHHIOTH MOCTABOK 3aJIe:KaTh BiJ MOCTIMHOr0 OOMiHY
AaHUMH MiXK TepeBi3HUKAMM, MOPTAMH, CKJIAJAaMHU, PO3APiOHUMH TOProBUAMH Ta
CTOPOHHIMH uHMPpoBUMH [IaTGOpPMaMHU; OJHEe MNOPYIIEHHS MOKe 3YNUHUTH
MOCTABKH /10 CyNepMAapKeTiB, JiKapeHb Ta 3aBOAiB, HAJAA04YHU 3J0BMHCHUKAM
BeJIMYE3HUI BaKiIb JJIsi BUMAraHHsl BHUKYNY. 3JIOYMHII TaKOXX 3HAIOTh, IO IIEH
CEKTOp BijcTae Bia (DIHAHCOBOTO B IJIaHI 1HBECTHUIIN y Oe3meKy: Oarato onepaTopiB Bce
e BUKOPUCTOBYIOTh 3actapinmi IT-cucremm, MarTh HEAOCTAaTHIM MOHITOPHHT Ta
MiHIMalbHY 00i3HaHicTh iepconany. [lopymenns 6e3meku Jaguar-Land-Rover Ha cymy 2
MUIBSAPAUN (PYHTIB CTEPJIIHTIB MOKA3y€, HACKUIBKHU JTOPOrO0 MOKe OyTH Taka aBapis...

Otxe, nns MIABUILEHHS CTIMKOCTI MOTPIOHO OuNbIle, HIXK HOBI OpaHaMayepH.
KommnaHnii moBuHHi:

e [locunmutn 6a3zoBi 3axoau Oe3meku — HaIlMHI naposi, OararodakropHa
aBTeHTU(IKAIlis, CBOE€YACHE BCTAHOBJICHHS BUIIPaBJICHb, CETMEHTAIllsl MEPEXi Ta
1117101000BUI MOHITOPHUHT.

* BopoBangutu miaxig «HYJIbOBOI JOBIPH» y BCHOMY PO3IIUPEHOMY JIAHITFOKKY
MOCTABOK, 3000B's13aBIIIM TAPTHEPIB TOTPUMYBATHUCS THX CAMUX CTaHAAPTIB.

* Po3poOuTn Ta BiAmpamioBaTH IUIAaHW pearyBaHHS Ha 1HIHJCHTH, B SKHUX YITKO
BU3HAYCHI POJIi, CXEMH MPUUHATTA PIMICHh Ta 3a3JaJIeTioh 3aTBEPUKEHI MyOIivHI
NOBIJJOMJICHHS; HEOOXIIHUMH € OQIIaiiH-pe3epBHI KOIIi Ta MOXJIUBICTh IIBHJIKOTO
B1IHOBJICHHS. ...

* BxutouiTe mosiokeHHs mpo KiOepOe3meky Ta 3aXHMCT JaHUX Y BCl JIOTICTHYHI
KOHTPAaKTH Ta PETYJSPHO TepeaTecTyWTe MOCTaYalbHHKIB;, MIATOTYHTE TUIAHM Mi Y
HaJ3BHYAHUX CUTYAIlisIX Ta aJIbTCPHATUBHUX TNEPEBI3HHUKIB HA BUITAJIOK, SKIO ITApTHEP
3a3Ha€ 30UTKIB.

» CnigkyiTe 3a MOCUJICHHSM MPaBUWII: 3aKOHOAABCTBO BennkoOpuTaHii, 1UPEKTUBH
€C NIS2 ta DORA BuMararoTh miITBep/HKEHHS YIPABIIHHS PU3HUKAMU Ta CBOEYACHOTO
MOB1JJOMJICHHS TIPO TIOPYIIICHHS.

* 3po0iTh KibepOe3neKy MpIOPUTETOM IS TPABIIHHA, PETryJIspHI HaBYaIbHI
TpeHyBaHHS JIONIOMArarTh KEPIBHUKAM YCBIJOMHUTH OTeEpaIiiHuii, (iHAHCOBHHA Ta
eMOLIMHUN BIUTMB aTakd Ta c(OopMyBaTh KyJbTYpy NHIBHOCTI B CKJIaLy A0
KEpIBHUIITBA. . .

TexHo0r1i, yrnpaBiiHHS Ta NOCTIMHE HaBYaHHS MEPCOHANY MOBHHHI WTH B HOTY;
TIIBKH TOJ1 TPAHCIOPTHI Ta JIOTICTUYHI KOMIaHIi 3MOKYTh 3a0€31e4yBaTH NepeMillCHHS
TOBapiB 1 3axXuIIaTH SIK JOXOJM, TaK 1 PEmyTallil0 B yMoBax AeAalli OuIbII BOPOKOI
sarpo3m». (Under attack: why transport and logistics is a prime cyber target //
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Weightmans LLP (https://www.weightmans.com/insights/under-attack-why-transport-
and-logistics-is-a-prime-cyber-target/). 08.12.2025).

*kx

«...3JIOBMHCHHUK, IKMi PO3MICTHB OroJIONICHHS HAa (opyMmi Kidep310YMHIIB,
CTBEPIXKYE, 10 3jJ1amMaB cucremy aBiakommnanii Badr Airlines (Cyaan) i nmpomonye
2,21 I'b BHyTpimHiX MaTepiajiB 3a 4epBeHb-iuneHb 2025 poky B 00MiH Ha
KkpunroBaawTy. Cepell BUKpaJeHUX MaTepialiiB HIOUTO € MOCIOHMK 3 AMCHETYEPCHKOrO
oOciyroByBaHHA peiiciB (moHan 1400 cTopiHOK onepalifHuX Mpoueayp 1 npouesyp s
mitakiB Boeing 737), nociOHMKHM 3 TporpaMu O€3MeKu KOMIaHIi Ta CUCTEMH YIIPaBIIHHS
0e3reKoro, MiHIMaJdbHI CHUCKM OOJaJHAHHSA JJIi BChOTO MAapKy JITakKiB, CTaHIApTHI
omeparliiHi Tpoleaypyd HA3eMHOr0 OOCIYroByBaHHS Ta KOHTAaKTHI JaHI TEPCOHATY
craniii B Kiram. Jlo orosjomeHHs J0JaHO CKPIHIIOT MOCIOHWMKA 3 JUCIETYEPCHKOTO
oOciayroByBaHHA... ko 1sg iHQopMallis € MpaBAUBOIO, BUTIK JaHUX MOXKE PO3KPUTH
apxiTeKTypy Oe3meku Ta poboui mporecu Badr, mo 3011pUTh PU3KMK aTakK COIIAIBHOTO
IHKUHIpUHTY a00 BuMaraHHs. [IpuBaTHa aBiakommaHis 3 XapTyma, oJlHa 3 Hebaratbox,
IO TPOJOBXKYE JITAaTH B yMOBaX Xaocy B IMBUIbHIN aBiamii Cynany, Mae piyHUN A0Xiz
0M3bK0O 56 MUNBHOHIB J0JapiB 1 OOCIYTrOBY€E pEriOHaJIbHI NMAcCa)XUPChbKI, BAHTAXKHI Ta
IryMaHITapHI MapUIPyTH; BOHA I1I€ HE IPOKOMEHTYBAJIA 111 3a5IBU. ..

[eif 1HIMIGHT CTaB III€ OJHUM BaXKUM BUIIPOOYBaHHAM JJi KibepOe3neku apiarrii
B IIbOMY poli. Y nucronaal nmom's3aHi 3 Poci€io 3J0BMUCHUKH, 110 BUKOPHCTOBYIOTh
nporpamHe 3abe3nedyeHHs-BuMarad Everest, 3qiiCHMIN Hamaa Ha 1CHAHCHKY KOMIIAHIIO
Iberia, 3asBHBIIM TIPO JOBTOCTPOKOBHMM JOCTYH [0 CHUCTeM OpOHIOBaHHS Ta
omyOiiKyBaBImM JaHi kimieHTiB. Llsg & rpyma Takox arakyBana kommadito Collins
Aerospace, BUBIBIIM 3 Jlaay TnporpamHe 3abesneuenHs s peectpamii MUSE B
JEKIJTBKOX €BPOIEUCHKUX aepomnopTax, a moTim omyorikyBana 23 I'b Bukpanenux Qaitmis.
IamuaenTn 3 Badr, Iberia Ta Collins miaKpecTOOTs 3pOCTAOUy 3arpo3y IS
aBlaKOMITIaHIM Ta IXHIX JAHLIOTIB MOCTa4aHHS B TOW 4Yac, KOJU CTIMKICTh raiay3i BiKe
nepeOyBae mig tuckom». (Paulina Okunyté. Sudan’s war-shaken aviation sector
receives one more blow: hackers claim to be selling internal documents // Cybernews
(https://cybernews.com/security/badr-airlines-data-breach-sudan/). 10.12.2025).

**k%x

«IlikoBM# Ce30H MpPoAaXiB NPUHOCUTHL NMiKOBMH KiOeppu3uk. Ilix yac cBar
(qimmHr, nporpaMmu-BuMaravi Ta iHIIi aTaKu Pi3K0 3pOCTATh, OCKUIbKH 3JI0YHHILI
BUKOPHUCTOBYIOTh BeJHMKY KUIbKicTh OHsaiiH-Tpan3akui. Y 2024 pomi Bitdefender
BUSBUB, MmO 77 % eNeKTpoHHUX JHUCTIB Ha TeMmy «YopHoi m'ATHUI» OynH
maxpanceKuMu, 1o Ha 7 % Oinble, HIX y monepeanboMy potli. [Ipore 6inbmricTs 13 5,5
M1UJIBHOHIB MaluX MianpueMcTB BennkoOputaHii Bce 1ie po3risgaloTh Kibepoe3neky sk
TEXHIYHY HEOOXIJIHICTb, a HE SIK 3aci0 3aXHCTy AOXO/IB. ..

[Tocon Bitdefender Pamon Peli 3akimkae BIaCHUKIB «3aMUKaTH LU(POBI ABEPD»
TaK caMoO, SIK BOHM 3aMHUKaroThb cBO1 OyauHku. Ilepmr 3a Bce, HEOOXIAHO MIABULIUTH
OOI3HaHICTh: CHIBPOOITHUKM TMOBHHHI HABYMTHUCS CTAaBUTH IIiJl CYMHIB HECHO/IBaHI
paxyHKH, Mi03pial IMOCUJIaHHS a00 CXOXKI Ha CHpaBXHI CaWTH JJid TOKYIOK, SKi
3JIOYMHIII CTBOPIOIOTH JIJIs 300py MaHuX KapTok. [ToTiM momaiiTe 6a30Bi 3aCO00M 3aXUCTY:
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 besneka maponiB — BHKOPUCTOBYHTE MEHEIKEp MapoJiB 3aMiCTh MOBTOPHOTO
BUKOPHUCTaHHA 200 3aIMCyBaHHs JIOT1HIB.

* [locriitHe ckaHyBaHHS MOCWJIAHB 1 IOKYMEHTIB, 110 OJIOKY€ IIKIAJIKWBI CTOPIHKU
K Ha HOyTOyKax, Tak 1 Ha cMapTQoHax.

* BOynoBanuit VPN miis 3axucTy naHuX, KOJIW CHIBPOOITHUKH MiJKIIOYAIOTHCS 10
rpomajacbkux Mepexxk Wi-Fi B kade abo aeponoprax...

HITy4HHil 1HTEJNEKT Ma€ SIK MO3UTHUBHI, TaK 1 HEraTUBHI CTOPOHU: BEJIMKI MOBHI
MOJIEeJl JO03BOJIAIOTh 3JOBMUCHUKAM aBTOMATHUYHO T€HEpPYBaTH MacliTaOH1 (DIIIMHTOBI
aTaky Ta (peiKkoBl BiJ€O, IO IMITYIOTh KIIIEHTIB a00O MOCTa4YalbHUKIB, aj€ 1IHCTPYMEHTHU
Oe3neKd Ha OCHOBI INTYYHOIO I1HTENEKTY MOXYTh BHSBJISTH Takl IIaxpaiceki i
mBuane, Hix aroad. Bitdefender 3a0e3neuye mocTiiHi aBTOMAaTHYHI OHOBJICHHS, TOMY
3aXHCT Oparioe y GOHOBOMY PEXKHMMI, HE BIIBOJIIKAIOYH YBarv KEPiBHUIITBA. ..

BucHOBOK: CBATKOBUH 013HEC MPUHOCUTH MPUOYTOK TUIBKU B TOMY BHITAJIKY, SKIIIO
CHUCTEMU 3AJIMIIAIOTHCS OE3MEeUYHMMHU; CTaBJICHHS 0 KiOepOe3neku SK A0 «CTpaxyBaHHS
Oi3HECy» JoroMara€ MajuM KOMIMaHIsIM MiATPUMYBAaTH BUCOKHA DPIBEHb MPOJAXIB 1
noBipy kmieHtiBy. (Why small businesses can’t afford to overlook cybersecurity this
peak season // Raconteur (https://www.raconteur.net/technology/why-small-businesses-
cant-afford-to-overlook-cybersecurity-this-peak-season). 10.12.2025).

**k*k

*

«Kinorearpu Living Room Theaters B Ingianamosici Oyaum 3mylueHi
INPUNUHUTH POO0OTY HA THKAECHb B CEPeAMHI JUCTONAAA MiCJs TOro, AK Kideparaka
BUBeEJIA 3 JIaAy IXHi CHCTeMH NMPOAAXKY KBUTKIB Ta KOMII'HOTepPHiI CHCTeMH — el
BUNAJ0K € CHUMBOJIIYHUM /I TOr0, 3 YUM 3apa3 CTHKAKTBLCHA 0arato Majux
nignpuemcTB 'y CHIA. Hoe omutyBanHsi Identity Theft Resource Center (ITRC)
nokasye, 1mo 81 % Manux miaAnmpueMCTB 3a3HAIU MOPYIICHHh O0E3MeKH a00 BUTOKY JTAHUX
POTATOM OCTaHHIX 12 MicsiB, 1 B moHaa 40 % 1uX IHIMICHTIB MEBHY POJIb BiAITpaau
TaKTHKH, 3ACHOBAHI Ha IITY4YHOMY 1HTeJIeKTl. [loHax nogoBuHA MOCTpaXKaanuX KOMIaH1i
BTpatunu Big 250 000 no 1 minsiioHa nonapi, a 38 % 3asBWIM, 110 KOMIIEHCYBAJIU
BUTPAaTU HA BIAHOBJEHHS, MIJBUINMBIIM I[IHM, 1[0 CTBOPWIO NPUXOBAHUU
«K10epmoaToK», SKUM TEpPeKaacThcsl Ha CHOXKUBayiB... JlogaTKOBI HacHiAKu
BKJTIOYAIOTh MIAPUB JOBIPH KIIEHTIB Ta MiJBUIICHHS TUIMHHOCTI KajpiB. [IpoTe nume 38
% PECIIOHJICHTIB BIIUyBaju cede «ayke roroBuMm» A0 ataku. [Ipesuaent ITRC JIxeiimc
JIi 3a3Hauae, 10 MANPUEMCTBA TOBUHHI CTBOPUTU «KYJIBTYPY O€3MEKH», HArOJOUIYIOUU
HAa HEOOXITHOCTI TOCTIMHOTO HaBYaHHS, OCKUIbKA (IMIMHT — Yepe3 TEeKCTOB1
MOB1JIOMJICHHS, €JIEKTPOHHY TIOIITY, A3BIHKK a00 Miapo0ieH]l BeO-CallTH — 3aIUIIaeThCs
OCHOBHHM BEKTOPOM TMOpYIIeHHS Oe3neku. DenepanbHa TOProBa KOMICISI PaJWTh
KOMIIaHIsSIM 1 CIIBpOOITHMKAM aBTOMAaTHUYHO OHOBIIOBATH MPOTPAMHE 3a0€3MeUeHHS IS
oesnexu Ta OC TenedoHiB, YBIMKHYTH OaratopakTopHy aBTEHTHU(DIKAIIO Ta PEryJsipHO
CTBOPIOBATH PE3CPBHI KOMIl JaHWX, m00 3MEHIIWTH BIUIMB HEMHHy4YuX atak». (Kara
Kenney. Report: 81-percent of small businesses suffered a cyberattack in the last year //
Scripps Media, Inc (https://www.wrtv.com/news/wrtv-investigates/report-81-percent-of-

small-businesses-suffered-a-cyberattack-in-the-last-year). 10.12.2025).
***k
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«Y nmnoHemisIOK HamioHaJbHa momrToBa rpyna Ppanmii La Poste Ta 1i
O0aHkiBcbka no4ipHsi kommnadisa La Banque Postale 3a3nanm cepiio3Horo 30010 B
po0oTi Mepexi, IKMH, SIK MiT03PIOEThCs, O0yB CIPUYMHEHUI PO3NMOALIICHOI0 ATAKOI0
THUNYy «BiAMoOBa B 00cJayroByBaHHi». lleli 1HIIMAECHT MPHU3BIB 10 BIIKIIOYCHHS
rojgoBHoro BeO-caiity La Poste, mopramy BiACTEeXEHHS MOCHJIOK, XMapHOTO CEpBICY
Digiposte, mnatdopmu uudpoBoi ineHTH(]IKaLli Ta MOOUIBHUX JOJATKIB, a TaKOX
YaCTKOBO MOPYLIMB pOOOTY MOMITOBUX BIAAUIEHb y HANpPYKEHUH NEpioJl Pi3ABIHUX
noctaBok. Munysnoro poky La Poste o0poOuna mpuGiauszHo 2,6 MUIbsip/ia TOCHIIOK...
Be6-kananu Ta MoOUIHHI OaHkiBchbki kaHaiu La Banque Postale Takox Oynu
HEJIOCTYITHUMHU, X04a OaHK 3asiBUB, 1110 OCHOBHI omepallii — MDKOaHKIBChKI NepeKasu,
3HSTTS TOTIBKM B OaHKOMAaTax, orulaTa KapTKaMy B TOYKax Mpojaxy Ta nepekasun Wero
— TpOJIOBXKYBaJM mpamoBatu. OOuB1 opraHizailli HaroJOCHJIM, IO JaH1 KJIIE€HTIB HE
Oynu ckommpoMmeroBaHi. KomaHau mpalforoTh HaJ BIJHOBJIEHHSIM CHCTEM, ajie Ha
MOMEHT ITyOJTiKaIlii OCHOBHHMM CalT 3ajuIaBcs HeJoCcTynmHuUM. L{s aTaka cramacs micis
HEJIaBHBOTO 37I0M Yy MiHicTepcTBi BHYTpimHIX cripaB Dpaniii, sikuii OyB 3asBIECHUN K
MOMCTa 3a apemTH 4ieHiB xakepcbkoi rpymum ShinyHunters/Hollow; 3romom Bnaga
3aTpuMaia 22-piuHoro mifo3pioBaHoro xakepay. (Paulina Okunyté. France’s postal and
banking systems attacked as Christmas rush peaks //  Cybernews
(https://cybernews.com/security/france-la-poste-cyberattack-la-banque-postale/).
23.12.2025).

***k

«Ha ocHOBI aHaji3y MOTOYHOI 3arpo3u Ta aHamaidy rauaysi, Linkl1l mporuo3sye
Nn'ATh KJIKY0BHUX 3MiH y c(epi ki0epOe3nexu, siki OyaAyTb BM3HAYATH JaHAMAPT
3arpo3 'y €spomi B 2026 poni. Ilo-mepmie, DDoS-araku Bce wactime OyayTh
BUKOPUCTOBYBATUCS SIK BIJBOJIIKAIOUMHA MaHEBpP — JMMOBa 3aBica, MOKJIMKaHA
BiIBOMIKTH yBary [T-komaHI, MOKH 3J0BMHCHHUKH OJHOYACHO MPOHUKAIOTH Y MEPEXi,
BUKpPAJIalOTh J1aHl a00 pO3ropTaloTh MPUXOBAHE LIKIJJIMBE MpOrpamMHe 3a0€3MEeUeHHS B
riOpuaHuX, 0araTOBEKTOPHUX BTOpPrHeHHsX. llo-mpyre, mommMpeHHs Ta CKJIaJHICTb
apxitektyp API-First 3011pmaTh pU3MK HEMPAaBWIBHOI KOH(DIryparii Ta 3JI0BXKUBaHHSI
013HEC-JIOTIKOI0, 1110 3pOOUTh HEJOKYMEHTOBaH1 a00 HEHAJIG)KHUM YMHOM 3axuiieHi API
TOJJOBHUMHU IUISIMU JJIi aBTOMAaTU30BaHUX KaMIIaHii 31 300py JaHUX Ta 3allOBHEHHS
0OJIIKOBUX JAaHUX Y (piHAHCOBOMY, €JIEKTPOHHIM KOMEPIIi Ta Jep>KaBHOMY CEKTOpax...

[Ilo6 mpoTuaiATH MM CKJIaJHUM OaraTOpiBHEBUM 3arpo3amM, TPETsS TCHJCHIS
nepeadayaTUMe TMPUCKOPEHHS TMEpPeXoiy [0 IHTETPOBAHMX IUIATHOPM 3aXUCTy BeO-
nonatkiB Ta APl (WAAP), siki BUTICHATH (hparMeHTOBaHI 1HCTPYMEHTH BeO-Oe3mexu
3aBJISIKA KOPEJISAIlii CUTHAJIB Ha BCIX PiBHsX 3axucTy. [lo-deTBepTe, MITyYHHI 1HTEIEKT
s 3amo6iranuss DDoS-atakaMm ctaHe HeOOXigHMM, OCKUIBKM BeandesHi 0otHetu [oT
TeHEePYIOTh MUTTEBI CIUIECKU Tpadiky, SKI MEPEBAHTAXKYIOTh CUCTEMH, 110 0a3yIOThCS HA
npaBwiax; €QEeKTUBHMM 3aXWCT BUMaraTuMe aHalli3y I[OBEIIHKM Ta aBTOHOMHHX
MO>KJIMBOCTEW 3aro0iraHHs, 110 MPalolTh 3a MUIICEKYHIU. HapemTi, peryasropHuii
TUCK TOCWIHTbCS dYepe3 Taki pamku, sk NIS2 1 DORA, mo HakiagawTh CyBoOpl
3000B's13aHHS MO0 MOBIAOMIIEHHS MPO MOPYIIEHHS (YacTo mpotarom 24-72 roauH) i
MOCWJICHUM KOHTPOJIb 3a OE3MEKOI0 JIaHIIOTa MOCTaBOK, MEPETBOPIOIOYM JOTPUMAHHS
BUMOI' 3 IIOPIYHOrO 3aBJaHHS Ha HEBII'€MHY oOIepaTuBHY mpakTuky...» (Link1l
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Identifies Five Cybersecurity Trends Set to Shape European Defense Strategies in 2026
/I Next Big Future (https://www.nextbigfuture.com/2025/12/link11-identifies-five-
cybersecurity-trends-set-to-shape-european-defense-strategies-in-2026.html).
16.12.2025).

**k*k

«...I1i3HO B MOHEAIJIOK BBeYepi KUTAlCbKUH rirant kKoporkux Bigeo Kuaishou
3a3HAB BHCOKOABTOMATH30BAHOI «00T-00,10rM» Ha 0a3i IITY4YHOIO iHTEJIEKTY, B XOAi
kol OyJsio 3anissHo mpudam3Ho 17 000 moiHO 3apeecTPOBAHHUX AKAYHTIB [JIA
TPAHCJAALII HOPHOIPA(PIYHOI0 TA HACHJIBHMIBKOI0 KOHTEHTY NpPOTAromM 90 xsuimH.
[ToTik 3a3/1a1€eriib 3alMCaHuX HE3aKOHHUX BIJICO NMEPEBAHTAXKUB IHCTPYMEHTH MOJEepallii
KOHTEHTY Tuiatdopmu 1 3mycuB Kuaishou 3akputu BClo ciayx0y NpAMHX TpaHCIIIIHN,
BUJIAJIMBIIN HABITh 3aKOHHI TpaHCHAIIi, JOKM He OyJ0 3aBepiIeHO aBapiiiHe
BiHOBIICHHS. KommaHnis 3 kibepOe3neku Qi-Anxin, sika CTEXKHUJIa 3a aTaKO0, 3asBUIIa, 110
BOHA Majla BCl O3HAaKH TMPOMHCIOBOI aBTOMATH3AIlli: TOCIYyTHW 3 pO3Mi3HABAHHS
CAPTCHA, mackyBaHHS MICIIC3HAXO/DKEHHSI 3a JOMOMOTOI0 BHUKPAJICHUX JIOMAITHIX
OPUCTPOiB Ta OOJIMYYS, 3TEHEPOBaHI IITYYHUM IHTEJIEKTOM abo 3alMKIeHi, 100
YHUKHYTHU EPEBIPKU B PEXKHUMI PEATILHOTO Yacy...

Excrieptu cTBEpIKYIOTh, IO 1IeH IHIUJACHT BUKPUBAE PO3IIMPEHHS PO3PUBY MiX
IIBUJIKO PO3BUBAIOYMMUCA TEXHIKAMU aTaK Ha OCHOBI INTYYHOT'O IHTEJIEKTY Ta
NepeBaXHO PYYHUMH, 3aCHOBAaHMMU Ha IMpaBujax 3acobamu 3axucty. BoHM BUCTYMalOThH
3a Mepexia 0 MOJACH «HYJIbOBOI JOBIPM» — KOJM KOKEH HOBUU OOJIIKOBHM 3aIuc
PO3IIIAIA€THCA SIK BOPOXKUM, TOKU HE OyJie MepeBipeHO HOpMaJIbHI MOJIEI1 BUKOPUCTAHHS
— Ta /10 BAOCKOHAJIEHOI'0 MOJEPAaTOPCTBA HAa OCHOBI IITYYHOI'O 1HTENEKTY, SIKE MOXKE
napajeibHO aHali3yBaTH BIJEO, ayai0 Ta TEKCT IS BHUSBICHHS CKOOPJAMHOBAHHUX
aHoMmastii. BHyTpimmHI 3arpo3u Ta HENOCTaTHIA KOHTPOJb JOCTYIy TaKOX Oyiu
BU3HAYEHI K KPUTHYHI CJIA0K1 MiCIIsl; aHAIITUKH PEKOMEHYIOTh MOJITUKY MIHIMaJIbHUX
NPUBLIEIB, 3aTBEPXKCHHS UYTJIMBHX 1M KUIbKOMa 0cO0aMH Ta MOCTIMHUA MOHITOPUHT
JISTBHOCTI CIIBPOOITHUKIB y HEpOOOUHil Hac. ..

JIi XyaiimeHn, ¢axiBeupb 3 KI0Ep3aKOHOAABCTBA, MOPIBHAB 1[I0 ONEPALIi0 3 «aTaKOko
CCy», sika IMITY€ 3aKOHHHUX KOPHUCTYBauiB, 1100 BHUYEpNATH pecypcu miarGopmu ams
00poOku naHux. BiH monepenus, 1m0 BeIUKI MIATGOPMH 4acTO HEAOOLIHIOTh BUTPATH
Ta HEOOXIAHICTh Oe3mepepBHOCTI JJIsI HAAIMHOTO KIOEp3axucTy, 1 HaTAKHYB, IO
PEryJsiTOpHI OpraHd MOXYTh PO3IJIAJATH HEIOCTATHHO 3aXHUIIEHI KOMMAaHIi SIK KepTB 1
aJMiHICTpaTUBHUX MOpymrHUKiB. Kuaishou BiAHOBHUB mpsMi TpaHCsAIii, MOIH(GOPMYBaB
OpraHu BJIaJd Ta TOOOINSB BXUTU IOPUAMYHHUX 3aXOJIB, ajie IIeH Hamaj MiAKPECIOE
OBl 3arajdbHUN BHUCHOBOK: JIIOJICBKI MOJEpPATOpH Ta TPAIAUIIAHI IHCTPYMEHTH HE
MOXXYTh BCTHTaTH 3a MPOMHUCIOBUM MAacCIITaOOM KiOEp3JIOBKHUBaHb, IO 0a3yIOTHCS Ha
MITYYHOMY 1HTEJIEKTi, TOMY BCIM BEJIMKHM IIaTGopMaM TEPMIHOBO MOTPIOHI alanTUBHI
3acOo0M 3aXMCTy HA OCHOBI MITYYHOTO IHTENIEKTY Ta CYBOpPi paMKH HYyJIbOBOi noBipm». (LI
Lei. Al-powered cyberattack on Kuaishou exposes need to bolster defenses // China
Daily Information Co (CDIC)
(https://lwww.chinadaily.com.cn/a/202512/24/\WS694b3af5a310d6866eb3026d.html).
24.12.2025).

**k*k
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«I'imodanbumit 3Bitr Cyble mnpo kidepOesmeky Ha 2025 pik 3HaMeHye
NnepeJIOMHUIT MOMEHT: aTaku Oilblle He € MOOJMHOKHMH BHIAJKaAMH, a €
BHCOKOABTOMATH30BAHUMH, MACIITAOHMMH i YACTO CAMOKEPOBAHNUMHU. ..

[Tporpec y 2025 porti

* BusiBneHHs Ha OCHOBI IITYYHOIO IHTEJIEKTY, IOCTIHHUNA MOHITOPUHI Ta
apXITEKTYypu HYJIbOBOI JOBIpM 3a0e3nedwsii OararboM KOMIAHIAM OUIbII pPAaHHE
MOTIEPE/KEHHS Ta MEHIITUH pajilyc ypaxeHHs.

* [lokpamunacs KoOpAuHAIlE MDK JEpKaBHUM 1 MPUBATHUM CEKTOPAMH;
€BPOIEUCHKUI 3aKOH MPO MITYYHUH 1HTENEKT Ta OuIbIl cyBopi 3akoHu B Kutai, AnoHii Ta
[H1i cripysiyiv MOCKUIIEHHIO BUMOT JI0 3BITHOCTI Ta Mi3BITHOCTI. ..

[TocriifHi 3arpo3u Ta iX MOCUJICHHS

» KiTbKICTh 1HIIMACHTIB 13 BUKOPUCTAHHSIM MporpaM-BumMaradiB 3pocia Ha 50% 1o
Mmaibke 6000, mpuuomy HaO1IbIIE MOCTPAXKIATH BUPOOHHUIITBO, OYNiBHUIITBO, OXOPOHA
3nopoB's Ta IT; Baxkenem BIUMBY OyB HE 30UTOK JJaHUX, a IPOCTOI.

» KinpkicTh BUMAIKIB MOpylieHHsT Oe3meku maHux nepeummia 6000, mpuaomy
HaANO1IbIIIE MOCTPaX AU YPSAIOB1 YCTAHOBU Ta (hiHAHCOBO-OAHKIBCHKUI CEKTOP.

 Ha mnpoupiTatouoMy MiAOUIBHOMY pPHUHKY Oyno po3Mimieno nonaa 3000
NPOMO3UIH 1010 JOCTYIY A0 KOPIMOPATUBHUX MEPEX, IO JO3BOJWIO 3JI0BMHCHHUKAM
«KYMyBaTH» JOCTYII 3aMICTh TOr0, 00 3J1aMyBaTH CUCTEMH. . .

ABTOMAaTH3aIlis Ta «areHTH1» aTaku

 JlaHitorn arak Temnep BUKOPUCTOBYIOTH ABTOHOMHE MPUUHSATTS PIlIEHb IS
CKaHyBaHHsI, €KCILUTyaTallii Ta MaHeBpyBaHHs. [[eB'IHOCTO YOTUPU HYIHOBI JHI — 25 3
HUX KPUTHYHI — OyJIM BUKOPHUCTaHI SK 30p0osi, 1HOJI TPOTATOM JEKUIBKOX TOJUH.
Honatku nns nepemadi  ¢aimie, nuio3n VPN Ta iHme mnepudepiitHe mporpamHe
3abe3reueHHs] OynH ynrOOJICHUMH TOYKAaMH BXOAY, SK ITOKa3aJdd MacoBl KammaHii 3
excrutyaTailii BpasnuBocteit CLOP.

* InenTudikaropy MamMH  TEPEeBAXKAIOTh  1IeHTU(IKATOPH  JIOHEH  y
CHiBBIAHOWIEHH] §82:1, CTBOPIOIOYM BEJIHMYE3HY IUIOILy Uil Tnnbokux miapoook CEO Tta
N1apOo0IeHUX 00JIKOBUX JAHUX. ..

['eononiThyHa Ta 1J1€0J0T1YHA HECTAOUIBHICTh

 [Tonag 40 000 myOmikarii XakTHBICTIB, IO MICTSATh BUKpaJieHy 1H(GOpMaIliio,
s'sunicss Ha moHan 41 000 momenax; DDoS-araku Ta kammanii 3 naedeiicuHry
BijoOpakasin kKoHGIiKTH Ha bausskomy Cxoxi Ta B IliBaeHHiit A3zii. @1HaHCOBI MOTHBHU
OUIbIllle HE € €JUHUM pYIIIEM; 3apa3 Ha MEpIIMi TUIaH BUXOJATH JecTadumizallis Ta
mporarasza.

YumM Biapi3HsINCS CTIHKI opraHizalrii

o [lpunyckanu pu3WK; HaJaBaId NPIOPUTET BUAMMOCTI Ta IMBHIKOCTI Haj
KUIBKICTIO IHCTPYMEHTIB.

* BuxopucrtoByBanu yHI(IKOBaHy pO3BIIKY — TOB'SI3yIOUM PO3MOBH PO
nporpaMHe 3a0e3MeyeHHs MJii BUMAaraHHs BUKYIY, CIUCKH IOCEPEIHUKIB JIOCTYIY,
JUSTIBHICTh HYJBOBOTO JHS Ta TEOMOJITUYHI CUTHAIW — W00 JISITH JO TMOIIWPEHHS
IIIKOJIH.

 3ocepeawncsl Ha MIBUJIKOMY BHUSBIJICHHI, JIOKadi3allii Ta BiJIHOBJICHHI, a HE Ha
HETOCSHKHINA JOCKOHAJIOCTI. ..
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ITepcnekTuBu

2025 pik I0BOAUTH, IO CTIHKICTh 3aJCKHUTh BIJ HAMIHHUX 1ICHTH(IKAIIHHUX
JAaHUX, LUTICHOCTI JaHMX Ta KOHTEKCTY B PEXHMI peanbHOro 4acy. PeakTnBHa
nepuMeTpaibHa Oe3meKa MOCTYMHIIACS MICIEM MPOAKTUBHIN, 1HTENEKTYyalbHii 000pOHi.
[lepeMOXKISIMU CTaHYTh Ti, XTO 3MOKE YITKO OAUYUTH CBOI PU3UKH, 3a0€3MeUUTH Oe3MeKy
ABTOHOMHHMX areHTIB 1 MIBUAKO MEPEUTH B1Jl MOTOYHOI KpunTorpadii 10 MOCTKBAHTOBUX
CTaHAApTIB, BiJ 130JbOBAaHUX KOMaHJA [0 YyHI(piKOBaHUX IuIaTGopMm, Mepul HIX
aBTOMAaTH30BaHI CYNPOTUBHUKH 3HOBY 3aBaanyTh ynapy». (Cybersecurity in 2025: The
Good, the Bad & the Agentic Reality // Cyble Inc (https://cyble.com/knowledge-
hub/cybersecurity-good-bad-agentic-reality/). 25.12.2025).

**%

«...IJlepma nmosoBuHa 2025 poky miarBepamn/ia, o Kideppusuk OuIbine He €
BHUIIQIKOBOK) HENMPHEMHICTIO, 2 MOCTIHOK, IMBUAKO 3POCTAIYO0I0 3arpo3010 JIsl
KOKHOTO ceKkTopa. Y nuctomnasi ataka Ha ChatGPT Big OpenAl, 3niiicHeHa depe3 ioro
nocradajgbHUKa aHamiTUKu Mixpanel, Bukpwia napori, kmodi API, mmatixkai maHi Ta
KYpHaJli 4aTiB, NPOJAEMOHCTPYBAaBILIW, HACKUIBKA BPa3JIMBUMHU MOXKYTh OyTH HaBITh
HaMCy4YacHIll MOCAYTM IITYYHOTO IHTENEKTY, KOJM 3B'SI3KM 3 TPETIMU CTOPOHAMH €
cnabkumu. Ta cama komnpomerauis Mixpanel no3Bonuna 60anal ShinyHunters BukpacTtu
200 MiNBHOHIB 3aMKCIB KOPHUCTYBAdiB 3 TIraHTCHKOrO caiTy s gopociux Po$”&ub,
JIOBIBIIIM, 1[0 OpOKEepU NaHMUX MIAMUIBHOIO PUHKY MOXXYTh MOHETH3yBaTH MPAKTHUYHO
Oynp-aky miargopMmy. Ha piBHI HaliOHaNBbHOI JepkaBU aMEPUKAHCHbKI YHMHOBHUKHU
noBiJOMIIIM, 1110 moB'si3aHi 3 Kutaem xakepu «Salt Typhoon» mpoHHMKIM B JeKUIbKa
dbeneparbHUX areHTCTB, SIKI KOHTPOJIIOIOTH TEJIEKOMYHIKallii, 000pOHYy Ta KpUTUYHY
1H(DPaCTPYKTYpy, BUKOPUCTOBYIOUH €KCIUIONTH HYJIHOBOTO JHS Ta COLIAIBbHY 1HXKEHEPIto
JUIA BUKpPAJEHHS CEKPETHHUX MarepiaiiB, IO 3HOBY pO3MAJIWIO JAUCKYCIIO TpO
kibep3amobiranHs. ..

TumM yacom 3JI0YMHHI yrpylNOBaHHS aKTMBI3yBalM KammaHIli 3 BUKOPUCTaHHSIM
nporpaM-BUMaradiB  IOpOTH  JIIKAPEHb, CKAaCOBYIOYM oOmepamnii Ta 3MYLIYIYH
NEepeHanpaBlIATH TMall€HTIB, a CKOOpPAMHOBAaHAa cepis BTOPTHEHb Yy BENUKI OaHKH
noeHyBajga (DIIIMHT, COLIAJIbHY I1HXEHEPI0 Ta HEJOJIIKM 3acTapliuX CHCTEM, 1100
nepeka3aT MiJTbHOHM Ha pPaxyHKH, SIKi HEMOXIIMBO BiJICTEXKHUTH. ATaK¥ Ha JAHIIOTH
MOCTaYaHHS TaKOX EBOJIIOI[IOHYBAJIM: OJHUH BIIOMUH TIOCTaYaJdbHUK MPOTPaAaMHOIrO
3a0€3MeUeHHs IS IMANPUEMCTB HECBIJIOMO BIANpPaBUB IIKIJJIUBHM KOJ Y paMKax
3BUYAHUX OHOBJICHD, 110 CIIPUYUHUIIO KACKaHUH 3011 y THCSIYaX MEPEX KIIIEHTIB. ..

VY CyKymHOCTI Il 1HIUIEHTH JIEMOHCTPYIOTh MacIITadu CydacHOi KiOepBiWHU:
1aTGOPMHU MITYYHOTO 1HTEICKTY, XMapHa aHAIITUKA, OXOPOHA 37I0pOB'sa, (DiHAHCH, YPsiA 1
JAHIIOTU TIOCTaYaHHs MPOTPAMHOro 3ale3rneueHHs — Bce 1€ € 00'ekToM artak. BoHwu
TaKO BUSIBJISIIOTH 3aralibH1 ClIa0Ki MiCIsl — 3aJI€XKHICTh BiJl TPETIX CTOPIH, CUCTEMH O€3
NaTy4iB, HEBIAMOBIAHI IUIAHU A1l y pa3l IHIUAECHTIB — 1 MIATBEPKYIOTh, IO MPOrpamu-
BUMaradyi, 30ip JaHUX 1 JepKaBHE IUMUTYHCTBO 30JMMXKYyHOThCA. TUIBKM MOCTIHHI
1HBECTHULIII B apXITEKTYpH HYJIbOBOI JOBIPH, MOCTIHE OHOBJIEHHS, peTelbHa MepeBipKa
JAHIIOTIB TIOCTAYaHHS, CHeliadi3oBaHl KiOepTalaHTH Ta TPAHCKOPAOHHHUM OOMIH
iHbOopMaIli€r0 MOXKYTh IIOYaTH CTPUMYBaATH 110 XBUIO...» (Naveen Goud. Biggest Cyber
Attacks of the Year 2025: A Wake-Up Call for Cybersecurity // Cybersecurity Insiders
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(https://www.cybersecurity-insiders.com/biggest-cyber-attacks-of-the-year-2025-a-
wake-up-call-for-cybersecurity/). 17.12.2025).

*kx

«Cy4acHi aTaku PO3ropTalThCsl Y BUIVISIAI PO3PI3HEHUX CUTHAJIB HU3BKOIO
piBHs B BeO-moaaTrkax, DNS, KiHIeBHMX TOYKaX, XMAPHHUX CXOBMIIAX i MepeKkeBUX
NMOTOKAaX; TUIbKM micjasi ix kopenasinii ueHTp 0e3neku (SOC) moke mModaynTH BCIO
KaMIaHil B unijiomy. YoTupy aHOHIMHI 1HIUACHTH UIIOCTPYIOTh L0 Te3y... 1) XBuis
cripo0 BKJIFOYEHHS JIOKadbHUX (ailiiB Ha myOsiuHOMY BeO-calTi OyJia 3a0J0KOBaHa Ha
WAF, mo noBoauTh €(EKTUBHICTh MEPUMETPAIBHUX 3aCO0IB KOHTPOJIO, ajie TaKOXK
CBIIYMTH MPO aKTUBHY PO3BIJIKY, SIKa MOTJIa MPU3BECTH A0 KPAIIKKH OOJIKOBUX JaHUX
a6o BukoHaHHS kony. 2) KiHmeBa Touka crnpoOyBaja BUPIIIUTH MNpoOIeMy JTOMEHY
XMapHOi 1ZICHTUYHOCTI 3 TTOMHJIKOIO B HAIMMCAHHI — YacTo 1€ MepIIui KPOoK y 30MpaHHi
OOJIKOBUX JaHUX — IO IMIJKPECTIOE IIHHICTh MOHITOpUHTY DNS Tta kopemsitii
KYpHaJiB 1IGHTUYHOCTI. 3) ABTOMATHYHE CKaHYBaHHS KOPIOPATUBHOTO XMAapHOTO
CXOBHIIIA BUSBWIO apTedakT BeO-000I0HKH, M0 BKa3y€ Ha KOMIIPOMETAIIII0 00JIIKOBOTO
3amucy abo0 3JIOBKHUBAHHS JIAHITIO)KKOM TTOCTAYaHHSI; BHUSIBICHHS IOTO apTe(akTy [0
HOro BUKOHAaHHA 3YNHHWIO HOro CTIMKICTh 1 BTOPHHHI KOPHUCHI HaBaHTAKEHHS. 4)
OOMmexxeHuil XOCT 1HILIIOBaB 3amupoBaHuil Tpadik 10 3a00poHEHO01 TreorpadivyHoi
00JacTi, IO BIAMOBia€ TOBEMIHIII KOMaHIHO-KOHTPOJBHOTO IIEHTPY a00 MiArOTOBKH
JaHUX; JJIs BUKJIIOYEHHS BUTOKY JAHMX 1 MOPYUIEHb BIAMOBIIHOCTI OyiaM HEOOXiAHI
nepeBipKa MOJITUKU Ta BIJCTEXKEHHS MPOIIECIB... BiAMOBIIHICTh KOXKHOTO CIOBIIIECHHS
taktuii MITRE ATT&CK mnposicHioe Hamipu 3J0BMUCHUKA, a KOHTEKCTHHM aHaii3
MEePETBOPIOE ITyM Ha 1HPOPMAIIiI0, CKOPOUY€E Yac nmepedyBaHHs Ta 3arooirae BILUTMBY Ha
0i3Hec. BucHoBOK: OJIOKyBaHHS TOJAIN € HEIOCTaTHIM — KOMaHIHM 3 O€3IeKH IMOBUHHI
o0'erHaTH OGaraToKaHaJbHY TEJIEMETPil0, 3aCTOCOBYBATH BUSBIICHHSI HA OCHOBI MTOBEIHKH
Ta MiATPUMYBATH TOCTIITHE PO3CIIITyBaHHS 32 YYACTIO JIIOJUHU Ta MAlTUHU, 00 HE JaTH
3JIOBMHUCHHKAM TPOCYHYTHCS Jaaiai paHHboi posBiaku». (Aniket Gurao. Real-World
Cyber Attack Detection: How Modern SOCs lIdentify, Block, and Contain Advanced
Threats // Techstrong Group Inc. (https://securityboulevard.com/2025/12/real-world-
cyber-attack-detection-how-modern-socs-identify-block-and-contain-advanced-
threats/). 24.12.2025).

***k

«.. Jocaiznnkn Ontinue BUKPHMJIM 3JIOBMHCHHMKIB, $IKi BUKOPHCTOBYBAJIHU
Nezha — kuTalicbKy miIaTgopMy 3 BiIKPATHM KOJIOM /IS MOHITOPMHIY cepBepiB —
SIK MPUXOBAaHY 3a/IHIO ABEPi IJIS MOAAJbIIOI eKCILUTyaTAaIlil.

3a3Buuaii Nezha BCTaHOBIIOETHCS aaMIHICTpATOpaMH SIK HEIIKIIJIMBA CHUCTEMa
areHTIB-MAaHeNIeH JJi meperysily MOKa3HUKIB cepBepa Ta BUKOHAHHSA BIJJAJICHUX KOMaH/I.
OcKUIbKM areHT MOBUHEH mpaitoBaTH sik toot/SYSTEM, micis nigkitodeHHs 10 MaHedl,
KOHTPOJIbOBAHO1 3JIOBMHCHHKOM, BIH HaJa€ TOBHI MpaBa Ha IHTEPaKTUBHY OOOJIOHKY,
nepenavy ¢aisiB Ta BUKOHAHHS KOMaHJ — 0€3 JOJAaTKOBOIO IIKIJJIMBOIO MPOrpaMHOI0
3abe3rneueHHst abo MiIBUIIICHHS MTPUBLIECIB. ..

OCHOBHI BUCHOBKH
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* 3JOBMHCHUKH JOCTaBWJIM CKPUINT yCTaHOBKH Bash (HammcaHuil KHTaiCHKOIO
MOBOI0), SIKH/ HEMOMITHO BCTAHOBIIIOE JieraibHuii areHT Nezha 1 HamamroBye Horo Juis
3B's13Ky 3 cepBepoM C2 Ha Alibaba Cloud (47.79.42.91).

* Cotni kiHnmeBux To4ok Windows 1 Linux Oynu 3apeecTpoBani, mepir Hix
3aXMCHHUKHU 1€ MOMITWIH, OiHapHui Qaitn mokaszaB «0/72» BusiBiaenHs Ha VirusTotal,
OCKUIBKH 1€ aBTEHTUYHE MTPOTpaMHe 3a0€3MeUCHHS.

* TiNbKU KOJM 3MIOBMUCHHUKH MOYAM BHAaBaTH KOMAaH/W Yepe3 areHT, TeIeMeTpis
SOC cmpamtoBana, OpOJEMOHCTPYBABIIM, HACKUIBKM J00pe I TEXHIKa OOXOJHUTh
1HCTPYMEHTH, 110 0a3yI0ThCsl HA CUTHATYpaX. ..

Brutus

* IloBHMIT aaMIHICTPAaTUBHMI KOHTPOJIb HaJl CKOMIIPOMETOBAHMMH XOCTaMu
(root/SYSTEM).

* Hemae mnoTpeOu B cHemiadbHUX KOPUCHUX HABAaHTAXKCHHSX, JOJATKOBUX
THCTPYMEHTaX a00 T'YYHUX €KCIJIOMTAxX JJIS IiJIBUILICHHS MPUBLIEIB. ..

Pexomenmarui

» Heraitno mykaiiTe HecmomiBanux areHTiB Nezha Ta BuxigHuii Tpadix 10
HEBIJIOMUX MMaHEJIeH yIpaBITiHHS.

* 3aCTOCOBYHTE MOHITOPUHT MOBEAIHKH, 11100 MO3HAYATH 1HTEPAKTUBHI O0OJIOHKH,
nepenayy (aiyiB Ta iHIN J1i HA PIBHI aAMIHICTpATOpa, LIO IMOXOJATh BIJl ArcHTIB
MOHITOPUHTY.

* 3aCTOCOBYWTE CIHUCOK JO3BOJEHUX Ta CYBOPHUM KOHTPOJIb 3MIH JIO MPOTPaAMHOTO
3a0€3IeUeHHs /IS MOHITOPUHTY CEPBEPIB Ta BUXITHUX 3'€/THAHb.

Lle¥t BUMagok miAKpecHioe, sik nepenpodintoBanns 3akoHHUX [T-yTumiT no3Bosse
3JI0BMUCHHMKAM OOXOJIUTH TpPAJHUIINHI 3acO0M 3aXMCTy BiJ HIKIJIMBOTO MPOTPamMHOTO
3a0€e3MeUeHHs], Ta HArOJIONIy€e HAa HEOOXITHOCTI BHUSIBICHHS, [0 BPAXOBYE MOBEAIHKY Ta
koHTekcT». (Tushar Subhra Dutta. Threat Actors Weaponizing Nezha Monitoring Tool
as Remote Access Trojan // Cyber Security News (https://cybersecuritynews.com/threat-
actors-weaponizing-nezha-monitoring-tool/#google_vignette). 23.12.2025).

***k

«..domii MHHYJOr0 TH:KHSI TNOKa3yKThb, HACKUIbKH Ki0ep3J104YMHHICTH
nepeTBOpMJACs HAa NPOMHUCJIOBE MiMPHEMCTBO. 3JIOBMUCHUKH Temep BiAJalOTh
nepeBary IIBUAKOCTI, MaciiTady Ta aBTOMAaTu3allli, MepeTBOPIOIOYM OKpPEMI aTakud Ha
MOBTOPIOBaHI KammaHii, Kl BpakalOTh THUCSIYl LUJICH 10 MOABU maT4diB. J(OMIHYIOTH
YOTUPHU MOJIETII:

* MacoBi artakum 3 BiJJaJICHUM BHKOHAHHSIM KOJY: HEIIOAAaBHO BHSBJICHI
BpasznuBOCTI React/JavaScript akTUBHO eKCIUTyaTyIOThCS B IHTEpHETI TaKUMU TpymHamu,
sk Earth Lamia Tta Jackpot Panda. Onmuu He3axumeHnuil BeO-cepBep MoOXe OyTH
3aXOTUICHHUH, 3apaXeHWH Be0-000JOHKAMU Ta BHUKOPUCTAHWM SIK TUIAIIapM  JIs
TIOIIMUPEHHS Ta KPATiKKA JaHUX.

* Ilporpamu-Bumaraui sk mociyra: Taki yrpynoBaHHs, sk Qilin, mocraudaroTh
roToBl Habopu A WU pyBaHHS/BUMAaraHHs rpoleid CBOiM napTHepaM, siIKi OTPUMYIOTh
JOCTYN 3a JIOMOMOTOo (IimMHry abo BUKpaJACHUX OOJIKOBUX JaHUX. Mojaenb
bpaHuyaii3uHTy 3HIKY€E Oap'ep KBamidikalli Ta MepeTBOpPIOE BTOPTHEHHS Ha MOJIBiiHE
BUMaraHHs T'pOIIeH, 110 mapali3ye poOoTy Ta CIPUYHHSIE OPUANIHY BiANOBIIATBHICTD. ..
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 B3jgom naHIIO)KKa TOCTAaBOK 3a JOTIOMOTOK I1HCTPYMEHTIB BIIIaJI€HOTO
yopaBiiHHs: micis 3nomy miargopmu RMM MSP 310BMUCHUKH OTPUMYIOTh HaJ1HHUN
JOCTYI 3 BUCOKHMM PiBHEM IPUBIJICIB JO COTEHBb KIHIIEBUX KIIIEHTIB — 0€3 HE0OX1THOCTI
BUKOPUCTAHHS MIKIJJIMBOTO TMPOTPAMHOTO 3a0e3neueHHs. Taki TOpYIICHHS MOXYTh
migipBaTé JOBIpPY KIEHTIB 1 COPUYUHUTH WITpadHI CaHKIiT 3 OOKy peryiasTOpHHX
OpraHis.

 I'inepo0'emui DDoS-ataku: 6otHeTn loT knacy Mirai (manmpukian, AISURU)
3apa3 reHepyroTh Tpadik IHTEHCUBHICTIO B JICCATKH TE€PaOIT HA CEKYHY, BUIMEPEKAIOUH
TpauIliIiHI 0OMEXEHHS IIBUJIKOCTI Ta BUBOJSAYM XMapHI CEpPBICH 3 JaJy Ha JIOCTATHHO
JIOBTHH Yac, o0 CIIPUYUHUTH BTpaTy JOXOAIB Ta mTpadu 3a mopymeHas SLA...

ChuibHI pUCH: 3JIOBMUCHHKM aBTOMAaTHM3YIOTh CIEHapii aTak, 3JIOBKUBAIOTh
HaJIIMHUMH aIMIHICTPAaTUBHUMHM 1HCTPYMEHTaMHM, BIJJAalOTh IepeBary MIIBHJIKOMY
BUKOPUCTAHHIO HAJl MPUXOBAHICTIO Ta O0'€AHYIOTh KIJbKAa €TaliB B OJIHY KaMIIaHIIo.
Tomy 3axucT mOBMHEH mepelTu Bix nepudepiiHuX MNPUCTPOIB JI0 TOCTIMHOTO
YIOPaBIIHHS BPa3IWBICTIO, IMIBHJIKOTO BUIPABJICHHS AaKTWUBIB, IO MAalOTh JOCTYH JIO
[aTepuery, BusiBineHHs moBeAiHKH BianmoBigHO g0 MITRE, perensHOoro MOHITOpHMHTY
IIGHTUYHOCTEN Ta aJMIHICTPaTHUBHHUX IUIaT(HOpPM, a TaKOX 3a3/ajerib OPraHi30BaHOTO
ryi00abHOTO OuMIleHHs Big DDoS-arak.

VYemix Oulblie HE BUMIPIOETHCA KUIBKICTIO 1HCTPYMEHTIB, SIKMMH BOJIOJIE
opraHizailis, a THUM, SK IIBHJKO BOHAa MOXE BHUSBUTH HaWMepinl O3HAKW aTaKu,
CHIBBIIHECTH iX y BeO-, 1IeHTU(IKAIIMHOMY, XMapHOMY Ta MEPEXEBOMY Iapax 1
3YINUHUTH KaMIIaHil0 J0 TOro, sik Oynae 3aBmaHo peaibHOi mkoxw». (Aniket Gurao.
Recent Cyber Attacks and Threat Actor Activity: A Deep Dive into the Evolving Threat
Landscape // Techstrong Group Inc. (https://securityboulevard.com/2025/12/recent-
cyber-attacks-and-threat-actor-activity-a-deep-dive-into-the-evolving-threat-
landscape/). 24.12.2025).

*kx

AdisganepHiCTE XakepliB Ta XaKepChbKl yr'pynoByBaHHS

«..AKira crajga oJHi€el0 3 HaHarpecMBHIIIMX Trpyl, M0 3aiiMalOThCs
BHKPA/ICHHSIM JaHMX 3 METOK BHMAaraHHsl BUKymy, 3 2023 poky, 3i0paBmm Maiixke
250 MiuIbHOHIB 10J1apIiB Yy BUIVISIAI BUMOT BUKYIIY TA 3aBJaBIIH YAApYy 0 OinbII HiXK
250 opranizanisim y cpepax BUpoOHMUTBA, OcBiTH, IT Ta oxoponu 310poB's y CIIIA
Ta €Bponi. OHoBieHe crbHe noBigomiieHHs Big FBI, CISA, DoD, HHS, €sponony ta
noximii @panmii, Himeuunau ta HigepnanmiB mokasye, o rpyna MOXe BUKPACTH JIaHi
MPOTATOM JBOX TOJWH IMICIS TEPIIOro JOCTYMy 1 BXKE MOpyHInja poOOTy JiKapeHb,
MIKITBHAX OKPYTIB, BUPOOHWYMX JIHIM Ta TOCTAYaJbHUKIB KPUTHYHO BaXKIMBUX
KOMYHIKaIlii. . .

[lepBuHHMIT JAOCTYn 3a3BHYail OTPUMYIOTH 3@ JIONOMOIOKO Bpa3MBUX abo
BUKpaJieHux oOnikoBuX gaHux s SonicWall ta inmmx VPN-npuctpoiB (Hanpukian,
CVE-2024-40766) abo 3a JOMOMOIOI0 IHCTPYMEHTIB AJis MiAOOpY MHapoiB, TaKUX SK
SharpDomainSpray. OTpuMaBIlK JOCTYM, ONEPATOPH PO3LIUPIOIOTH CBOIO MPHUCYTHICTH
3a npomoMoror AnyDesk, LogMeln Ta iHmmMX neragibHUX YTWIIT IS BiJJIaJIEHOTO
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aJIMIHICTPYBaHHS, BUMHUKAIOTh TPOAYKTH ISl BUSBIEHHS KIHIIEBUX TOYOK, a TOTIM
BUKpanaoTh abo mmppyrore gani. Cepen Bimomux sxkeptB — BK Technologies
(pamiooOnamgnanas s ciayxk0 ekcrpenoi gomomoru CIIA), Crendopacekuii
yHIBEpCUTET, 300mapk TopoHTO, miBAeHHOADPUKAHCHKUN JepXKaBHUUA OaHK Ta
Opurtanchkuii BamroTHUM Opokep London Capital Group...

[TnaTexi, Kl MOXHa BIACTEKHUTHU 3a JIOMIOMOIOI0 OJIOKYEIHY, Ta CXOXICTh KOAY
noB's3y10Th AKIpy 3 HeicHyrouuMm kaprtenem Conti, xo4a 3apa3 y4aCHUKHU [IIOTh SIK
He3anexHl (Guili, po3KUIaHI MO JACKUIBKOX KpaiHaX. AMEpUKaHChbKI UYHWHOBHUKH
nonepepkaloTh, 10 KOXKHA 3JIaMaHa Mepeka «BIApUTh IO IUIMX CHUIBHOTax», 1 B
PEKOMEHAIIAX 3aKJIUKAIOTh OpraHizaiii, ocoOJIMBO Majl Ta CepeAaHl MiINPUEMCTBA,
nocuiauTu 3axuct VPN, 3anpoBaauTtu 6aratoakTopHy aBTeHTH(IKAII0, KOHTPOJIIOBATU
IHCTPYMEHTH BIJIAJICHOTO JOCTYITy Ta FTOTYBATUCS /IO 1HIUJICHTIB, KOJIM KPaaikKKa JaHUX
BiZIOyBaeThCA 3a JiiueHi roauHu, a He aHi». (Damien Bancal. Akira ransomware: FBI
tallies 250 million in payouts // ZATAZ (https://www.zataz.com/akira-ransomware-fbi-
tallies-250-million-in-payouts/). 10.12.2025).

*

**

BipycHe Ta iHWe wkignauBe nporpaMHe 3abelNedyeHHs

«AreHTCTBO 3 Ki0OepOe3nexku Ta Oe3nexku iHdpacTtpyktypn CIHIA (CISA)
CIIILHO 3 AreHTCTBOM HauioHaJAbHOI Oe3mexkn (NSA) ta KaHaacbKUM LEHTPOM
ki0epOe3nexkn mnomepeanJio, M0 XaKepH, NOB'SI3aHI 3 KHUTAMCHbKOI IepP:KaBOIO,
NPOHUKAKTL Yy cepexoBumia VMware vSphere 3a pgomomororw cimeicrBa
IIKIAJIMBOr0 NPOrpaMHoOro 3ade3ne4eHHs mig Ha3Bow Brickstorm...

AHaini3 BOCbMU 3pa3KiB, 3HAWJEHUX Y MEpexKax KEPTB, MOKA3YeE, 10 3JI0BMUCHUKU
CreIiajJbHO HAIUTIOIThCA Ha cepBepu VMware vSphere 1 vCenter, mo0 CTBOpPHUTH
MPUXOBaHI HECAHKIIOHOBAHI BIpPTyajdbHI MAIIMHA Ta BUKPACTH KIOHOBAHI 3HIMKH
BIPTYaJbHUX MAIMH AJIS MOAAIBIIOT0 BUKPAJCHHS OOJMIKOBUX JaHUX, BUKOPUCTOBYIOUU
kuibka piBHIB muppyBanua (HTTPS, WebSockets, Bknaneni TLS), SOCKS-npoxkei s
TYHEJIIOBaHHS Ta monepedyHoro nepemimenHs, Ta DNS-over-HTTPS (DoH) nns
IPUXOBYBAaHHS, a TaKOX (YHKIII CAMOKOHTPOJIIO [UJIsi MOBTOPHOI 1HCTaNSMii a0o
nepe3anycKy MKiAIMBOro MpOrpaMHOro 3a0e3leueHHs y pa3l nepepuBaHHs... B onnomy
BUMAJKYy Xakepu 3iamanu BeO-cepBep DMZ y kBitHi 2024 poky, nepenuid Ha
BHYTpIIIHIN cepep vCenter, 3apa3miii KOHTPOJIEPU IOMEHY Ta BUKpalu Kpunrorpadiuxi
kitoui 3 cepBepa ADFS, 30epiratoun noctyn mnpuHaiiMHI 10 BepecHs 2025 poky,
oJiHOYacHO 30upatoun fgaHi Active Directory, pe3epBHi Komii cucteMu Ta 00J1KOBI JIaHi. ..

CISA 3aknukae 3aXHCHHUKIB OCOOJMBO KPUTHUYHOI 1HPPACTPYKTYpU Ta YPSIOBUX
CTPYKTYp BUKOPHCTOBYBaTH HajaHi mpaBmwia YARA Ta Sigma, a TakoX 1HAMKATOPH
KOMIIpoMmeTalii  jii  BusBiIeHHS  Brickstorm, OJOKyBaHHS  HEaBTOPH30BAaHUX
nocradanbHukiB DoH Ta 30BHImHBOrO Tpadiky, IHBEHTAapu3alli Ta MOHITOPHHIY
nepudepiiHuX NPUCTPOIB, CErMeHTallli Mepex Mg ooMmexeHHs Tpadiky 3 DMZ no
BHYTPIIIHIX CUCTEM, & TAKOX JIJIs1 IOBIAOMIIEHHS PO Oy/Ab-SIKY MOB'sI3aHy AiSUIBHICT. . .

CrowdStrike nos'si3aB 111 kammanii Brickstorm npoTu aMepukaHChKUX IOPUINYHUX,
TEXHOJIOTIYHUX Ta BUPOOHMYMX KOMIaHIN 3 KuTaicekoro rpymnor «Warp Panday, sika
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TaKOX po3ropHyJia HOBI iMrutanTatu Junction 1 GuestConduit B cepenosumax ESXi, Tomi
sk Threat Intelligence Group Bin Google 1 Mandiant moB'si3ytots onepaiii Brickstorm 3
kiactepom UNC5221, sikuii paHiiiie BAKOPUCTOBYBAB ypa3iuBOCTi [vanti zero-day npotu
YPSIIOBHX ITUJIEH 32 IOMOMOTOI0 CHEIliaTbHUX MIKIIJTMBUX mporpaM Spawnant 1 Zipliney.
(Sergiu Gatlan. CISA warns of Chinese "'BrickStorm™ malware attacks on VMware
servers /l Bleeping Computer® LLC
(https://lwww.bleepingcomputer.com/news/security/cisa-warns-of-chinese-brickstorm-
malware-attacks-on-vmware-servers/). 04.12.2025).

**k%x

«llpororu:kHeBi HOBHHHU 3 rajay3i 0e3lmekM MiIKPeCcIITh, HACKIIbKHU
INMPOKUMH TA MOCTIHHMMH CTAJU HUQPOBi 3arpo3d — BiJ MACIUTAOHMX aATaK Ha
iHppacTpyKTypy A0 cepiio3HMX NOpPyHIeHb 0co0McTOI KOHGigeHuiiiHocTi. boTHET
Aisuru 3miiicHHUB 4eproBy pexopaHy DDoS-ataky, mikoBa TOTYXHICTh SKOI CSATHYJIA
Mmaibke 30 TOiT/c, Mo MAKPECIIOe, HACKUIBKA BaXKKUM CTAJIO JKUTTS 3aXHCHUKIB MEPEK,
HaBITh MOMNPHU T€, IO 3BUYANHI KOPUCTYBaul B OCHOBHOMY CTHUKAIOTHCS 3 PU3UKOM, 110
ixHl cMapT-mpucTpoi OyIyTh 3axoIUieHl TakuMu OoTHeTamu... lLleil pusuk He €
teopernuHuM: y [liBaenniit Kopei yotupu ocobu Oy 3aapemToBaHi 3a 3j10M noxHan 120
000 xamep Oe3nexku Wi-Fi Ta mponax BijeomaTepiaiiB Ha caTax A JAOPOCIHX, IO €
CYBOpUMM HaraayBaHHSIM MpPO HEOOXITHICTh OJOKYBaHHS MIJKIIOUEHHX 10 MEpexi
JOMAIIIHIX Ta/PKETIB. Y po3nall MepeCBATKOBUX MOKYMOK IIaxpai TaKoK aKTUBI3YIOThCS,
IO CHOHYKAa€ JI0 HOBUX IMOpaj 100 BHUSBJICHHS MiAPOOJIEHUX MPOIMO3UIIN Ta
3a0e3neuenHs Oe3neku B IHTepHeri. Google BmpoBakye HOBI 3acO0M 3aXMCTy Ha
Android, mo6 mnepepuBaTH MIAXpaChbKiI M3BIHKK B PEXHMI pPEATbHOTO 4Yacy, aje
NWIBHICTh KOPHUCTYBAYiB 3aJIMIIAETHCSI HAJ3BUYAHHO BaXJIHMBOKW. Y HEJIABHbOMY
BIIKpUTOMY JHCTI (haxiBIli 3 O€3MeKH 3aKJIMKadd TPOMAJCHKICTh BIJIMOBUTHCS BiJI
3aCTapIINX «XaKEePChKUX Mi(iB», TAKUX SIK «HIKOJHM HE KOpPHUCTyWTecs myOmiaaum Wi-
F1», aprymMeHTyrout 1ie THUM, 110 TaKl pU3HKH € piaKicHUMU. OHaK BUNAJA0K B ABCTpaii,
1e 4oJjoBik BuUKopucTtoByBaB Wi-Fi Pineapple mis cTBOpeHHs maxpalChbKUX MEpPEX B
aeporoprax 1 Ha OOpTy JTaKiB, BAKPaAAr0Yl OOJIIKOBI JaH1 MaHJIPIBHUKIB, TIOKA3Yye, 110
0a30B1 3aM001XH1 3aX0AH, Takl K BUKopuctanHsi VPN y He3HalloMux mMepexkax, Bce 1Ie €
TOLIJIBHUMM. . .

[e#t TKIEHb TaKOXK Harazas, IO 3arpo3d MOXKYTh HaJAXOAUTH BiJ IHCTPYMEHTIB,
SKAM MU J0BipseMo mioaHs. Ciijul BUSBWIM CEMHUPIYHY KaMIaHIO, B paMKax SKOi
KUTaMCHhKI pO3POOHUKHU BUITYCKaIH AlMCHO KopucHi po3mmpenHs ans Chrome ta Edge, a
MOTIM HEMOMITHO OHOBIIOBANIM iX, JOJal04M OEKJIOpH Ta IIIMHUTYHCHhKE NpOorpamHe
3a0e3MeueHHs], SKe B pe3yJbTari 3apaswio TmoHan 4,3 MiUIbiloHa KOPHUCTYBadiB,
CKOPHCTABIINCh HECYBOPHUMH TEpPEBIpKAMU Mara3uHy pO3IIMPEHb 1 HAaBITh CTaBIIH
«PEKOMEH/IOBAaHUMU»  JIOMOBHEHHAMHU. KopucTyBadyaM HACTIHHO PEKOMEHIY€EThCS
NEPEBIPUTH PO3IIMPEHHS CBOr0 Opay3epa Ta BUAAIUTU BCe HEMOTPIOHE a00 HEHAdIMHE. ..
Tum dacoM, mpo TpuBali HACIIAKM aTaku MpOrpaM-BUMarayiB CBIAYUTH MPUKIIA]
HaMOUIBIIOTO AMOHCHKOTO BUpOOHWKA nmuBa Asahi, sSIKMW MOBIJOMHUB, IO B PE3yJbTaTi
’KOBTHSI aTaku NporpaM-BUMaradiB OyJiM BHKpaJeHi JaHl mpo mnoHaxa 1,5 wminpiioHa
KJIIEHTIB 1 COTHI THCSY CHIBpOOITHHKIB, YJIEHIB IXHIX CiMEH Ta KOHTAaKTiB, Xoua, Ha
IacTs, JIaHl TJIATDKHUX KapTOK He Oynu BUKpazeHl. JleranpHuil myOmiunmii 3BIT Asahi
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Opo IHLIWAEHT, IO BKIIOYAaE 1HQOpPMAIIO MPO 3aXOAU pearyBaHHS Ta TOCHIJICHHS
0e31neKu, € 3pa3KOM MPO30POCTI.

VY BCiX IUX ICTOPISIX MPOCTEKYETHCS UITKA 3aKOHOMIPHICTh: HaBITh HE3BaXKAIOUU
Ha Te, 110 BEJIMKI TEXHOJOTIYHI KOMMAaHIi BIIPOBA/KYIOTh HOBI 3aCO0M 3aXUCTY, peaibHa
Oe3meka Bce IIe 3aJIeKHUTh BiJ] TOTO, YA OHOBIIOIOTH KOPHUCTyBadl CBOi MPUCTPOi, YU
BUOWPAIOTh BOHU JOJATKH Ta PO3IIMPEHHS, YU OOEPEKHO CTABIATHCS IO HE3HAHOMUX
MEpeX 1 UM MWJIbHYIOTh 33 MIaXpaiCTBOM, OCOOJIMBO MiJ YaCc HANPYKEHOrO CBATKOBOIO
cesony...» (Alan Henry. 5 Cybersecurity Disasters You Missed This Week: Airport Wi-
Fi Hacks, Botnets, Spyware Extensions, and More // Ziff Davis, LLC.
(https://lwww.pcmag.com/news/5-cybersecurity-disasters-you-missed-this-week-airport-
wi-fi-hacks-botnets). 05.12.2025).

**k*k

«Komnanisa Koi, mo cnemiagizyerbcsi Ha Ki0epOe3neni, BUSBIJIA MACIITA0HY
KAMIIAHiI0 3 PO3MOBCIOIKEHHS IKIIJIMBOr0 MPOrpaMHOro 3ade3nevyeHHsi, B paMKax
SIKOI KHTAHChKAa XaKepchbKa rpyna mig Ha3pow ShadyPanda meperBopuiia panime
JerajibHi po3mmpeHHs 1ias 0OpaysepiB Chrome ta Edge Ha mmuryHcbke nmporpamMmse
3a0e3neueHHs, siKe 3apa3wjo moHajx 4,3 minbiioHa npucTpoiB. B pamkax opnHiel
orepaltii NoHalMEeHIIE IM'STh JaBHO MEPEBIPEHUX PO3IIMPEHb, cepel sikux Clean Master,
nporpama Ui ouuiieHHs kemry 3 noHaxa 200 000 xopucTyBadiB 1 CTaTycoM
«PexomengoBano»/«llepeBipeHo» B Chrome Web Store, HopManbHO mpalOBaIH
MPOTATOM IPHUOJIM3HO I'SITH POKIB, a MOTIM y 2024 porrl Oyiu OHOBJIEHI 3 JI0JlaBaHHSIM
IIKIIJIMBOTO KoAy 1 3rogoM BupaneHi Google... Jlpyra omepailisi CTOCy€eThCS e T'SATH
pO3IIUPEHb, TAKUX SIK MeHemxkep BkIagok WeTab 3 monang TpboMa MinbiloHaMu
YCTaHOBOK, SIKI BCE III€ JIOCTYMHI B MarasuHi noaatkiB Microsoft Edge; pazom mi nBi
Mepeki OXOTUTIOIOTh TTOHA]] YOTUPU MUTBHOHU KOPUCTYBAiB MO BCbOMY CBITY. BBeaeHmit
KOJ TMEPETBOPIOE PO3LIMPEHHS Ha IUaTGopMy s BIJAAJECHOTO BHKOHAHHA KOJIY
BCcepearHl Opays3epa, HEIOMITHO 3aBaHTaXYIOUM Ta 3amyckarouu JavaScript, 30uparouu
JaHl TpO MEeperyisgid KOPUCTYBAdiB 1 HAJCWIAIOYM iX Yy PEXUMI PEalbHOro 4acy Ha
cepBepu B Kurai. ..

Koi omy0iikyBaB 11eHTU(QIKATOPU PO3LIMPEHb, MOB'A3aH1 3 KaMIaHIE0, 1 paauTh
KOpPUCTyBauaM TNIE€pEeBIPUTH BCTAHOBJEHI J0JaTKU dYepe3 chrome://extensions/ abo
edge://extensions/, YBIMKHYTH PE&XHUM PO3pOOHHKA JJiA MOPIBHSHHS 17eHTU(]IKATOPIB 1
HeraiHo BUJQJIMTH BCi niepeniyeHi posmupenns. ShadyPanda, sika nie npunaiimui 3 2018
POKy, paHillle BUKOPUCTOBYBaJa MIKIAJIMBI porpamMu ajisi adiaidioBaHOTO IIaxpaicTBa, a
3apa3, CXO0XKe, BUKOPUCTOBYeE Toi (akT, mo (Google mepeBipsic OHOBJICHHS 1CHYIOUHUX
pPO3MIMPEHb MEHII PETENIbHO, Hi’K HOB1 3asBKH, IO IOJICTIIYE IMOIIUPEHHS IIKIIIMBUX
OHOBJICHb CepeJl BeJIMKOI icHyrouoi 0a3u kopuctyBadiBy. (Kishalaya Kundu. Popular
Chrome and Edge extensions go rogue, infecting over 4 million devices with spyware //
TechSpot, Inc.  (https://www.techspot.com/news/110492-malicious-chrome-edge-
extensions-infected-over-43-million.html). 04.12.2025).

*k*

«3Bit Cloudflare npo 3arpo3u DDoS-arak 3a 3 kBapraa 2025 poky cBiAYMTH
npo Oe3npeuneaeHTHe 3pocTaHHA MacmrTadiB i yacroru DDoS-arak, cepex sIKux
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aoMiHye OOTHeT Aisuru, mo KOHTPOJE Bix 1 10 4 MigbioHIB iH(IKOBaAHUX
NPUCTPOIB MO0 BCHOMY CBIiTy. Aisuru peryJisipHO 3A1MCHIOBAaB rinepo0'eMHI aTaku, IO
nepeBuIlyBain 1 TepadiT HA CEKYHY 1 1 MIJIbSp/ MaKeTiB HA CEKYHY, IPUYOMY B IIbLOMY
KBapTaJl KUIbKICTh TaKMX aTak 3pocia Ha 54%, JOCSITHYBIIU CBITOBOTO pexopay B 29,7
Toit/c 1 14,1 bmc. 3araiom Cloudflare BinouB 8,3 minmpitona DDoS-atak y TpeTbomy
KBapTail, mo Ha 15% Ounpiie, HK y nonepeaHboMy KBapTtail, 1 Ha 40% Ouiblie, HIXK y
MUHYJIOMY POLll, 10 B CEPEAHBOMY CTaHOBUTH Maiixke 3780 atak Ha rOAMHY ...

VY 3BITI BUCBITJIEHO KUJIbKa I€OMOJITUYHUX Ta rajgy3eBUX TEHICHLIN. Y BepecH1
KuUbKicTh DDoS-atak Ha KOMIMaHii, 10 3aiMarOThC IITYYHUM IHTEJIEKTOM, 3pOcia Ha
347% NOpiBHAHO 3 MOMEPEIHIM MICSALIEM Ha TJII TOCUJIEHHS PETYJIATOPHOTO KOHTPOJIIO, a
KUIBKICTh aTaK Ha TIpHUYOJ00YBHY Ta aBTOMOOUIBHY Taily3i pi3KO 3pociia y 3B'SI3KYy 3
eCKaJIaIlier0 TOProBelibHUX HarpyxkeHb MKk €C 1 Kuraem moo piakiCHUX MiHEpalliB Ta
TapudiB Ha €IEKTPOMOOLUTl. ATaku Ha MepexeBOMYy piBHI ckianu 71% Bim ycix atax i
3pociii Ha 87% Yy TOpIBHSHHI 3 momepeAaHiM KBaptaioMm, npu 1pomy UDP-daymu,
cnpuurHeHi Aisuru, 3pociu Ha 231%...

3 reorpadiuHoi ToukH 30py, Ha ManpaiBax, y ®panimii Ta bensrii cnocrepiranocs
pi3Ke 3pOCTaHHs KUIBKOCTI aTak, 110 CIIBIAJ0 3 BEIUKUMHU MPOTECTAMU Ta MOJITUIYHUMHU
3aBOpYIICHHIMU. [HIOHE31s 3amuiianacs TOJOBHUM JDKEPEJIOM aTaK y CBITI IPOTATrOM
ycporo poky. Cloudflare Haromnomrye, mo TpaguiiiiHi JOoKajabH1 ad0 3a 3alIUTOM 3acO0HU
3axucty Big DDoS-arak Oinbpliie HE € JOCTAaTHIMM B YMOBaX IOCTIMHO MIHJIMBOIO
CepelloBHUIIIA 3arpo3, 1 MPOJIOBKY€E MPOMOHYBATH OE3KOIITOBHUN HEOOMEKEHHUI 3aXHUCT
Big DDoS-arak ycim cBoim kimientamy». (Omer Yoachimik, Jorge Pacheco. Cloudflare’s
2025 Q3 DDosS threat report -- including Aisuru, the apex of botnets // Cloudflare, Inc.
(https://blog.cloudflare.com/ddos-threat-report-2025-93/). 03.12.2025).

*kx

*

«3 orasiny Ha Te, O HIOAHA CTBOPHETHC Npudau3Ho 450 000 HOBHX
IIKIIJIMBAX NMPOrpaM, 3aXUCT KOMI'IOTepa Bia BipyciB Ta iHmmMx ki0ep3arpos €
HA/I3BUYANHO Ba:KJIUBUM. [I0UHITH 3 peryjsipHOro OHOBJIEHHS ONEpPALIHOI CHCTEMH Ta
BCHOI'0 MPOrPaMHOro 3a0€3MEeUeHHs, 100 OTpUMATH HAWHOBILII BUIPABJICHHS OE3MEKU.
Onepariitni cuctemun Windows 1 macOS MaroTh BOyA0BaHI O€3KOIITOBHI aHTUBIPYCHI
iHcTpyMeHTH — Microsoft Defender 1 XProtect BiANOBIAHO — sIKI MOBUHHI OyTH
BBIMKHEHI 3a 3aMOBUyBaHHsAM. [lepeBipTe 111 HaJaITyBaHHSI B CUCTEMHHUX MapaMmeTpax 1
3arycKaiiTe CkaHyBaHHs 3a MOTPEOH. . .

JUIs TOCUJIEHOTO 3aXUCTy PO3IJISIHBTE MOJKJIMBICTH BUKOPUCTAHHS CTOPOHHBOI'O
aHTUBIPYCHOTO TpOorpaMHOro 3abesmeueHHs, Takoro sk Bitdefender, sxe mpomonye
IIBUJIKEC CKaHYBaHHS, MIHIMAJIbHUIA BIUTMB Ha CUCTEMY Ta JOJATKOBI IHCTPYMEHTH, Taki
SK BUSBIICHHS LIaXpaiicTBa, MOHITOPUHT JApKHETY Ta 3aXUCT Bl KPaJIiKKH OCOOMCTHUX
nanux. McAfee — me oauH BapiaHT, 0COOIMBO KOPUCHUH IS TOMOTOCIIOIAPCTB, JE €
OlUIbIIE M'ATH MPUCTPOIB, X0Ua BiH, K MPABUIJIO, IPALIOE MOBUIbHINIE 1 BUMArae Ouible
pecypciB. Takox AOCTyIHI O€3KOIITOBHI albTepPHATUBH, Taki Ik AVG Antivirus...

OkpiM aHTUBIPYCY, YBIMKHITh 3aXHCT OpaHIMayepoM, 100 OJIOKyBaTH MiA03puIl
BXIJIHI JiaHi, Ta MEpeKOHAWTecs, 10 y BacC € 3aXMCT BiJl IIMUTYHCHKOTO MPOrPaMHOTO
3a0e3reueHHs], SKUH 3a3BUYail BXOJUTH JI0 CKJIQAy MpPeMiyM-TIaKeTiB aHTHUBIPYCIB.
HapuiTbcss posmizHaBaTH (IMIMHT Ta IIaXpaiCcTBO, PETEIbHO IMEPEeBIpsSOUN aJpecu
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CJICKTPOHHO1 TIONITH, TOCWJIAHHS, MPHUBITAHHS Ta BKIAICHHS, a TaKOX IEPEBIpSMATE
Mi03p1JIl MMOBIIOMJICHHST O€3MOCEepe/IHhO Y 3asBJICHOTO BIANPAaBHUKA. 3aBaHTAXKYyHTe
daiinu aume 3 Hagiiaux odimiitaux mrepen, URL-anpecu sxux mictare «HTTPS://», a
TaKOX MEPeBipsaiiTe HE3HAWOM1 BeO-CallTH TIepeT 3aBaHTAKEHHSIM Oy /Ib-IKUX MaTepiaiB.

OOMexTe AOCTYN 0 BAIIOTO KOMM'IOTEpa Ta CTBOPITH OKpeMi OOIIKOBI 3amucu
KOPUCTYBAauiB 3 OOMEKEHUMU MpaBaMU JUIsl CIIUIBHOTO BUKOPUCTAHHS. 3axuIlaiTe AiTeH
3a JJOMOMOT0I0 0aThKIBCHKOTO KOHTPOJIIO, HaBYalTe ix Oe3mneli B [HTepHETI Ta CTeXTE 3a
iXHBOIO IU(POBOIO AKTHBHICTIO, HE BTPYYAIOUHMCh HAaATO CWiIbHO. Hapemiri, peryispHo
CTBOPIOMTE PE3EpBHI KOIIi BaXXJMBUX (PaillliB, BUKOPUCTOBYIOUM SIK XMapHE CXOBHIIE,
TaKk 1 30BHINIHIA XOPCTKUM JUCK, MO0 3aXMCTUTUCA BiJ BTpaTH JaHWUX BHACIIJIOK
kibeparak abo 30010 cucremu...» (Dianna Gunn. Thousands of Computer Viruses Are
Created Every Day. Here’s How to Protect Your Computer From Cyberattacks // Ziff
Davis company (https://www.cnet.com/tech/services-and-software/how-to-protect-your-
computer-from-threats/). 03.12.2025).

**k*k

«Y 2025 poui xommanis Kaspersky BusiBasiia B cepeanbomy 500 000
WKiIUBUX (pailjiiB HA JeHb, 0 HAa 7% OlIble, Hi’)K Yy NONEpeIHbLOMY POIIi,
OCKUIIbKH Iy100ajibHA Ki0ep3arpo3a crajia 0ijibil BUTOHYEeHO. HallOinbimuii cruieck
CIIOCTEpIraBcs y BHUABICHHI IpOrpaMm JUisl KpaaikKKh mapoidiB (3poctaHHs Ha 59%) Ta
HIMUTYHCHKOTO MporpaMHoro 3ade3nedeHHs (3poctans Ha 51%). Windows 3anummanacs
OCHOBHOIO MIIIIEHHIO, sika 3adeniia 48% KopucTyBauiB, TO1 sIK 29% kopuctyBauiB Mac
CTaJIM KePTBAMU aTaK...

VY cBiTi 27% KOpHUCTyBadiB CTUKAIKCS 3 BeO-3arpo3amMu, SKi BKIIOYAIOTh IIKIIJIUBE
nporpamMHe 3a0e3MeueHHs, [0 BUKOPUCTOBYE [HTEpHET AJI 3aMO0IISTHHS KO, TPHIOMY
HaWBUII IMOKa3HUKU aTak crocTepirarotbes B JlatuHebkin AMepuini ta Adpuiii. Okpemo
33% xopucTyBadiB CTaJId JKEPTBAMH 3arpo3 Ha MPHUCTPOSX, IO TMOIMIUPIOIOTHCS Yepes
3HIMHI HOCIi a00 CKJIamHi iHCTansATopH, mpudomy Adpuka JTigupye B I KaTeropii 3
noka3Hukom 41%...

Onexcanap JlickiH, KepiBHUK BIAJLIY JOCHIKEHb 3arpo3 kommanii Kaspersky,
HIJKPECINB, IO BPa3JIMBOCTI Ta BHUKpaZeHI OOJIKOBI JaHI € HaUNomyIspHIIIMMHU
METOJIaMU MOPYIICHHS KOPIOPATUBHUX MEPEXK, MOSICHIOIOYN Pi3Ke 3POCTaHHS KUIHKOCTI
KpaJKOK Ta IIMUTYHCHKOTO MpOrpaMHOro 3abe3nedyeHHs. JIICKIH TakoX 3a3HAuuB
BIJIPOJKEHHSI KOMEPIIIHHOTO MIMUTYHCHKOTO MPOrpaMHOro 3abe3nedeHHs (HarpuKiaj,
Dante Bix Hacking Team), sike BukopuctoByeThcs B APT-kammanisix 13 3aCTOCyBaHHAM
CKCIUIOMTIB HYJBOBOI'O JHS, a TaKOXX 3HAYHE 3POCTAHHS KIUJIBKOCTI aTaKk Ha JIAHIFOTH
MOCTauaHHs, BKJouatoun mnomuperHoro ueps'ska NPM  Shai-Hulud. Bin ngiitmos
BHUCHOBKY, 110 HaAiiHI cTparterii kibepOe3neku Ta HaIiiH1 PIlIeHHS 3 0E3MEeKH € KUTTEBO
BOXJIMBUMHU SIK JUIsl OpraHizadiid, Tak 1 Ui 1HAMBIAYaJbHHUX KOPUCTYBauiB, I100
3MEHIIUTH I JeAai ckimamHinm pusukd...» (Kaspersky reveals alarming rise in daily
cyber threats: 500 000 malicious files detected in 2025 // Independent Online
(https://iol.co.za/business-report/economy/2025-12-03-kaspersky-reveals-alarming-rise-
in-daily-cyber-threats-500-000-malicious-files-detected-in-2025/). 03.12.2025).

**k*k

136



«Matanbuchus — ne 3aBaHTa)KyBa4 HIKiJIMBOr0 MPOrPaMHOro0 3a0e3ne4eHHst
Ha MoBi C++, akuii 3 2020 poxy npogaerbcsa sk Malware-as-a-Service, 0 3HHKY€
O0ap'ep AJs 3J10BMHMCHMKIB, fIKi IUIaHYWOTh Noaajblni araku. Y smnHi 2025 poxy
JOCHiTHUKA BUSBUIU Bepcito 3.0, ska € BIOCKOHAJICHOI 301pKOI0, IO TMOCHIIIOE
MPUXOBAHICTh 1 KOHTPOJIb, 30€piratouu MpH MbOMY XapaKTEpHY ISl IIbOTO 1HCTPYMEHTY
MPOCTOTY Ta €(DEKTUBHICTh. 3a3BUYAN MMICIIS TOTO, K 3JIOBMHUCHUKHA OTPUMYIOTH JOCTYTI
yepe3 Microsoft QuickAssist 1 colianbHy 1HXEHEPI0, BTOPITHEHHSI 3aIlyCKa€e KOMaHIHHMA
psanok aiist 3aBaHTaxkeHHs mikiguBoro MSI, unit HRUpdate.exe 3aBantaxye DLL, 1o
nie sk 3aBaHTakyBau Matanbuchus. [loTiM BiH 3aBaHTaxXye CBili OCHOBHUN MOJYJb 13
CepBEpPiB 3JIOBMUCHHUKIB 1 MOYKE 3aBAaHTAKyBaTH JI0JJaTKOBI KOPUCHI JlaH1 Ta BUKOHYBAaTH
Bi1asieHi koManau. OcTaHH1 KaMIlaHii BAKOPUCTOBYIOTh 1H(PoKpaaikHUK Rhadamanthys
1 NetSupport RAT, a Takox Bce wyacTilie MepexoisiTh A0 IIBUAKOTO MU(pPyBaHHS
porpaM-BUMaradvis, 110 MIJABUIILY€E PU3UK MOPYIIEHHS pOOOTH Oi3HECY. ..

3aBaHTa)XyBad PO3pOOJICHHUI 3 ypaXyBaHHSIM CTIMKOCTI Ta YHUKHEHHS BHSIBJICHHS:
BiH BUKOprcToBYe ChaCha20 myis mmdpyBaHHs psaakiB i yac BUKoHaHHs, MurmurHash
st nuaaMigHoro BupimeHHs Windows API Ta goBri muknw 3aTpuUMKH 71l YHUKHCHHS
MICOYHUIL HA OCHOBI MOBEAIHKU. Y Bepcii 3.0 BOpoBapKeHO MPOTOKONBHI Oydepu s
cepiamizaiii Tpadiky KOMaH] 1 KOHTPOJIIO, 110 3a0e3neuye OUIbII CKIa HI Ta MPUXOBaHI
B3aemojili C2. CTIHKICTh JIOCSATAETHCS 32 JAOMOMOIOI0 3aBAaHTAXXEHOTO IIEN-KOIY, SIKUU
CTBOPIOE 3alJIaHOBaH1 3aBJaHHS, 100 BIKUTU MICAS Mepe3aBaHTakeHHs. [ls
OaratocTyrieHeBa, 3alulyTaHa KOHCTPYKIIS B MOE€JAHAHHI 3 JOCTYMHICTIO MaaS poOuTh
Matanbuchus 3Ha4HOIO 1 3pOCTAIOUOI0 3arpo30i0, MIIKPECIIOIYN HEOOX1AHICTh
BUSBJICHHS PaHHIX TOYOK ONMOpH (HANpPHKJIAM, MMijo3piie BukopuctaHHs QuickAssist 1
MSI sideloading) nmo po3ropTaHHsi BTOPUHHUX KOPHUCHUX HaBaHTaXeHb ab0 Mporpam-
Bumaradis...» (Tushar Subhra Dutta. Threat Actors Leveraging Matanbuchus
Malicious Downloader to Ransomware and Establish Persistence // Cyber Security
News (https://cybersecuritynews.com/threat-actors-leveraging-matanbuchus-malicious-
downloader/). 03.12.2025).

*k*

«JlocTaiTHMKHU 1eTaJIbHO ONMUCAJIM TPH HOBIi 3arpo3u aAJjs Android: aBi HoBi
POAMHM LIKIIJIMBOro NporpaMHoro 3adesnedyennsi, FvncBot i SeedSnatcher, a Takox
3HAYHO OHOBJICHY BepcCil0 IINMHUIYHCHKOro mnporpamHoro 3adesmedeHHs ClayRat.
FvncBot, nanucanuii 3 Hyss 1 3aMacKOBaHWUM I JIOAATOK OE€3MEKH BijJl MOJIBCHKOTO
O0anky mBank, Haninenu#i Ha KopucTyBadiB MoOOUIbHOro OaHkinry B [lombrii.
[Tommproro4unch Yepe3 3aBaHTAKYBAIBHHUM JTOAATOK, 3aXUIEHUN CEepBICOM IMU(pyBaHHS
apkOday, Bin 3m0BxuBae ciyk6amu goctyrnHocti Android Ta API MediaProjection s
3alyCy KJaBIII, TPAHCIALIT €KpaHy, 3allyCKy MPUXOBaHUX BIAJAJCHUX CEAHCIB y CTHIII
VNC (HVNC), naknananus migpo0JIeHUX eKpaHiB BXOAY, BUKPAACHHS JaHUX MPUCTPOIO
Ta JOJATKIB, a TakoX oTpuMaHHd komaHj dyepe3 Firebase Cloud Messaging. Bin
BUKOPUCTOBY€E CECIMHUUA TPIOK A1 00xo1y oOmexeHb JocTynmHocTi B Android 13+ 1
3B'SI3y€THCS 3 KOMaHIHUM cepBepoM Ha naleymilva.it.com. [HaukaTopu cBig4arh mpo Te,
mo BiH nepedyBae Ha paHHIA cTaali po3poOKM 1 Hapasl OpiEHTOBaHUM Ha
MOJIbCbKOMOBHUX JKEPTB, X04a HOro onepaTopu MOXKYTh JIETKO MEPEHTH Ha 1HII PErioHH
abo OpeH/u. ..
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SeedSnatcher, mo posmoBclomxyeThess miag HazBoio «Coin» yepe3 Telegram,
OpU3HAYEHUN JJI1  BHUKPaJACHHS  (pa3-mociBiB  KPUNTOBAIIOTHUX TaMaHIB  Ta
nepexoruieHHss SMS-koaiB 2FA, a Takox myis 300py KOHTAKTIB, KypHAaJiB J3BIHKIB,
daiimiB Ta 1HmMUX KOH(DIACHIIIMHUX JaHUX 3a JOMOMOTOI0 (IMIMHTOBHX HAKJIAJOK.
CYFIRMA npumnucye #oro KWTaWChKUM a00 KHUTaliCbKOMOBHUM 3JIOBMHUCHHUKAM,
BI/I3HAYAIOUW BUKOPUCTAHHS JUHAMIYHOTO 3aBAaHTAXKEHHS KJACIB, MPUXOBAHOIO
BBeneHHs WebView Ta munouncenbHux komanj C2 ajid YHUKHEHHS BUSIBIICHHS,
CIIOYATKY BIH 3allUTy€ MIHIMAJIbHI JO3BOJIM, @ MOTIM 3 YacOM PO3LIUPIOE TOCTYI. Tum
yacoMm, Zimperium noBigomisie, mo ClayRat Oyino BIockoHaneHO ISl 3JI0BKUBAHHS
MOCIyraMHi JOCTYMHOCTI Ta CTaHJAPTHUMHU J03BojaMu SMS, 110 103BOJISIE TTOBHICTIO
3aXONUTH  KOHTPOJb  HAJ  TPUCTPOEM:  aBTOMaTuuHe  po30iokyBaHHi  PIN-
KOJTy/TIapoJisi/Ima0IoHy, KEHJIOTTIHT, 3aluC €KpaHy, MOCTIWHI HaKJIaJeHHS (HampuKiIa,
migpo0JIeHl OHOBJIEHHS CHCTEMH), 30ip TMOBIIOMJIEHb Ta IHTEPAKTHUBHI MiAPOOIICHI
MOBI1JIOMJICHHS IS 3aXOTUICHHS BBeJICHNX KopucTyBaueM jganux. ClayRat mommproerbes
yepe3 MmoHakMeHIne 25 (GilmmHroBUX JAOMEHIB, IO BHIAIOTH ceOe 3a Takl CepBiCH, SK
YouTube (mpomnonytoun ¢anemmBi «Pro»-¢GyHKIi), a TakoX depe3 IpoIepH, IIo
MacCKyIOThCSl MiJl POCIHCHKI AOJATKU ISl BHKJIMKY TakCl Ta MapKyBaHHS, IO 3HAYHO
YCKJIQJHIOE >KEpTBAaM BHSIBJIEHHS a00 BUIAJECHHS MPOTrpaMy MOPIBHSHO 3 IMONEPEAHIMHU
BEpCIIMU. Y CYKYIHOCTI I KaMIIaHli IMIJIKPECIIO0Th, SIK 3JIOBMHUCHHKM BCE 4YacTille
BUKOPUCTOBYIOTh (DYHKIIII JOCTYMHOCTI Ta HakiaaeHHs Android, moctyn mo SMS Ta
CKJIQJIHI KaHAJM PO3MOBCIOJKEHHS [UIsl 3[I1MCHEHHS (PIHAHCOBUX IIIaXpailcTB Ta
HMIMATYHChKUX — omepartiid...» (Ravie Lakshmanan. Android Malware FvncBot,
SeedSnatcher, and ClayRat Gain Stronger Data Theft Features // The Hacker News
(https://thehackernews.com/2025/12/android-malware-fvncbot-seedsnatcher.html).
08.12.2025).

**k*k

«HoBuii BapianT O0oTHery Mirai min Ha3Bow «Broadside» Hamijiennii Ha
CEKTOP MOPCBHKOI  JIOTiCTUKH, BHKOPHUCTOBYIOYM KPHUTHYHY BpPa3jiuBicTh
Bignanenoro BBeaeHHs komaHa (CVE-2024-3721) y uudgpoBux BigeopeecTpaTopax
TBK DVR-4104 i DVR-4216, siki mIHMpPOKO BHUKOPHCTOBYIOTbHCSI Ha MOPCBKHX
cynHax. Buspiena komanmoro 3 gochikeHHs KiOepOesneku Cydome mijg yac
MOHITOPHUHTY MOPCHKHX aKTHBIB, ISl KaMIlaHisi, IMOBIPHO, TPUBAE BXKE KUJIbKa MICSIIIB,
BUKOPHCTOBYIOUM HU3bKUIU PIBEHB 3P1JIOCTI KiOEepOe3IeKku B IIbOMY CEKTOPi: CyJIHA 4acTo
BUKOPUCTOBYIOTh 3aCTapiii, HE OHOBIJIEHI CHUCTEMU 3 MIHIMAJIbHUM a00 BiJACYTHIM
MOHITOPUHIOM Oe3leku Ha OopTy, mepcoHaioM abo MpoIlecaMyd OHOBJIEHHS, IO
YCKJIQJHIOE BUSBIICHHS BTOPTHEHB 1 JIO3BOJISiE 1M 30epiratucst Ta MOIIMPIOBATUCS TIO
BChOMY (IIOTY...

[Ticns Toro, sk Broadside 3mamye DVR uepes kinneBy Touky HTTP POST
/device.rsp, BIH BUXOJIUTh 3a MexX1 TpaguuiiHoro ¢okycy Mirai Ha DDoS, 30upatoun
(aiiam 3 00JIKOBUMHU TaHUMHM JUISI TIIJABUILEHHS MPUBLUIEIB 1 MONEPEUHOI0 MEPEMIILICHHS,
BUKOHYIOUM BUCOKOMBHIKICHI UDP-(uyau 3 moaiMop@HICTIO KOPUCHOTO HABAHTAKEHHSI
Ta BUKOPUCTOBYIOUM cokeTu siapa Netlink g mpuxoBaHOTO, KEpOBAHOTO MOAISIMU
MOHITOPUHTY MPOIIECIB 1 30epeKEeHHS, 0OJJHOUYACHO JTUHAMIYHO BOMBAIOYHM Ta 3aHOCSYH B
YOPHUHN CMHUCOK KOHKYPYIOUl Mpoliecu. BOTHET miATpUMY€E yIpaBIiHHS Ta KOHTPOJIb HAJ
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cnemianbHuMu kanamamu TCP/1026 3 pesepBuum Bapiantom TCP/6969, mo craHoBUTH
OCOOJNIMBUYM PU3UK JUISI CYJIEH, Kl TOKJIAJAl0ThCs Ha JOPOTi CYNMyTHUKOBI KaHalu 3
O0OMEKEHOIO TPOIYCKHOIO 3aTHICTIO, JIe Tpadik OOTHETY MOXKE MOPYIIUTH poOOTYy Ta
30UIBIIMTH BUTPATH HA MEPEKY...

Cydome omyOmikyBajga I1HAMKATOPH KOMIIpPOMETAIil Ta pO3rOpHYyJIa 3aco0u
BUSIBJIICHHSI B CBOi 1H(QPACTPyKTypl MOPCHKOi O€3MEeKH, PEKOMEHIYIOUYH OIlepaTopam
NEepeBIpUTH Ta BHUNpPaBUTH ypa3iauBl DVR, BHkOHaTH ckaHyBaHHS Ha HasBHICTb
Bpa3IMBOCTEH, BHECTH WKiAIuBI [P-agpecn [0 4YOpPHOro CHUCKY, OHOBUTHU 3acOOU
6e3neku 3a nonomoroto [oC Ta 3a0e3nmedynTH CyBOpPY Cerperamio Mepexi Ais 130Jsmii
KPUTUYHO BRXKJIMBHX ONEPALIHUX CHUCTEM — OCOOJIMBO 3 OIJISAY Ha T€, IO OUIBIIICTD
TaKMX aTak BCE II€ € YCIHIIIHUMH 3aBASKA BUKOPHUCTAHHIO BIAOMHX Bpa3jIUBOCTEH Yy
CepeloBMINAX, sKI IMOBLIBHO BHIpaBisioTh ypasnuBocTi». (Elizabeth Montalbano.
‘Broadside’ Mirai Variant Targets Maritime Logistics Sector // TechTarget, Inc.
(https://www.darkreading.com/threat-intelligence/broadside-mirai-variant-maritime-
logistics). 08.12.2025).

*k*x

«Komnania Koi, mo 3aiiMaerbcsi NUTAaHHAMH Oe3lleKM, BHMSIBWJIA TPH
wKigauBi po3mupenHss Visual Studio Code na Microsoft Marketplace —
BigBlack.bitcoin-black, BigBlack.codo-ai Tta BigBlack.mrbigblacktheme — ski
MACKyBaJIMCH I TEMHY TeMy B CTHJI «0iTKOMH» Ta MOMIiYHHUKA 3 KOAYBAaHHS Ha
OCHOBi IITY4YHOro iHTedekTy. Iliciiss BCTAHOBJIEHHS 1I JOJATKHM HEMOMITHO BUJIAJISUIH
JerabHUN 1HCTPYMEHT JUIsl 3HATTS 3HIMKIB ekpaHa Lightshot, momaroun 10 HBOTO
mkigmuBy DLL-616mioTexy («Lightshot.dll»), a moTiM 30upanu mupoxuit HaOip JaHUX:
BMiCcT Oy(depa oOMiHy, 3HIMKH eKkpaHa, mapoii Wi-Fi, 3amyrmieni mpoiiecu, BCTAaHOBJICHI
mporpamMu Ta JeTalbHy 1H(opMmarliito npo cuctemy... Bonu takox 3amyctuwin Chrome i
Edge B GesromoBomy pexkumi, o0 BUKpacTu ¢aiiau cookie 1 TOTEHIIITHO TMEPEeXOTUTH
aKTHBHI cecli, HaJar04u 3JIOBMUCHHUKY JOCTYI JI0 €JIEKTPOHHMX JIUCTIB, MOBIJOMJICHb
Slack, BuximHoro koamy Tomo. Xoua po3mupeHHs Al HagaBano peanbHY
¢ynkuionaneHicTe ChatGPT/DeepSeek, mo6 Buriasagat aocToBipHUM, aHamiTuku Koi
BUSIBWJIM YIiTKO QHOTOBAHMHA KOJ JIOCTAaBKM KOPHUCHOTO HaBaHTaXXEHHs, BOYIOBaHUI
OesnocepeIHbO Mepe JErITUMHUME MpolieypaMu 4aT-60Ta — J0Ka3 TOro, 10 aBTOP
aKTHUBHO MIATPUMYBaB IIKIJJIMBE IMporpaMHe 3a0e3medeHHs. Microsoft Buiyunna aBa
IIMPOKO 3aBaHTaXyBaHi maketd 5 1 8 rpyaHs 2025 poky; TpeTiii OyB BHIyYEHUMH
HACTUIbKY IIBHJKO, III0 HE MaB 3HAYHOTO BIUIMBY...» (Paulina Okunyté. New malware
on Microsoft Marketplace steals passwords and screenshots of desktops // Cybernews
(https://cybernews.com/security/microsoft-vscode-malicious-extensions/). 10.12.2025).

*kx

«HenaBne mociaimkenns rpynu Threat Intelligence Group kommnanii Google,
NPUCBAYEHEe EKCIEPUMEHTAJIBLHUM CiMeilcTBAaM  IIKIIJIMBOr0 MPOrpaMHOro
3a0e3nedyenHsi, TakuM sk PROMPTFLUX i PROMPTSTEAL, BucBitimio HoBY
3arpo3y aBTOHOMHOI'0 HIKiVIMBOT0 MPOrpaMHOro 3a0e3neyeHHs, sike BAKOPUCTOBY€
BeJMKi MOBHI Mogeai (LLM) pasi mipkyBaHHsi, aganrtamili Ta eBOJIIOLII CBOEl
NMOBeIHKM B PeXKMMi peajibHOro 4yacy 0e3 BTPYYaHHs JIOJAMHH. Xoya Il 3pa3Ku €
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NPUMITUBHUMH, BOHU JAIOTh VYSBICHHS TPO «ABTOHOMHE» IIKIJUIMBE TPOTPAMHE
3a0e3MnedeHHs, ke He3a0apoM 3MOKE PO3BiAyBaTH, MyTyBaTH 1 3MIHIOBAaTH HAMPSIMOK
PyXy 31 MIBUAKICTIO MalIuHK 0e3 mojicbkoro C2...

Yomy 11€ BaxHBO 15 heiepaibHUX MEPEK

* CkrnamHi riOpuIHI CepeloBHINA, >KOPCTKI TMpaBuUia KOHTPOJIO 3MiH Ta
pO3raiy>kKeHi 3B'SI3KU MIAPSIAHUKIB JAI0Th aIalITUBHOMY KOJIy MOKJIMBICTh HABUATHUCS Ta
XOBaTHCS.

* Peaxkiii 31 MIBUJIKICTIO MAaIlIMHU CKACOBYIOTh BIKHO «4acy 3aTPUMKW» aHATITHKA;
KJIACUYHI [HUKJIM  BUSBIICHHS-aHAII3y-3aTBEP/DKCHHS-PEaryBaHHsl CTAlOTh  3aHAJTO
MOBUIbHUMU.

* CdanbcudikoBaHi JaHi TeJeMETpii, 3reHEpOBaHI INTYYHUM I1HTEICKTOM, Ta
caMo3aruTyTyBaHHs 3MyInyioTh SOC CTaBUTH MiJi CYMHIB IUTICHICTh TaHUX, HA K1 BOHH
MOKJIa/Iat0ThCSI.

* OO'ekTMBHE BIAXHWJCHHS O3HA4Ja€, 1[0 cCaM KOJI MOXKE CTaBUTH HOBI I,
MIEPETBOPIOIOYHNCH HAa HETlepe10auyBaHOTO CYITPOTUBHUKA. . .

[TinroroBKa BUMarae mepexoay BiJi CTaTUYHOT 00OPOHU JI0 MOCTIHHOI MEPEBIPKH Ta
aBTOMAaTHU30BAaHOTO CTPUMYBAHHS:

He tinbku BusBISiiTE, a il nepesipsaiTe KopentoliTe He3allexkH1 Kepena TaHuX 1
HNIATPUMYWUTE 30J10T1 0230B1 MOKA3HUKH, 100 BUSBISATH MIAPOOIJICHI TEIEMETPUYHI JIaHI.

3aznaneriib aBTOPU3YHUTE peakilito Ha IMBUAKOCTI MamuHU.CTBOPITH ClieHapii Ta
3aTBEpAbTE TaKi Aii, sSIK IPUIUHEHHS CEaHCy, 130JIA111s1 XOCTa Ta CKaCyBaHHA KJIto4a, 1100
aBTOMAaTH3allisl MOIJIA JIIITH MUTTEBO.

AHani3 noBeiHKU B MaciTadi. CTBOPITH JOBTOCTPOKOBI TPO(disii 1A€HTUYHOCTI Ta
po0oYOro HaBaHTAXKEHHS; IITyKaiiTe aHOMaJii Ha PiBHI HaMIpiB, a HE 30iTH CUTHATYD. ..

OOMexxeHHsT cepeloBUII BUKOHAHHA. JleTepMiHOBaH1 3ac00M KOHTPOIIIO MPOIIECIB,
MICOYHMIII Ta TOCTIHHA aTecTalliss OOMEXYITh «EKCIIEPUMEHTH» 3JIOBMHCHOTO
MIPOTPaMHOI0 3a0€3MEeUCHHS.

3minHeHHs piBHA aBroMaru3zaiii. Cl/CD-koHBeepu, IHCTPYMEHTH OpKECTPYBaHHS
Ta [aC-cKpunTy CTaHyTh TOJIOBHUMH LIUISIMU JJIsI TOCTIHHOTO BILUIMBY.

BnpoBapkyiiTe ananTuBHI apxiTeKTypH. TexHoJorii HyJb0BO1 AOBIpH Ta 0OMaHy,
a TakoXX aBTOMATH30BaHa 3aXUCT PYXOMHUX IIed  poONATH  CepeOBHIIE
Hernepen0adyyBaHUM.

[TigBumnyiiTe kBamidikaiio aHATITUKIB i OOpOTHOM 3 MNPOTUBHUKAMH, IO
BUKOPHUCTOBYIOTh IITYYHMH 1HTEJICKT BnpaBu NOBHMHHI IMITYyBaTHd BiJIHOBIIFOBAaHHX,
OMaHJIMBUX CYNPOTHUBHUKIB; KyJIbTypa SOC moBuHHA nepeadavaTy MIBUJIKI, aBTOHOMHI
pIIIEHHS.

JlimiThCs 1HAMKATOpaMHU MOBEIIHKA MK areHTCTBAMHM Ta 3 Tally3310 — aBTOHOMHI
3arpo3u HABYAIOTHCS KOJEKTHBHO, TOMY 3aXHCT TaKOK IMOBUHEH 1€ POOUTH. ..

ABTOHOMHE WIKIJUIMBE MpPOrpaMHe 3a0e3MeUYeHHs 1I€ HE € MOIIUPEHUM SIBHUILEM,
aie (emepalibHI areHTCTBA MPAIIOIOTh MAKOTh JIUIIE KOPOTKUU MPOMDKOK 4Yacy, IIo0
CTBOPHTH CTIIKI 3aCO0M 3aXUCTY, 110 31 LIBUAKICTIO KOMIT'FOTEPA, MEPII HIXK aIallTUBHUMA
KOJI 3py#HYy€e Tpaauliitai mozeni pearyBanus». (Aaron Estes. The next cyber battlefield:
Preparing federal networks for autonomous malware // Hubbard Radio Washington
DC, LLC. (https://federalnewsnetwork.com/commentary/2025/12/the-next-cyber-
battlefield-preparing-federal-networks-for-autonomous-malware/). 26.12.2025).

**k*k
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IIporpamMu-BuMarayui

«AMepukaHcbka (Qinrex-kommnanisas Marquis Software Solutions, cyasum 3
ycboro, 14 cepnus 2025 poky 3a3Hajia aTakd NporpaM-BUMAaraviB micJisi TOro, ik
3JI0BMHUCHMKHM CKOPHCTAJIMCA Bpa3iuBicTi0 B Opanamayepi SonicWall. VYV
MOBIJJOMJICHHSIX ITPO MOPYLIEHHS, HAAICIIAHUX T€HEPAbHUM MPOKYpPOpaM KIJIbKOX IITATIB
CIIA Ta nocrpaxaaiuM KiieHTam, Marquis 3a3Haymia, 10 CKOMIPOMETOBaH1 (ailnu
MICTHJIM JIaH1 KJIIE€HTIB, HaJlaH1 ii O13HEeC-KJI1€HTaMM, BKJIIOYAIOUM IMEHA, aJpecu, HOMEpHU
TenedoHIB, HOMEPHU COLIATBHOTO CTPaxyBaHHS Ta 1AeHTU(IKAIIiHI HOMEPH IJIATHUKIB
MOJIATKIB, PEKBI3UTH ()IHAHCOBUX PaxXyHKIB (0€3 KO/IB HOCTYIY) Ta AaTH HAPOXKEHHS. . .

JIokyMeHTH BKa3ywoTh, 110 mnoctpaxiaanu moHan 400 000 ocid6 y 74 OGankax i
KPEIUTHUX CIIUJIKaX, X04a >KOJHa 3 TPy, 110 3aiMaroThCsl Kidep3arpo3amu, He B3sja Ha
ceOe BIAMOBIAANBHICTD 3a IIEM Hamaj, a BUKpaAJCHI JaHl He 3'IBWIKCS Ha caiTax, 110
CHeIani3yloThcsl Ha BUTOKaxX iH(popmarii. Y mosimomieHHi Big Community 1st Credit
Union, sike 3apa3 BuaaieHo, aje ske 6aunB Comparitech, cTBepmKyBanocs, mo Marquis
He3abapoM MIcis Hanaay 3arlaTUB BUKYTI, 1100 3a100ITTH ONPHIIIOIHEHHIO HEMyOI1YyHOT
ocobucTtoi iHpopmarrii, ane Marquis He MPOKOMEHTYBAB ITI0 3asBY...

KoMmmaHiss nponoHye mnocTpakganuM O€3KOIITOBHUM MOHITOPUHI  KPaJIKOK
O0COOMCTHX JaHUX Ta KpeauTiB 3a nonomorotro Epiq Privacy Solutions ID. Xoua
3TTOBMHUCHHKH 3aJIMIIAIOTHCS HEBIIOMUMH, MUHYJII IHIUJCHTH MOKAa3alH, 110 OMepaTopH
nporpaM-pumaradiB Akira BUKOPHCTOBYIOTH Bpa3iuBICTh Yy mpuctposix SonicWall SSL
VPN (CVE-2024-40766) mis TpOHHUKHEHHS B MEpEXi Ta BHKpaacHHSA gaHuX. Ll
BpasznuBicTh Oyna BumparieHa SonicWall kiuibka MiCSIIB TOMy, IO MiAKPECIIOE
NOCTIHHUIA PHU3UK, KOJIM OpraHizaiii 3aTpUMyIOTh OHOBJICHHs Oe3meku». (Sead
Fadilpas$ié. Over 70 US banks and credit unions affected by Marquis ransomware
breach - here's what we know I Future us, Inc.
(https://www.techradar.com/pro/security/over-70-us-banks-and-credit-unions-affected-
by-marquis-ransomware-breach-heres-what-we-know). 04.12.2025).

*k*

«Mepexa 3 0oporbOu 3 ¢inancopumu 3jgounHamm (FinCEN) MinicrepcTBa
¢inancie CIIIA noBinomisie, 110 aKTHBHICTh NMporpamM-BuMaravis, 3adikcoBana B
AOKYMEHTAX, NMOAAHMX BIANOBIAHO 10 3aKOHY Npo O0aHKiBCbKY TaeMHULIO (BSA),
aocsrJga OesnpeneleHTHOro pisHa B nepiox 3 2022 mo 2024 pik, npu ubomy 3a e
nepioa 0yJ10 MOBiIOMJIEHO PO BUILIATH HA cyMy nmoHaa 2,1 mupa aoaapis. 2023 pik
OyB HaWTIPIINM 3a BCIO ICTOPIIO CIIOCTEPEKEHb: OyIio 3apeecTpoBanHo 1512 1HIIMACHTIB i
BurutadeHo 1,1 muapa monmapie, mo Ha 77% Oinbine, Hik y 2022 pomi. Y 2024 porti
KUIBKICTh I1HIIMIAEHTIB 1 OOCATW BHIUIAT 3MEHIIWIMCS IIICJII MacIuTaOHUX 3aXO0/iB
MIPAaBOOXOPOHHUX OpraHiB MPOTH NPOBIJHUX TPYyIH, [0 BUKOPUCTOBYIOTH MPOTPaAMHU-
BHUMaraui, aji¢ akTUBHICTb 3aJIMIIaNacsi BUCOKOIO: OyJo 3apeecTpoBaHo 1476 IHIMACHTIB 1
BUILUIaY€HO 734 MIH AoJapiB... AHaji3 mokasye, Mo B 67% BHUSBICHUX BUMAJKIB JJIs
CHUIKYBaHHA 3 >kepTBaMu BUKOpHcTOBYyBaBcsi The Onion Router (TOR) 1 mo HeBenuka
rpyna BapiantiB — ALPHV/BlackCat, Akira, LockBit, Phobos, Black Basta ta inmmi —
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JIOMiHyBaja B 3arajpHii KapTuHi, a 10 HaWMOmMMpPEeHIMUX mMTaMiB npuHecau 1,5 mupa
nonapiB Buruiar. FInCEN migkpeciioe UEHTpaibHY poyib (DIHAHCOBHX YCTAaHOB Yy
CBO€YACHOMY TMIOJIaHHI 3BITIB MPO MiAO3PUTY AiSUIBHICTH BiAMOBITHO 10 BSA,
3a3HaYar04M, 0 I PO3KPUTT 1HHOPMAIlil MaIOTh BUPIIIATbHE 3HAYEHHS JIJIS1 BUSIBJICHHS
HOBUX KiOep3arpo3, 3aXucty (iHaHCOBOI CUCTEMH Ta MIATPUMKHN HAI[IOHAIBHOI OC3IeKH,
mo migkpecioe nqupekrop FinCEN Anapea TMaki». (FINCEN: Ransomware payments
soared 77% in 2023 before dropping in 2024 /I Finextra Research
(https://www.finextra.com/newsarticle/47021/fincen-ransomware-payments-soared-77-
in-2023-before-dropping-in-2024). 05.12.2025).

***k

«3rigHo 3 pomoBigaw Sophos State of Ransomware, y 2025 poui cexkrop
BUPOOHUIITBA TAa BHUIOTOBJICHHSI 3iTKHYBCH 3 Oe3NpeLeIecHTHOI0 XBHJICK) aTakK,
CIpsAMOBaHMX 99 pi3HUMM rpynamMm XakepiB-BMMaradiB mo BcbOMYy cBiTy. Xoua
3axycT O€3MeKH TOKpalMBCcs — piBeHb MmudpyBaHHs pizko BmaB g0 40 %, mo €
HAWHWKYAM TMOKa3HUKOM 32 M'SITh POKIB — KIOEP3JOUYMHII MIBUAKO aJaNTyBadd CBOIO
TakTUKy. KUTBKICTh aTak, CIpSMOBAHUX BUKIIFOYHO Ha BUMAaraHHs BHKYITY, IiJ] 4ac sIKUX
JlaHl BUKPAJalOThes, ane He mudpyroThes, 3pocia 10 10% (3 3% y 2024 pomi), a 39%
MU(PPOBAHUX AaTaK TaKOX CYNPOBOJDKYBAJIMCS BHUKPAJCHHSIM JaHUX (MOJBIiHE
BUMAaraHHsi BUKYITY)...

Ieit ycmimHME nepexii OO0 BUMAaraHHs Tpoliedl BiAOyBa€TbCs i BIUIMBOM
arpecuBHux rpyn, Ttakux sk GOLD SAHARA (Akira), GOLD FEATHER (Qilin) Ta
GOLD ENCORE (PLAY). Hes3Baxarounm Ha TOKpall€HHS TOKA3HUKIB BUSBJICHHS,
(db1HaHCOBI 30MTKH 3aJIMIIAIOTHCS BUCOKUMU: 51% >kepTB, maHi skux Oynu 3amudpoBaHi,
3aIIaTUIM BUKYI, CEPEeIHS CyMa SKOrO0 CTaHOBWIa | MUIBHOH joJnapiB. Y 3BiTi
MIJIKPECITIOETHCS, MO0 3aJCKHICTh BUPOOHMIITBA BiJl B3a€EMOIIOB'SI3AHUX CHUCTEM POOHUTH
HABITh KOPOTKOYACHI TIPOCTOT Ay>KE JOPOTUMH, YAM 1 KOPUCTYIOTHCS 3J0BMUCHUKH. J[0
NOCTIMHUX BUKJIMKIB, IO CIPUSIOTh MOPYIICHHSM, HAJIEXaTh BIJICYTHICTH JOCBIAY B
rajity3i Ki0epOe3nekH, HEeB1IOMI MPOTaJMHU B Oe3mell Ta HeAOCTaTHIM 3axucT. Sophos
pPEKOMEHJye BUPOOHUKAM TEPMIHOBO TIOCUJIMTH OCHOBH, YCYHYTH Bpa3jiMBOCTI Ta
1HBECTYBaTW B MOCIAYTd 3 L1I0J000BOro BUsBIECHHS Ta pearyBaHHs (MDR), mo06
NPOTUCTOATH 3pocTarouiii 3arposi...» (Royal lbeh. 99 ransomware groups target
manufacturing in 2025 - Report // BUSINESSDAY MEDIA LTD
(https://businessday.ng/technology/article/99-ransomware-groups-target-
manufacturing-in-2025-report/). 05.12.2025).

**k*k

«..JlocTavanbHuk  mocayr 3  Ki0epOesneku Huntress 3adikcyBan
«BPAXKAKYMI CIUIECK» aTAK MPOrpaM-BHMAraviB, CIpPAAMOBAHUX Ha rinepBi3opwu,
YMsl YACTKA Yy 3JI0BMHUCHOMY mudpyBaHHi 3pocia 3 3% y nepuiid moJIOBMHI POKY 10
25% y npyriii mosioBuHi. OCHOBHUM JIXKEPESIOM 3arpo3u, IO CIpHUs€e LIl TEHACHII, €
rpyna Akira ransomware, sika pa3oM 3 1HIIMMH 3JIOBMHUCHUKAaMH 30CEPEIKYEThCS Ha
rineppizopax, mo0 OO0IWTH TpaauliliHI 3aCO0M KOHTPOIIO O€3MeKH KIHIEBUX TOYOK 1
MEpEeX Ta MOCUJIMTH BIUIUB CBOIX BTOPTHEHb. ..
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JIOCHIAHUKY BBa)KalOTh, IO TIMEPBI3OPH CTAIOTh MIIIEHHIO IS aTakK, OCKIIbKU
BOHM YacCTO HE MalOTh KPUTUYHO BAXKJIMBUX 3aCO0IB KOHTPOIIO O€3MEeKH, TaKUX SK
Endpoint Detection and Response (EDR), ski 3a3Buuaii BCTaHOBIIOIOTHCS Ha
oTmepaliiHuX cucTeMax XOcCTiB. Lle cTBOproe 3HaYHYy «CHimy 30HY», SIKY 3JTOBMUCHUKH
BUKOPHUCTOBYIOTh 3a 3BUYHUM CIICHApi€M: KOMIIPOMETAllii MEpeXi, BUKPaJCHHS
OOJIKOBHX JIaHUX JUIsl ayTeHTH(QIKalii, a IOTIM pO3ropTaHHd NpOrpaM-BUMAarayisb
OesrnocepelHbO  Yepe3 TIMepBi3op, 1HOJI HABITh BUKOPUCTOBYHOUM BOYJOBaHI
iHCcTpyMeHTH, Takl sk OpenSSL, mis mudpyBaHHS TOMIB BIpTyaJbHUX MaliuH 0e3
HEOOXI1THOCTI 3aBaHTa)XyBaTH BiacHi OiHapHi ¢aiinu. Huntress Takox crocrepirana, siK
37TOBMHUCHHKH 3JIOBXKHBAIOTh YTHIIITaMU ympaBiiHas Hyper-V st 3MiHM HanamTyBaHb
BIpTyaJbHUX MAIIIMH, BUMKHEHHS 3aXHUCTY KIHIEBUX TOYOK 1 MIATOTOBKU BIPTYaJIbHHX
MAaIIUH 0 PO3TOPTAHHS MPOrpaM-BUMarayiB y BEJIMKUX MaciiTadax.

3 ornsiy Ha Te, IO TIMEPBI30PU KOHTPOJIOIOTH YC1 XOCTHU 1 € HEOOXIAHUMHU JIJIst
1307141111 OpeHAapiB y TilepMacTadHUX XMapax, HACHiJIKM TaKUX aTaKk MOXYTh OyTH
BenuyesHnMu. Huntress 3akimkae aaMiHICTPATOpiB HaJaBaTH MPIOPUTET OCHOBHUM
3axojaM Oes3neKku, TakuM sk OararodakTopHa aBTeHTHQIKAIls, HAJIWHI TapoJi Ta
BCTAHOBJICHHSI BHUIPABICHb, @ TAaKOX BIPOBAKYBATU 3aCO0M 3aXUCTY, crielupivHi JIs
rinepBi3opiB, Takl SK 3aCTOCyBaHHA OlHapHMX (HaiiB 13 JO3BOJIEHOIO CIHCKY Ta
3a0€3MeYeHHs TOT0, 00 CUCTEMU YIpaBiiHHA 1H(pOpMAali€o Npo Oe3neKy Ta MOIIIMU
(SIEM) 30upaiu Ta aHami3yBalM SKypHaJM rinepsizopis...» (Simon Sharwood.
Researchers spot 700 percent increase in hypervisor ransomware attacks // The
Register
(https://www.theregister.com/2025/12/09/hypervisor _ransomware_attacks_increasing/).
09.12.2025).

*kx

«HanionaabHe ynpaJinHsa KioepOe3dneku Pymynii (DNSC) migTrBepauso, mo
20 rpyaHs Ha oOpraH ymnpasJiHHS BOJAHMMH pecypcamMu Kpainu, Administratia
Nationala Apele Roméine («PymyHchbki Boam»), OyJ0 CKOEHO aTaKy 3
BUKOPUCTAHHAIM HNporpaM-pumaraviB. byno 3ammdpoBano 6mmuseko 1000 cepsepis,
poOOUYMX CTaHIlIN, CUCTEM E€JEKTPOHHOI MOIITH, BeO-cucteM Ta cucteM DNS, a B jucTi 3
BUMOI'OI0 BUKYITy areHTCTBY OyJ0 HaJaHO CIM AHIB AJI NEPEeroBOpiB. 3A€ThCS, IO
IIKIJIMBE TIporpaMHe 3abe3neueHHs BuxkopuctoByBajo Windows BitLocker, a He
bipMoBe nporpaMHe 3a0e3neueHHs i BUMaraHHs BUKYIY... BTOprHeHHs mOmupuiocs
Ha 10 3 11 perioHaJIbHUX YIpaBIiHb PIYKOBHX OAaceiHIB, aje OCHOBHI TiIPOTEXHIYHI
omeparniii Bce me BHKOHYIOThCA. DNSC pamuTh areHTCTBY HE KOHTAaKTyBaTH 3
3TIOBMUCHUKaMU 1 He Twiatutu iM. Ockiibku Mepexa Romanian Waters me ne Oyna
BKJIFOYEHA JI0 HAI[IOHAIBHOI MPOTPaMH 3aXUCTy KPUTUIHOI 1HOPACTPYKTYPH, YNHOBHUKH
3apa3 NPUCKOPIOIOTH 1i BKIOYEHHs. Lleil 1HUMOEHT HaraJye HeJaBHI aTaku Mporpam-
BUMaradiB Ha BoJionocTadasibHi mignpuemctsa B Kanazi, BenukoOpuranii Ta CIIA, 1o
MIJKPECTIOE 3pOCTaHHSl KIOEpPU3UKIB JJIsl BOJAHOI 1H(PACTPYKTYpU B YChOMY CBITD».
(Romania's cybersecurity agency confirms ransomware attack on water management
systems Il IAgua (https://smartwatermagazine.com/news/smart-water-
magazine/romanias-cybersecurity-agency-confirms-ransomware-attack-water-
management). 23.12.2025).
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**k*k

«..JJocnignukn ESET BusiBuiaun PromptLock, nepmy Bitomy miardopmy ajs
CTBOPEHHSI TMPOrpaM-BUMAraviB, sika 0a3y€TbCcd HA TeHEPATHUBHIM IUTYy4YHIi
iHTeslireHuii, a He Ha pPo0OOTI JKOACBKUX NporpamicTiB. CTaTUYHHUNA «TOJOBHUIN»
Moayib 3B'si3yerbesa 3 Moaemo OpenAl uepe3 API Ollama 1 mepenae ili )KOpCTKO
3amporpamMoBaHi KOMaHIu; MOTIM MOJIe]Ib MUTTEBO MHUIlle MDKIUIATPOpMHi ckpuntu Lua.
[l1 ckpuntu nepepaxoByrOTh (HAWJIOBY CHCTEMY KEPTBH, BHUPILIIYIOTh, YU BHUKpaAaTH,
mudpyBatd a00 BUIAISATH JlaHi, a MOTIM BHUKOHYIOTb OO0paHy Ait0, €(EeKTUBHO
JO3BOJISIIOYM IITYYHOMY 1HTCJICKTY aJanTyBaTH araky 0e3 J0JaTKOBOTO BTpYyYaHHS
moaunu. Xoua PromptLock Hapasi € nuiie KOHLENTyalbHUM J0Ka30M, MOro 1CHYBaHHS
MOKa3ye, sIK MITYYHUN THTEIEKT MOXKE J03BOJIUTUA HABITh HEKBaTi(hiKOBAHUM 3JIOUYMHIIAM
CTBOPIOBATH CKJIaJIHE, CaMOMOAM(IKyo4e WIKIUIMBE MporpamMHe 3a0e3nedeHHs], SKe
Ba)K4Ye BUSIBUTH. ..

B ocrannpomy 3BiTI ESET mpo 3arpo3u TakoX BiA3HAYAETHCS Pi3KE 3POCTAHHS
KUTBKOCTI MOOUTHRHUX IMIKITMBHUX TIporpam 3 miarpuMmkoro NFC: Tenemerpis 3pocia Ha 87
%, a Taki ciMelicTBa, sik NGate, oTpumanu HOB1 (PyHKIIT U KpaI kKU TaHUX.

o6 mpoTHAiIsITM HOBUM 3arpo3am, MOB'S3aHUM 13 IITy4HUM iHTelnekToM, ESET
PEKOMEHIyE TOTPUMYBATHUCS OCHOBHUX TPHUHIIUINB OE3MEKH: PETYISPHO OHOBIIOBATH
orepaliifHi cucreMu, Opay3epu Ta 3aco0M Oe3NeKH; BUKOPUCTOBYBATH 3aCO0U 3aXUCTY
KIHIIEBUX TOYOK 13 MOBEIIHKOBUM Ta CUTHATYpHUM BHSBJICHHSAM; OyTH OOEpEKHUMH 3
He0aXaHUMHM  IHCTASITOpaMM  Ta  IHCTPYMEHTAMH  «IPOJYKTUBHOCTI/IITYYHOTO
IHTEJIeKTYy»; OOMEXyBaTH aJMIHICTPATUBHI MPHUBLIET; PETryJsIpHO CTBOpIOBATH O(JIaiiH-
PE3epBHI KOIMil; Ta MPOJAOBXKYBAaTH HaBYaHHsS KOPHCTYBadiB 3 MUTaHb Oe3meku...» (Sead
Fadilpasi¢. Al-created ransomware and NFC attacks lead the surge in new
cyberattacks - here's how you can stay safe this holidays // Future US, Inc.
(https://www.techradar.com/pro/security/ai-created-ransomware-and-nfc-attacks-lead-
the-surge-in-new-cyberattacks-heres-how-you-can-stay-safe). 24.12.2025).

***k

IlporpamMu—TpPOSIHA

«..Jlocainnuku kommnanii Cleafy, mo 3aiimaerbcest 3an00iranHHsiM IAXpaicTBy,
BUSAIBUIM HOBUM TPossH Ajas Android mix Ha3Bow Albiriox, AskMi NOIIMPIOETHCH
yepe3 miapoOJieHi ado «piktuBHi» APK-¢aitan, mo MackylTbCs i JerajibHi
A0JATKH. 3TOBMUCHUKH CTBOPWIM TEpeKoHnuBi komii cruckiB Google Play Store i1
BUKOPHUCTOBYIOThH MiAPOOJICHI PEKIIaMH1 akilii Ta Mpomno3uilii, 30uparoyu KOHTaKTHI JaHi,
a moTiM Hajacunatoun mkigIuBl APK-daiinm uepes mecenmxkepu, taki sk WhatsApp 1
Telegram...

I{1 xammaHii, Kl CIIOCTEpPIralThCcsl MepeBakHO B Pocii Ta CyciiHIX perioHax,
OCTaHHIM 4YacoM NOCWIMJHUCA, OCKUIbkM Albiriox Tenmep npoONoOHYyeTbCs — SK
Malware-as-a-Service Ha ¢Qopymax napkuery. IlouarkoBuit APK nie sk gpormep,
MPOIMOHYIOYM KOPUCTYBauyaM YBIMKHYTH J03BLJ «BCTAHOBJIIOBATH HEB1JIOMI MPOTpaMu», a
MOTIM HEMOMITHO BCTAHOBIIIOE APYTY, WIKIAIUBY Mporpamy, 1o mMictuth Albiriox. Cleafy
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nepexonuia moHan 400 migpoOieHWX AOMATKIB, HAIUICHMX Ha OaHKIBCHKI, (DIHTEX,
udpoBI TIATDKHI Ta KPUNTOBAIIOTHI CEpBICH. 3aMiCTh TOTO, 1100 MPOCTO BUKPAJIATH
OoOJIKOB1 JaHl, IIi BapiaHTH MOXYTh BHUKOHYBaTH TpaH3akilii Oe3rmocepeHhO B
0aHKIBCHKHUX JIOJIaTKaX JKEPTB, MPAIFOIOYH MIEPEBAXKHO Y (POHOBOMY PEIKHMI. ..
KopuctyBauam pexomeHayeTbess OyTH  HaA3BUYAWHO  OOCpEKHUMHU  TMpHU
BCTAHOBJIEHHI J0JATKIB, 0COOJMBO (PIHAHCOBUX, 3aBAHTAKYBATHU 1X TUIBKH 3 O(DILIIAHOrO
mara3zuny Google Play Store, nepexkonartucs, mo ¢yHkuis Play Protect yBiMkHeHa Ta
OHOBJICHA, a TaKOX MIATPUMYBATH IMPOIIMUBKY CBOIX MPHUCTPOIB B aKTyaJTbHOMY CTaHI 3a
JOTIOMOTOI0 OCTaHHIX TMaT4iB O€3MeKH, TaKUX SIK Ti, [0 MICTIThCA B TIPYIHEBOMY
oroneteni Google 3 6e3neku Android». (Matthew Mountjoy. A new Android malware
sneakily wipes your bank account // Valnet Inc. (https://www.androidpolice.com/a-new-

android-nalware-sneakily-wipes-your-bank-account/). 05.12.2025).
*kx

«...HoBa cepiio3na 3arpo3a, K.G.B RAT (TposiH 1jis BiggajeHoro A0cCTymy),
AKTHMBHO TNOIIMPIOETHCHA HA MIANUIBHUX (POpyMax y KOMIUIEKTi 3 PO3IIMPEHUMH
MOSKJIMBOCTSIMM YHUKHEHHSI BUSIBJIECHHSI, [0 POOUTH 1i MOTY:KHUM IHCTPYMEHTOM
AJs1 Kidep3aounHUiB. Lleil makeT WKIIMBOro NpOrpaMHOro 3a0e3ne4YeHHs BKIII0Yae caM
K.G.B RAT, kpunrep 1 ¢pynkuionan HVNC (Hidden Virtual Network Computing), o
J03BOJISIE oMy JisiTH sik oBHICTIO HeBUsiBHA (FUD) 3arposa, sika 00X0IuTh TpaauLiiHi
3aX0u OE3IIEKN. ..

[kigmuBe mnporpaMHe 3a0e3MeueHHs J0CSrae MPUXOBAHOCTI 3a JIOMOMOTOIO
JEKUIPKOX METOJIB 3aIuTyTyBaHHS; WOro MmU(pyBIBHUK IMOCTIMHO 3MIHIOE OlHApHUUN
MIIUC, pOOJITYM BUSIBICHHS HAa OCHOBI XelI-PYHKIIH Hee(EeKTHUBHUM, 1 CHUIKYETHCS
gyepe3 3amu@poBaHi KaHAIM, K1 00XOAATh BiOMI MHiANUCH KOMaHa 1 KOHTposro. Kpim
toro, @yskiis HVNC no3Bonise 310BMHUCHUKAM MpAIlOBATH B MPUXOBAHOMY
BIpTyaJbHOMY pOOOYOMY CTOJII Ha 3apa)XXCHUX CHUCTEMaxX, IO MOJETUIy€e KPaIbKKy
OOTIKOBUX JJaHUX 1 O14HE MepeMilieHHs 6e3 CrpalbOByBaHHS IHCTPYMEHTIB MOHITOPUHTY
KiHIEeBUX To4ok. lleil cknagHuit OaraTOpiBHEBMM MiAXiJg TrapaHTye, IO HaBITh
3JIOBMUCHUKHU 3 CEPEJIHIM pIBHEM KBaii(ikaiii MOXYyTb Tenep 3A1MCHIOBATH TOTOBI JI0
BUKOPUCTAHHS BIJIJIaJICH] aTaky, 110 BUMAarae BijJ KOMaH] 3 Ki0epOe3neKku mepexoay A0
MOBEIHKOBOI'O aHali3y Ta MEpPEeBIpKH MepekeBOro Tpagiky sSK OCHOBHUX MEXaHI3MIB
saxucty». (Tushar Subhra Dutta. Threat Actors Allegedly Promoting Fully
Undetectable K.G.B RAT on Hacker Forums // Cyber Security News
(https://cybersecuritynews.com/undetectable-k-g-b-rat/). 03.12.2025).

*k*

llnuryHCBEKEe nporpaMHe 3abeBNedYeHHS

«BuTik BHYTPIlIHIX JOKYMEHTIB Ta TeXHi4HI aHaai3u, nposeneHi Inside Story,
Haaretz, WAV Research Collective, Amnesty International, Google Ta Recorded
Future, BUsiBWIN, 110 IIMATYHCHbKe MporpamMue 3a0e3nevyenHs Predator Bin Intellexa
BUKOPHMCTOBYE NMOTYKHUII MeXaHi3M 3apaxkeHHsl 0e3 KJIiKiB, AKM OTPpUMaB Ha3BY
«AJaaainy i AKUA KOMIIPOMeTY€ WiJli MPOCTO MiJ Yac nmeperssily HUMU HIKIiIJIUBOI
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oHyaiiH-pexaamu. Aladdin, skuit BukopuctoByeTbes 3 2024 poky 1, K BBaXKAETHCS, BCE
e aKTUBHHUH, 3JIOB)XMBAE KOMEPIIIMHOK EKOCHCTEMOI MOOIIBHOI pEKJIaMH: dYepes
wiatgopMy nonuty kiaieHTH Intellexa naroTh Bka3iBKy peKjIaMHUM MepexaM JOCTABIISTH
30por0 B BUTJISJI pEeKJIaMH Ha KOHKPETHI MPUCTPOi, iieHTUdIKOBaH1 3a myOmiuHoro [P-
aIpecoro Ta IHIIMMH MapKepaMu, Ha 0y/Ib-IKOMY CaiiTi abo B 10JaTKy, 110 Oepe y4acTb y
porpami, BKJIKOYAaKOYM HaJl1iHI HOBUHHI pecypcH... He moTpiOHO HISKUX KIIIKIB; IPOCTO
3aBaHTAKCHHsI PEKJIaMU BHUKJIMKA€ MepeHarpaBieHHsl Ha cepepu Intellexa, o iHimiroe
3apakeHHs. [HPpacTpykTypa MpUXOBaHA 3a MEPEKEK IIJCTaBHUX KOMIIAHIM Ta
pEKJIaMHUX TOCEPEIHUKIB y Takux KpaiHax, sk Ipmanmis, Himeuumna, IIBelinapis,
I'peuis, Kinp, OAE ta YropmuHa...

Butoku Takoxx MiATBEPIKYIOTh ICHYBaHHS 1HIIOIO BEKTOpa JOCTaBKHU, «Tritony,
SKUH BUKOPUCTOBYE €KCILIONTH 0a30BOi CMYyTH MPOTH 4irnceTiB Samsung Exynos — sk
MOBIJIOMIIAE€THCS, 3MyIIyloun 2G MEepexoJUTH Ha HWKYUN PIBEHb JJII BCTAHOBIICHHS
1H]eKIiiT — 1 MOCKIal0ThCA Ha JiBa TOAATKOB1, KMOBIPHO TOB's3aHl MexaHi3MHu, «Thor 1
«Oberony, siki, SK BBaXA€TbCs, MOB'sI3aHI 3 pajio- abo ¢izuuyHuMu arakamu. ['pymna
ananmizy 3arpo3 Google npumucye 15 13 70 BumaakiB BHUKOPUCTAHHS EKCIUIONTIB
HYJIOBOTO JHS, sIKI BOHA BiacTexyana 3 2021 poky, kommanii Intellexa, 3a3navaroun,
o0 1€l TOoCTadYaJlbHUK SK pPo3poOJisie, TaK 1 KyIye€ JIAHIIO)KKH EKCIUIOWTIB...
HesBaxkaroum Ha caHKIIli Ta po3ciigyBaHHs B ['penii, Predator 3anuinaerbcst akTUBHUM 1
BCE OLIBIIT HEMOMITHUM. 3aXUCTUTHUCS BiJ TAKUX aTakK CKJIAJIHO, ajie EKCIIePTH 3 Oe3MeKu
PEKOMEHIYyIOTh OJIOKYBaTH pekyiaMy, oOMexyBaTH aocTyn 1o [P-aapecu, ne 1ie MOXIMBO,
Ta BHUKOPUCTOBYBAaTH IMOCWUJICHI pekumH, Taki sk Advanced Protection B Android ta
Lockdown Mode B 10S, BogHOouac 3a3Havarouu, 1o Intellexa Takox Moxe oTpuMyBaTH
JIaH1 MPO IUIBOBY ayJIUTOPi0 0e3mocepeIHbO Bl BITYU3HIHUX MOOUIBHHUX OMEPATOPIB Y
kpainax-kimientax». (Bill Toulas. Predator spyware uses new infection vector for zero-
click attacks / Bleeping Computer® LLC
(https://www.bleepingcomputer.com/news/security/predator-spyware-uses-new-
infection-vector-for-zero-click-attacks/). 04.12.2025).

***k

«Google i Apple BUnycTwjin HOBy XBWJIIO NONEePeKeHb MPO KidepOe3neKy ast
KopuctyBadiB y nonag 150 kpainax, Bkiawyarwun €rumer i CayaiBecbky Apasilo,
nmicJisi BUSIBJIEHHS CHPO0 ypS/JAOBHX CTPYKTYpP 3/1aMaTH Tesie(pOHH 32 JONOMOIOK)
Cy4aCHOIr0 IINMUIYHCHLKOI0 IMPOrpaMHOro  3a0e3ne4yeHHs, MOB'SA3aHOIO 3
i3painbebkoro pipmoro Intellexa. ¥V onosnenni Bing 3 rpyans Google mosigomunia, 1o
norepeaniia COTHI akayHTIB y TaKuxX KpaiHax, sik [lakucran, Kazaxcran, Anrona, €rumner,
V36ekucran, CaynaiBcbka ApaBis Ta TaKuKHCTaH, OUTBIIICTD 3 SAKUX CTaId MIIICHIMH
iHcTpyMeHTIB Intellexa, BkTtoyaroun mINUryHChbKe mporpamue 3abe3nedenHs Predator...
Apple Takox moBigomuia npo ue kopuctysauiB iPhone B monan 80 kpaiHax y pamkax
OCTaHHBOT'O PayH]y, B pe3yJbTaTl 4Oro 3arajbHa KIJIbKICTh KpaiH, 110 3a3HalIU BILIUBY,
nepesuniia 150. Xoya »o0/1Ha 3 KOMIIaHI HE PO3KpHUIIA, CKIJIBKH OCIO CTano >KepTBAMHU
aTak, y TIONEpPEKEHHSAX MAETbCS IMpPO «aTakd, CIOHCOPOBAaHI JEP)KABOIO», 1
KOPUCTYBauaM HACTIMHO PEKOMEHAYETbCS OHOBUTHU CBOI MPUCTPOI Ta YBIMKHYTH
nocTynHi 3acobu 3axucty. Google mimkpecnuna, mo kommanis Intellexa, sika Oyna
nignana cankiisM CIIA B 2024 porri, NpojoBXKYy€E CBOK JISUIBHICTh 1 BUKOPHUCTOBYE
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YPa3aMBOCTI HYJIBOBOTO JHSI, SKI JO3BOJISIIOTH 3iamaTu TenedoHu O0e3 Oyab-sSKoi
B3a€EMOJIII 3 KOPHUCTYBAueM, IMMJKPECIIOYN 3pOCTa0dy 3arpo3dy KOMEPIIIHOro
HIMUTYHCHKOTO MPOTrpaMHOro 3a0e3MeUYeHHs B MIMUTYHCHKUX KaMITaHIsSX Ha JIePKaBHOMY
pieai». (Global warning over cyber-attacks targeting users’ phones in over 150
countries // Ardi Associates Ltd (https://www.middleeastmonitor.com/20251208-global-
warning-over-cyber-attacks-targeting-users-phones-in-over-150-countries/).
08.12.2025).

*k*

«Y kBiTHI 2025 poxKy SIMOHCHKI CYAHOILUIABHI Ta TPAHCIOPTHI KOMIIaHil
3a3HAJM OararoeramHol Ki0epIINMIyHCHKOI KaMIIaHil, J:KepeJoM fKoi, Ik 0yJio
BCTAHOBJICHO, OyB 3JIOBMHMCHHK i3 KuTarw. 310BMHUCHUKHM NPOHUKIN B CHCTEMHU YEPE3
1Bl kputuuHi ypaznuBocTi Ivanti Connect Secure — CVE-2024-21887 (Bimnmanene
BukoHaHHsS Kojy) Ta CVE-2024-21893 (06xin ayrentudikamii SAML). Bukopucrasmm
VPN-1111031, 3J0BMUCHHKHA BCTAaHOBHJIM Be0-000JIOHKH, 310paym 00iikoBi jaHi Active
Directory i1 mepemictunucs BOIK, 3pEIITOI0 BCTAHOBUBIIM KUIbKa BapiaHTIB TPOsiHA
Bimmaneroro noctymy PlugX Ha BHyTpinmHI cepBepH. ..

Jiist 3a0e3neueHHs CTIMKOCTI Ta MPUXOBAHOCTI IPyNa BUKOPUCTOBYBAJIA PaHIILIE HE
3anokymeHToBany Tuiky PlugX mig HazBoro MetaRAT, a Takoxx Apyruid BapiaHT IiJl
Ha3Boto Talisman. MetaRAT nagxoauts yepe3 OiuHe 3aBanTaxkeHHs DLL (3aBaHTaxyBau
«mytilus3.dll»), po3mudpoBye 3ammdpoBanuit XOR ta AES mien-koa 1 po3nakoBye
KOpUCHUM BaHTax 13 cTucHeHHsAM LZNTI1; BiH BuxkopuctoBye xemryBaHHs API Ta
aHTUAe0arriir, mob YHUKHYTH BUSBIICHHS. |[HIMKATOpU HA CKOMIPOMETOBAHUX OOKcax
Ivanti Bkmrouatots 3anucu xkypHaimy ERR31093, migo3pini cnyx0u 3 Ha3Bow «sihostsy,
KIIO4Ul  peecTpy «matesile» Tta daiinum xypHanmy kiaBim «VniFilehlpy y mammi
%ALLUSERSPROFILE%\mates...

Komanmu 1mmdpoBoi KpUMIHATICTUKA TaKOX BUSBWIM IIKIIHBI  (aiim
LITTLELAMB, WOOLTEA, PITSOCK 1 PITFUEL — apredakru, sxi paHiue Oyiau
MOB'sA3aHl 3 NMOAIOHMMH KUTaWChbKUMU onepaiisMu. Opranizaiii, 110 BUKOPHUCTOBYIOTb
Bpaznusi Bepcii ICS, moBUHHI HEralHO BCTAHOBUTH BUIIPABJIEHHS, 3allyCTUTU MPOrpaMy
Ivanti Integrity Checker, 3HaliTu BuIIE3a3HaueHI apTedakTH Ta KOHTPOJIIOBATH
aKTUBHICTh MpPUBUIEHOBAaHMX OOJIIKOBUX 3alHCiB, W00 3amo0irTH  MOXJIUBOMY
nponukHeHHi0 MetaRAT a6o Talismany». (Tushar Subhra Dutta. Hackers Exploiting
Vulnerabilities in lvanti Connect Secure to Deploy MetaRAT Malware // Cyber
Security News (https://cybersecuritynews.com/hackers-exploiting-vulnerabilities-in-
Ivanti-connect-secure/). 09.12.2025).

*k*

dimmHroBi aTaku

«Hamionanabne kiOepynpasiainnsa IBpaimwo (INCD) BusiBwiIo macmradHy
¢immMHroBy KaMmaHilo MNpPOTH I3palIbCbKUX  OpraHizamiid, mnoB'A3aHy 3
niarpumyBaHow Ipanom rpymorwo MuddyWater. 310BMUCHUKH CIOYATKY 3JIAMYIOTh
JIETITUMHI KOPIIOPATHBHI €JIEKTPOHHI MOIITOB1 aKayHTH, a TIOTIM BUKOPUCTOBYIOThH 1X JIJIS
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PO3CHIJIKM TIEPEKOHJIMBUX, TOOpE HANMMCAHUX JIUCTIB HA 1BPUTI 3 BIMOBITHOK TEMOIO Ta
BKJIQJICHHSIMH, BKJIIOYAIOUW IiJIpoOJieHui aokymeHT Word, 110 MICTUTh MIKIJJTUBE
nporpamae 3a0esneueHHss BlackBeard... Komm opepxyBaui BMHKalOTh BMICT Y
nokyMeHTi, BlackBeard BcTaHOBITIOETBCS 1 Ha/la€ 3JIOBMUCHHUKAM ITOBHUN KOHTPOJIb HaJ
CHUCTEMOIO JKEPTBH, JO3BOJIAIOYM IM CKaHyBaTH MEPEXKY, 3aBaHTAXyBaTH JOJATKOBI
IHCTpYMEHTH Uil aTak Ta OOXOAMTH 3aco0u 3axucTy. BuKpaaeHuil eleKTpOHHHMA
OOJIIKOBHMI 3amMC TOTIM BHKOPUCTOBYETHCS JUIsl MOIIMPEHHSA (DIIIMHIOBOI KaMIlaHii
BCEpEAMHI Ta 1032 MEKAMH OpraHi3allii, MOTEHI[IHHO OXOIUTIOI0YM THCSIYl OJep>KyBayiB.

3a ganumu INCD, MuddyWater gie mig erimoro MiHicTepcTBa pPO3BIIKH Ta
oesnexku Ipany, Beae cBoro HisuibHICTH 3 2017 poky 1 3A1HCHIOE KiOEpIINMUIYHCTBO B
Takux KpaiHax, sk I3paine, Typeuunna, OAE, Benuka bpuranis Tta CIIA,
30cepez[>1<y}0qHCL MCPeBAXHO HA YPANOBHX CTPYKTypaX, TENCKOMYHIKALISX, OXOpPOHI
3710pOB'd, HAyKOBUX Kojax Ta IT-nocayrax. [i kamnanii npoTu i3painbchbkux opraxisaniii
3a3BUYail mependavaloTh BHKOPHUCTAHHS 1HAMBIAYaTbHOTO (DIMIMHTY, CIHEmiabHUX
IHCTPYMEHTIB Ta JCIEHTpali3oBaHOi 1HPPACTPYKTYypH YMPaBIiHHA Ta KOHTPOJIO.
HemonaBao B i3painbcbkomy KiOepmpocTopi Oyiio 3adikcoBaHO KidbKa TOMIOHUX
arak...» (lranian cyberattack group behind phishing campaign targeting Israeli
organizations // Jpost Inc. (https://www.jpost.com/middle-east/iran-news/article-
879235). 04.12.2025).

***x

«Jlocainnuku 3 Oe3nexkn kommaHii Barracuda BusiBmiaum GhostFrame, HoBy
¢immHroBy miaargopmy, BiANOBIZAJBbHY 32 NMOHAJA MUIBHOH aTak i mMoO0yaoBaHy
MOBHICTI0O HA OCHOBiI mnpuxoBaHOi apxitektypu Ha 0a3i iframe. Ileit HaGip
BUKOPHUCTOBY€E Ha mepimuii norisia HemkigmnBy HTML-cTopinky, sika He MICTUTh SIBHUX
03HaK (QIMIUHTY, MPUXOBYIOUM TPU IIHOMY BTOPUHHUN (DINIMHTOBUN CAaWT BCEpEIUHI
BOymoBaHOTrO iframe; Taka KOHCTPYKIlSI JO3BOJISIE 3JOBMUCHUKAM OOMIHIOBATHCS
KOPUCHUMH JAaHMMH, aJanTyBaTH KaMIlaHii JI0 pErioHy Ta YHUKAaTH CKaHEpIB, He
3MIHIOIOYH BUAMMY CTOPIHKY. KOKHOMY BiIBiAyBauy HaJa€eThCsl yHIKAIbHUN, TUHAMIYHO
T€HEPOBAHUM MIJJIOMEH, a KOMIIOHEHTH JJIsi 300py OOJIKOBMX JaHUX IPUXOBaHI B
(GyHK1LIT TOTOKOBOT Nepeiayl BeAUKUX (ailiaiB, 100 YHUKHYTH CTATUYHOTO BUSBIICHHS. ..

GhostFrame BHUKOpPUCTOBY€ pI3HOMaHITHI MPUMaHKH, Takl SK MiIpoOJIeH]
KOHTPAKTH, TOBIJIOMJICHHS BUIAUTY KaapiB, paxyHKU-(PaKTypu Ta 3alUTH Ha 3MiHY
napoJisi, a HaOlp IHCTPYMEHTIB BKJIIOYAE IMOTYXHI 3acO0M 3axXUCTy BIJ aHamI3y, sKi
OJIOKYIOTH TpaBUM KIIIK, KiaBinry F12, 3aranpHi KOMOiIHAIi KIJIaBill JUisi MEPEBIPKH Ta
HaBITh OOMEXYIOTh BUKOpUCTaHHA KiaBimii Enter, a Takox pesepBHi iframe, mo0 araka
MPOJIOBXKYBANIACS, SKIO CKPUNTH HE TMpaipioTh. Barracuda pamuth oprasizaiism
OPOTUIIATA TaKUM 3arpo3aM 3a JOMOMOTOI0 0aratopiBHEBOI CTparTerii: OHOBIICHHS
Opay3epiB, HaBYaHHsS TMepcoHany perenbHO mnepeBipatd URL-ampecu Ta yHuKatu
HeOa)XKaHUX MOCHJIaHb, BUKOPUCTaHHS O€3MEYHMX IILII031B €JIEKTPOHHOI MOIUTH Ta BEO-
GuIbTpIB  [UIsL  BUSIBIEHHS MIA03puIMX iframe Ta mnepeHanpaBieHb, OOMEKEHHS
BOy/10BYBaHHs i1frame Ha KOPIIOPATUBHUX CalTax Ta MOCTIMHE CKAHYBAaHHS Ha HAsBHICTb
BCTaBJICHOIO a00 HE3BUYANWHOIO BOYJI0BaHOrO BMicTy...» (Alessandro Mascellino. New
GhostFrame Phishing Framework Hits Over One Million Attacks // Reed Exhibitions
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Ltd. (https://www.infosecurity-magazine.com/news/ghostframe-phishing-hits-one/).
04.12.2025).

*kx

«Pociiicbki 310BMHCHUKM, Bigomi sk UTAO0355, npoBoasith CKJaaHI
¢immHroBi kKammasii, miAPoOISIIOYN BeJHKI €BpomeicbKi KOH(epeHUil 3 NMUTAHb
Oe3nekn, Taki Ak bearpaacbka koH(pepeHuia 3 nuTaHb 0e3nexku Ta bproccenbebKuii
iHI0-TMX00KEeAHCHLKHUI aiajor, mod BHUKpPACTH O0JIKOBI JaHIi XMapHHUX cepBiciB.
3II0BMUCHUKM HAJACHUIAIOTh MpodeciiHo 0oQOpMIIEHI 3alpoOIICHHS EJIEKTPOHHOIO
nomroro, yepe3 WhatsApp ado Signal — yacTo 3 3maMaHuX aKayHTIB — 1 3aMaHIOIOTh
KEPTB Ha MAPOOJICHI peecTparliiiii caiiTu, Taki sk bsc2025[.Jorg. Lli caliTu IMITYIOTh
JIETITUMHI TTPOLIECH OJTHOPA30BOI0 BXOY, 3aXOIUTorun TokeHn OAuth 1 koau npuctpoin
3 gsoriHiB Microsoft 365 1 Google, mo6 oTpuMaru JOBTOCTPOKOBHM JOCTYIT O
CICKTPOHHOT momTH Ta ¢anaiB 0e3 BHUKOPUCTAHHS TPATUIIMHOTO IIKiJTMBOTO
MPOrPaMHOTO 3a0€3MEeUEHHS. . .

[Ticns 3710My 37TOBMHUCHUKH pPEECTPyIOTh mpuctpoi B Microsoft Entra 1D,
BUKOPHUCTOBYIOUH CIPaBKHI 1MEHa MPHUCTPOIB KEPTB, 1100 HE BHUKIMKATH Mi03p, 1
OTPUMYIOTH JIOCTYN [0 OOJIIKOBHX 3alHUCIB 4Yepe3 IMPOKCI-BY3JIH 3 HEBIANOBIIHUMH
psAaKaMH KOpHCTyBauda-areHTa (Hampukiana, psaaku Android na mpuctposix 1Phone).
Anamituku 3 Oe3neku Komranii Volexity peKOMEHIyIOTh MpaBWia BUSIBICHHS IS
MO3HAYEHHS KX HEBIAMOBIAHOCTEH y minaTdopmax SIEM, oCKUIbKHM aTaka BUKOPUCTOBYE
3roJly Ta TOKCHH, a HE TpajauIiliiiHi OiHapHi (aitinm, Hagaroun goctyn Ha piBHI API Ta
obxosun 3acobu Oesmeku KiHieBux Touok». (Tushar Subhra Dutta. Russian Hackers
Spoof European Events in Targeted Phishing Attacks // Cyber Security News
(https://cybersecuritynews.com/russian-hackers-spoof-european-events/). 05.12.2025).

*k*

«...HoBa xBuwjisa QilIMHroBUX aTtak «Opay3ep y Opaysepi» (BitB) neperBoproe
3pyuHicTh e€nmHoro Bxoay (Single Sign-On, «YBiiiTn 3a gomomorow Googley,
«IIponoBxkutu 3a nonoMorow Microsofty Tomo) Ha mactky. 3amicTh TOro, ImI00
3JlaMaTy KIHIIEBY TOYKY, 3JIOBMUCHHMKH BOYJIOBYIOTH y JIETITUMHY Ha BUIJISIT CTOPIHKY
i1eanbHo  miApoOieHe cruimBarode BikHO SSO  — 3Buuaiinuit  HTML-enemenr,
CTHJII30BaHUM TIiJI BIKHO ONEpaIiiHOI CHUCTEMH, 3 IMIJPOOJICHMM 3aMKOM, aJIpECHUM
psakoM 1 joMeHoM. OCKITBKH KOPUCTYBadl 3BUKIIM JIO TAKOr0 poOOYOro Mnpoiiecy, BOHU
PIZKO 3BEpPTAIOTh yBary Ha aJpeCHUM PSAJOK CIPaBKHBOTO Opay3epa; IHCTUHKT MiJIKa3ye
iM, 110 CIUIMBArOYE BIKHO € CIIPABXKHIM. ..

Tpanumiitna mopana «nepeiputu URL-aapecy» € needexTuBHOIO: minpoOaeHe
BIKHO IOKA3y€ BJIACHY (albIIUBY aJIpeCHY PSAOK, MIAMIHIIOYHN Bi3yalbHi 03HAKH JTOBIPH.
Hagite mocBigueni npodecionanu MoxyTb OyTu oOManyTi. [IpoTte mizpoOiene BikHO Bce
e oOMeKeHe BEO-CTOPIHKOIO, TOMY KiUIbKa (PI3UMYHHMX IEPEBIPOK PO3BIIOIOTH LIIO31IO:
cripoOyiTe MEePEeTITHYTH M1aJIOTOBE BIKHO 3a MEXI BKIIaJIKU Opay3epa (BOHO HE MOXKeE
BUWTH 32 ii Mexi); KJIalHITh Ha 3aMok abo ckomitoiite URL-agpecy (minpoOrieHi
€JIEMEHTU HE pearyBaTUMyTh); ab0 CKOpUCTAMTECs MEHEIKEPOM MapojiB, SKUN
BIJIMOBJISITUMETHCSI aBTOMATUYHO 3aMIOBHIOBATH JIaH1 HA MiJIpOOJIEHOMY JTOMEHI.
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baratodaktopHa aBTeHTH(IKAIS 3aIUIIAETHCS HAWHAMIMHIIIAM  3aXUCTOM:
BUKpaJIeHI OOJIKOBI JaHi € MapHuUMHU 0e3 japyroro ¢akropa, OCOOIMBO SKIIO BiH
TeHEPYEThCS JIOKAIBHO 3a JOMOMOTOI0 TMporpaMu-aBTeHTH(]iIKaTopa abo amapaTHOTO
kmoua FIDO2 (SMS-komm € menm HaxaiitHumu). KopuctyBauam ciifi OHOBIIOBATH
Opay3epu, 00epeXHO CTaBUTHUCS JO0 HE3HAHOMMX CaWTIB 1, y pa3i CyMHIBIB, I'HOpyBaTH
BOynoBaHi 3anmuth SSO Ta BXOAUTHM Oe€3MOCEepeHhO HA CAalT MOCTadajJbHUKA
ineHTudikaniinux nanux. Hanexxna 0e3neka Ta MFA nepeTBoproloTh Bi3yaiabH1 XUTPOIL
BitB Ha wemkimmBy ButiBky...» (Afam Onyimadu. This new phishing trick fools even
careful users — but staying safe is shockingly simple // Valnet Inc.
(https://lwww.makeuseof.com/phishing-trick-fools-careful-users-but-staying-safe-
simple/). 09.12.2025).

**k*k

Oneparnii nNpaBOOXOPOHHMX OpPr'aHiB Ta CyQOBli cnpaBy IHIpPOTH
Ki6eplJOYHNHIIIB

«bausnwku MyHi0 i Coxaii0 Axrep, 00oMm 34 poku, Oy,au 3aapemITOBaHi B
Ouaexkcanapii, mrar Bipaxunis, 3a migo3pow B TOMY, II0 B JIOTOMY, Yepe3 KiJbKa
XBWJIHH MicJas 3BiJIbHEHHSI, BOHM NPOTArOM THKHSI 3IICHIOBAJIH IHCalaepCbKy
ki0eparaky Ha BeJMKOro miapsaHuKa (enepajbHOro ypsiny, IKMid y mnomepemHix
noBioMJIeHHAX OyB ineHTH(dikoBaHuii siIK kommaHis Opexus i3 BamuHrrona.
[Ipokypopu CTBEpKYIOTh, 1110 OpaTH, siki paHiiie B 2015 porii Bu3Haiu cede BUHHUMHU B
CJIEKTPOHHOMY IIaXpaiCTBl Ta XaKEPChbKUX aTakax Ha Jlep»aBHUI JenapTaMeHT IiJl Yac
poboTu QeneparbHUMU TIAPSIIHUKAMHU, BAKOPUCTOBYBAJIA CBIMA MPUBLICHOBAHUI JOCTYII
1 TEeXHIYHl 3HAaHHA JUIsi KOMIIpOMETallli JaHuX JACEKUJIbKOX BIJOMCTB, BKIIIOYAIOYH
MinictepctBo BHYTpimHb0i Oe3neku (DHS), IlomatkoBy cmyx0y (IRS) Tta Kowmicito 3
NUTaHb PIBHUX MOXIUBOCTEH y cepi 3aitasaTocti (EEOC)..

3rimHo 3 OOBHHYBAJIBHMM BHUCHOBKOM, MyHIO HIOWTO BuaanuB Oau3bko 96
ypsimoBUX 0a3 JaHWX, pO3MIMIEHUX Ha cepepax Opexus, BKIIOYArOYM KOH(]iACHIIITHI
MaTepianu po3ciiayBanb Ta 3anucu FOIA, ctep BupoOoHu1y 6a3y mannx DHS, ckomiroBas
noHan 1800 ¢aiinmie EEOC Ta Bukpas 3anucu IRS, mo mictuim ocobucty iHpopmaniro
npo moHaiimMenmre 450 oci6. HMoro Takox 3BHHYBa4yIOTh y TOMY, IO BiH 3BEPHYBCA 10
HITYYHOT'O 1HTEJIEKTY 3a MOpaaoro oo ouuiieHHs xypHamsB SQL ta Windows Server,
00 mpuxoBaTH cBOi ciaiau. MyHIOy mpen'saBiieHi 3BUHYBAUEHHS, BKJIIOYAIOUU 3MOBY 3
METOK BUYMHEHHS KOMIT'FOTEPHOTO IIaxpaiicTBa Ta 3HUIICHHS JTOKYMEHTIB, KOMITIOTEpPHE
axpacTBo, Kpamaikky mgokyMeHTiB ypsay CIHIA Tta kBamidikoBaHe BUKpaJCHHS
0COOMCTHX JTaHUX, IO KapaeThCs OOOB'I3KOBUM MIHIMAJIBHUM TEPMIHOM YB'SI3HCHHS BiJl
4oTUphoX N0 45 pokiB; CoxaiOy mpen'sBIeHO 3BUHYBAYEHHS y TOPTIBJII MapojieM [0
cuctemu EEOC Tta 3M0BI, 3a 1110 HOMY 3arpoKye€ JI0 IIECTH POKiB YB'SI3HCHHS. . .

Brnaga cTtBepmkye, 1mo Opatu Hamaraaucs 3HHUINUTH JOKa3W, CTEpPIIU JaHl 3
KOMI'IOTEpiB, IO HajJeXadud poOOTOAABIIO, Ta NPHUOPABIIM CBOE >KUTIO TMEpen
ouikyBaHuM oOmykoMm. IlpeacraBauku MiHictepcTBa troctuuii Ta MiHicTepcTBa
BHYTpIIIHBOI O€3MEKU 3asBWIM, IO I COpaBa MIAKPECTIOE CEPHO3HI PU3UKHU IS
HaIllOHAIBHOI O€3MeKH, sIKI CTBOPIOIOTH (enepanbHi MIAPSIIHUKH, SIKI 3JIOBXKUBAIOThH
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CBOIM JocTymoM Jio ypsaoBux cuctem». (Matt Kapko. Twins with hacking history
charged in insider data breach affecting multiple federal agencies // Cyberscoop
(https://cyberscoop.com/muneeb-sohaib-akhter-government-contractors-insider-
attack/). 03.12.2025).

*k*

«llep:xxaBuuii nenaprament CIIA nponoHye BuHaropoay B po3Mmipi g0 10
MiJILIOHIB J0JiapiB 3a iHdopManilo, sika J0MOMOXKe BCTAHOBUTH 0c00M a0o
MiCle3HAXO/AKEHHS YWIeHIB ipaHChKOI Ki0epIINMUIyHCHhKOI Ta BILIMBOBOI Oprauisauii,
sika 3apa3 HasuBaerbes «axing Iymrapi». s rpyna, mo aie mijg KepiBHUIITBOM
Kibep-enekTponHoro komanayBanHs Koprycy iciamMchkoi peBOIONIHOT rBap/Iii, TaKOXK
BiZloma miJ Ha3BamMu Emennet Pasargad, Aria Sepehr Ayandehsazan (ASA), Ayandeh
Sazan Sepehr Arya (ASSA), Eeleyanet Gostar 1 Net Peygard Samavat, a B nmpuBaTHOMY
cekTopi ii BiACTexyroTh mij Ha3Bamu Cotton Sandstorm / Marnanbridge / Haywire
Kitten...

Bamuarron crexuts 3a umMu ocobamu 3 2020 poky, 3BHHYBAuylO4yH iX Y
XaKepChbKMX aTakax Ha aMEepUKaHChbKI KOMMaHii, Mo 3a0e3MeuyloTh KPUTHYHY
iH(ppacTpyKkTypy, BTpyuaHHi y npe3ugeHTcbki Bubopu B CIIA 2020 poky, a Takox y
TOPIIIHIX BTOPIHEHHSIX NPOTH aMmepukaHcbkoi komnaHii IPTV ta mitHix OmMoidcekux
irop 2024 poky. Cnonyueni llltatu nazusarots Moxammana barepa Illupinkapa nigepom
uiei rpynu, a @areme Cenirsa Kamni — Horo AaBHbOIO COpPaTHUIIEIO, sIKA TICHO 3 HUM
coiBnpairoe. O0uBa, SIK CTBEPIKYEThCS, Mit0Th 3 TerepaHa, Kepyloud arakamMu Ta
KaMIMaHisSIMA BIUIMBY Ha OpraHizallii B CEKTOpax HOBHH, CYJHOIUIABCTBA, MOJIOPOXKEH,
eHepreTuku, (iHaHciB Ta TenekomyHikanid y Crnomydyenux Illrarax, €Bpomi Ta Ha
bnuspkomy Cxogi...

[adopmaropu MoxyTh HafaBaTu iHGopMarlito yepe3 kanain Rewards for Justice Tor
HepxaBaoro npemapramenty CIIA; 3a mocroBipHy iH(Mopmarito npo [llupinkapa,
Cenirsna Kamri, [axiga IllymTapi a6o moB's3aHi 3 HAMH OCOOM MOXHA OTPHMATH
BUHAropoay B po3mipi g0 10 minsitonis gomapisy. (lonut Arghire. US Posts $10 Million
Bounty for Iranian Hackers Il Wired Business Media
(https://www.securityweek.com/us-posts-10-million-bounty-for-iranian-hackers/).
09.12.2025).

***k

«...33-piuna rpomagsinka Ykpainu Bikropis Exyapaisaa Jlyopanosa, Bizoma
B InTepHeTi nmix ncesaonimamu «Bika», «Topi» Ta «CoBaCoHsi», 0yJjia ekcTpajoBaHa
10 Jloc-AHaxKeneca i 3BHUHyBaYeHa y 3MOBi 3 OB'I3aHUMMU 3 POCIliCHKOIO JIEPKABOIO
xakTuBicrcbkumu rpynamm  CyberArmyofRussia_Reborn ta NoName. YV nBox
HEIIOAABHO OIPIIIOJHEHUX (efepalbHIUX OOBHHYBAJBHUX AKTaX CTBEPIKYETHCS, IO
JyOpaHoBa pomoMoria 3iamaTd Mepexi KpuTuuHoi iHppactpykrypu CHIA: ogna 3
onepauiid Oyja cpsMOBaHa Ha cabOTaX HACOCIB 1 MPOMHCIOBUX CHCTEM YIPABIIHHS Ha
HEBIJIOMUX KOMYHAJIbHUX MIANPUEMCTBAX BOJOMOCTAYaHHS, 10 MOCTABWIIO MiJ 3arpo3y
MOCTa4YaHHs MHUTHOI BOJM; 1HIIA — BHUBENA 3 JaAy XOJOAWJIbHE OOJaJHAHHS Ha
M'sicoriepepoObHOMY 3aBojil 'y BepHoni, KamidopHis, 1mo mpusBeno 10 MCyBaHHS MOHAJ
2000 ¢yHTIB mpoayKiii Ta BUTOKY amiaky, KM 3MyCHUB TNPOBECTH YOTUPUTOJUHHY
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eBaKkyallifo Ta 3aBIaB 30MTKIB Ha cymy mjoHaiiMenmie 5000 momapis... IIpokypopu
CTBEP/KYIOTh, 1110 Il BTOPrHEHHS — YacTUHA OUIbII MUPOKUX Kammaniii DDoS-ataxk i
BTPYUYaHHS B pOOOTY CHCTEM, IO 3A1MCHIOBAIUCSA 3 METOIO MPOCYBAaHHS T€OTOMITUIHUX
iHTepeciB Pocii — € BTpydaHHAM y poOOTYy CHCTEM TPOMAJCHKOTO BOJIOMOCTAaYaHHS,
MOIIKOPKEHHSIM 3aXHUIIEHUX KOMI'IOTEPiB, KBalTi(iKOBAaHUM KPAAIKKOIO OCOOUCTUX
JaHUX Ta 3MOBOl0. Y BiBTOpok JlyOpaHoBa 3asBWiIa MpO CBOK HEBUHYBATICTh.
MiHicTepcTBO FOCTULIT Ta AT€HTCTBO 3 OXOPOHU HaBKOJUIIHHOIO CEPEOBUIIA 3asIBUIIH,
mo g copasa migkpeciatoe pimrydicte CIIA 3axumartu iHQpacTpyKTypy XapyoBoi Ta
BOJOINOCTAYaJIbHOI Tajy3ed 1 MepeciilyBaTh sIK POCIMCHKUX JAEpXKAaBHUX JIA4iB, Tak 1
IXHIX KpUMIHAJIBHUX NPEJCTaBHUKIB, SIKi 3arpOXKYIOTh rpomajichkkiii oe3neri». (Ukranian
woman charged in cyberattacks on U.S. companies, including Vernon meat processor
/[ MediaNews Group (https://www.sgvtribune.com/2025/12/09/ukranian-woman-
charged-in-cyberattacks-on-u-s-companies-including-vernon-meat-processor/).
09.12.2025).

**k*k

TexHiuHl acnekTu kibepbesnexmu

BusBieH1 BpaBJaMBOCTi TexXHiuHMX B3acobiB Ta NporpaMHOIO
B3abesnevYeHHsT

«locaigHuku B rajaysi 0e3nekH BUSIBMJIM KPUTHYHY BpasjmBicTh y React
Server Components (RSC) ta Next.js, sika 103B0J1sI€ BAKOHYBATH HEaBTOPU30BAHM I
BiljajieHM KoJX 4epe3 HelOe3nmeyHy jecepiajizalilc KOPUCHHUX JAHUX, IO
HAJACHJIAKTHCA 10 KiHneBuX To4ok React Server Function. OcHoBHa BpasiuBICTh Y
nporokoii RSC Bincrexyerbes sik CVE-2025-55182 1 mommuproerbest Ha Next.js sik CVE-
2025-66478; 061B1 MalOTh MaKCUMaJILHUHN piBEHb cepito3HocTi 10...

Hocnigauku 3 Wiz, siki mpoaHaii3yBalid 110 MpooiieMy, CTBEPIKYIOTh, 110 B IXHIX
TeCTax PiBEHb YCIIIIHOCTI eKcruryaTallii cranoBuB Maibke 100% 1 Moke mpU3BECTH [0
NOBHOTO BIJ/IaJICHOTO BUKOHAHHS KOy, MpUYOMYy KOH(Irypamii € Bpa3lIuBHUMH 32
3amoBuyBaHHAM. React 1 Vercel (siki miarpumytors Next.js) BUIIyCTUIM pEKOMEH Al Ta
BUIIPABJIEHHS, SIKI BUMAaraloTh HETalHO1 1HCTANALIl, OCKIIBKA €KCIEPTH MONEPEIKAI0Th,
0 eKCIUTyaTallisi B peaJbHUX YMOBax, HMOBIPHO, CTaHE HEMHHYYOI, SIK TUIbKU
3IOBMUCHHUKHM BUBYATh BUMPABICHHS, SIKi TETIEP € 3arajJbHOOCTYTHUMH.

React, criouatky po3pobsennii Facebook, € omHi€ro 3 HaWMOMMPEHINIUX y CBITI
616miorek JavaScript Ul, 1, 3a ominkamu Wiz, 6im3bko 40% XMapHHUX cepeIOBUII MICTITh
BpasymBi exk3eMiuisipu React abo Next.js. [Ipo 1ro BpaznmuBicTs 0yiio nmoBigomieHo React
29 nuctomnana yepe3 nmporpaMmy BHHArOpPOJU 3a BUSBIEHHS MOMWIOK Meta MOCHIiTHUKOM
oesneku Jlakmanom Jlepigconom...» (David Jones. Critical vulnerabilities found in
React and Next.js // TechTarget, Inc. (https://www.cybersecuritydive.com/news/critical-
vulnerabilities-found-in-react-and-nextjs/807016/). 04.12.2025).

**k*k
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«Google Bunyckae Chrome 143 gias Windows, macOS i Linux — rpyasese
OHOBJICHHS JUISl HACTUIBHHUX KOMI'IOTepiB, sike BUIpaB/se 13 BpasauBocrTei
0e3neKku, BKJIYAKYH YOTHPH 3 BHCOKHM piBHeM HebOe3nexku. HaiicepitozHimi
npo0JieMd MOTJIM MPHU3BECTH JO BiAJAJICHOTO BUKOHAHHS KOAy a0o0 1HIIUX CepHO3HUX
MOPYILICHb: MOMWJIKA TUIY TUTyTaHUHU B JBIXKKY V8 JavaScript, HEeoNIK y cucCTeMI
dbonoBoro onoyieHHs: Google Updater, npo6iema 3 ButokoMm iHpopmaiiii B DevTools 1
MOMUJIKA YTpaBJiHHA aM'saTTio B kKoMnoHeHTl Digital Credentials Chrome...

Takoxx OyJI0O BHUIPABICHO KiJbKa HEAOJIKIB CEpPEHbOI TKKOCTI, BKIHOYAIOUU
po0JIEMHU B KOMIIOHEHTaX «3aBaHTAXEHHS» Ta «3aBaHTaXyBaud», a TAKOK FTOHKY YMOB Yy
V8, sxa mMorja npusBecTH 10 30010 abo HenependauyyBaHOi MOBEAIHKU. bynu BunpasieHi
MMOMMWJIKM HU3bKOT'O PIBHSI CEPHO3HOCTI, 110 BIUIMBAJIA HA KOMIIOHEHTU «3aBaHTaXEHHS»,
«Po3ninenuii expan», «Menianotokun», «WebRTC» Tta «Ilapom», mo0 miaBUIIATH
CTaOUIBHICTD 1 3aXUCTUTH 30epexeHi 0011ikoBi1 gani. Google 3asBise, mo 6arato mpoodiem
Oy7I0 BUSIBICHO 3a JOMOMOTOI0 BHYTPIIIHIX 1HCTpyMeHTIB, Takux sk AddressSanitizer,
MemorySanitizer i1 libFuzzer, a Takox 3aBasku mporpami BHHAropoayd 3a BHUSBIICHHS
BPaA3NIMBOCTEH, B pPaMKax SKOi 3a IO CEpPiI0 BUIPABICHHb OyJI0 BHIUIAYEHO MOHANMEHIIIE
18 000 nmonapiB. KopucrtyBauam peKOMEHIYEThCS HETAtHO OHOBHUTH CHUCTEMY, 100
CKOpHCTATHCS TOCHICHUMH 3acobamu 3axucty...» (Liz Ticong. Google Rolls Out
Chrome 143 Update for Billions Worldwide //  TechnologyAdvice
(https://www.techrepublic.com/article/news-chrome-143-update-13-security-fixes/).
05.12.2025).

***k

«lecTumicsuHe AOCTITKEHHSI IHCTPYMEHTIB PO3POOKH HA OCHOBI IITYYHOIO
iHTesIekTy BUsABUJIO OHAA 30 Bpa3auBocTeil, IKi 103BOJISIIOTH BUKPAJIATH IaHi, a B
AesIKMX BUNAKaX — BilJlaJleHO BUKOHYBATH KO/, 1[0 BILIMBA€ HA BCi MPOTECTOBAaHI
npoaykTtu. 3BiT IDEaster mokasye, 1o areHTd mTYy4YHOTO 1HTENEKTy, BOynoBaHi B IDE
(Visual Studio Code, JetBrains IDE, Zed) Ta komepuiiiHi MOMIYHUKH (HalpUKIaL,
GitHub Copilot, Cursor, Windsurf, Kiro.dev, Zed.dev, Roo Code, Junie, Cline, Gemini
CLI, Claude Code), MOXXyTbh OyTH BUKOPHUCTaHI1 JIsl BUTOKY KOH(I1IEHIIHHOI 1H(pOopMaIlii
a00 BUKOHAHHS KOAY, KOHTPOJIHOBAHOTO 3JTOBMUCHHUKOM. OYJI0 IPHCBOEHO MIOHANMEHIIIC
24 CVE, a Ttakox pnoxatkoBi pekomenpaaiii AWS... OCHOBHOIWO MNPUYHUHOK €
HEBIIMOBIAHICTh MDK JaBHO icHyrouuMu ¢yHkIismu IDE Ta aBTOHOMHUMHU areHTamu
MITYYHOTO IHTENEKTY, SIKI MOXYTh YHWTaTH, TMUCATU Ta MJISTH BCEPEIUHI TMPOEKTIB.
IcTopruHO «TOOPOSKICHI» MOMKIMBOCTI CTalOTh MOBEPXHAMHU JUIS aTak, KOJW areHTH,
KEpOBaHI IIBUIKUM BBEJCHHSIM, B3a€MOIIIOTh 3 HUMH — JIAHITIOJKOK, HE3aJICKHUU Bij
IDE, sikmii mOYMHAETHCS 3 BHUKPAJACHHS KOHTEKCTY (TIPWXOBaHI 1HCTPYKIii y (aitmax
npasuwi, README, imenax ¢aitiB a00 3710BMUCHUX BHUXIJHUX JaHuXx cepBepa MCP),
IIPOrPECY€, KOJIU areHT BUKJIMKAE JIETITUMHI IHCTPYMEHTH, SIK1 3aIlyCKarOTh HeOe3MeuHi
6azoBi aii IDE, 1 3aBepuryeTbCsi BUKOPUCTAHHAM BOYJIOBaHUX (YHKIIN A KpaalKKH
nanux abo RCE.

OnuH 13 npukiaaiB crBopenHs JSON-daiiny, mo Bkasye Ha BignaneHny cxemy; IDE
aBTOMaTUYHO 3aBaHTaXye€ MOro, BUTATYIOUM MapaMeTpd, BOYJIOBaHI areHTOM,
BKJIIOYAIOYH paHilie 310paHi cekpetn — 1o crioctepiraerbest B VS Code, JetBrains i Zed
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— HAaBITh KOJIM B1AOOpaXaroThCs MOMEPEHl Meperisan... B iHIIOMYy BUIAIKy MOBHE
RCE nocsraerscs nuisixoM pefaryBaHHS BUKOHYBaHOTO (ailily, 10 BXKE 3HAXOJUTHCS B
pobouiit o0nacTi, Ta 3MIHM HaNaMITyBaHb (Hanpukiaz, php.validate.executablePath), mo6
IDE HeraiiHo BUKOHYBaja MOBUIBHUN KO MPH BIAKPUTTI a0 CTBOPEHHI BIJIOBITHOTO
¢aitny; iHcTpyMeHTH JetBrains mpoaeMOHCTpyBaiu MOAIOHUN PHU3UK Yepe3 MeTajaHl
pobouoi obnacti. JloCHIJHUKH AIMNUIA BUCHOBKY, IO L0 KaTEropird BpPa3IHBOCTEH
HEMOJXKJIUBO YCYHYTH B KOPOTKOCTPOKOBIH MepcnekTuBi, ockiibku cyyacHi IDE He Oynu
cTtBopeHi 3a mojaeno «besneka mius [II». Xowa s po3poOHUKIB 1 MOCTayalbHUKIB
ICHYIOTh 3aXOJW JJsi 3MEHUIEHHS PHU3HKIB, JOBIOCTPOKOBE BHPILIEHHS MpOoOIeMH
BUMarae (QpyHAaMeHTabHOro neperisigy Ttoro, sik IDE aBTopusyioTh, 0OMEXYIOTH 1
nepeBipsroTh MOXIMBOCTI IIII-areHTiB 11040 YWTaHHS/3alMKMCY/BUKOHAHHS B paMKax
npoektiBy. (Luke James. Critical flaws found in Al development tools are dubbed an
'IDEsaster’ — data theft and remote code execution possible // Future US, Inc.
(https://www.tomshardware.com/tech-industry/cyber-security/researchers-uncover-
critical-ai-ide-flaws-exposing-developers-to-data-theft-and-rce). 07.12.2025).

**k*k

«Komnanis WatchGuard sBusBuiaa 10 cepiio3HHMX Bpa3/JIuBOCTe, IO
BILIMBAOTh Ha ii Opanamayepu Firebox, mo Cnpu4yuHHIO BUIIYCK TEPMIiHOBHX
nonepex:keHb Npo Oe3meky Ta BUIpaBJieHb. Bussieni 4 rpyans 2025 poky, mi
HEJIOJIIKA OXOIUTIOIOTh KIJbKa KOMIIOHEHTIB 1 MaloTh PI3HMM CTYyIIHb CEpPHO3HOCTI,
IPUYOMY KIJbKa TMOMHUJIOK 3 BHUCOKUM PIBHEM PHU3HMKY JI03BOJISIIOTH aBTOPU30BAHUM
3JI0BMHCHHMKAM BUKOHYBATH JOBUIBHUM KOJ yepe3 MpoOJIEeMHU 3 3alHCOM 32 MEKAMH MEX
B iHTep(eiici KOMaHTHOTO psiiKa ympaBiiHHS (ping) 1 JeMOHI cepTU]IKATIB, a TaKOXK
3noBxkuBatu KoHQirypamiero [PSec 1 dynkuionansHicTio 3anuty ceptudikatie (CVE-
2025-12195, -12196, -12026, Bci CVSS 8.6). Inma kputuyHa mnpobieMa, MOMHIKA
nomkokeHHs mam'sti B gemoni IKE (CVE-2025-11838, CVSS 8.7), Moxe Cipu4uHUTH
BIJIMOBY B 0OCITyTOBYBaHHI Ha CHUCTEMaXx, 0 BUKOpUCTOBYIOTh IKEv2 VPN 1 nunamiuHi
HUTIO3U-OAHOpaHroBi By3iH, Toai Ak CVE-2025-13940 no3Boinsie 0OIWTH TEpeBipKH
LITICHOCTI MMiJ] Yac 3aBaHTAXKEHHS, MJIPUBAIOYH JAOBIPY J10 IaTHOpMH. . .

Oxpim BukoHaHHS Koay, WatchGuard BumpaBuiia Bpa3nuBICTh BHCOKOTO PIBHS
HeOe3neku XPath injection y Be6-iaTepdeiicax CGI (CVE-2025-1545, CVSS 8.2), ska
JO3BOJISIE  HEAaBTOPU30BAaHUM  3JIOBMUCHHMKAM  BHUTSTYBaTH  KOH(IAEHIINWHI  JaH1
KOHIrypaIlii, KoJu BBIMKHEHO TOYKH JOCTymy uig ayTeHTudikamii. [icte gogaTkoBux
BPa3UBOCTEH MDKCAWTOBOTO CKpuUNTUHTY (XSS) B Momymsx iHTerpamii s
ConnectWise, Autotask, Tigerpaw 1 Gateway Wireless Controller (CVE-2025-13936 no -
13939) MOXyTh JO3BOJHMTH 3JOBMUCHHKY, SKUH Mae aIMIiHICTpAaTHBHHNA JOCTYII,
NEPEXONUTH CEaHC 1 3MIHUTH KOHQirypamito. Yci mpoOiieMH BHUPIIIEHO Y BEPCISX
Fireware OS 2025.1.3, 12.11.5 ta 12.5.14. Oprasi3aiisim, siki BAKOPAUCTOBYIOTh TTPUCTPOT
Firebox, oco06auBo THUM, 10 MalTh BIAKPUTI 1HTepdelicn yIpaBliHHI abo
BUKOPUCTOBYIOTh 3acTapim koH(iryparii [PSec, HacTiiHO peKOMEHIyEThCS HETAWHO
3aCTOCYBaTH Il OHOBJICHHS, 100 3amoOIrTH BUKOHAHHIO KOAY, BUTOKY JaHUX Ta
nepepuBanHio podotu ciyx0». (Abinaya. Critical WatchGuard Firebox Vulnerabilities
Let Attackers Bypass Integrity Checks and Inject Malicious Codes // Cyber Security
News (https://cybersecuritynews.com/watchguard-firebox-vulnerabilities/). 08.12.2025).

**k*k
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«bpurancekuiit Hanionaasuuii nenTp kidepoesnexkn (NCSC) nmonepeaus, mo
BeJIMKi MOBHI Mojaesi (LLM) € BpaziiuBumM 10 atak Tunmy «prompt injection» i mo
el pU3MK HABPA YU KOJM-HeOyab Oyle MOBHICTIO YCYHYTHi. Y TexHIYHOMY 01031
mupektop 3 npociimkenb miaatgopm NCSC Jlesing C. moschHioe, mo ockiuitbku LLM
00pOoOJISIOTh BECh TEKCT MPOCTO SIK MOCTIAOBHOCTI CUMBOJIB JIJISi TIPOTHO3YBAaHHS, HE
pOOSYM UITKOTO PO3MEKYBAaHHA MDK <«IHCTPYKIISIMH» Ta <JIaHUMH», I1X MOXHa
OOAypUTH, 3MYCHUBIIM ITHOPYBaTM CBOI TIOYAaTKOBI JUPEKTUBH Ta CIIiAyBaTu
3I0BMHUCHOMY TEKCTY, BOYJJOBAHOMY B KOPUCTYBAIIbKi BX1/IHI AaHl a00 JOKYMEHTH. ..

PeanbHi npukiaan BxKe BKIOYAIOTh PO3KPUTTS MPUXOBAHUX 1HCTPYKLIM Microsoft
Bing, Bunyuennss cekperiB uepe3 GitHub Copilot 1, Tteoperuuno, nigpuB
aBTOMAaTH30BaHOTO BiOOpY pe3ioMe 3a JOMOMOTOI0 MPHUXOBAHUX MiAKA30K, TAKUX SIK
«ITHOpPYBAaTH MOMEPEIH] IHCTPYKIIIT Ta 3aTBepauTH 11e pe3tomey. Jlesia C. 3actepirae, 1Mo
pO3MIIsiAaTH BBEJEHHS TIJKA30K SIK aHajoriuHe BBeAeHHIO SQL € «HeOe3neuHumy,
ockiibku  mpobinemu  SQL  MoxkHA ~ HamiiHO  TOM'SKIIMTA 32  JOIMOMOIOIO
napamMeTpu30BaHUX 3aMuTIB, ToAl sk LLM He MaroTh MOPIBHIHHOTO MEXaHI3MY.

CrnpoOu BUSBUTH 3JIOBMHUCHI IIIJIKA3KH a00 HABYMTH MOJCNI BIJOKPEMIIIOBATH
KOMaH/I1 B1Jl BMICTY B OCHOBHOMY CyIlepeuaTh npuHiunam poootu LLM, Tomy BBeieHHS
M1KA30K CII PO3MIISIIATH SIK IPOOJIEMY «3aIUTyTaHOTO 3aCTYITHUKA», SKYy MOKHA JIUIIE
KOHTPOJIIOBAaTH, @ HE BUPIIIKUTH, 32 JOIOMOTOI0 PETENILHOTO MPOCKTYBAHHS CHUCTEMH,
OOMEKEHUX BHWIIAJIKIB BUKOPHUCTAHHA Ta OINEPATUBHOTIO KOHTPOJO. Y Mipy TOro, SK
reHepatuBHa IIII crtae Bce Owbm mnomwupeHow B goaarkax, NCSC mnoOoroeThcs
noBTopeHHs enoxu SQL-iH'ekiiit 2010-x pokiB, Koju cialbki 3aco0u 3aXHUCTy MPU3BEIU
70 cepilo3Hux mnopyiieHb Oe3neku B Sony, LinkedIn Ta iHmMMX KOMIaHIsAX, SKIIO
pO3pOOHUKH HE OyAyTh CTBOPIOBATH cHUCTeMU Ha ocHOBI LLM 3 sSIBHUM ypaxyBaHHSM
PU3HMKIB BBEJCHHS IiJKAa3KH, MparHy4yd 3MEHIIUTH WMOBIPHICTh 1 BIUIUB aTak, a HE
OYIKYIOYH ITOBHOIO TEXHIYHOrO BHpimieHHS mpooOiemu...» (Alexander Martin. UK
intelligence warns Al ‘prompt injection’ attacks might never go away // Recorded
Future News (https://therecord.media/prompt-injection-attacks-uk-intelligence-
warning). 08.12.2025).

*kx

«Jdocainnnkn Oe3nexku 3 Wordfence BUSIBWIN KPUTHYHY Ypa3juBiCTh Yy
nonyJasapHomy miaarini WordPress Sneeit Framework, sika 103B0Jisi€ 3JI0BMHUCHUKAM
CTBOPIOBATH BJIACHI 00JIIKOBI 3alUCH aIMIHICTPATOPA i MOBHICTIO KOMIIPOMETYBAaTH
ypaxkeHi caiitu. 1{s ypaznuBicth, sika BiacTexyeThecsi sk CVE-2025-6389 3 oriiHkom0
CVSS 9,8, BruBae Ha Bci Bepcli A0 8.3 BKIIOYHO; Bepcis 8.4, BUIyIIeHA Ha MOYaTKy
cepiast 2025 poky, Bke BumpanieHa. Sneeit Framework, sikuii BUKOPUCTOBY€ETHCS
npubau3Ho Ha 1700 akTMBHUX calTax JJisl yNpPaBIiHHS MMapaMeTpamMu TeM, MakeTaMu Ta
KOPHUCTYBAIlbKUMH (DYHKIIISIMU, BiAKpuBae AJAX-3BOpOTHUI BHUKIHK, SIKHA MOXe OyTH
BUKOPUCTAHWNM IS BHKIUKY JA0BUTbHUX (yHKIiH PHP Ta gomaBanHs HOBOTO
anaMiHicTpaTopa... ONMHUBIIMCH BCEPEIUHI, 3JOBMUCHUKA MOXXYTh BCTAaHOBJIIOBATH
IIK1JIMBI TUIAT1HY, MAKIAJaTH CKPEeUnepu JaHUX, CTBOPIOBATH (PIIIMHTOBI CTOPIHKU 200
NEepeHanpaBIITH BIJABIAyBadiB B 1HIN MICUsA. 3JIOBKMBAHHS IOYAiIOCs BIApa3y MICIHs
po3kputts iHbopmarliii: Wordfence 3a6iokyBaB nmonan 131 000 atak y mepiiuii eHb 1
omu3bko 15 000 monHsa micns uboro. BiacHWkam calTiB HAacTIMHO PEKOMEHIY€EThCS
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oHoButu Sneeit Framework mo Bepcii 8.4, migtpumyBat WordPress core, Temu Ta
IUTAariHA B aKTyaJIbHOMY CTaHi, a TaKOX BUJAISITH HEBUKOPUCTOBYBAHI KOMITOHEHTH.
O3HaKku KOMITPOMETAIlii BKJIFOUAIOTh HECTIO/[IBaH1 HOB1 aIMIHICTPATHUBHI O0JIIKOBI 3aMKCH,
nigo3pini PHP-Be6-o60m0ukm (Hampukiman, xL.php, Canonical.php, .a.php, simple.php,
up_sf.php), 3mineni ¢aitnmm .htaccess, ¢aitnmn Tumy finderdata.txt abo goodfinderdata.txt,
CTBOPEHI IHCTPYMEHTAMU MOIIYKY 00O0JIOHOK, a TAKOX XKYpPHAIIH, 1110 MOKA3yIOTh YCHIIIHI
AJAX-zanmutu  Big Bigomux [P-agpec 3noBmucHuKIB (Takux sk 185.125.50.59,
182.8.226.51, 89.187.175.80)». (Sead Fadilpasi¢. Sneeit WordPress RCE flaw allows
hackers to add themselves as admin - here's how to stay safe // Future US, Inc.
(https://www.techradar.com/pro/security/sneeit-wordpress-rce-flaw-allows-hackers-to-

add-themselves-as-admin-heres-how-to-stay-safe). 08.12.2025).
***k

«AreHTCTBO 3 Ki0epOe3neku Ta Oe3nexku iHPpacTpykrypu CHIA nmoxaso
noMuiiky WinRAR CVE-2025-6218 (CVSS 7.8), noB'sizany 3 nepexoaioM Mo nuisxy,
JI0 CBOT'0 CIIUCKY BiJIOMHX YPa3JIUBOCTEM, AKi eKCIIyaTyHOThCS, MiCJs TOro, ik 0yJ10
BUSIBJIEHO, 10 ii BHKOPHCTOBYKWTH JeKilbKa 3JOBMUCHHUKIB. Il BpaszmuBicTh,
BurpasieHa B WInRAR 7.12 B yepBHI MUHYJIOTO poKy 1 oOMexeHa Bepcisimu Windows,
JI03BOJISI€ 3JIOBMUCHHUKY PO3MilllyBaTH (hailjii B MPUBLICHOBAHUX MICIISIX, TAKUX SIK Manka
«ABTO3aBaHTAXEHHS», KOJIA KEPTBA BIIKPUBAE apXiB 13 MACTKOIO a00 BiJIBIAY€E MIKIJIUBY
CTOpPIHKY, IO B KIHIIEBOMY TMIJICYMKY J03BOJISIE BUKOHYBaTH KOJ 3 IpaBaMu
KOpHUCTYBaua...

Tpu rpynu Oynu mnoB's3ani 3 peanbHuMu 350BkuBaHHSIMH. GOFFEE (Takox
Bimoma sik Paper Werewolf), mo 3ocepemxena Ha Pocii, moegnana CVE-2025-6218 3i
crapimoro nomuikoro WinRAR (CVE-2025-8088) y nunHeBux XBWISX (DIMIUHTY MPOTH
BITUM3HSIHUX opraHizamiil. [liBgerHoasiaTceka rpyna Bitter APT mpuxoBana eKCIionuT y
RAR-daitmi mig HazBoro «Hamanus iadopmamii mis cekropa AJK», skuii 3amyckae
mKigmBuid  mabdiaon Normal.dotm; mopa3y, komu 3amyckaetbess Word, mrabmoH
BcTaHoBOe Oeknop C#, skuii 3B's3yethbesa 3 johnfashionaccess[.]Jcom s 3anucy
KJIaBIIll, CTBOPEHHS 3HIMKIB €KpaHa, KpaJbkKku o0JikoBuX naHux RDP Ta BukpaneHHs
¢aiiniB. 30BciM HeAaBHO pociiickka rpyna Gamaredon BUKOpuUcTaa Ty caMy BpasiUMBICTb
y KaMmmoaHisx Cchip@IimUHry TPOTH YKPAiHCHKUX BIMCBKOBUX 1 YpSJIOBUX LLIEH,
MOIIMPIOIOYH CBOE IIKIAJIMBE ITporpaMue 3abesneueHHs Pteranodon i1, uepes CVE-2025-
8088, HaBiTh po3ropratoun GamaWiper, OpieHTOBaHUN Ha 3HUIICHHS JIaHHUX, 10 CTAJIO
MEPIIOI0 BIJIOMOIO JECTPYKTUBHOIO orepariiero Gamaredon. ..

OCKIJIbKY eKCIUTyaTallisl € aKTUBHOIO 1 IIMPOKO MOITUPEHOI0, efepaabHl UBIIHHI
arearctBa CIIA moBunHI nmeperitn Ha WinRAR 7.12 a6o miznimnny Bepcito 10 30 rpynHs
2025 poky». (Ravie Lakshmanan. Warning: WIinRAR Vulnerability CVE-2025-6218
Under Active Attack by Multiple Threat Groups // The Hacker News
(https://thehackernews.com/2025/12/warning-winrar-vulnerability-cve-2025.html).
10.12.2025).

*k*

«3710BMMCHMKHM BHKOPHUCTOBYIOTh MeXaHi3M OHoOBJeHHs Notepad++ mas
NOIMPEeHHs MIKIIJIMBOr0 mNporpaMHoro 3ade3meuyeHHsi. [Iporpama OHOBIICHHS
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WinGUp mepenae moToyHy BepcCilo pefakTopa 10 CIy>KOW OHOBIEHHS, SKa BiAMOBIAa€
XML-daiinom, mo mictutb URL-aapecy nnsi 3aBaHTaK€HHST HOBOI'O BHKOHYBAHOTO
daiimy. OcCkiTbKM  TIEpeBIpKa [UIICHOCTI  Kii€HTa Oa3yBajiaca Ha  CJIaOKuX
cCaMOMIAMUCAaHNX KOPEHEBUX cepTudikarax, 3JIOBMHUCHHUK, IO NepedyBaB MoOcepeanHi,
mir 3miauTH o URL-agpecy i mepeHanpaBUTH 3aBaHTaKEHHS Ha LIKIIJIMBHI cepBep.
Hocninauk y ramy3i Oesneku KeBiH BOMOHT BiCTEKUB IIOHAWMEHILIE TPU BUMAIKU
nopyuieHHs 6e3neku B CxiaHii A3ii, MOB'sA3aH1 3 LUM BEKTOPOM. ..

TBopeup Notepad++ Jlon Xo BumycTuB Bepcito 8.8.9, sika MOCHIIIOE TEPEBIPKY
NIANUCIB 1 cepTU(iKaTiB Ta 3aMIHIOE CTapl CaMOIIINUCaHI KOpPEeHeBl cepTudikatu Ha
ceprudikatu GlobalSign. KopuctyBauam pexoMeHAYy€eTbCS HErailHO OHOBUTH IpOrpamy
Ta BUAAJIUTU BCl cTapl KopeHeBi cepTudikatu Notepad++. O3HakaMu KOMIIpPOMETAIlii €
OIAKIIOYEHHS gup.exe 10 JOMEHIB, iHmuX HiDK notepad-plus-plus.org, abo 3amyck
HETUTOBUX mporieciB. [IpoekT Bce 11e po3cniaye, sk came BII0YBaIOCs MepeHaPaBICHHS
Tpadiky, ane 3asBiisge, IO MOCUICHA NepeBipka Termep OJokye 110 TakTuky». (Ernestas
Naprys. Notepad++ releases emergency patch as hackers exploit updater to deploy
malware // Cybernews (https://cybernews.com/security/hackers-exploit-vulnerability-in-
notepad-plus-plus-updater/). 10.12.2025).

*k*

«..Jlocainnuku 3 watchTowr BussiBuIN 1aBHIO KOHCTPYKTUBHY Baay B .NET
Framework Bin Microsoft, sska 103B0Ji1si€ 3;I0BMUCHHKAM NMEePeTBOPHOBATH 3BUYATiHI
npokci-ceppepn  SOAP-kiIi€HTIB Ha 30pol0 IS AOBUIBHOIO 3amucy ¢aiiiB i
NMOBHOI0 BiJ/IaJIeHOr0 BHKOHaHHS Koay. [IpoGnema mnonsirae B 0a3oBoMy Kiaci
HttpWebClientProtocol, sixkuii nexuts B ocHoBl SoapHttpClientProtocol 1 moB's3anux 3
HUM TIPOKCi-KjaciB. Xoua I1i mpokci-cepBepu moBuHHI 00po0isaTu Tuibku HTTP-tpadixk,
BOHM BHYTpIIIHBO TMOKJIaAal0Thess Ha WebRequest.Create, He OJIOKyIOUM CcXeMy
«http/https». Tomy 37m0BMHUCHUK MOXe moaaTt cremiansHo crtBopeHuit URL-aapecy,
BukopuctoBytoun file:// a6o UNC-nursax, mo0 mpokci-cepBep 3ammcaB Timo SOAP
0e3nocepeIHbo Ha quUcK abo yepe3 SMB...

Hebe3neka crae KpUTHUHOIO, KOJIM mporpama crBoproe SOAP-npokci Ha 10Ty 3
HajaHux kopuctyBaueM (aitniB WSDL 3a nonomorotro ServiceDescriptionlmporter, 1o €
m1abJIOHOM, KN PEeKOMEHAYEThCA B TokyMeHTauii Microsoft. 3noBmucuuit WSDL mosxe
muktyBatu URL-aapecy cimyx0u, iMeHa METO/IIB 1 MapaMeTpH, HaIllpaBJII0YM ITPOKCI Ha
3anuc (aimiB, SKI MEpe3anucyrTh CKPUNTH abo KoHQIrypari; miJg 4yac TeCTyBaHHS
nocnigHuku ckuHynu BeO-o6omonku ASPX/CSHTML 1 orpumanu RCE. Bonwm
pOoJIeMOHCTpYBaI KommpomeTalliro Barracuda Service Center RMM, Ivanti Endpoint
Manager i Umbraco 8 CMS 3a qomoMororo ogHoro 3anuty 0e3 ayTeHTrdiKaIllii.

WatchTowr cTtBepmKye, mo moBigmomisie Tpo 10 mnpobiemy 3 2024 poky, ane
Microsoft knacugikye i sk npoOieMy «Ha piBHI JOJATKIB», apTyMEHTYIOUH 1€ THUM, II0
po3poOHUKM TOBMHHI ouninat HeHamiHi URL-agpecu ta WSDL. [lochignuku
3anepeuyioTh, o mnpokct «HTTP», skuii MoBuku mnpuiimae oO0poOHuku file://, €
HEIHTYITUBHUM 1 3aMaHIO€ B MMACTKY HABITh 00EPEKHUX PO3POOHHUKIB. ..

OcCKUIbKY Bpa3IMBUI AOJIOH IIMPOKO MOIIUPEHUHN SIK Y KOMEPLIMHOMY, TaK 1y
BHyTpiltHbOMY koAl .NET, 3axucHMKaM HACTIHHO PEKOMEHIYEThCS MEPEBIPATH
HasBHICTh HEKOHTPOJBOBAHOTO BUKOpUCTaHHs ServiceDescriptionlmporter Ta Oyab-aKux
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URL-anpec SoapHttpClientProtocol, Ha siki BIuIMBae KOpHUCTyBad, a TaKOXX OJIOKyBaTH
cxemu, mo He Hamexats A0 HTTP, wa piBHI mnpokci-cepBepa, 100 3amodirTu
NpuXxoBaHOMY 3amnucy ¢aitniB abo perpancisiii SMBy». (Duncan Riley. Research claims
legacy .NET proxy behavior creates fresh path to remote system compromise //
SiliconANGLE Media Inc (https://siliconangle.com/2025/12/10/research-claims-
legacy-net-proxy-behavior-creates-fresh-path-remote-system-compromise/).
10.12.2025).

**k*k

«..PromptArmor BHUSIBUB KPHUTHYHY BpPAa3J/IMBiCTh «HENPSIMOI0 BBEJIEHHS
niaKkaskmw» B Vincent, ITY4HOMY iHTEJIEKTi-IOMIYHUKY, BOyA0BaHOMY B IIaT(hOpmMy
OPUINYHOI po3BiaKM vLex, Ky 3apa3 BukopuctoByroTh moHaja 200 000 ropuamanmnx
¢ipMm i cyniB o BcboMy CBiTY...

Sk mpairtoe ataka

1. 3nmoBMucHUK npuxoBye 6111 Ha Oimomy HTML/JavaScript-incTpykiii BcepennHi
JIOKyMEHTA (HampuKIIa, y (pambIuBiid IUTATI CBIIKA).

2. FOpuauyna kKoMaHAa HECBIIOMO 3aBaHTaXye el JOKyMEHT Ha vLex.

3. Konmu Vincent mpocsiTh BUTSAITH LUTAaTH, BiH BIATBOPIOE NPHUXOBAHUU KOA Yy
CBOIH BIJIMOBI/II B YaTl; Opay3ep KepTBH BlAOOpakae MOTo SIK YACTUHY CTOPIHKH vLex.

4. Kop 3aBaHTaxye cailT, KOHTPOJIbOBAaHUM 3JIOBMUCHUKOM, 1 HaKJIaJla€ MiIpoOIIeHE
BIKHO BXOAy B VLeX, 3aXOIuIoroun OO0JIIKOBI JaHl Ta TOKEHHW ceaHcy. Toil caMuii MeTon
MOXK€ 3alycKaTu JOBUIBHMM JS aiis BHUKpajeHHS AaHuX Oe3 KIIIKIB, 3aBaHTaKECHHS
GdaiiniB, NepexolieHHS CceaHCy a0o0 KPUIITOMAWHIHTY KOXXHOTO pasy, KOJM 4Yar
BIJIKPUBAETHCS 3HOBY...

Brumus

* Pusuk knmacy RCE, mo Hapaxae Ha HeOe3neky KoH(]iAeHIIiiTHI (aiiau KIIE€HTIB Ta
BHYTPIIIHI CHCTEMH y BOCBMH 3 JIECATH IMPOBITHUX CBITOBUX IOPUANYHUX (ipM, SKi
BUKOPHUCTOBYIOTH VLex.

* Kpagpkka O0OJIKOBUX JIaHMX MOJKE JO3BOJMTH 3JIOBMUCHUKAM [ISITH SIK
KopucTyBaul pipmu B pamkax vLex...

[ToM'sikIIIeHHS HACTIAKIB Ta CTaH CIIpaB

PromptArmor BiAMOBiIaIbHO MOBiAOMIIA TPO MpooOsiemy; vLex «IBUAKO Ta
e(eKTUBHOY» BIIPOBaaUiia BUNpaBiaeHHs. OpraHizallii MTOBUHHI:

* [lo3HaunTH TOKYMEHTH 3 HeHaIIMHUX JKepen sik ooMexeHi B vLex Collections;

 OOMEXUTH JOCTYN JO TaKuX JOKYMEHTIB JIMIIE aBTOPU30BAHUMHU
KOPHUCTYBa4YaMH;

* He pexoMmeHmyBaTu 3aBaHTaXyBaTH MaTepiaim, B3ATI Oe3mocepesHbo 3
BIJIKPUTOTO BEO-TIPOCTOPY...

Le BIAKpHUTTA BKa3ye Ha OB MHUPOKY Hebe3mneky: noaatku Ha 6a3i LLM mMoxyTh
OyTh OOMaHyTl 1 BUIYCTUTH LIKIJIMBHUM KOJ, SKIIO BOHU HE MPOBOASATH PETEIbHY
ca”iTapHy o0OpoOky BuxigHux nmanux». (Stefanie Schappert. Vincent Al phishing
vulnerability found, 200K+ law firms at risk of credential and data theft // Cybernews
(https://cybernews.com/security/vlex-vincent-ai-phishing-vulnerability-lawyers-law-
firms/). 24.12.2025).

**k*k
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TexHiuHi Ta nporpaMHi pilWleHHsS QA OpoTuRii kibepHeTHUYHUM
BarposaM

«..Miru — ue crapran 3 ki0epOe3nekn B CaH-®paHUUCKO, 32CHOBAHUI Y
2024 poui Eoranom Makki, JeBizom Ilirorrom i KBanrom ®amom, siki Bmepiie
novyaju npamwsatu pasom y 2009 poui B eBay, crBoprowun miapo3ain KoMnasii 3
0opoTn0u 3 Kidep3aouuHHicTO. [Ticia noxanemoi podotu B CekpetHiii ciayx61 CILIA,
Facebook, Uber Ta iHIMX KOMMOaHIsAX, 110 3aiMalOThCs MUTAHHAMM O€3IEKH, TP1O 3HOBY
ob0'enmHanmocs, 100 BUPIMUTH TpobOJeMy, 3 SKOK BOHH TIOCTIHHO CTHKAJIHCH:
pO3CIiyBaHHS — 4YM TO pearyBaHHS Ha KiOEpIHIMJEHTH, IIaxpaiicTBO, JOBipa Ta
Oesneka, yu TO pobOOTAa B Taly3l HAI[IOHAIbHOI OE3MEeKM — TaJIbMYIOThCS dYepes
PO3pi3HEHI JaH1, py4Hi onepailii Ta 0JHOPa30Bi IHCTPYMEHTH. . .

[Tnatrdopma Miru ol'eqHye BCl chmigdi KaHaim B poOody 00JacTs 3 rpadidyHIM
iHTepdericom 1 Haknmagae Ha Hel (yHKUID (eaepaTHBHOTO MOMIYKY, aBTOMaTHYHOTO
BUJTy4eHHsI OO'€KTIB Ta IUTYYHOI'O IHTENIEKTY, SIKMA MOXE€ COPTYBATH CIOBIIICHHS,
MEePEXOAUTH 32 TOCHJIAHHSIMH Ta PEKOMEH IyBaTH MOAAJIbII KPOKU. 3aMUTYIOUH JIaH1 TaM,
7ie BOHHM BXKE 3HAXOMATHCS, a HE 30epirarouu ix y CXOBHIIl, CUCTEMA YHUKAE CTBOPEHHS
HOBUX CWJIOCIB 1 3MeHIIye BUTpaTth. KoxkeH 00'€eKT 1 B3a€MO3B'A30K NOTpAILUISE B
rpadiuHy 0a3y 3HaHb, MEPETBOPIOIOYM KOXKHY CIIpaBy Ha IHCTUTYLIHHY MaM'sTh, fKa
MPUCKOPIOE MalOYTHI 3alIUTH Ta BUSBJISE TOBIOCTPOKOBI 3aKOHOMIPHOCTI.

Bce me mnepeOyBaroum Ha paHHIM cTaali BOPOBAIKEHHA 3 NapTHEpaMU-
po3poOHUKaMH Yy cdepax OXOpoHU 310poB's, (iHTEeX Ta ypsay, Miru Bumyctuia
MIHIMAJIBHO JXUTTE3JATHUN TPOIYKT, KUK Temep A07a€ aBTOHOMHI areHTH Ta (yHKINi
noctiiiHoro rpada. Y BepecHi 2025 poky kommaHig 3amyduia 2,7 MUJIbHOHA T0JapiB Y
pamkax nonepennboro gpinancyBanus Bia Dreamcraft, Cadenza, Seedcamp Ta iHmmx, o
JO3BOJIMJIO 1l PO3IIMPUTH CBOIO HEBEIMKY KOMAaHAy CTapliux I1HXEHEepiB Ta
BJIOCKOHAJIUTH TIPOIIECH afanTallii HOBUX CIIBpOOITHHUKIB. Makki Kaxe, 1110 amoiris Miru
MOJIATa€ B TOMY, IMOO CTaTH CTAHJAPTHOKO <JIOCTIAHHUIIBKOI IUIATPOPMOIO» IS
anamtukiB SOC, (axiBIiB 3 MUTaHb NOBipHM Ta OE3MEKH Ta OCHITHHUKIB PO3BIIKH TIO
BCHOMY CBITY, HaJlal0oud CTPYKTYPOBAaHHMA KOHTEKCT, MaM'siTh Ta BOYJOBaHY pPO3BIAKY,
SIKHX ChOTO/IHI Opakye y (hparMeHTOBaHMX JOCIITHHIIEKIX poOounx mporecax...» (Colin
Ryan. Miru: A cybersecurity platform for the investigation market // Silicon Republic
Knowledge & Events Management Ltd. (https://www.siliconrepublic.com/start-

ups/miru-cybersecurity-platform-investigations-us). 10.12.2025).
*kx

«OckibKH  cy4acHi Ki0ep3j10uMHII BcCe yYacTime Jil0Th HEMOMITHO,
BUKOPHUCTOBYIOYH JIEriTUMHI 00JIiKOBI JaHi Ta HaAlliHi iIHCTPYMEHTH, TpaauliiHi
MeToaM Oe3mexkH, 1m0 O0a3ylThCS Ha CTATUYHUX CHTHATypax i npaBuJjax,
BUAIBJSIIOTHCH Hee(PeKTUBHMMHU, IO NMPU3BOAUTH /10 3HAYHHUX NMPOTajJvH y 3aXHUCTI
Ta BUSIBJICHHS 3arpo3 Ha misHii craaii. 106 npoTuaisty uboMy, NOBEAIHKOBUN aHAII3
3arpo3 (BTA) 3Miirye akimeHT Oe3neKkd 31 CTaTUYHUX T[MOKa3HHWKIB Ha MOCTIHHUN
MOHITOPUHT 1 BUBYEHHS TOTO, K 3a3BUYail MpaIOIOTh KOPUCTyBadl, Oprasizauii Ta
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CHUCTEMH, IO J03BOJISIE BUSBIATHA HAMEHINI BIIXWJICHHS, AKI BKa3ylOTh Ha BHYTpIIIHI
3arpo3u, KOMIIPOMETAIIil0 00JIIKOBUX JIaHUX Ta MPOCYHYTI NocTiiHi 3arpo3u (APT) vacrto
Ha HaWpaHIIKUX CTAIsIX. ..

BTA nocsrae mporo misixom 300py Ta HOpMaizailii MUPOKOT TEIEMETpii 3 CUCTEM
igeHTudikaii, XMapHUX >KypHaJiB, MEPEXKEBOro Tpadiky Ta KiHIIEBHX TOYOK, a MOTIM
BUKOPHCTOBY€E MAIIMHHE HABYAHHS ISl BCTAHOBJICHHS IUHAMIYHUX 0a30BHUX MOKa3HUKIB
NOBEAIHKHA JJI1 OKPEMHUX KOPUCTYBadiB, I'PyNl OJHOJITKIB Ta CIIy>KOOBHUX OOJIKOBUX
3anuciB. Konu cnocrepexyBaHa MOBEAIHKA BIAXWIAETHCS Bl IUX HOPM, HaIlpUKIA],
KOJIM KOPUCTYBay 3 (piHAHCOBOTO BIAJILTY OTPUMYE JOCTYII 10 1H)KEHEPHUX PENO3UTOPIiB
ab0 00JIIKOBUH 3amuc CiykOM 1HIIII0€ 1HTepakTUBHY cecito, BTA BusBisie anomanii ta
MIPUCBOIOE CYKYIIHI, OpIEHTOBaHI Ha 00'ekTH OIiHKM pusuky. Lled miaxim € myxe
e(eKTUBHUM IIPOTU MPUXOBAHUX 3arpo3, TAKUX SIK MTOCTYIIOBE 3JI0BKUBAHHS PUBLICIMH,
CKOMIIPOMETOBAaHI 00JIiKOBI JaHi Ta OiHapHi ¢aitin «living-off-the-land» (LOLBIns), siki
HE MAIOTh TPAAUIIIHHUX CUTHATYP HIKIITTUBOTO MIPOTPAMHOTO 3a0€3MeUEHHS.

Crorogai BTA Mae BupimanpHe 3HAYCHHS, OCKUIBKH IICGHTHYHICTH € HOBOIO
MOBEPXHEIO JIJIS aTaK, TUCTAHIIHHA POOOTa PO3MIMPIIIA MEXKI JIOBIPH, a 3JIOBMUCHUKU BCE
YacTillle BUKOPHCTOBYIOTh JerajbHi I1HCTpyMeHTH. Taki miatdopmu, Sk Seceon,
peam3ytorb BTA 3a gonomororo apxiTeKTypd Ha 0a3l IITy4YHOIO IHTEJIEKTY, SsKa
3a0e3neuye KOPEJSIIIo MOBEIIHKU B PEKUMI PEAJIbHOTO Yacy MiX PI3HUMH JOMEHAMH Ta
aBTOMAaTH30BaHy PEaKIliio, IO JO3BOJISE MEPEHTH BiJ pearyBaHHs Ha TPUBOXKHI CUTHAIN
JI0 TIOIIYKY 3arpo3 Ha OCHOBI MOBEAIHKU Ta MPUNHATTS PIILIEHb 3 ypaxyBaHHSM PHU3HUKIB,
0 B KIHIICBOMY MiJICYMKY 3abe3reuye OUIbIII paHHE BHUSBJICHHS Ta 3MEHIIY€E BTOMY BiJl
TpUBOXKHHUX curHaimiB...» (Anamika Pandey. Beyond Rules and Alerts: How Behavioral
Threat Analytics Redefines Modern Cyber Defense // Techstrong Group Inc.
(https://securityboulevard.com/2025/12/beyond-rules-and-alerts-how-behavioral-
threat-analytics-redefines-modern-cyber-defense/). 18.12.2025).

**k*k

OcHOBM kibepririenm

«OomexeHi O10/1KeTH He NMOBHHHI rajbMyBaTH (penepaabny
Ki0epMoaepHi3alilo. ATeHTCTBA MOXKYTh JOCAITH 3HAYHOI0 3HU:KEHHSI PU3HUKIB 3a
KiJIbKa MicslliB, 30cepeIUBIINCH HA TPHOX KIIBHIAKHUX MEPEMOrax»...

Brenite 000B'si3k0By OararodaktopHy aBteHTH(ikamiro (MFA), criiiky g0
¢bimuHTy (Hanmpukiaa, icHyroul 06sikoBi aani PIV), mist kokHOTO M0/1aTKa, a HE TITBKH
JUIsL BXOJIYy B MEpEXYy; 1€ HeJIopore pillleHHs, sike OJIOKy€e BEKTOp aTaku, IO CTOITh 3a
TPETUHOIO TIOPYIICHbD.

Mudpyiite xoHbiAeHIIWHI HaHl i Yac 30epiraHHs Ta mepenadvi, mod y pasi
pPOBAJly TEPUMETPATbHOI OOOPOHM 3TOBMUCHHUKH BCE OJHO HE MOTJIA TPOYUTATH
BKpAJICHI JaHl.

[30omr0liTe HE3aMiHHI 3acTapuil CHUCTEMH 3a JOMOMOTrOK MIKpOCErMeHTarlii, no0
3YNUHUTU TIOTIEPEYHE TMEPEeMIIIEHHS Ta 3MEHIIUTU PaJlyC YpaKeHHS OyJb-sIKOTro
nopyuenHsi; GAO 3a3Hauae, o 0arato KputuuHO BaxxiuBux cucteM COBOL/Assembly
HE MOXXHA BUIIPABUTH, ajie iX MOYKHA 130JII0OBaTH. ..
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VY mepcnekTuBi CTiiika JOpOKHA KapTa 0a3yeTbcs Ha: HaJifHOMY YIIpaBIiHHI
i1eHTUdIKAIIEI0 Ta JOCTYNIOM SIK OCHOBI MOJEN HYJbOBOI JOBIpH; YHi(pIKOBaHIH
TeJIeMeTpii Ta aHAJITHIN INTYYHOT'O I1HTEICKTY I HIBHJIKOTO BHSBICHHS Ha OCHOBI
CUTHAJIIB; a TAKOX MOTY>KHOMY TIOTEHIIIaJll IEPCOHAITY — HaBYaHHI, MDK(YHKITIOHATbHIH
CHIBIpalll Ta KyJIbTYpi, 10 TIATPUMYE MOAEIH HYJIbOBOI 10BipH. MoaepHizallisd MOBUHHA
OyTH CTpaTeriyHow, a HE XAaOTHYHOIO: BUOMpailTe 3aXx0JM 3 HAMBHUIIOK BIIJAYEI0 Ta
BTUIIONTE 1X Yy KUTTA. ljneanbHa Oe3nexka HEMOXKJIWBA, aje CTaOuIbHMM, 1g00pe
MpiOpUTE30BaHMI Mporpec 3ade3neuye HaA3BUYAHUN €(EeKT HaBiTh NPU OOMEKEHOMY
oromketi». (Lou Eichenbaum. Three moves that can jumpstart cyber modernization —
even wthout a full budget // nextgov (https://www.nextgov.com/ideas/2025/12/three-
moves-can-jumpstart-cyber-modernization-even-wthout-full-budget/410320/).
22.12.2025).

***k
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